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[bookmark: _Toc532985336][bookmark: _Toc532985450]5.2.2.7.1	General
The Create service operation shall be used to create an individual PDU session in the H-SMF for HR roaming scenarios.
It is used in the following procedures: 
-	UE requested PDU Session Establishment (see subclause 4.3.2.2.2 of 3GPP TS 23.502 [3]);
-	EPS to 5GS Idle mode mobility or handover using N26 interface (see subclause 4.11 of 3GPP TS 23.502 [3]);-	EPS to 5GS mobility without N26 interface (see subclause 4.11.2.3 3GPP TS 23.502 [3]);
-	Handover of a PDU session between 3GPP access and non-3GPP access, when the target AMF does not know the SMF resource identifier of the SM context used by the source AMF, e.g. when the target AMF is not in the PLMN of the N3IWF (see subclause 4.9.2.3.2 of 3GPP TS 23.502 [3]); 
-	Handover from EPS to 5GC-N3IWF (see subclause 4.11.3.1 of 3GPP TS 23.502 [3]); 
-	Handover from EPC/ePDG to 5GS (see subclause 4.11.4.1 of 3GPP TS 23.502 [3]). 
The NF Service Consumer (e.g. V-SMF) shall create a PDU session by using the HTTP POST method as shown in Figure 5.2.2.7.1-1.  


Figure 5.2.2.7.1-1: PDU session creation
1.	The NF Service Consumer shall send a POST request to the resource representing the PDU sessions collection resource of the H-SMF. The payload body of the POST request shall contain: 
-	a representation of the individual PDU session resource to be created; 
-	the Request Type IE, if it is received from the UE and if the request refers to an existing PDU session or an existing Emergency PDU session; the Request Type may be included otherwise;
-	the vsmfId IE identifying the serving SMF;
-	the vcnTunnelInfo; 
-	the anType;
-	a URI ({vsmfPduSessionUri}) representing the PDU session resource in the V-SMF, for possible use by the H-SMF to subsequently modify or release the PDU session. 
As specified in subclause 4.3.2.2.2 of 3GPP TS 23.502 [3], the NF Service Consumer shall be able to receive an Update request before receiving the Create Response, e.g. for EPS bearer ID allocation (see subclause 4.11.1.4.1 of 3GPP TS 23.502 [3]) or Secondary authorization/authentication (see subclause 4.3.2.3 of 3GPP TS 23.502 [3]).
If the NF Service Consumer supports "Secondary Authorization/Authentication" feature as defined in subclause 6.1.8, it shall include supportedFeatures IE in the request body to indicate the support of the feature.
2a.	On success, "201 Created" shall be returned, the payload body of the POST response shall contain:
-	the representation describing the status of the request; 
-	the QoS flow(s) to establish for the PDU session;
-	the epsPdnCnxInfo IE and, for each EPS bearer, an epsBearerInfo IE, if the PDU session may be moved to EPS during its lifetime;   
-	the "Location" header containing the URI of the created resource. 
The authority and/or deployment-specific string of the apiRoot of the created resource URI may differ from the authority and/or deployment-specific string of the apiRoot of the request URI received in the POST request.
If an Update Request was sent to the V-SMF before the Create Response, the URI in the "Location" header and in the hsmfPduSessionUri IE of the H-SMF initiated Update Request shall be the same. 
If the Request Type was received in the request and set to EXISTING_PDU_SESSION or EXISTING_EMERGENCY_PDU_SESSION (i.e. indicating that this is a request for an existing PDU session or an existing emergency PDU session), the SMF shall identify the existing PDU session or emergency PDU session based on the PDU Session ID; in this case, the SMF shall not create a new PDU session or emergency PDU session but instead update the existing PDU session or emergency PDU session and provide the representation of the updated PDU session or emergency PDU session in the response to the NF Service Consumer.
The POST request shall be considered as colliding with an existing PDU session context if: 
-	it includes the same SUPI, or PEI for an emergency registered UE without a UICC or without an authenticated SUPI, and the same PDU Session ID as for an existing PDU session context; and 
-	this is a request to establish a new PDU session, i.e. the RequestType is absent in the request or is present and set to INITIAL_REQUEST or INITIAL_EMERGENCY_REQUEST.
	A POST request that collides with an existing PDU session context shall be treated as a request for a new PDU session context. Before creating the new PDU session context, the SMF should delete the existing PDU session context locally and any associated resources in the UPF and PCF. If the vsmfPduSessionUri of the existing PDU session context differs from the vsmfPduSessionUri received in the POST request, the SMF shall also send a status notification (see subclause 5.2.2.10) targeting the vsmfPduSessionUri of the existing PDU session context to notify the release of the existing PDU session context.
If the Request Type was received in the request and indicates this is a request for a new PDU session (i.e. INITIAL_REQUEST) and if the Old PDU Session ID was also included in the request, the SMF shall identify the existing PDU session to be released and to which the new PDU session establishment relates, based on the Old PDU Session ID.
The NF Service Consumer shall store any epsPdnCnxInfo and EPS bearer information received from the H-SMF. 
If the response received from the H-SMF contains the alwaysOnGranted attribute set to true, the V-SMF shall check and determine whether the PDU session can be established as an always-on PDU session based on local policy.  
2b.	On failure , or redirection during a UE requested PDU Session Establishment, one of the HTTP status code listed in Table 6.1.3.5.3.1-3 shall be returned. For a 4xx/5xx response, the message body shall contain a PduSessionCreateError structure, including:
-	a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.1.3.5.3.1-3;
-	the n1SmCause IE with the 5GSM cause that the H-SMF requires the V-SMF to return to the UE, if the request included n1SmInfoFromUe;  
-	n1SmInfoToUe with any information to be sent to the UE (in the PDU Session Establishment Reject).  

* * * Next Change * * * *
[bookmark: _Toc532985340]5.2.2.8.1	General
The Update service operation shall be used in HR roaming scenarios to: 
-	update an individual PDU session in the H-SMF and/or provide the H-SMF with information received by the V-SMF in N1 SM signalling from the UE; 
-	update an individual PDU session in the V-SMF and/or provide information necessary for the V-SMF to send N1 SM signalling to the UE.
It is invoked by the V-SMF in the following procedures: 
-	UE or visited network requested PDU session modification (see subclause 4.3.3.3 of 3GPP TS 23.502 [3]);
-	UE requested PDU session release (see subclause 4.3.4.3 of 3GPP TS 23.502 [3]);
-	EPS to 5GS handover execution using N26 interface (see subclause 4.11 of 3GPP TS 23.502 [3]); 
-	Handover between 3GPP and untrusted non-3GPP access procedures (see subclause 4.9.2 of 3GPP TS 23.502 [3]), for a Home Routed PDU session, without AMF change or with target AMF in same PLMN; 
-	All procedures requiring to provide the H-SMF with information received by the V-SMF in N1 SM signalling from the UE to the H-SMF.
It is invoked by the H-SMF in the following procedures: 
-	Home network requested PDU session modification (see subclause 4.3.3.3 of 3GPP TS 23.502 [3]);
-	Home network requested PDU session release (see subclause 4.3.4.3 of 3GPP TS 23.502 [3]);
-	All procedures requiring to provide information necessary for the V-SMF to send N1 SM signalling to the UE;
-	EPS Bearer ID allocation or revocation (see subclauses 4.11.1.4.1 and 4.11.1.4.3 of 3GPP TS 23.502 [3]); 
-	Secondary authorization/authentication by an DN-AAA server (see subclause 4.3.2.3 of of 3GPP TS 23.502 [3]).

* * * Next Change * * * *
[bookmark: _Toc532985349]5.2.2.8.3.1	General
The NF Service Consumer (e.g. H-SMF) shall update a PDU session in the V-SMF and/or provide information necessary for the V-SMF to send N1 SM signalling to the UE, or request to allocate or revoke EPS Bearer ID(s) for the PDU session, by using the HTTP "modify" custom operation as shown in Figure 5.2.2.8.3.1-1.  


Figure 5.2.2.8.3.1-1: PDU session update towards V-SMF
1.	The NF Service Consumer shall send a POST request to the resource representing the individual PDU session resource in the V-SMF. The payload body of the POST request shall contain:
-	the requestIndication IE indicating the request type;
-	the modification instructions and/or the information necessary for the V-SMF to send N1 SM signalling to the UE;.  
-	the hsmfPduSessionUri IE if the Update Request is sent to the V-SMF before the Create Response, and the H-SMF PDU session resource URI has not been previously provided to the V-SMF; in this case, the supportedFeatures IE shall also be included if at least one optional feature defined in subclause 6.1.8 is supported. 
2a.	On success, "204 No Content" or "200 OK" shall be returned; in the latter case, the payload body of the POST response shall contain the representation describing the status of the request and/or information received by the V-SMF in N1 signalling from the UE. 
2b.	On failure, one of the HTTP status code listed in Table 6.1.3.7.4.2.2-1 shall be returned. For a 4xx/5xx response, the message body shall contain a VsmfUpdateError structure, including:
-	a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.1.3.7.4.2.2-1;
-	the n1SmCause IE with the 5GSM cause returned by the UE, if available;  
-	n1SmInfoFromUe and/or unknownN1SmInfo binary data, if NAS SM information has been received from the UE that needs to be transferred to the H-SMF or that the V-SMF does not comprehend;  
-	the procedure transaction id received from the UE, if available.

* * * Next Change * * * *
6.1.6.2.15	Type: VsmfUpdateData
Table 6.1.6.2.15-1: Definition of type VsmfUpdateData
	Attribute name
	Data type
	P
	Cardinality
	Description

	requestIndication
	RequestIndication
	M
	1
	This IE shall indicate the request type.

	sessionAmbr
	Ambr
	C
	1
	This IE shall be present if the Session AMBR authorized for the PDU session is modified. When present, it shall contain the new Session AMBR authorized for the PDU session.

	qosFlowsAddModRequestList
	array(QosFlowAddModifyRequestItem)
	C
	1..N
	This IE shall be present if QoS flows are requested to be established or modified.

	qosFlowsRelRequestList
	array(QosFlowReleaseRequestItem)
	C
	1..N
	This IE shall be present if QoS flows are requested to be released.

	epsBearerInfo
	array(EpsBearerInfo)
	C
	1..N
	This IE shall be present if the PDU session may be moved to EPS during its lifetime and the ePSBearerInfo has changed. 
When present, it shall only include epsBearerInfo IE(s) for new EBI or for EBIs for which the epsBearerInfo has changed. The complete epsBearerInfo shall be provided for an EBI that is included (i.e. the epsBearerInfo newly received for a given EBI replaces any epsBearerInfo previously received for this EBI).

	assignEbiList
	array(Arp)
	C
	1..N
	This IE shall be present if the H-SMF requests EBIs to be assigned.  

	revokeEbiList
	array(EpsBearerId)
	C
	1..N
	This IE shall be present if the H-SMF requests the V-SMF to revoke some EBI(s). When present, it shall contain the EBIs to revoke. 

	modifiedEbiList
	array(EbiArpMapping)
	C
	1..N
	This IE shall be present if a PDU session modification procedure resulted in the change of ARP for a QoS flow that was already allocated an EBI.

	pti
	ProcedureTransactionId
	C
	0..1
	This IE shall be present if the request is sent in response to a UE requested PDU session modification or release. When present, it shall contain the PTI value received in the corresponding request.

	n1SmInfoToUe
	RefToBinaryData
	C
	0..1
	This IE shall be present if the H-SMF needs to send N1 SM information to the UE that does not need to be interpreted by the V-SMF. When present, this IE shall reference the n1SmInfoToUe binary data (see subclause 6.1.6.4.4). 

	alwaysOnGranted
	boolean
	C
	0..1
	This IE shall be present if: 
- an alwaysOnRequested IE was received in an earlier V-SMF initiated Update request to change the PDU session to an always-on PDU session; or 
- the H-SMF determines, based on local policy, that the PDU session needs to be established as an always-on PDU session.
When present, it shall be set as follows:

- true: always-on PDU session granted.
- false (default): always-on PDU session not granted.

	hsmfPduSessionUri
	Uri
	C
	0..1
	This IE shall be included if:
· an Update Request is sent to the V-SMF before the Create Response (e.g. for EPS bearer ID allocation as specified in subclause 4.11.1.4.1 of 3GPP TS 23.502 [3], or for Secondary authorization/authentication as specified in subclause 4.3.2.3 of 3GPP TS 23.502 [3]), and
· the H-SMF PDU Session Resource URI has not been previously provided to the V-SMF.

This IE shall not be included otherwise.

When present, this IE shall include the URI representing the PDU session resrouce in the H-SMF.

	supportedFeatures
	SupportedFeatures
	C
	0..1
	This IE shall be present if "hsmfPduSessionUri" IE is present and at least one optional feature defined in subclause 6.1.8 is supported. 

	cause
	Cause
	O
	0..1
	When present, this IE shall indicate the cause for the requested modification. 

	n1smCause
	string
	O
	0..1
	When present, this IE shall contain the 5GSM cause the H-SMF requires the V-SMF to send to the UE. It shall be encoded as two characters in hexadecimal representation with each character taking a value of "0" to "9" or "A" to "F", and represent the cause value of the 5GSM cause IE specified in subclause 9.11.4.2 of 3GPP TS 24.501 [7].
Example: the cause "Invalid mandatory information" shall be encoded as "60".
See NOTE.

	backOffTimer
	DurationSec
	O
	0..1
	When present, this IE shall indicate a Back-off timer value, in seconds, that the V-SMF may use when sending the NAS message (PDU Session Release Command) towards the UE.  

	NOTE:	This IE contains information that the V-SMF shall transfer to the UE without interpretation. It is sent as a separate IE rather than within the n1SmInfoToUE binary data because the 5GSM cause IE is defined as a "V" IE (i.e. without a Type field) in the NAS PDU Session Release Command message.



* * * Next Change * * * *
[bookmark: _Toc532985498]6.1.8	Feature Negotiation
The feature negotiation mechanism specified in subclause 6.6 of 3GPP TS 29.500 [4] shall be used to negotiate the optional features applicable between the SMF and the NF Service Consumer, for the Nsmf_PDUSession service, if any. 
The NF Service Consumer shall indicate the optional features it supports for the Nsmf_PDUSession service, if any, by including the supportedFeatures attribute in the HTTP POST request when requesting the SMF to create an SM context or a PDU session resource. 
The SMF shall determine the supported features for the created SM context or PDU session resource as specified in subclause 6.6 of 3GPP TS 29.500 [4] and shall indicate the supported features by including the supportedFeatures attribute in the representation of the SM context or PDU session resource it returns in the HTTP response confirming the creation of the resource.
The syntax of the supportedFeatures attribute is defined in subclause 5.2.2 of 3GPP TS 29.571 [13]. 
The following features are defined for the Nsmf_PDUSession service. 
Table 6.1.8-1: Features of supportedFeatures attribute used by Nsmf_PDUSession service
	Feature Number
	Feature
	M/O
	Description

	1
	SAA
	M
	Secondary Authorization/Authentication.

Support of this feature may be indicated over the N16 interface, from the V-SMF to the H-SMF.

If the V-SMF indicates the support of this feature and Secondary authorization/authentication is required for the PDU Session, the H-SMF shall send Update Request (with EAP-message to the UE) to V-SMF before the Create Response, as specified in subclause 4.3.2.3 of 3GPP TS 23.502 [3].

[bookmark: _GoBack]If the V-SMF supports this feature and Secondary authorization/authentication is required for the PDU Session, the V-SMF shall send Update Request (with EAP-Message from the UE) to the H-SMF before receiving Create Response, as specified in subclause 4.3.2.3 of 3GPP TS 23.502 [3].
 

	Feature number: The order number of the feature within the supportedFeatures attribute (starting with 1).
Feature: A short name that can be used to refer to the bit and to the feature.
M/O: Defines if the implementation of the feature is mandatory ("M") or optional ("O"). 
Description: A clear textual description of the feature.



[bookmark: _Toc532985502]* * * Next Change * * * *
A.2	Nsmf_PDUSession API
openapi: 3.0.0

…

    VsmfUpdateData:
      type: object
      properties:
        requestIndication:
          $ref: '#/components/schemas/RequestIndication'
        sessionAmbr:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ambr'
        qosFlowsAddModRequestList:
          type: array
          items:
            $ref: '#/components/schemas/QosFlowAddModifyRequestItem'
          minItems: 1
        qosFlowsRelRequestList:
          type: array
          items:
            $ref: '#/components/schemas/QosFlowReleaseRequestItem'
          minItems: 1
        epsBearerInfo:
          type: array
          items:
            $ref: '#/components/schemas/EpsBearerInfo'
          minItems: 1
        assignEbiList:
          type: array
          items:
            $ref: '#/components/schemas/EpsBearerId'
          minItems: 1
        revokeEbiList:
          type: array
          items:
            $ref: '#/components/schemas/EpsBearerId'
          minItems: 1
        modifiedEbiList:
          type: array
          items:
            $ref: '#/components/schemas/EbiArpMapping'
          minItems: 1
        pti:
          $ref: '#/components/schemas/ProcedureTransactionId'
        n1SmInfoToUe:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RefToBinaryData'
        alwaysOnGranted:
          type: boolean
          default: false
        hsmfPduSessionUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        supportedFeatures:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
        cause:
          $ref: '#/components/schemas/Cause'
        n1smCause:
          type: string
        backOffTimer:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DurationSec'
      required:
        - requestIndication


…

* * * End of Changes * * * 
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