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* * * 1st Change * * * *
[bookmark: _Toc533194952][bookmark: _Toc533194965][bookmark: _Toc533194976][bookmark: _Toc533195014][bookmark: _Toc525384110]7.4.3.1	PFCP PFD Management Request
Table 7.4.3.1-1: Information Elements in PFCP PFD Management Request
	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	N4
	

	Application ID's PFDs
	C
	This IE shall contain an Application Identifier and the associated PFDs to be provisioned in the UP function. 
Several IEs with the same IE type may be present to provision PFDs for multiple Application IDs.
The UP function shall delete all the PFDs received and stored earlier for all the Application IDs if this IE is absent in the message.
	-
	X
	X
	X
	Application ID's PFDs



Table 7.4.3.1-2: Application ID's PFDs
	Octet 1 and 2
	
	Application ID's PFDs IE Type = 58 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	N4
	

	Application ID
	M
	This IE shall identify the Application ID for which PFDs shall be provisioned in the UP function.
	-
	X
	X
	X
	Application ID

	PFD context
	C
	This IE shall be present if the PFD needs to be provisioned in the UP function. 
When present, it shall describe the PFD to be provisioned in the UP function.
Several IEs with the same IE type may be present to provision multiple PFDs for this Application ID. 

When this IE is absent, the UP function shall delete all the PFDs received and stored earlier in the UP function for this Application ID.
	-
	X
	X
	X
	PFD context



Table 7.4.3.1-3: PFD context
	Octet 1 and 2
	
	PFD context IE Type = 59 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	N4
	

	PFD Contents 
	M
	This IE shall describe the PFD to be provisioned in the UP function. Several IEs with the same IE type may be present to provision multiple contents for this PFD.
	-
	X
	X
	X
	PFD Contents




* * * 2nd Change * * * *

7.4.5.1.2	User Plane Path Failure Report IE within PFCP Node Report Request
Table 7.4.5.1.2-1: User Plane Path Failure Report IE within PFCP Node Report Request
	Octet 1 and 2
	
	
	User Plane Path Failure Report IE Type = 102 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	N4
	

	Remote GTP-U Peer  
	M
	This IE shall include the IP address of the remote GTP-U peer towards which a user plane path failure has been detected.
More than one IE with this type may be included to represent multiple remote GTP-U peers towards which a user plane path failure has been detected.
	X
	X
	-
	X
	Remote GTP-U Peer



* * * 3rd Change * * * *
7.5.2.3	Create FAR IE within PFCP Session Establishment Request
The Create FAR grouped IE shall be encoded as shown in Figure 7.5.2.3-1.
Table 7.5.2.3-1: Create FAR IE within PFCP Session Establishment Request
	Octet 1 and 2
	
	Create FAR IE Type = 3 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	N4
	

	FAR ID
	M
	This IE shall uniquely identify the FAR among all the FARs configured for that PFCP session.
	X
	X
	X
	X
	FAR ID

	Apply Action
	M
	This IE shall indicate the action to apply to the packets, See subclauses 5.2.1 and 5.2.3.
	X
	X
	X
	X
	Apply Action

	Forwarding Parameters
	C
	This IE shall be present when the Apply -Action requests the packets to be forwarded. It may be present otherwise. 

When present, this IE shall contain the forwarding instructions to be applied by the UP function when the Apply -Action requests the packets to be forwarded. 
See table 7.5.2.3-2.
	X
	X
	X
	X
	Forwarding Parameters

	Duplicating Parameters 
	C
	This IE shall be present when the Apply -Action requests the packets to be duplicated. It may be present otherwise. 

When present, this IE shall contain the forwarding instructions to be applied by the UP function for the traffic to be duplicated, when the Apply -Action requests the packets to be duplicated. 

Several IEs with the same IE type may be present to represent to duplicate the packets to different destinations. See NOTE 1.

See table 7.5.2.3-3.
	X
	X
	-
	X
	Duplicating Parameters

	BAR ID
	O
	When present, this IE shall contain the BAR ID of the BAR defining the buffering instructions to be applied by the UP function when the Apply Action requests the packets to be buffered. 
	X
	-
	-
	X
	BAR ID

	NOTE 1:	The same user plane packets may be required, according to operator's policy and configuration, to be duplicated to different SX3LIFs.


Editor's Note: Regarding duplication of parameters for interception is FFS on N4, needs confirmation from SA3.

… No other changes to the rest of this section 7.5.2.3


* * * 4th Change * * * *
7.5.9	PFCP Session Report Response
[bookmark: _Toc533195015]7.5.9.1	General
The PFCP Session Report Response shall be sent over the Sxa, Sxb, Sxc and  N4 interface by the CP function to the UP function as a reply to the PFCP Session Report Request.
Table 7.5.9.1-1: Information Elements in a PFCP Session Report Response
	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	N4
	

	Cause
	M
	This IE shall indicate the acceptance or the rejection of the corresponding request message.
	X
	X
	X
	X
	Cause

	Offending IE
	C
	This IE shall be included if the rejection is due to an conditional or mandatory IE missing or faulty.
	X
	X
	X
	X
	Offending IE

	Update BAR
	C
	This IE shall be present if a BAR previously created for the PFCP session needs to be modified. 
A previously created BAR that is not modified shall not be included.
See Table 7.5.9.2-1.
	X
	-
	-
	X
	Update BAR

	SxSRRsp-FlagsPFCPSRRsp-Flags
	C
	This IE shall be included if at least one of the flags is set to 1. 
-	DROBU (Drop Buffered Packets): the CP function shall set this flag if the UP function needs to drop the packets currently buffered for this PFCP session (see NOTE 1). 

	X
	-
	-
	X
	SxSRRsp-Flags
PFCPSRRsp-Flags


	NOTE 1:	The CP function may request the UP function to drop the packets currently buffered for the PFCP session, when buffering is performed in the UP function, upon receipt of an PFCP Session Report Request notifying the CP function about the arrival of downlink data packets for which the CP function decides to throttle the corresponding Downlink Data Notification message over S11/S4 and. See subclause 5.9.3 of 3GPP TS 23.214 [2].




* * * 5th Change * * * *
[bookmark: _Toc533195031]8.1.2	Information Element Types
A PFCP message may contain several IEs. In order to have forward compatible type definitions for the PFCP IEs, all of them shall be TLV (Type, Length, Value) coded. PFCP IE type values are specified in the Table 8.1.2-1. The last column of this table indicates whether the IE is:
-	Fixed Length: the IE has a fixed set of fields, and a fixed number of octets;
-	Variable Length: the IE has a fixed set of fields, and has a variable number of octets.
For example, the last octets may be numbered similar to "5 to (n+4)". In this example, if the value of the length field, n, is 0, then the last field is not present;
-	Extendable: the IE has a variable number of fields, and has a variable number of octets.
The last fields are typically specified with the statement: "These octet(s) is/are present only if explicitly specified". The legacy receiving entity shall ignore the unknown octets.
An IE of any of the above types may have a null length as specified in subclause 5.6.3. This shall not be considered as an error by the receiving PFCP entity.
In order to improve the efficiency of troubleshooting, it is recommended that the IEs should be arranged in the signalling messages as well as in the grouped IEs, according to the order the IEs are listed in the message definition table or grouped IE definition table in section 7. However the receiving entity shall be prepared to handle the messages with IEs in any order.
Within IEs, certain fields may be described as spare. These bits shall be transmitted with the value set to 0. To allow for future features, the receiver shall not evaluate these bits.

Table 8.1.2-1: Information Element Types 
	56
	Packet Detection Rule IDPDR ID
	Extendable / Subclause 8.2 36
	2

	78
	Usage Report (in Session Modification Response)
	Extendable / Table 7.5.5.2-1
	Not Applicable



… No other changes to the rest of Table 8.1.2-1


* * * 6th Change * * * *
[bookmark: _Toc533195058]8.2.26	Apply Action
The Apply Action IE indicates the action(s) the UP function is required to apply to packets. It is coded as shown in Figure 8.2.26-1.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 44 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5
	Spare
	Spare
	Spare
	DUPL
	NOCP
	BUFF
	FORW
	DROP
	

	
	6 to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.26-1: Apply -Action

… No other changes to the rest of this section 8.2.26

* * * 7th Change * * * *
[bookmark: _Toc533195075][bookmark: _Toc525384222]8.2.43	Fully qualified PDN Connection Set Identifier (FQ-CSID)
A fully qualified PDN Connection Set Identifier (FQ-CSID) identifies a set of PDN connections belonging to an arbitrary number of UEs on a SGW-C, PGW-C, SGW-U and PGW-U. The FQ-CSID is used on Sxa and Sxb interfaces. 
The size of CSID is two octets. The FQ-CSID is coded as follows:

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 65 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5
	FQ-CSID Node-ID Type
	Number of CSIDs= m
	

	
	6 to p
	Node-Address 
	

	
	(p+1) to (p+2)
	First PDN Connection Set Identifier (CSID)
	

	
	(p+3) to (p+4)
	Second PDN Connection Set Identifier (CSID)
	

	
	...
	...
	

	
	q to q+1
	m-th PDN Connection Set Identifier (CSID)
	

	
	(q+2) to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.43-1: FQ-CSID
Where FQ-CSID Node-ID Type values are:
0	indicates that Node-Address is a global unicast IPv4 address and p = 9.
1	indicates that Node-Address is a global unicast IPv6 address and p = 21. 
2	indicates that Node-Address is a 4 octets long field with a 32 bit value stored in network order, and p= 9. The coding of the field is specified below:
-	Most significant 20 bits are the binary encoded value of (MCC * 1000 + MNC). 
-	Least significant 12 bits is a 12 bit integer assigned by an operator to an MME, SGW-C, SGW-U, PGW-C or PGW-U. Other values of Node-Address Type are reserved. 
Values of Number of CSID other than 1 are only employed in the PFCP Session Delete Deletion Request.
The node that creates the FQ-CSID (i.e. SGW-C for SGW-C FQ-CSID, SGW-U for SGW-U FQ-CSID, PGW-C for PGW-C FQ‑CSID and PGW-U for PGW-U FQ‑CSID) needs to ensure that the Node-ID is globally unique and the CSID value is unique within that node.

* * * End of Changes * * * *



