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1. Introduction
SA has approved the new WID on the eNS SP-181232. This discussion paper analyses the impacts of the CT aspects of this new WID. 
2. Discussion
It was concluded that the KI #2 and KI #3 in the TR 23.740 will be included in the normative work. It is unclear whether the KI # 1 will be included in Rel-16 normative work. This discussion paper only analyses the impacts of KI # 2 and KI # 3.
2.1 Impacts in KI # 2
There is no impact on the CT1 specification.
Connected Mode:

-
The solution 2.1 in the TR 23.740 is recommended as basis for normative specifications.

NOTE:
It is assumed that ETSUN will develop mechanisms to allow re-selection of V-SMFs which can be re-used for re-selecting a V-SMF dedicated to a Network Slice.
The impacts on the CT4 specs can be listed as following:
· In the step 7, there is no impact on the AMF or the SMF.

· In the step 8, the initial AMF performs the network slice instance selection and target AMF based on the S-NSSAI received in the step 7. This step will impact on the AMF selection in the 3GPP TS 29.510.

· In the step 9, the initial AMF will also include the EPS MM context and Bearer contexts to the target AMF. This step will impact on the AMF service in 3GPP TS 29.518.

·  In the step 25, the target AMF will send the Forward Relocation Complete message to the MME. This means that the MME’s F-TEID will be transferred to the target AMF in the step9. The target AMF’s F-TEID will also be transferred to the MME. 
The initial AMF will include the MME’s F-TEID to the target AMF in the step 9 and the target AMF will also include the target AMF’s F-TEID to the MME in the step 18.

These two steps will impact the AMF service in 3GPP TS 29.518.
Idle Mode:

‐
To support Rel-15 UE, the AMF may reselect a V-SMF based on S-NSSAI received from PGW-C+SMF. For the V-SMF reallocation, the same mechanism defined at the ETSUN can be reused.

The SMF reallocation will be addressed in the WID ETSUN. So this impact requires coordination with ETSUN work.
The KI #2 will impact the specification as listed in the table 1.
2.2 Impacts in KI # 3
The solution in the subclause 6.3.2 in TR23.740 will be used as a base for the normative work.
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Figure 6.3.2.2-1 in TR 23.740

In this solution, the UE will include the a capability indicating its support for Slice-Specific Secondary Authentication and Authorisation in the registration request facilitating the AMF to determine whether it can execute Slice-Specific Secondary Authentication and Authorisation or not.
The UDM will also include a flag indicating that this S-NSSAI is subject to Slice-Specific Secondary Authentication and Authorisation. 
The detailed impacts are as following:
· Step 4 is conditional to both the UE security capability and the S-NSSAI subscription data, checked at step 3, including a flag that indicates Slice-Specific Secondary Authentication and Authorisation is needed. If this is needed and UE supports it, this step is executed. The start of this step suspends the current Registration procedure timer. This timer is restarted when all the pending EAP procedure for slices that are subject to Slice-Specific Secondary Authentication are completed.

Editor's note:
This approach needs to be checked whether it is acceptable by CT1 and based on the feedback changes to the solution may be done in normative phase to align with the preferred way to handle NAS and EAP timers interaction.
SA2 has also sent a LS to CT1 to ask CT1’s view on this issue in S2-1813359. CT1 has also responded this in C1-190602 and indicate that CT1 prefers a solution where exchanging NAS messages for Slice-Specific Secondary Authentication is performed outside the registration procedure.
The step 4 will involve the interaction between the UE and AMF, interaction between the AMF and AAA-F, interaction between the AAA-F and AAA-S. The detailed impacts can be listed as following:
· The impacts between the UE and AMF to perform the Slice-Specific Secondary Authentication. This is in the scope of CT1
· The impacts between the AMF and the AAA-F, AAA-F and AAA-S. A new AAA service will be specified. This is in the scope of CT3. Since AAA-F service is like a proxy function, then AAA-F and AAA- can be in one service. 
2.3 Impacts on the specifications

	
	KI #2
	KI #3

	CT1
	No
	· 24.501: 

the UE capability is updated to include the support of Slice-Specific Secondary Authentication;

the UE and network perform the Slice-Specific Secondary Authentication 

	CT3
	No
	· New TS: a new AAA service is specified.



	CT4
	· 29.502: AMF performs a new SMF selection during EPS to 5GS handover
· 29.518: the initial AMF includes the EPS MM context and bearer contexts to the target AMF
the initial AMF includes the MME F-TEID to the target AMF.
	· 29.503/505: a flag is required to indicate that the slice is subjected to Slice-Specific Secondary Authentication.


3. Conclusion

A corresponding building block WID has been proposed in the C4-190219.
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