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1. Introduction
SA2 has concluded on normatively specifying the indirect interaction model between NF services for eSBA in R16. See clause 8.3 of TR 23.742. Correspondingly those models have to be identified as indirect interaction model topologies in order to evaluate overload control mechanism behaviors. During SA2#130, it was agreed to use the terminology "Service Communication Proxy" (SCP) in the normative phase instead of SFSF.
2. Reason for Change
Identify the indirect interaction topologies for studying overload control.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 29.843 v0.3.0
* * * First Change * * * *

5.1
Introduction

This clause identifies the various deployment models possible with Release 15 service based architecture. These deployment models are used to evaluate the various load and overload control mechanisms.


* * * Next Change * * * *

5.x
Indirect Interaction Models through Intermediaries

5.x.1
NF Service Instances behind a Service Communication Proxy with independent NF Service discovery
In this deployment model, a NF Service Consumer first discovers the API endpoint (service URI) of the NF Service Producer by querying the NRF. The NF Service Consumer then routes the request to the NF Service Producer through a Service Communication Proxy (SCP, e.g a HTTP forward and reverse proxy). SCPs may be deployed in a distributed manner in which case, a SCP on the side of the NF Service Consumer acts as a HTTP forward proxy while a SCP on the side of the NF Service Producer acts as a HTTP reverse proxy. The SCP routes the request to appropriate instance of the NF Service Producer. This topology is specified in Annex C of 3GPP TR 23.742 [4] as model C.
Editor's Note:
The following aspects are not clear from stage 2 at this stage. Characteristics of this deployment topology and the interpretation of overload depends on the resolution of the following questions during the normative work of eSBA. 

1. What is the authority part of the request URI for initial resource creation request? Is it FQDN of NF Service Producer Set or FQDN of NF Service Producer Instance or can it be any of these?
2. What is the authority part of the request URI for subsequent requests to already created resources? Is it FQDN of NF Service Producer Set or FQDN of NF Service Producer Instance or can it be any of these depending on deployment?

5.x.2
NF Service Instances behind a Service Communication Proxy with delegated NF Service discovery
In this deployment model, a NF Service Consumer does not discover the API endpoint (service URI) of the NF Service Producer by itself. Instead, the NF Service Consumer routes the request to a SCP and the SCP based on the contents of the request URI and/or HTTP headers performs a NF service discovery either by configuration or optionally by querying the NRF that has been assigned for the set of slices or the slice instance corresponding to NF services involved in the indirect communication. SCPs may be deployed in a distributed manner in which case, a SCP on the side of the NF Service Consumer acts as a HTTP forward proxy while a SCP on the side of the NF Service Producer acts as a HTTP reverse proxy. An SCP in the communication path does the NF service producer instance selection. The SCP(s) then routes the request to a selected instance of the NF Service Producer. This topology is specified in Annex C of 3GPP TR 23.742 [4] as model D.

Editor's Note:
The following aspects are not clear from stage 2 at this stage. Characteristics of this deployment topology and the interpretation of overload depends on the resolution of the following questions during the normative work of eSBA. 

1. What is the authority part of the request URI for initial resource creation request? Is it FQDN SCP itself?
2. What is the authority part of the request URI for subsequent requests to already created resources? Is it FQDN of NF Service Producer Set or FQDN of NF Service Producer Instance or FQDN of the SCP or can it be any of these depending on deployment?

5.x.3
Interpretation of Overload

For the indirect interaction topologies specified above, the following points apply for the interpretation of the detected overload condition.

-
For the Release 15 overload detection mechanism, whether the detected overload is associated with the NF service instance or the NF service instance set or the SCP depends on what the authority part of the request URI contains. 

-
Any new overload conveyance mechanism may consider associating the overload with a specific scope (i.e. at NF service instance level or NF service set level).
Editor's Note: The above list need to be updated once clarity on the questions raised in subclauses 5.x.1 and 5.x.2 are reached.
* * * End of Changes * * * *

