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	Reason for change:
	When the NSSF returns the authorized network slice information, it may contain the target AMF set ID. The data type of this IE is specified as a string without any pattern. An NF service consumer that receives this target AMF set will have to do a DNS query to identify the target AMF IP address for routing the Namf service messages. Hence the target AMF set data should carry a discoverable / routable identifier like an FQDN.

	
	

	Summary of change:
	1. Clarify that targetAmfSet attribute shall contain the Target AMF Set ID in FQDN format as specified in clause 28.3.2.7 of 3GPP TS 23.003

	
	

	Consequences if not approved:
	Any free form string is sent and the NF consumer receiving the target AMF set information will not know how to locate the target AMF and route the Namf service messages. 
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	Other comments:
	Adding a pattern in OpenAPI in a frozen release makes it a backwards incompatible change since implementations compliant to newer version of the specification will enforce the pattern checking while implementations compliant to older versions might be sending the IE value in a free form string. This will lead to a newer version receiver failing the check and returning an error to a older version sender.

Whether to include the pattern in OpenAPI after the API freeze can be discussed in CT4 and the CR be updated correspondingly.
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* * * First Change * * * *
[bookmark: _Toc532996594]6.1.6.2.2	Type: AuthorizedNetworkSliceInfo
Table 6.1.6.2.2-1: Definition of type AuthorizedNetworkSliceInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	allowedNssaiList
	array(AllowedNssai)
	C
	1..N
	This IE shall contain the allowed S-NSSAI(s) authorized by the NSSF in the serving PLMN per access type, if the NSSF received the Requested NSSAI and the subscribed S-NSSAI(s) or if the "requestMapping" flag in the corresponding request was set to "true".

	configuredNssai
	array(ConfiguredSnssai)
	C
	1..N
	This IE shall contain the configured S-NSSAI(s) authorized by the NSSF in the serving PLMN, if the NSSF did not receive any Requested NSSAI or the Requested NSSAI includes an S-NSSAI that is not valid in the Serving PLMN.

	targetAmfSet
	string
	O
	0..1
	This IE may be included by the NSSF based on configuration and if the NSSF received the Requested NSSAI and the subscribed S-NSSAI(s). When present, this IE shall contain the target AMF set formatted as an FQDN as specified in subclause 28.3.2.7 of 3GPP TS 23.003 [9].

Pattern: '^set[0-9a-fA-F]{3}\.region[0-9a-fA-F]{2}\.amfset\.5gc\.mnc[0-9]{3}\.mcc[0-9]{3}\.3gppnetwork\.org$'

This IE shall not be included if the "requestMapping" IE was included in the request message and was set to "true".

	candidateAmfList
	array(NfInstanceId)
	O
	1..N
	This IE may be included by the NSSF based on configuration and if the NSSF received the Requested NSSAI and the subscribed S-NSSAI(s). When present, this IE shall contain the list of candidate AMF(s).

This IE shall not be included if the "requestMapping" IE was included in the request message and was set to "true".

	rejectedNssaiInPlmn
	array(Snssai)
	O
	1..N
	This IE may be included by the NSSF if the NSSF received the Requested NSSAI and the subscribed S-NSSAI(s). When present, this IE shall contain the rejected NSSAI in the PLMN.

	rejectedNssaiInTa
	array(Snssai)
	O
	1..N
	This IE may be included by the NSSF if the NSSF received the Requested NSSAI and the subscribed S-NSSAI(s). When present, this IE shall contain the rejected NSSAI in the current TA.

	nsiInformation
	NsiInformation
	C
	0..1
	This IE shall be included by the NSSF if the NSSF received the S-NSSAI. (i.e. during PDU session establishment procedure)

This IE shall not be included if the "requestMapping" IE was included in the request message and was set to "true".

	supportedFeatures
	SupportedFeatures
	C
	0..1
	This IE shall be present if at least one optional feature defined in subclause 6.1.8 is supported

	nrfAmfSet
	Uri
	O
	0..1
	This IE may be included by the NSSF based on configuration and if the target AMF Set is included.
When present, this IE shall contain the API URI of the NRF to be used to determine the list of candidate AMF(s) from the AMF Set.




* * * Next Change * * * *
[bookmark: _Toc532996679]A.2	Nnssf_NSSelection API
openapi: 3.0.0

info:
[bookmark: _GoBack]  version: '1.0.0'
  title: 'NSSF NS Selection'
  description: 'NSSF Network Slice Selection Service'
security:
  - {}
  - oAuth2Clientcredentials:
    - nnssf-nsselection
servers:
  - url: '{apiRoot}/nnssf-nsselection/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in subclause 4.4 of 3GPP TS 29.501
externalDocs:
  description: 3GPP TS 29.531 V15.2.0; 5G System; Network Slice Selection Services; Stage 3
  url: http://www.3gpp.org/ftp/Specs/archive/29_series/29.531/
[...]
  schemas:
    AuthorizedNetworkSliceInfo:
      type: object
      properties:
        allowedNssaiList:
          type: array
          items:
            $ref: '#/components/schemas/AllowedNssai'
          minItems: 1
        configuredNssai:
          type: array
          items:
            $ref: '#/components/schemas/ConfiguredSnssai'
          minItems: 1
        targetAmfSet:
          type: string
          pattern: '^set[0-9a-fA-F]{3}\.region[0-9a-fA-F]{2}\.amfset\.5gc\.mnc[0-9]{3}\.mcc[0-9]{3}\.3gppnetwork\.org$'
        candidateAmfList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
          minItems: 1
        rejectedNssaiInPlmn:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
          minItems: 1
        rejectedNssaiInTa:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
          minItems: 1
        nsiInformation:
          $ref: '#/components/schemas/NsiInformation'
        supportedFeatures:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
        nrfAmfSet:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
      
[...]
* * * End of Changes * * * *

