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	Reason for change:
	According to CR 0068 in TS 23.503 as reads below:

PFD (Packet Flow Description) is a set of information enabling the detection of application traffic.
Each PFD may be identified by a PFD id. A PFD id is unique in the scope of a particular application identifier. Conditions for when PFD ID is included in the PFD is described in TS 29.551 [xx]. There may be different PFD types associated to an application identifier.
A PFD include the following information:
-	PFD id; and 
-	one or more of the following:
-	a 3-tuple including protocol, server side IP address and port number;
-	the significant parts of the URL to be matched, e.g. host name;
-	a Domain name matching criteria and information about applicable protocol(s).
so the PFD definition needs to be extended to include:

1.	The matching protocol for the domain name.
2.	Possibility of matching criteria for one or more PFD data to detect an application.

The CP function receive PFD information via Gw/SBI interface from a PFDF as as specified in TS 29.551/29.251, where among those the PFD contents, e.g. flow description, Domain name, URL, the logical relation between them is provisioned as "OR", see below:

[image: ]
That means that incoming packets matching any of PfdContent (flowDescriptions, urls, domainNames) shall be considered the application is detected. CT3 has also specified that "One of the properties "flowDescriptions", "urls" or "domainNames" shall be included" in a PFD. Note that each property can have multiple instances, as it is array.

In TS 29.244, it specified that the PFD information for an application can ONLY be provisioned/updated with FULL set of information. 

[bookmark: OLE_LINK6]Though there is no strict mapping between PfdContent per PFD ID (received from PFDF) and the PFD Contexts as specified in subclause 7.4.3.1, most likely, a CP function will provision a PFD content (identified by PFD ID) from the PFDF into a instance of PFD context, so for a PFD context provisioned over PFCP, there can be only one property included, i.e. before introducing CR23.503-0068 and relevant CT3 CR, the PFD Contents can include only one of the properties "flowDescriptions", "urls" or "domainNames".

As specified in subclause 8.2.39, for every different type of PFD information, i.e. "flowDescriptions", "urls" or "domainNames", only one instance can be included in the PFD Contents. 

So for a PFD with multiple instance, e.g. multiple flow descriptions, the CP function need provision multiple PFD contents containing the information for the same property - flow description. 

It is proposed:
1. Enhance the encoding of PFD content, to allow to include multiple instance for the same property, and the relation of these multiple instance is logical OR;

2. Adding Domain Name Protocol in the PFD Contents.

3. When combination of properties are required (as in CR23.503-0068), different properties (i.e. multiple bits FD/URL/DN/DNP may be set to "1")  may be present in the same PFD contents, the relation between different properties is logical "AND".



	
	

	Summary of change:
	1. Add requirements for the UP function when matching incoming traffic using PFD contents.
2. Update PFD Contents.
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[bookmark: _Toc533190519]* * * First Change * * * *
[bookmark: _Toc533194814]5.4.11	(Un)solicited Application Reporting
[bookmark: OLE_LINK41][bookmark: OLE_LINK42]Editor's Note: (Un)solicited Application Reporting in 5GC is FFS.
 (Un)solicited Application Reporting refers to the process of reporting the start or stop of applications by the TDF or PCEF. See 3GPP TS 23.203 [3] and 3GPP TS 29.212 [8].
[bookmark: OLE_LINK43]The CP function shall instruct the UP function to detect and report applications by:
-	creating the necessary PDR(s) to represent the applications to detect;
-	creating a URR with the Reporting Trigger IE set to detect the start and/or stop of Traffic;
-	associating the URR to the PDR.
For unsolicited application reporting, an PFCP session which is not linked to any specific TDF session may be established and the PDI in the PDR(s) does not contain any UE IP address.
When detecting the start or stop of an application, the UP function shall then initiate the PFCP Session Report procedure and send a Usage Report with the Usage Report Trigger set to 'Start of Traffic' or 'Stop of Traffic'. The UP function shall also include the following information in the Usage Report:
-	when reporting the start of an application:
-	the Application ID;
-	the Flow Information including the Flow Description and the Flow Direction, if the traffic flow information is deducible;
-	the Application-Instance-Identifier, if the traffic flow information is deducible; and
-	if no UE IP address was provisioned in the PDI, the UE's IP address, and the Network instance when multiple PDNs with overlapping IP addresses are used in the UP function.
NOTE:	When the CP function instructs the UP function to perform unsolicited application reporting, the PDI in the corresponding PDR has no UE IP address.
-	when reporting the stop of an application:
-	the Application ID;
-	the Application-Instance-Identifier, if an Application Identifier was provided when reporting the start of the application;
-	if no UE IP address was provisioned in the PDI, the UE's IP address, and the Network instance when multiple PDNs with overlapping IP addresses are used in the UP function.
The UP function shall only report the Application ID when detecting the start or stop of an application and the Reduced Application Detection Information flag is set in the Measurement Information of the URR, e.g. for envelope reporting.
[bookmark: OLE_LINK7]When the UP function attempts to detect the traffic pertaining to an application by using the application's PFDs which is consist of several PFD contexts containing multiple PFD Contents, and each PFD Contents may include one or more properties, e.g. Flow Description, Domain Name together with Domain Name Protocol, and URL, and each property may have a number of fields representing multiple instances; the UP function shall consider the incoming traffic matching a PFD Contents only if it matches at least one of fields for every property if present (except for Custom PFD Content) in the same PFD Contents IE.
NOTE:	Interpretation of the Custom PFD Content is implementation specific.
[bookmark: _GoBack]
* * * Next change * * * *
[bookmark: _Toc533194952][bookmark: OLE_LINK8][bookmark: OLE_LINK9]7.4.3.1	PFCP PFD Management Request
Table 7.4.3.1-1: Information Elements in PFCP PFD Management Request
	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	N4
	

	Application ID's PFDs
	C
	This IE shall contain an Application Identifier and the associated PFDs to be provisioned in the UP function. 
Several IEs with the same IE type may be present to provision PFDs for multiple Application IDs.
The UP function shall delete all the PFDs received and stored earlier for all the Application IDs if this IE is absent in the message.
	-
	X
	X
	X
	Application ID's PFDs



Table 7.4.3.1-2: Application ID's PFDs
	Octet 1 and 2
	
	Application ID's PFDs IE Type = 58 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	N4
	

	Application ID
	M
	This IE shall identify the Application ID for which PFDs shall be provisioned in the UP function.
	-
	X
	X
	X
	Application ID

	PFD 
	C
	This IE shall be present if the PFD needs to be provisioned in the UP function. 
When present, it shall describe the PFD to be provisioned in the UP function.
Several IEs with the same IE type may be present to provision multiple PFDs for this Application ID. 

When this IE is absent, the UP function shall delete all the PFDs received and stored earlier in the UP function for this Application ID.
	-
	X
	X
	X
	PFD context



Table 7.4.3.1-3: PFD context
	Octet 1 and 2
	
	PFD IE Type = 59 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	N4
	

	PFD Contents 
	M
	This IE shall describe the PFD to be provisioned in the UP function. Several IEs with the same IE type may be present to provision multiple contents for this PFD.
	-
	X
	X
	X
	PFD Contents


 
* * * For information * * * *
[bookmark: _Toc533195031]8.1.2	Information Element Types
A PFCP message may contain several IEs. In order to have forward compatible type definitions for the PFCP IEs, all of them shall be TLV (Type, Length, Value) coded. PFCP IE type values are specified in the Table 8.1.2-1. The last column of this table indicates whether the IE is:
-	Fixed Length: the IE has a fixed set of fields, and a fixed number of octets;
-	Variable Length: the IE has a fixed set of fields, and has a variable number of octets.
For example, the last octets may be numbered similar to "5 to (n+4)". In this example, if the value of the length field, n, is 0, then the last field is not present;
-	Extendable: the IE has a variable number of fields, and has a variable number of octets.
The last fields are typically specified with the statement: "These octet(s) is/are present only if explicitly specified". The legacy receiving entity shall ignore the unknown octets.
An IE of any of the above types may have a null length as specified in subclause 5.6.3. This shall not be considered as an error by the receiving PFCP entity.
In order to improve the efficiency of troubleshooting, it is recommended that the IEs should be arranged in the signalling messages as well as in the grouped IEs, according to the order the IEs are listed in the message definition table or grouped IE definition table in section 7. However the receiving entity shall be prepared to handle the messages with IEs in any order.
Within IEs, certain fields may be described as spare. These bits shall be transmitted with the value set to 0. To allow for future features, the receiver shall not evaluate these bits.
Table 8.1.2-1: Information Element Types 
	IE Type value
(Decimal)
	Information elements
	Comment / Reference
	Number of Fixed Octets

	0
	Reserved
	
	

	1
	Create PDR
	Extendable / Table 7.5.2.2-1
	Not Applicable

	2
	PDI
	Extendable / Table 7.5.2.2-2
	Not Applicable

	3
	Create FAR
	Extendable / Table 7.5.2.3-1
	Not Applicable

	4
	Forwarding Parameters
	Extendable / Table 7.5.2.3-2
	Not Applicable

	5
	Duplicating Parameters
	Extendable / Table 7.5.2.3-3
	Not Applicable

	6
	Create URR
	Extendable / Table 7.5.2.4-1
	Not Applicable

	7
	Create QER
	Extendable / Table 7.5.2.5-1
	Not Applicable

	8
	Created PDR
	Extendable / Table 7.5.3.2-1
	Not Applicable

	9
	Update PDR
	Extendable / Table 7.5.4.2-1
	Not Applicable

	10
	Update FAR
	Extendable / Table 7.5.4.3-1
	Not Applicable

	11
	Update Forwarding Parameters
	Extendable / Table 7.5.4.3-2
	Not Applicable

	12
	Update BAR (PFCP Session Report Response)
	Extendable / Table 7.5.9.2-1 
	Not Applicable

	13
	Update URR
	Extendable / Table 7.5.4.4
	Not Applicable

	14
	Update QER
	Extendable / Table 7.5.4.5
	Not Applicable

	15
	Remove PDR
	Extendable / Table 7.5.4.6
	Not Applicable

	16
	Remove FAR
	Extendable / Table 7.5.4.7
	Not Applicable

	17
	Remove URR
	Extendable / Table 7.5.4.8
	Not Applicable

	18
	Remove QER
	Extendable / Table 7.5.4.9
	Not Applicable

	19
	Cause
	Fixed / Subclause 8.2.1
	1

	20
	Source Interface
	Extendable / Subclause 8.2.2
	1

	21
	F-TEID
	Extendable / Subclause 8.2.3
	q-4

	22
	Network Instance
	Variable Length / Subclause 8.2.4
	Not Applicable

	23
	SDF Filter
	Extendable / Subclause 8.2.5
	v+2-4

	24
	Application ID
	Variable Length / Subclause 8.2.6
	Not Applicable

	25
	Gate Status
	Extendable / Subclause 8.2.7
	1

	26
	MBR
	Extendable / Subclause 8.2.8
	10

	27
	GBR
	Extendable / Subclause 8.2.9
	10

	28
	QER Correlation ID
	Extendable / Subclause 8.2.10
	4

	29
	Precedence
	Extendable / Subclause 8.2.11
	4

	30
	Transport Level Marking
	Extendable / Subclause 8.2.12
	2

	31
	Volume Threshold
	Extendable /Subclause 8.2.13
	q+7-4

	32
	Time Threshold
	Extendable /Subclause 8.2.14
	4

	33
	Monitoring Time
	Extendable /Subclause 8.2.15
	4

	34
	Subsequent Volume Threshold
	Extendable /Subclause 8.2.16
	q+7-4

	35
	Subsequent Time Threshold
	Extendable /Subclause 8.2.17
	4

	36
	Inactivity Detection Time
	Extendable /Subclause 8.2.18
	4

	37
	Reporting Triggers
	Extendable /Subclause 8.2.19
	2

	38
	Redirect Information
	Extendable /Subclause 8.2.20
	8+a-4

	39
	Report Type
	Extendable / Subclause 8.2.21
	1

	40
	Offending IE
	Fixed / Subclause 8.2.22
	2

	41
	Forwarding Policy
	Extendable / Subclause 8.2.23
	k-4

	42
	Destination Interface
	Extendable / Subclause 8.2.24
	1

	43
	UP Function Features
	Extendable / Subclause 8.2.25
	1

	44
	Apply Action
	Extendable / Subclause 8.2.26
	1

	45
	Downlink Data Service Information
	Extendable / Subclause 8.2.27
	1

	46
	Downlink Data Notification Delay
	Extendable / Subclause 8.2.28
	1

	47
	DL Buffering Duration
	Extendable / Subclause 8.2.29
	1

	48
	DL Buffering Suggested Packet Count
	Variable / Subclause 8.2.30
	Not Applicable

	49
	PFCPSMReq-Flags
	Extendable / Subclause 8.2.31
	1

	50
	PFCPSRRsp-Flags
	Extendable / Subclause 8.2.32
	1

	51
	Load Control Information
	Extendable / Table 7.5.3.3-1
	Not Applicable

	52
	Sequence Number
	Fixed Length / Subclause 8.2.33
	4

	53
	Metric
	Fixed Length / Subclause 8.2.34
	1

	54
	Overload Control Information
	Extendable / Table 7.5.3.4-1
	Not Applicable

	55
	Timer
	Extendable / Subclause 8.2 35
	1

	56
	Packet Detection Rule ID
	Extendable / Subclause 8.2 36
	2

	57
	F-SEID
	Extendable / Subclause 8.2 37
	p+15-4

	58
	Application ID's PFDs
	Extendable / Table 7.4.3.1-2
	Not Applicable

	59
	PFD context
	Extendable / Table 7.4.3.1-3
	Not Applicable

	60
	Node ID
	Extendable / Subclause 8.2.38
	o-4

	61
	PFD contents
	Extendable / Subclause 8.2.39
	v-4

	62
	Measurement Method
	Extendable / Subclause 8.2.40
	1

	63
	Usage Report Trigger
	Extendable / Subclause 8.2.41
	1

	64
	Measurement Period
	Extendable / Subclause 8.2.42
	4

	65
	FQ-CSID
	Extendable / Subclause 8.2.43
	(q+1)-4

	66
	Volume Measurement
	Extendable / Subclause 8.2.44
	q+7-4

	67
	Duration Measurement
	Extendable / Subclause 8.2.45
	4

	68
	Application Detection Information
	Extendable / Table 7.5.8.3-2
	Not Applicable

	69
	Time of First Packet
	Extendable / Subclause 8.2.46
	4

	70
	Time of Last Packet
	Extendable / Subclause 8.2.47
	4

	71
	Quota Holding Time
	Extendable / Subclause 8.2.48
	4

	72
	Dropped DL Traffic Threshold
	Extendable / Subclause 8.2.49
	m+7-4

	73
	Volume Quota
	Extendable / Subclause 8.2.50
	q+7-4

	74
	Time Quota
	Extendable / Subclause 8.2.51
	4

	75
	Start Time
	Extendable / Subclause 8.2.52
	4

	76
	End Time
	Extendable / Subclause 8.2.53
	4

	77
	Query URR
	Extendable / Table 7.5.4.10-1
	Not Applicable

	78
	Usage Report (in Session Modification Response)
	Extendable / Table 7.5.5.2-1
	Not Applicable

	79
	Usage Report (Session Deletion Response)
	Extendable / Table 7.5.7.2-1
	Not Applicable

	80
	Usage Report (Session Report Request)
	Extendable / Table 7.5.8.3-1
	Not Applicable

	81
	URR ID
	Extendable / Subclause 8.2.54
	4

	82
	Linked URR ID
	Extendable / Subclause 8.2.55
	4

	83
	Downlink Data Report
	Extendable / Table 7.5.8.2-1
	Not Applicable

	84
	Outer Header Creation
	Extendable / Subclause 8.2.56
	r+1-4

	85
	Create BAR
	Extendable / Table 7.5.2.6-1
	Not Applicable

	86
	Update BAR (Session Modification Request)
	Extendable / Table 7.5.4.11-1
	Not Applicable

	87
	Remove BAR
	Extendable / Table 7.5.4.12-1
	Not Applicable

	88
	BAR ID
	Extendable / Subclause 8.2.57
	1

	89
	CP Function Features
	Extendable / Subclause 8.2.58
	1

	90
	Usage Information
	Extendable / Subclause 8.2.59
	1

	91
	Application Instance ID
	Variable Length / Subclause 8.2.60
	Not Applicable

	92
	Flow Information
	Extendable / Subclause 8.2.61
	m-4

	93
	UE IP Address
	Extendable / Subclause 8.2.62
	p+15-1

	94
	Packet Rate
	Extendable / Subclause 8.2.63
	p+2-4

	95
	Outer Header Removal
	Extendable / Subclause 8.2.64
	1

	96
	Recovery Time Stamp
	Extendable / Subclause 8.2.65
	4

	97
	DL Flow Level Marking
	Extendable / Subclause 8.2.66
	p+1-4

	98
	Header Enrichment
	Extendable / Subclause 8.2.67
	q-4

	99
	Error Indication Report
	Extendable / Table 7.5.8.4-1
	Not Applicable

	100
	Measurement Information
	Extendable / Subclause 8.2.68
	1

	101
	Node Report Type
	Extendable / Subclause 8.2.69
	1

	102
	User Plane Path Failure Report
	Extendable / Table 7.4.5.1.2-1
	Not Applicable

	103
	Remote GTP-U Peer
	Extendable / Subclause 8.2.70
	p+15-4

	104
	UR-SEQN
	Fixed Length / Subclause 8.2.71
	4

	105
	Update Duplicating Parameters
	Extendable / Table 7.5.4.3-3
	Not Applicable

	106
	Activate Predefined Rules 
	Variable Length / Subclause 8.2.72
	Not Applicable

	107
	Deactivate Predefined Rules 
	Variable Length / Subclause 8.2.73
	Not Applicable

	108
	FAR ID
	Extendable / Subclause 8.2.74
	4

	109
	QER ID
	Extendable / Subclause 8.2.75
	4

	110
	OCI Flags
	Extendable / Subclause 8.2.76
	1

	111
	PFCP Association Release Request
	Extendable / Subclause 8.2.77
	1

	112
	Graceful Release Period
	Extendable / Subclause 8.2.78
	1

	113
	PDN Type
	Extendable / Subclause 8.2.79
	1

	114
	Failed Rule ID
	Extendable / Subclause 8.2.80
	p-4

	115
	Time Quota Mechanism
	Extendable / Subclause 8.2.81
	5

	116
	User Plane IP Resource Information
	Extendable / Subclause 8.2.82
	l+1-4

	117
	User Plane Inactivity Timer
	Extendable /Subclause 8.2.83
	4

	118
	Aggregated URRs
	Extendable / Table 7.5.2.4-2
	Not Applicable

	119
	Multiplier
	Fixed / Subclause 8.2.84
	12

	120
	Aggregated URR ID
	Fixed / Subclause 8.2.85
	4

	121
	Subsequent Volume Quota
	Extendable / Subclause 8.2.86
	q+7-4

	122
	Subsequent Time Quota
	Extendable / Subclause 8.2.87
	4

	123
	RQI
	Extendable / Subclause 8.2.88
	1

	124
	QFI
	Extendable / Subclause 8.2.89
	m-4

	125
	Query URR Reference
	Extendable / Subclause 8.2.90
	4

	126
	Additional Usage Reports Information
	Extendable / Subclause 8.2.91
	2

	127
	Create Traffic Endpoint
	Extendable / Table 7.5.2.7
	Not Applicable

	128
	Created Traffic Endpoint
	Extendable / Table 7.5.3.5
	Not Applicable

	129
	Update Traffic Endpoint
	Extendable / Table 7.5.4.13
	Not Applicable

	130
	Remove Traffic Endpoint
	Extendable / Table 7.5.4.14
	Not Applicable

	131
	Traffic Endpoint ID
	Extendable / Subclause 8.2.92
	1

	132
	Ethernet Packet Filter
	Extendable / Table 7.5.2.2-3
	Not Applicable

	133
	MAC address
	Extendable / Subclause 8.2.93
	s-1-4

	134
	C-TAG
	Extendable / Subclause 8.2.94
	3

	135
	S-TAG
	Extendable / Subclause 8.2.95
	3

	136
	Ethertype
	Extendable / Subclause 8.2.96
	2

	137
	Proxying
	Extendable / Subclause 8.2.97
	1

	138
	Ethernet Filter ID
	Extendable / Subclause 8.2.98
	4

	139
	Ethernet Filter Properties
	Extendable / Subclause 8.2.99
	1

	140
	Suggested Buffering Packets Count
	Extendable / Subclause 8.2.100
	

	141
	User ID
	Extendable / Subclause 8.2.101
	h-1-4

	142
	Ethernet PDU Session Information
	Extendable / Subclause 8.2.102
	1

	143
	Ethernet Traffic Information
	Extendable / Table 7.5.8.3-3
	Not Applicable

	144
	MAC Addresses Detected
	Extendable / Subclause 8.2.103
	7

	145
	MAC Addresses Removed
	Extendable / Subclause 8.2.104
	7

	146
	Ethernet Inactivity Timer
	Extendable / Subclause 8.2.105
	4

	147
	Additional Monitoring Time
	Extendable / Table 7.5.2.4-3
	Not Applicable

	148
	Event Quota
	Extendable / Subclause 8.2.112
	4

	149
	Event Threshold
	Extendable / Subclause 8.2.113
	4

	150
	Subsequent Event Quota
	Extendable / Subclause 8.2.106
	4

	151
	Subsequent Event Threshold
	Extendable / Subclause 8.2.107
	4

	152
	Trace Information
	Extendable / Subclause 8.2.108
	q-4

	153
	Framed-Route
	Variable Length / Subclause 8.2.109
	Not Applicable

	154
	Framed-Routing
	Fixed Length / Subclause 8.2.110
	4

	155
	Framed-IPv6-Route
	Variable Length / Subclause 8.2.111
	Not Applicable

	156
	Event Time Stamp 
	Extendable / Subclause 8.2.114
	4

	157
	Averaging Window
	Extendable /Subclause 8.2.115
	4

	158
	Paging Policy Indicator
	Extendable / Subclause 8.2.116
	1

	159 to 65535
	Spare. For future use.
	
	



[bookmark: _Toc533190521]* * * Next change * * * *
[bookmark: _Toc533195071][bookmark: OLE_LINK3]8.2.39	PFD Contents
The PFD Contents IE type shall be encoded as shown in Figure 8.2.39-1. It contains the description of a PFD.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 61 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5
	SpareADNP
	AURL
	AFD
	DNP
	CP
	DN
	URL
	FD
	

	
	6
	Spare
	

	
	m to (m+1)
	Length of Flow Description
	

	
	(m+2) to p
	Flow Description
	

	
	q to (q+1)
	Length of URL
	

	
	(q+2) to r
	URL
	

	
	s to (s+1)
	Length of Domain Name
	

	
	(s+2) to t
	Domain Name
	

	
	u to (u+1)
	Length of Custom PFD Content
	

	
	(u+2) to v
	Custom PFD Content
	

	
	w to (w+1)
	Length of Domain Name Protocol
	

	
	(w+2) to x
	Domain Name Protocol
	

	
	y to z
	AFD
	

	
	a to b
	AURL
	

	
	c to d
	ADN
	

	
	we to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.39-1: PFD Contents
The following flags are coded within Octet 5 in the Figure 8.2.39-1:
-	Bit 1 – FD (Flow Description): If this bit is set to "1", then the Length of Flow Description and the Flow Description fields shall be present, otherwise they shall not be present.
-	Bit 2 – URL (URL): If this bit is set to "1", then the Length of URL and the URL fields shall be present, otherwise they shall not be present.
-	Bit 3 – DN (Domain Name): If this bit is set to "1", then the Length of Domain Name and the Domain Name fields shall be present, otherwise they shall not be present.
-	Bit 4 – CP (Custom PFD Content): If this bit is set to "1", then the Length of Custom PFD Content and the Custom PFD Content fields shall be present, otherwise they shall not be present.
-	Bit 5 – DNP (Domain Name Protocol): If this bit is set to "1", then the Length of Domain Name Protocol and the Domain Name Protocol shall be present, otherwise they shall not be present; and if this bit is set to "1", the Length of Domain Name and the Domain Name fields shall also be present.
-	Bit 6 – AFD (Additional Flow Description): If this bit is set to "1", the AFD field shall be present to represent additional instance(s) of the Flow Description property.
-	Bit 7 – AURL (Additional URL): If this bit is set to "1", the AURL field shall be present to represent additional instance(s) of the URL property.
-	Bit 8 – ADNP (Additional Domain Name and Domain Name Protocol): If this bit is set to "1", the ADNP field shall be present to represent additional instance(s) of the Domain Name and Domain Name Protocol property.
-	Bit 5 to 8: Spare, for future use and set to 0.
MuThe Flow Description field, when present, shall be encoded as an OctetString as specified in subclause 6.4.3.7 of 3GPP TS 29.251 [21].
The Domain Name field, when present, shall be encoded as an OctetString as specified in subclause 6.4.3.9 of 3GPP TS 29.251 [21].
The URL field, when present, shall be encoded as an OctetString as specified in subclause 6.4.3.8 of 3GPP TS 29.251 [21].
The Domain Name Protocol field, when present, shall be encoded as an OctetString as specified in subclause 6.4.3.x of 3GPP TS 29.251 [21].
The following subclauses specify the coding of the fields AFD, AURL and ADN representing additional instances for Flow Descriptions, URLs and Domain Name together with Domain Name Protocol.
* * * Next change * * * *
8.2.39.1	AFD Field
The coding of AFD (Additional Flow Descriptions) is depicted in Figure 8.2.39.1-1. Only zero or one AFD field shall be present in PFD Contents IE. The encoding of Flow Description 2, 3 until m field are the same as the Flow Description field specified in subclause 8.2.39.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	y to (y+1)
	Length of Flow Description 2
	

	
	(y+2) to i
	Flow Description 2
	

	
	j to (j+1) 
	Length of Flow Description 3
	

	
	(j+2) to k
	FlowDescription 3
	

	
	
	...
	

	
	l to (l+1)
	Length of Flow Description m
	

	
	(l+2) to z
	Flow Description m
	


Figure 8.2.39.1-1: AFD field
* * * Next change * * * *
8.2.39.2	AURL Field
The coding of AURL (Additional URLs) is depicted in Figure 8.2.39.1-1. Only zero or one AURL field shall be present in PFD Contents IE. The encoding of URL 2, 3 until m fields are the same as the URL field as specified in subclause 8.2.39.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	a to (a+1)
	Length of URL 2
	

	
	(a+2) to o
	URL 2
	

	
	pa to (pa+1) 
	Length of URL 3
	

	
	(pa+2) to pb
	URL 3
	

	
	
	...
	

	
	pc to (pc+1)
	Length of URL m
	

	
	(pc+2) to b
	URL m
	


Figure 8.2.39.2-1: AURL field

* * * Next change * * * *
8.2.39.3	ADNP Field
The coding of ADNP (Additional Domain Name together with Domain Name Protocol) is depicted in Figure 8.2.39.3-1. Only zero or one ADNP field shall be present in PFD Contents IE. The encoding of Domain Name 2, 3, until m fields and Domain Name Protocol 2, 3 until m fields are the same as the Domain Name field and Domain Name Protocol field as specified in subclause 8.2.39.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	c to (c+1)
	Length of Domain Name 2
	

	
	(c+2) to pd
	Domain Name 2
	

	
	pe to (pe+1) 
	Length of Domain Name Protocol 2
	

	
	(pe+2) to pf
	Domain Name Protocol 2
	

	
	pg to (pg+1)
	Length of Domain Name 3
	

	
	(pg+2) to ph 
	Domain Name 3
	

	
	pi to (pi+1)
	Length of Domain Name Protocol 3
	

	
	(pi+2) + pj
	Domain Name Protocol 3
	

	
	
	...
	

	
	pk to (pk+1)
	Length of Domain Name m
	

	
	(pk+2) to pl
	Domain Name m
	

	
	pm to (pm+1)
	Length of Domain Name Protocol m
	

	
	(pm+2) to d
	Domain Name Protocol m
	


Figure 8.2.39.3-1: ADNP field

* * * End of Change * * * *
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5. 6.2. 5   Type: PfdContent   Table   5.6.2. 5 - 1:  Definition of type  PfdC ontent  

Attribu te name  Data type  P  Cardinality  Description  Applicability  

pfdId  string  C  0.. 1  Identifies a P DF of an  application identifier .   If  PartialUpdate  or  Pfd Combination  feature is  supported during PFD  change event subscription,  this attribu te shall b e  provided by  the PFDF.   

flowDescriptio ns  array(s tring )  O  1 ..N  R epresents a  3 - tuple with  protocol, server ip and  server port for UL/DL   application traffic .   

urls  array(s tring )  O  1 ..N  Indicates   a URL or a regular  expression which is used to  matc h  the sign ificant parts  of the URL .   

domainNames  array(s tring )  O  1 ..N  Indicates   a n   FQDN   or a  regular expression as  a  d omain name matching  criteria .   

 


