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3.1	Definitions
For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
Match Field: a field of the Packet Detection Information of a Packet Detection Rule against which a packet is attempted to be matched. 
Matching: comparing the set of header fields of a packet to the match fields of the Packet Detection Information of a Packet Detection Rule.
CP function: A node with a Control Plane function (see 3GPP TS 23.214[2]) supporting one or more PFCP entities. A Control Plane function, i.e. a Control Plane Node, is identified by the Node ID, that is set to either an FQDN or an IP address.
UP function: A node with a User Plane function (see 3GPP TS 23.214[2]) supporting one or more PFCP entities. A User Plane function, i.e. a User Plane Node, is identified by the Node ID, that is set to either a FQDN or an IP address.
PFCP Entity: An endpoint in a CP (or UP) function supporting PFCP, that is identified by the IP address. The IP address of a PFCP entity may or may not be the IP address included in the Node ID.

* * * Next Change * * * *
5.8	PFCP Association 
[bookmark: _Toc533194827]5.8.1	General
An PFCP Association shall be set up between the CP function and the UP function prior to establishing PFCP sessions on that UP function. Only one PFCP association shall be setup between a given pair of CP and UP functions, even if the CP and/or UP function exposes multiple IP addresses.
The CP function and the UP function shall support the PFCP Association Setup procedure initiated by the CP function (see subclause 6.2.6.2). The CP function and the UP function may additionally support the PFCP Association Setup procedure initiated by the UP function (see subclause 6.2.6.3).
A CP function may have PFCP Associations set up with multiple UP functions. A UP function may have PFCP Associations set up with multiple CP functions.
A CP function or a UP function shall be identified in PFCP messages by a unique Node ID. A Node ID may be set to an FQDN or an IP address (see subclause 8.2.38).
Prior to establishing an PFCP Association, the function responsible for establishing the PFCP Association (e.g. CP function) shall look up a peer function (e.g. UP function), e.g using DNS procedures (see 3GPP TS 29.303 [25]), NRF procedures (see 3GPP TS 29.510 [x]) or local configuration. If the peer function is found to support multiple IP addresses (in the look up information), one of these addresses (any one) shall be used as destination IP address to send the PFCP Association Setup Request. Once the PFCP Association is established, any of the IP addresses of the peer function (found during the look-up) may then be used to send subsequent PFCP node related messages and PFCP session establishment requests for that PFCP Association.  
NOTE 1:	The look up information (e.g. in DNS, NRF or local configuration of the function responsible for establishing the PFCP association) needs to be configured consistently with the addressing information of the peer function. If a FQDN is configured to identify a function in DNS or NRF, then the Node ID of that function included in PFCP messages need to be set to the same FQDN. For instance, if the CP function is responsible for establishing the PFCP association, a UP function that exposes multiple IP addresses (for PFCP node related messages and PFCP session establishment requests) needs to be configured in the look up information as one (single) UP function that is associated to multiple IP addresses. 
NOTE 2:	PFCP session related messages for sessions that are already established are sent to the IP address received in the F-SEID allocated by the peer function. This IP address need not be configured in the look up information. See subclause 4.3.2 and 4.3.3.

[bookmark: _Toc533190567]* * * Next Change * * * *
[bookmark: _Toc533194886]6.2.6	PFCP Association Setup Procedure
[bookmark: _Toc533194887]6.2.6.1	General 
The PFCP Association Setup procedure shall be used to setup an PFCP association between the a CP function and the a UP function, to enable the CP function to use the resources of the UP function subsequently, i.e. establish PFCP Sessions. 
The setup of an PFCP association may be initiated by the CP function (see subclause 6.2.6.2) or the UP function (see subclause 6.2.6.3). 
The CP function and the UP function shall support the PFCP Association Setup initiated by the CP function. The CP function and the UP function may additionally support the PFCP Association Setup initiated by the UP function.
[bookmark: _Toc533190569]* * * Next Change * * * *
[bookmark: _Toc533194888]6.2.6.2	PFCP Association Setup Initiated by the CP Function
[bookmark: _Toc533194889]6.2.6.2.1	CP Function Behaviour
The CP function initiates the PFCP Association Setup procedure to request to setup an PFCP association towards a UP function prior to establishing a first PFCP session on this UP function.
The CP function:
-	shall retrieve an IP address of the UP function to send the PFCP Association Setup Request, as specified in subclause 5.8.1. 
-	shall send the PFCP Association Setup Request with the Node ID of the CP function;
-	shall include the list of optional features the CP function supports which may affect the UP function behaviour, if any.
The CP function shall only initiate PFCP Session related signalling procedures toward a UP function after it receives the PFCP Association Setup Response with a successful cause from this UP function.
The CP function shall determine whether the UP function supports Sxa, Sxb, Sxc and/or combined Sxa/Sxb by local configuration or optionally via DNS if deployed.

[bookmark: _Toc533190571]* * * Next Change * * * *
[bookmark: _Toc533194890]6.2.6.2.2	UP Function behaviour
When receiving an PFCP Association Setup Request, the UP function:
-	if the request is accepted:
-	shall store the Node ID of the CP function as the identifier of the PFCP association;
-	shall send an PFCP Association Setup Response with a successful cause, its Node ID, and information of including all supported optional features in the UP function and optionally including the available user plane resources, e.g. IP address(es) or F-TEID range;
-	shall send an PFCP Version Not Supported Response if the PFCP header of the request indicates a PFCP protocol version that is not supported by the UP function;
-	otherwise, shall send an PFCP Association Setup Response with an appropriate error cause if the request is rejected.

[bookmark: _Toc533190572]* * * Next Change * * * *
[bookmark: _Toc533194891]6.2.6.3	PFCP Association Setup Initiated by the UP Function
[bookmark: _Toc533194892]6.2.6.3.1	UP Function Behaviour
The UP function initiates the PFCP Association Setup procedure to request to setup an PFCP association towards a CP function. The UP function is configured with a set of CP functions to which it shall establish an PFCP association.
The UP function:
-  shall retrieve an IP address of the CP function, e.g. based on local configuration in the UP function; 
-	shall send the PFCP Association Setup Request including :
-	the Node ID of the UP function and information of ;
-	all supported optional features in the UP function and optionally including the available user plane resources, e.g. IP address(es) or F-TEID range.

[bookmark: _Toc533190574]* * * Next Change * * * *
[bookmark: _Toc533194893]6.2.6.3.2	CP Function Behaviour
When receiving an PFCP Association Setup Request, the CP function:
-	if the request is accepted:
-	shall store the Node ID of the UP function as the identifier of the PFCP association;
-	shall send an PFCP Association Setup Response with a successful cause, its Node ID, and information ofinclude the list of optional features the CP function supports which may affect the UP function behaviour, if any;
-	shall send an PFCP Version Not Supported Response if the PFCP header of the request indicates a PFCP protocol version that is not supported by the CP function;
-	otherwise, shall send an PFCP Association Setup Response with an appropriate error cause if the request is rejected.
The CP function shall only initiate PFCP Session related signalling procedures toward a UP function after it has sent the PFCP Association Setup Response with a successful cause to the UP function. 
The CP function shall determine the UP function supports Sxa, Sxb, Sxc and/or combined Sxa/Sxb by local configuration or optionally via DNS if deployed.
 
* * * End of Change * * * *

