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1. Reason for Change
Subclause 5.2.1 of TR 29.892 captures a key issue for IP connectivity for N9 and Network Slicing, on whether there is a requirement to pass information about the network slice or the required QoS for the data path in user plane packets.
This pCR proposes to document related considerations in the TR. 
2. Proposal

It is proposed to agree the following changes to 3GPP TR 29.892 v0.3.0.
* * * First Change * * * *

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Definition format (Normal)

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.
Core network service slice: network slice created within the 5GC as defined in 3GPP TS 23.501 [7]. This does not refer to any slice in the transport network. 
* * * Next Change * * * *

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

I-UPF
Intermediate UPF

SR
Segment Routing

SRv6
Segment Routing IPv6

SRH
Segment Routing Header

SID
Segment ID

DA
Destination Address

NPU
Network Processing Unit

PSA
PDU Session Anchor

UL CL
Uplink Classifier

UP
User Plane

UPF
User Plane Function

VM
Virtual Machine
* * * Next Change * * * *

5.2.1
IP Connectivity for N9 and Network Slicing

5.2.1.x
Description of Key Issue
The N9 interface requires IP connectivity between UPFs. IP networking issues may affect the user plane of 3GPP system. The data path between UPFs may consist of various links and IP routing nodes so that multiple paths may be available for the N9 interface. The bandwidth, latency and reliability of those paths may differ. 

The 5GC supports the concept of network slicing. The Network Instance ID supported over N4 enables to provide information to the UPF about the network slice of the PDU session (see subclause 5.6.12 of 3GPP TS 23.501, which indicates that the Network Instance ID can be selected based on the S-NSSAI of the PDU session). The UPFs need to have information on the transport network slice to allow the user plane packet of PDU sessions of 5GC network slices to be sent via appropriate transport networks.  There is no one to one mapping between 5GC slices and transport network slices, i.e. several 5GC slices may use the same transport network slice.

NOTE:
How network slicing is supported in transport networks is out of scope of 3GPP.

It is proposed to study the following aspects: 

-
whether there is a requirement to pass information about the network slice or the required QoS for the data path in the user plane packets.
5.2.1.y
Considerations on Key Issue 

This subclause provides considerations for the Key Issue documented in subclause 5.2.1.x on whether there is a requirement to pass information about the network slice or the required QoS for the data path in user plane packets.

The following considerations apply: 

1)
3GPP UP entities (UPFs for the N9 interface) get information about the core network service slice of the PDU session, via the Network Instance ID received from the SMF over N4 for UPFs, as specified in subclause 5.2.1; there is thus no need to carry service slice information in UP packets, for 3GPP UP entities of the core network; 

2)
To support network slicing, 3GPP UP entities (UPFs for the N9 interface) are expected to be configured with local information to map core network service slices (Network Instance IDs) to transport links or VPNs (or "transport slices");         

3)
There is no one to one mapping between core network service slices and transport slices, i.e. several service slices may use the same transport slice. 
4)
How network slicing is supported in transport networks to support QoS and traffic segregation is out of scope of 3GPP. It is expected that transport slicing can be implemented with any existing technologies, e.g. using different types of L2 or L3 VPNs, MPLS-based services or segment routing, relying on service level agreement with the transport network operator.

NOTE:
This is consistent with earlier conclusion at TSG SA#75 not to do any work on transport aspects, see TSG SA Reply LS (SP-170276) to SA5 LS (SP-170173) and RAN3 LS (SP-170299). 

5)
Network slicing is already supported in 3GPP Rel-15, without any newly defined service slice or transport slice information in the user plane, and relying on existing means to identify transport slices in the user plane such as VLAN tags or MPLS service labels.
There is no existing 3GPP requirement to: 

-
pass any new information about the service slice in UP packets; 

-
define and pass any new identifier in UP packets to identify transport slices or the required QoS for the data path. 

* * * End of Changes * * * *

