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* * * First Change * * * *

6.1.1.1
Detailed behaviour

The HSS may prioritise the received request message according to priority level received within the Session-Priority AVP. 

NOTE 1:
Refer to Annex I for HSS procedures associated with the handling of both the Session-Priority AVP and DRMP AVP received in the request message.
The conditions for the inclusion of Requested-Domain and Requested-Node as an additional key to the requested data are described in table 7.6.1. If repository data is requested, Service-Indication shall be present in the request. If initial filter criteria are requested, the Server-Name AVP shall contain the SIP URL of the AS that initiates the request; requests for initial filter criteria are limited to those initial filter criteria which are relevant to the requesting AS. If DSAI information is requested, the DSAI-Tag AVP shall be present.
Upon reception of the Sh-Pull request, the HSS shall, in the following order:

1.
In the AS permission list (see section 6.2) check that the requested user data is allowed to be read (Sh-Pull) by this AS by checking the combination of the identity of the AS sending the request (identified by the Origin-Host AVP) and the supplied Data-Reference.

If one or more Data References in the request are not allowed to be read, Experimental-Result shall be set to DIAMETER_ERROR_USER_DATA_CANNOT_BE_READ in the Sh-Pull Response.

2.
Check that the User Identity for whom data is asked exists in HSS. If not, Experimental-Result shall be set to DIAMETER_ERROR_USER_UNKNOWN in the Sh-Pull Response.

2a.
Check if the Private Identity (if received) corresponds to IMPU/MSISDN/External Identifier received in User-Identity. If not, Experimental-Result-Code shall be set to DIAMETER_ERROR_IDENTITIES_DONT_MATCH.

3.
If the type of the User Identity (i.e. IMS Public User Identity or Public Service Identity, MSISDN or External Identifier) does not apply according to Table 7.6.1 as access key for the Data-Reference (if Notif-Eff is in use: for all the Data-References) indicated in the request, Experimental-Result shall be set to DIAMETER_ERROR_OPERATION_NOT_ALLOWED in the Sh-Pull Response.
3a. If data-reference is IPAddressSecureBindingInformation (22) and the User Identity is an IMS Public User Identity that is shared between multiple Private User Identities, Experimental-Result shall be set to DIAMETER_ERROR_OPERATION_NOT_ALLOWED in the Sh-Pull Response.

4.
Check whether or not the data that is requested to be downloaded by the AS is currently being updated by another entity. If there is an update of the data in progress, the HSS may delay the Sh-Pull-Resp message until the update has been completed. The HSS shall ensure that the data returned is not corrupted by this conflict. If HSS is not able to delay the Sh-Pull-Resp message e.g. due to timeout the Experimental-Result-Code shall be set to DIAMETER_USER_DATA_NOT_AVAILABLE. 

4a.
If T-ADS Information is requested, the HSS/UDM shall take into account information possibly received from MME and/or SGSN during location update or notification procedure and/or possibly received from AMF during registration or update, in order to decide whether MME and/or SGSN and/or AMF need to be contacted before a response is sent to the AS. 

-
The HSS shall provide the most recent IMS Voice over PS Sessions support indication as indicated by the serving nodes. The HSS shall provide the Access Type and RAT type, if available. The HSS may also provide the last UE activity time, if available. See Annex E. 

-
If all serving nodes need to be contacted, and if at least one serving node does not support T-ADS Data Retrieval or did not successfully answer to the T-ADS request from the HSS, the HSS shall indicate that IMS Voice over PS Sessions support is unknown, i.e., the HSS shall not indicate support, or non-support, of IMS Voice over PS Sessions unless all registered serving nodes have provided indication of their support, non-support, or detached status. 

If the HSS/UDM knows that one of the registered serving nodes is a Gn/Gp-SGSN, the HSS/UDM shall not contact the MME for T-ADS Data Retrieval, and shall provide the most recent IMS Voice over PS Sessions support indication as indicated by the Gn/Gp-SGSN and/or the AMF. If the Gn/Gp-SGSN needs to be contacted and it does not support T-ADS Data Retrieval, the HSS shall indicate IMS Voice over PS Sessions support is unknown.
NOTE 2:
If the UE is registered with both MME and SGSN, and the HSS knows that the SGSN is a Gn/Gp-SGSN, the HSS does not need to know if the MME supports IMS Voice over PS Sessions or not. The HSS can determine that the SGSN registered is a Gn/Gp-SGSN by different ways, e.g. by configuration, or according to the information (e.g. EPS Subscription Data Not Needed Indicator) received in MAP_UpdateGPRSLocation request.
NOTE 3:
If the UE is registered with both MME and SGSN, and the HSS is unable to know that the SGSN is a Gn/Gp-SGSN, the HSS will indicate IMS Voice over PS Sessions support as unknown if the MME does not support T-ADS Data Retrieval or did not successfully answer to the T-ADS request from the HSS, even if the Gn/Gp-SGSN indicated IMS Voice over PS Sessions is supported.

-
If the serving node answers successfully to the T-ADS data request, but it does not include any of the T-ADS Information Elements (IMS Voice over PS Sessions Supported, Access Type, RAT Type and Last UE Activity Time), the HSS shall indicate IMS Voice over PS Sessions support is not supported, unless the subscriber is attached in another node that indicates support (if applicable).
-
If at least one serving node provided T-ADS data to the HSS, the HSS may also provide the received last UE activity time, Access Type and RAT type. If all serving nodes successfully answer to the T-ADS request from the HSS, the HSS shall provide the most recent IMS Voice over PS Sessions support indication as indicated by the serving nodes.
4b.
If CSRN is requested but roaming number retrieval from the MSC/VLR fails, the HSS shall include an empty CSRN element in the xml document returned to the AS. In addition, if MTRR is applicable (see 3GPP TS 23.018 [10]), the HSS shall set an MTRR-Indication in the xml document. See 3GPP TS 23.292 [33].
5.
The HSS shall include the data pertinent to the requested Data Reference in the User-Data AVP. The HSS shall set the Result-Code to DIAMETER_SUCCESS. This includes cases where the data is not available to the HSS. The pertinent data included shall refer to the received IMPU/MSISDN/External Identifier and Private Identity (if present).
NOTE 4:
Data referred to a Private Identity (e.g. IMS Private User Identity) implies that only the data (e.g. Location Information) specific for that Private Identity is included, regardless of the type of User Identity received (e.g. IMS Public User Identity shared by multiple IMS Private User Identities). 

If both the AS and the HSS have determined via mutual feature evaluation to not support the Notif-Eff feature and in the case that requested data is not available to the HSS, the HSS shall not include the User-Data AVP in the Sh-Pull Response.
If both the AS and the HSS support the Notif-Eff feature, the HSS shall include the data pertinent to all the requested Data References, Service Indications and Identity Sets in the User-Data AVP. The following applies:

-
If none of the requested data is available to the HSS, the HSS shall not include the User-Data AVP in the Sh-Pull Response.

-
If some of the requested data is not available to the HSS, it shall be indicated as follows: 

-
Empty repository data shall be indicated with the RepositoryData element that contains a Service Indication and a Sequence Number but does not contain a ServiceData element (i.e. ServiceData is not present). 

-
Unavailable Public Identifiers shall be indicated with an empty PublicIdentifiers element.

-
Unavailable location information shall be indicated by an empty CSLocationInformation and/or an empty PSLocationInformation element and/or an empty EPSLocationInformation element.
-
Unavailable CS-UserState shall be indicated by a missing CSUserState element.

-
Unavailable PS-UserState shall be indicated by a missing PSUserState element. 

-
Unavailable EPS-UserState shall be indicated by a missing EPSUserState element.
-
Unavailable elements of Sh IMS Data shall be indicated as follows:

-
An unavailable S-CSCF name shall be indicated with empty SCSCFName element.

-
An unavailable IP Address Secure Binding Information shall be indicated with empty IPv4address element or empty IPv6prefix element.

-
If all iFCs for the user that are relevant for the AS are unavailable it shall be indicated with empty IFCs element.

-
Not available UE SRVCC capability shall be indicated with missing UE-SRVCC-Capability element.

-
Not available STN-SR shall be indicated with empty STN-SR element.

-
Not available CSRN shall be indicated with empty CSRN element. 

-
Not available IMSI shall be indicated with empty IMSI element.

NOTE 5:
If there is no available STN-SR in the HSS, it indicates that the user is not SRVCC subscribed, as described in 3GPP TS 23.008 [27].

If there is an error in any of the above steps, then the HSS shall stop processing and shall return the error code specified in the respective step (see 3GPP TS 29.329 [5] and 3GPP TS 29.229 [7] for an explanation of the error codes).
If the HSS cannot fulfil the received request for reasons not stated in the above steps, e.g. due to a database error or empty mandatory data elements, it shall stop processing the request and set Result-Code to DIAMETER_UNABLE_TO_COMPLY.

Otherwise, the requested operation shall take place and the HSS shall return the Result-Code AVP set to DIAMETER_SUCCESS. Result-Code DIAMETER_SUCCESS is used also if the requested data does not exist in the HSS i.e. when the HSS is indicating valid empty data elements.

* * * Next Change * * * *

Annex D (normative):
XML schema for the Sh interface user profile

The file ShDataType_Rel13.xsd, attached to this specification, contains the XML schema for the user profile that is sent over the Sh interface. The user profile XML schema defines the data types that are used in the user profile XML. 
The data that is allowed to be sent in the user profile may vary depending on the features supported by the Diameter end points, see 3GPP TS 29.329 [5]. The user profile XML schema file is intended to be used by an XML parser. 
The version of the Sh application sending the user profile XML shall be the same as the version of the sent user profile XML and thus it implies the version of the user profile XML schema to be used to validate it.

Tables D.1 and D.2 describe the data types and the dependencies among them that configure the user profile XML schema.

Table D.1: XML schema for the Sh user profile interface: simple data types

	Data type
	Tag
	Base type
	Comments

	tPriority
	Priority
	integer
	>= 0

	tProfilePartIndicator
	ProfilePartIndicator
	enumerated
	Possible values:

0 (REGISTERED)

1 (UNREGISTERED)

	tGroupID
	Group
	integer
	>= 0

	tRegistrationType
	RegistrationType
	enumerated
	Possible values:

0 (INITIAL_REGISTRATION)

1 (RE-REGISTRATION)

2 (DE-REGISTRATION)

	tDefaultHandling
	DefaultHandling
	enumerated
	Possible values: 

0 (SESSION_CONTINUED)

1 (SESSION_TERMINATED)

	tDirectionOfRequest
	SessionCase
	enumerated
	Possible values: 

0 (ORIGINATING_SESSION)

1 TERMINATING_SESSION 

2 (TERMINATING_UNREGISTERED)

3 (ORIGINATING_UNREGISTERED) 
4 (ORIGINATING_CDIV)

	tIMSUserState
	IMSUserState
	Enumerated
	Possible values:

0 (NOT_REGISTERED)

1 (REGISTERED)

2 (REGISTERED_UNREG_SERVICES)

3 (AUTHENTICATION_PENDING)

	tCSUserState
	CSUserState
	Enumerated
	Possible values (as defined in 3GPP TS 23.078 [14]):

0 (CAMELBusy)

1 (NetworkDeterminedNotReachable)

2 (AssumedIdle)

3 (NotProvidedfromVLR)

	tPSUserState
	PSUserState
	Enumerated
	Possible values (as defined in 3GPP TS 23.078 [14]):

0 (Detached)

1 (AttachedNotReachableForPaging)

2 (AttachedReachableForPaging)

3 (ConnectedNotReachableForPaging)

4 (ConnectedReachableForPaging)

5 (NotProvidedFromSGSN or MME or AMF)

6 (NetworkDeterminedNotReachable)

	tLocationNumber
	LocationNumber
	string
	Syntax described in ITU-T Q.763 [9] (Base64 encoded according to IETF RFC 2045 [15]).

Length >=4 and <=16 (multiples of 4).

	tCellGlobalId
	CellGlobalId
	string
	Syntax described in 3GPP TS 29.002 [13] (Base64 encoded according to IETF RFC 2045 [15]).

Length = 12.

	tServiceAreaId
	ServiceAreaId
	string
	Syntax described in 3GPP TS 29.002 [13] (Base64 encoded according to IETF RFC 2045 [15]).

Length = 12.

	tLocationAreaId
	LocationAreaId
	string
	Syntax described in 3GPP TS 29.002 [13] (Base64 encoded according to IETF RFC 2045 [15]).

Length = 8.

	tRoutingAreaId
	RoutingAreaId
	string
	Syntax described in 3GPP TS 29.002 [13] (Base64 encoded according to IETF RFC 2045 [15]).

Length = 8.

	tGeographicalInformation
	GeographicalInformation
	string
	Syntax described in 3GPP TS 29.002 (base 64 encoded according to IETF RFC 2045).

Length = 12.

	tGeodeticInformation
	GeodeticInformation
	string
	Syntax described in 3GPP TS 29.002 [13] (Base64 encoded according to IETF RFC 2045 [15]).

Length = 16.

	tAgeOfLocationInformation
	AgeOfLocationInformation
	integer
	>=0, <=32767

	tCSGId
	CSGId
	string
	Syntax described in 3GPP TS 29.002 [13] i.e. 5 octets BER encoded value of 27-bit BIT STRING (Base64 encoded according to IETF RFC 2045 [15]).

Length = 8.

	tAccessMode
	AccessMode
	string
	Syntax described in 3GPP TS 29.002 [13] (Base64 encoded according to IETF RFC 2045 [15]).

Length = 4.

	tTrackingAreaId
	TrackingAreaId
	string
	Syntax described in 3GPP TS 29.002 [13] (Base64 encoded according to IETF RFC 2045 [15]).

Length = 8.

	tE-UTRANCellGlobalId
	E-UTRANCellGlobalId
	string
	Syntax described in 3GPP TS 29.002 [13] (Base64 encoded according to IETF RFC 2045 [15]).

Length = 12.

	tNRCellGlobalId
	NRCellGlobalId
	string
	Syntax described as NrCellId in 3GPP TS 29.571 [46].

Length = 9.

	tAddressString
	Address
	string
	Syntax described in 3GPP TS 29.002 [13] (Base64 encoded according to IETF RFC 2045 [15]).

Length >= 4 and <=28 (multiples of 4).

	tMSISDN
	MSISDN, STN-SR, CSRN
	string
	Number structure described in 3GPP TS 23.003 [11]. ASCII encoded according to ANSI X3.4 [20].

	tSIP_URL
	IMSPublicIdentity
	anyURI
	Syntax described in IETF RFC 3261 [16].

Wildcarded IMPU and Wildcarded PSI syntax described in 3GPP TS 23.003.

	tTEL_URL
	IMSPublicIdentity
	anyURI
	Syntax described in IETF RFC 3966 [17].

Wildcarded IMPU and Wildcarded PSI syntax described in 3GPP TS 23.003.

	tDiameterURI
	DiameterURI
	string
	Syntax of a Diameter URI as described in IETF RFC 6733 [44]

	tIMSPublicIdentity
	IMSPublicIdentity
	(union)
	Union of tSIP_URL and tTEL_URL

	tIdentityType
	IdentityType
	enumerated
	Possible values:

0 (PUBLIC_USER_IDENTITY)

1 (DISTINCT_PSI)

2 (WILDCARDED_PSI)

3 (WILDCARDED_IMPU)

	tWildcardedPSI
	WildcardedPSI
	anyURI
	Syntax described in 3GPP TS 23.003 [11].

	tWildcardedIMPU
	WildcardedIMPU
	anyURI
	Syntax described in 3GPP TS 23.003 [11].

	tServiceInfo
	ServiceInfo
	string
	

	tDSAI-Tag
	DSAI-Tag
	string
	

	tString
	RequestURI, Method, Header, Content, Line, MMEName, AccessType, AccessInfo, AccessValue, IMEISV
	string
	

	tBool
	ConditionTypeCNF, ConditionNegated
	boolean
	Possible values: 

0 (false)

1 (true)

	tSequenceNumber
	SequenceNumber
	integer
	>=0, <=65535

	tPSIActivation
	PSIActivation
	enumerated
	Possible Values:

0 (INACTIVE)

1 (ACTIVE)

	tDSAI-Value
	DSAI-Value
	enumerated
	Possible values are:

0 (ACTIVE)

1 (INACTIVE)

	tServiceLevelTraceInfo
	ServiceLevelTraceInfo
	String
	Syntax described in 3GPP TS 24.323 [45]

	tIPv4Address
	IPv4Address
	String
	IPv4 address is represented in dotted-decimal notation (a sequence of four decimal numbers in the range 0 to 255, separated by ".", for example 192.168.1.1.

	tIPv6Prefix
	IPv6Prefix
	String
	ASCII encoded for the text representation of the address prefix. Syntax described in IETF RFC 4291 [24] and IETF RFC 5952 [41].

	tIPv6InterfaceIdentifier
	IPv6InterfaceIdentifier
	String
	ASCII encoded for the text representation of the address. Syntax described in IETF RFC 4291 [24] and IETF RFC 5952 [41].

	tServicePriorityLevel
	ServicePriorityLevel
	enumerated
	Possible values:

0 (Highest priority)

1

2

3

4 (Lowest priority)

	tUEIPReachabilityMME
	UEIPReachabilityMME
	enumerated
	Possible values:

0 (REACHABLE)

	tUEIPReachabilitySGSN
	UEIPReachabilitySGSN
	enumerated
	Possible values:

0 (REACHABLE)

	tUEIPReachabilityAMF3GPP
	UEIPReachabilityAMF3GPP
	enumerated
	Possible values:

0 (REACHABLE)

	tUEIPReachabilityAMFnon3GPP
	UEIPReachabilityAMFnon3GPP
	enumerated
	Possible values:

0 (REACHABLE)

	tIP-SM-GW-Number
	IP-SM-GW-Number
	String
	IP-SM-GW is an E.164 address where the digits are ASCII encoded according to ANSI X3.4 [20]. Leading indicators for the nature of address and the numbering plan shall not be included.

	tIMSVoiceOverPSSessionSupport
	IMSVoiceOverPSSessionSupport
	enumerated
	Possible Values:

0 (IMS-VOICE-OVER-PS-NOT-SUPPORTED)

1 (IMS-VOICE-OVER-PS-SUPPORTED)

2 (IMS-VOICE-OVER-PS-SUPPORT-UNKNOWN)

	tRATtype
	RATtype
	enumerated
	Possible Values are defined in 3GPP TS 29.212 [28], subclause 5.3.31

	tAccessType
	AccessType
	enumerated
	Possible Values:

0 (3GPP-ACCESS)

1 (NON-3GPP-ACCESS)

	tDateTime
	LastUEActivityTime
	dateTime
	

	tUE-SRVCC-Capability
	UE-SRVCC-Capability
	enumerated
	Possible Values:

0 (UE-SRVCC-CAPABILITY-NOT-SUPPORTED)

1 (UE-SRVCC-CAPABILITY-SUPPORTED)

	tPriorityNamespace
	PriorityNamespace
	string
	Possible values are those of the namespaces that are defined in IETF RFC 4412 [25] or defined according to the IANA registration procedure described in IETF RFC 4412 [25] for Resource-Priority Namespaces. 

	tPriorityLevel
	PriorityLevel
	string
	Possible values depend on the PriorityNamespace and are specified with the associated namespace that is defined in IETF RFC 4412 [25] or defined according to the IANA registration procedure described in IETF RFC 4412 [25] for Resource-Priority Namespaces.

	tSCAddress
	SCAddress
	string
	SCAddress is an E.164 address where the digits are ASCII encoded according to ANSI X3.4 [20]. Leading indicators for the nature of address and the numbering plan shall not be included.

	tVisitedPLMNID
	VisitedPLMNID
	string
	Consists of Mobile Country Code (MCC) and Mobile Network Code (MNC) as described in 3GPP TS 23.003 [11]. It is a string with 3 digits MCC and 2 or 3 digits MNC.

	tTimeZone
	TimeZone
	string
	Syntax described in 3GPP TS 29.272 [26]

	tDaylightSavingTime
	DaylightSavingTime
	enumerated
	Possible values are defined in 3GPP TS 29.272 [26].

	tMSISDNType
	MSISDNType
	enumerated
	Possible values:

0 (BASIC)

1 (ADDITIONAL)

See 3GPP TS 23.003 [11] for the definition of Additional-MSISDN.

	tIMSI
	IMSI
	string
	Number structure described in 3GPP TS 23.003 [11]. ASCII encoded according to ANSI X3.4 [20].

	tTWAN-SSID
	TWAN-SSID
	string
	Syntax described in 3GPP TS 29.273 [34].

	tTWAN-BSSID
	TWAN-BSSID
	string
	Syntax described in 3GPP TS 29.273 [34].

	tTWANOperatorName
	TWANOperatorName
	string
	Syntax described in 3GPP TS 23.003 [11].

	tCivicAddress
	CivicAddress
	base64Binary
	Syntax described in subclause 3.1 of IETF RFC 4776 [35] excluding the first 3 octets (Base64 encoded according to IETF RFC 2045 [15]).

	tLogicalAccessID
	LogicalAccessID
	string
	Syntax described in ETSI ES 283 034 [37].

	tIMSPrivateUserIdentity
	IMSPrivateUserIdentity
	string
	Syntax described in 3GPP TS 23.003 [11]


Table D.2: XML schema for the Sh user profile interface: complex data types

	Data type
	Tag
	Compound of

	
	
	Tag
	Type
	Cardinality

	tSh-Data
	Sh-Data
	PublicIdentifiers
	tPublicIdentity
	0 to 1

	
	
	RepositoryData
	tTransparentData
	0 to n

	
	
	Sh-IMS-Data
	tShIMSData
	0 to 1

	
	
	CSLocationInformation
	tCSLocationInformation
	0 to 1

	
	
	PSLocationInformation
	tPSLocationInformation
	0 to 1

	
	
	CSUserState
	tCSUserState
	0 to 1

	
	
	PSUserState
	tPSUserState
	0 to 1

	
	
	Extension
	tSh-Data-Extension
	0 to 1

	tSh-Data-Extension
	Extension
	RegisteredIdentites
	tPublicIdentity
	0 to 1

	
	
	ImplicitIdentities
	tPublicIdentity
	0 to 1

	
	
	AllIdentities
	tPublicIdentity
	0 to 1

	
	
	AliasIdentities
	tPublicIdentity
	0 to 1

	
	
	Extension
	tSh-Data-Extension2
	0 to 1

	tSh-Data-Extension2
	Extension
	DeletedIdentities
	tPublicIdentity
	0 to 1

	
	
	Extension
	tSh-Data-Extension3
	0 to 1

	tSh-Data-Extension3
	Extension
	TADSinformation
	tTADSinformation
	0 to 1

	
	
	Extension
	tSh-Data-Extension4
	0 to 1

	tSh-Data-Extension4
	Extension
	EPSUserState
	tPSUserState
	0 to 1

	
	
	EPSLocationInformation
	tEPSLocationInformation
	0 to 1

	
	
	Extension
	tSh-Data-Extension5
	0 to 1

	tSh-Data-Extension5
	Extension
	IMSI
	tIMSI
	0 to 1

	
	
	TWANLocationInformation
	tTWANLocationInformation
	0 to 1

	
	
	IMSPrivateUserIdentity
	tIMSPrivateUserIdentity
	0 to n

	
	
	Extension
	tSh-Data-Extension6
	0 to 1

	tSh-Data-Extension6
	Extension
	IMEISV
	tString (NOTE 6)
	0 to 1

	
	
	Extension
	tSh-Data-Extension7
	0 to 1

	tSh-Data-Extension7
	Extension
	5GSLocationInformation
	t5GSLocationInformation
	0 to 1

	
	
	5GSUserState 
	tPSUserState 
	0 to 1

	tTransparentData
	RepositoryData
	ServiceIndication
	string
	1

	
	
	SequenceNumber
	tSequenceNumber
	1

	
	
	ServiceData
	tServiceData
	0 to 1

	tServiceData
	any
	any
	any
	1

	
	
	
	
	

	tIFCs
	IFCs
	InitialFilterCriteria
	tInitialFilterCriteria
	0 to n

	tShIMSData
	Sh-IMS-Data
	SCSCFName
	tSIP_URL
	0 to 1

	
	
	IFCs
	tIFCs
	0 to 1

	
	
	IMSUserState
	tIMSUserState
	0 to 1

	
	
	ChargingInformation
	tChargingInformation
	0 to 1

	
	
	Extension
	tShIMSDataExtension
	(0 to 1)

	tShIMSDataExtension
	Extension
	PSIActivation
	tPSIActivation
	(0 to 1)

	
	
	Extension
	tShIMSDataExtension2
	0 to 1

	tShIMSDataExtension2
	Extension
	DSAI
	tDSAI
	0 to n

	
	
	Extension
	tShIMSDataExtension3
	(0 to 1)

	tShIMSDataExtension3
	Extension
	ServiceLevelTraceInfo
	tServiceLevelTraceInfo
	(0 to 1)

	
	
	IPv4Address
	tIPv4Address
	0 to 1

	
	
	IPv6Prefix
	tIPv6Prefix
	0 to 1

	
	
	IPv6InterfaceIdentifier
	tIPv6InterfaceIdentifier
	0 to 1

	
	
	ServicePriorityLevel
	tServicePriorityLevel
	0 to 1

	
	
	UEReachabilityForIP
	tUEReachabilityForIP
	0 to 1

	
	
	SMSRegistrationInfo
	tSMSRegistrationInfo
	0 to 1

	
	
	Extension
	tShIMSDataExtension4
	0 to 1

	tShIMSDataExtension4
	Extension
	STN-SR
	tMSISDN
	0 to 1

	
	
	UE-SRVCC-Capability
	tUE-SRVCC-Capability
	0 to 1

	
	
	ExtendedPriority
	tExtendedPriority
	0 to n

	
	
	CSRN
	tMSISDN
	0 to 1

	
	
	Extention
	tShIMSDataExtension5
	0 to 1

	tShIMSDataExtension5
	Extension
	ReferenceLocationInformation
	tReferenceLocationInformation
	0 to n

(NOTE 7)

	
	
	Extension
	tShIMSDataExtension6
	0 to 1

	tShIMSDataExtension6
	Extension
	MTRRIndication
	tBool
	0 to 1

	tReferenceLocationInformation
	ReferenceLocationInformation
	AccessType
	tString (NOTE 3)
	0 to 1

	
	
	AccessInfo
	tString (NOTE 3)
	0 to 1

	
	
	AccessValue
	tString (NOTE 3)
	0 to 1

	tCSLocationInformation
	CSLocationInformation
	LocationNumber
	tLocationNumber
	0 to 1

	
	
	Choice of
	CellGlobalId
	tCellGlobalId
	0 to 1

	
	
	
	ServiceAreaId
	tServiceAreaId
	0 to 1

	
	
	
	LocationAreaId
	tLocationAreaId
	0 to 1

	
	
	GeographicalInformation
	tGeographicalInformation
	0 to 1

	
	
	GeodeticInformation
	tGeodeticInformation
	0 to 1

	
	
	VLRNumber
	tISDNAddress
	0 to 1

	
	
	MSCNumber
	tISDNAddress
	0 to 1

	
	
	CurrentLocationRetrieved
	tBool
	0 to 1

	
	
	AgeOfLocationInformation
	tAgeOfLocationInformation
	0 to 1

	
	
	Extension
	tCSLocationInformation-Extension
	0 to 1

	tCSLocationInformation-Extension
	CSLocationInformation-Extension
	UserCSGInformation
	tUserCSGInformation
	0 to 1

	
	
	Extension
	tCSLocationInformation-Extension2
	0 to 1

	tCSLocationInformation-Extension2
	CSLocationInformation-Extension2
	E-UTRANCellGlobalId
	tE-UTRANCellGlobalId
	0 to 1

	
	
	TrackingAreaId
	tTrackingAreaId
	0 to 1

	
	
	Extension
	tCSLocationInformation-Extension3
	0 to 1

	tCSLocationInformation-Extension3
	CSLocationInformation-Extension3
	LocalTimeZone
	tLocalTimeZone
	0 to 1

	tPSLocationInformation
	PSLocationInformation
	Choice of 


	CellGlobalId
	tCellGlobalId
	0 to 1

	
	
	
	ServiceAreaId
	tServiceAreaId
	0 to 1

	
	
	
	LocationAreaId
	tLocationAreaId
	0 to 1

	
	
	RoutingAreaId
	tRoutingAreaId
	0 to 1

	
	
	GeographicalInformation
	tGeographicalInformation
	0 to 1

	
	
	GeodeticInformation
	tGeodeticInformation
	0 to 1

	
	
	SGSNNumber
	tISDNAddress
	0 to 1

	
	
	CurrentLocationRetrieved
	tBool
	0 to 1

	
	
	AgeOfLocationInformation
	tAgeOfLocationInformation
	0 to 1

	
	
	Extension
	tPSLocationInformation-Extension
	0 to 1

	tPSLocationInformation-Extension
	PSLocationInformation-Extension
	UserCSGInformation
	tUserCSGInformation
	0 to 1

	
	
	Extension
	tPSLocationInformation-Extension2
	0 to 1

	tPSLocationInformation-Extension2
	PSLocationInformation-Extension2
	VisitedPLMNID
	tVisitedPLMNID
	0 to 1

	
	
	LocalTimeZone
	tLocalTimeZone
	0 to 1

	
	
	RATtype
	tRATtype
	0 to 1

	tLocalTimeZone
	LocalTimeZone
	TimeZone
	tTimeZone
	1

	
	
	DaylightSavingTime
	tDaylightSavingTime
	1

	tEPSLocationInformation
	EPSLocationInformation
	E-UTRANCellGlobalId
	tE-UTRANCellGlobalId
	0 to 1

	
	
	TrackingAreaId
	tTrackingAreaId
	0 to 1

	
	
	GeographicalInformation
	tGeographicalInformation
	0 to 1

	
	
	GeodeticInformation
	tGeodeticInformation
	0 to 1

	
	
	MMEName
	tString
	0 to 1

	
	
	CurrentLocationRetrieved
	tBool
	0 to 1

	
	
	AgeOfLocationInformation
	tAgeOfLocationInformation
	0 to 1

	
	
	UserCSGInformation
	tUserCSGInformation
	

	
	
	Extension
	tEPSLocationInformation-Extension
	0 to 1

	tEPSLocationInformation-Extension
	EPSLocationInformation-Extension
	VisitedPLMNID
	tVisitedPLMNID
	0 to 1

	
	
	LocalTimeZone
	tLocalTimeZone
	0 to 1

	
	
	Extension
	tEPSLocationInformation-Extension2
	0 to 1

	tEPSLocationInformation-Extension2
	EPSLocationInformation-Extension2
	RATtype
	tRATtype
	0 to 1

	t5GSLocationInformation
	5GSLocationInformation
	NRCellGlobalId
	tNRCellGlobalId
	0 to 1

	
	
	E-UTRANCellGlobalId
	tE-UTRANCellGlobalId
	0 to 1

	
	
	TrackingAreaId
	tTrackingAreaId
	0 to 1

	
	
	GeographicalInformation
	tGeographicalInformation
	0 to 1

	
	
	AMFAddress
	tString
	0 to 1

	
	
	CurrentLocationRetrieved
	tBool
	0 to 1

	
	
	AgeOfLocationInformation
	tAgeOfLocationInformation
	0 to 1

	
	
	VisitedPLMNID
	tVisitedPLMNID
	0 to 1

	
	
	LocalTimeZone
	tLocalTimeZone
	0 to 1

	
	
	RATtype
	tRATtype
	0 to 1

	tUserCSGInformation
	UserCSGInformation
	CSGId
	tCSGId
	1

	
	
	Extension
	tUserCSGInformation-Extension
	0 to 1

	tUserCSGInformation-Extension
	UserCSGInformation-Extension
	AccessMode
	tAccessMode
	0 to 1

	
	
	CMI
	tBool
	0 to 1

	tTADSinformation
	TADSinformation
	IMSVoiceOverPSSessionSupport
	tIMSVoiceOverPSSessionSupport
	1

	
	
	RATtype
	tRATtype
	0 to 1

	
	
	Extension
	tTADSinformationExtension
	0 to 1

	tTWANLocationInformation
	TWANLocationInformation
	TWAN-SSID
	tTWAN-SSID
	0 to 1

	
	
	TWAN-BSSID
	tTWAN-BSSID
	0 to 1

	
	
	TWAN-PLMNID
	tVisitedPLMNID
	0 to 1

	
	
	CivicAddress
	tCivicAddress
	0 to n

	
	
	TWANOperatorName
	tTWANOperatorName
	0 to 1

	
	
	LocalTimeZone
	tLocalTimeZone
	0 to 1

	
	
	LogicalAccessID
	tLogicalAccessID
	0 to 1

	tTADSinformationExtension
	TADSinformationExtension
	LastUEActivityTime
	tDateTime
	0 to 1

	
	
	Extension
	tTADSinformationExtension2
	0 to 1

	tTADSinformationExtension2
	TADSinformationExtension2
	AccessType
	tAccessType
	0 to 1

	tISDNAddress
	SGSNNumber, VLRNumber, MSCNumber
	Address
	tAddressString
	1

	tPublicIdentity
	PublicIdentifiers, RegisteredIdentites,

ImplicitIdentities, AllIdentities, AliasIdentities, DeletedIdentities
	IMSPublicIdentity
	tIMSPublicIdentity
	0 to n

	
	
	MSISDN
	tMSISDN
	0 to n

	
	
	Extension
	tPublicIdentityExtension
	0 to 1)

	tPublicIdentityExtension
	Extension
	IdentityType
	tIdentityType
	(0 to 1)

	
	
	WildcardedPSI
	tWildcardedPSI
	(0 to 1)

	
	
	Extension
	tPublicIdentityExtension2
	(0 to 1)

	tPublicIdentityExtension2
	Extension
	WildcardedIMPU
	tWildcardedIMPU
	(0 to 1)

	
	
	Extension
	tPublicIdentityExtension3
	0 to 1

	tPublicIdentityExtension3
	Extension
	ExtendedMSISDN
	tExtendedMSISDN
	0 to n

(NOTE 5)

	
	
	Extension
	tPublicIdentityExtension4
	0 to 1

	tPublicIdentityExtension4
	Extension
	EnhancedIMSPublicIdentifiers
	tEnhancedIMSPublicIdentity
	0 to n

	tEnhancedIMSPublicIdentity
	EnhancedIMSPublicIdentifiers
	IMSPublicIdentity
	tIMSPublicIdentity
	1

	
	
	IdentityType
	tIdentityType
	1

	tInitialFilterCriteria
	InitialFilterCriteria
	Priority
	tPriority
	1

	
	
	TriggerPoint
	tTrigger
	0 to 1

	
	
	ApplicationServer
	tApplicationServer
	1

	
	
	ProfilePartIndicator
	tProfilePartIndicator
	0 to 1

	tTrigger
	TriggerPoint
	ConditionTypeCNF 
	tBool
	1

	
	
	SPT
	tSePoTri 
	1 to n

	tSePoTri
	SPT
	ConditionNegated
	tBool
	0 to 1

	
	
	Group
	tGroupID
	1 to n

	
	
	Choice of
	RequestURI
	tString
	1

	
	
	
	Method
	tString
	1

	
	
	
	SIPHeader
	tHeader
	1

	
	
	
	SessionCase
	tDirectionOfRequest
	1

	
	
	
	SessionDescription
	tSessionDescription
	1

	
	
	Extension
	tSePoTriExtension
	(0 to 1)

	tSePoTriExtension
	Extension
	RegistrationType
	tRegistrationType
	(0 to 2)

	tHeader
	SIPHeader
	Header
	tString
	1

	
	
	Content
	tString
	0 to 1

	tSessionDescription
	SessionDescription
	Line
	tString
	1

	
	
	Content
	tString
	0 to 1

	tApplicationServer
	ApplicationServer
	ServerName
	tSIP_URL
	1

	
	
	DefaultHandling
	tDefaultHandling
	0 to 1

	
	
	ServiceInfo
	tServiceInfo
	0 to 1

	
	
	Extension
	tApplicationServerExtension
	0 to 1

	tApplicationServerExtension
	Extension
	IncludeRegisterRequest
	tIncludeRegisterRequest
	0 to 1

	
	
	IncludeRegisterResponse
	tIncludeRegisterResponse
	0 to 1

	tIncludeRegisterRequest
	IncludeRegisterRequest
	(NOTE 4)
	(NOTE 4)
	0 to 1

	tIncludeRegisterResponse
	tIncludeRegisterResponse
	(NOTE 4)
	(NOTE 4)
	0 to 1

	tChargingInformation
	ChargingInformation
	PrimaryEventChargingFunctionName
	tDiameterURI
	0 to 1

(NOTE 2)

	
	
	SecondaryEventChargingFunctionName
	tDiameterURI
	0 to 1

	
	
	PrimaryCharging CollectionFunctionName
	tDiameterURI
	0 to 1

(NOTE 2)

	
	
	SecondaryCharging CollectionFunctionName
	tDiameterURI
	0 to 1

	tDSAI
	DSAI
	DSAI-Tag
	tDSAI-Tag
	1

	
	
	DSAI-Value
	tDSAI-Value
	1

	tUEReachabilityForIP
	UEReachabilityForIP
	UEIPReachabilityMME
	tUEIPReachabilityMME
	(0 to 1)

	
	
	Extension
	tUEReachabilityForIPExtension
	(0 to 1)

	tUEReachabilityForIPExtension
	Extension
	UEIPReachabilitySGSN
	tUEIPReachabilitySGSN
	(0 to 1)

	
	
	Extension
	tUEReachabilityForIPExtension2
	(0 to 1)

	tUEReachabilityForIPExtension2
	Extension
	UEIPReachabilityAMF3GPP
	tUEIPReachabilityAMF3GPP
	(0 to 1)

	
	
	UEIPReachabilityAMFnon3GPP
	tUEIPReachabilityAMFnon3GPP
	(0 to 1)

	tSMSRegistrationInfo
	SMSRegistrationInfo
	IP-SM-GW-Number
	tIP-SM-GW-Number
	1

	
	
	Extension
	tSMSRegistrationInfoExtension
	(0 to 1)

	tSMSRegistrationInfoExtension
	SMSRegistrationInfoExtension
	SCAddress
	tSCAddress
	(0 to 1)

	tExtendedPriority
	ExtendedPriority
	PriorityNamespace
	tPriorityNamespace
	1

	
	
	PriorityLevel
	tPriorityLevel
	1

	tExtendedMSISDN
	ExtendedMSISDN
	MSISDN
	tMSISDN
	1

	
	
	MSISDNType
	tMSISDNType
	1

	NOTE 1:
"n" shall be interpreted as non-bounded.

NOTE 2:
At least one of these two information elements (PrimaryEventChargingFunctionName or PrimaryChargingCollectionFunctionName) shall be present.

NOTE 3:
The syntax of AccessType, AccessInfo and AccessValue is as described in 3GPP TS 29.228 [6]. 

NOTE 4:
empty cells shall be interpreted as complex XML elements without defined content.

NOTE 5:
PublicIdentifiers contains ExtendedMSISDN in addition to MSISDN when Additional-MSISDN feature is enabled.

NOTE 6:
Syntax described in 3GPP TS 23.003 [11]; it shall contain either an IMEI value (a string of 14 digits) or an IMEISV value (a string of 16 digits).

NOTE 7:
The HSS shall not send more than one instance of ReferenceLocationInformation and if the Application Server receives more than one instance of ReferenceLocationInformation it may arbitrarily pick one for further processing.


* * * Next Change (attached .xsd file)* * * *

 [skip]


<xs:simpleType name="tRATtype" final="list restriction">



<xs:restriction base="xs:int">





<xs:annotation>






<xs:documentation>







<label xml:lang="en"> Radio Access Technology Type </label>







<definition xml:lang="en"> See subclause 5.3.31 in 3GPP TS 29.212 </definition>






</xs:documentation>





</xs:annotation>



</xs:restriction>


</xs:simpleType>


<xs:simpleType name="tAccessType" final="restriction list">



<xs:restriction base="xs:unsignedByte">




<xs:minInclusive value="0"/>




<xs:maxInclusive value="1"/>




<xs:enumeration value="0">





<xs:annotation>






<xs:documentation>







<label xml:lang="en">3GPP-ACCESS</label>






</xs:documentation>





</xs:annotation>




</xs:enumeration>




<xs:enumeration value="1">





<xs:annotation>






<xs:documentation>







<label xml:lang="en">NON-3GPP-ACCESS</label>






</xs:documentation>





</xs:annotation>




</xs:enumeration>



</xs:restriction>


</xs:simpleType>


<xs:simpleType name="tCSGId" final="list restriction">



<xs:restriction base="xs:string">




<xs:length value="8"/>



</xs:restriction>


</xs:simpleType>

[skip]


<xs:complexType name="tTADSinformation">



<xs:sequence>




<xs:element name="IMSVoiceOverPSSessionSupport" type="tIMSVoiceOverPSSessionSupport"/>




<xs:element name="RATtype" type="tRATtype" minOccurs="0"/>




<xs:element name="Extension" type="tTADSinformationExtension" minOccurs="0"/>




<xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>



</xs:sequence>


</xs:complexType>


<xs:complexType name="tTADSinformationExtension">



<xs:sequence>




<xs:element name="LastUEActivityTime" type="tDateTime" minOccurs="0"/>




<xs:element name="Extension" type=" tTADSinformationExtension2" minOccurs="0"/>




<xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>



</xs:sequence>


</xs:complexType>

<xs:complexType name="tTADSinformationExtension2">



<xs:sequence>




<xs:element name="AccessType" type="tAccessType" minOccurs="0"/>




<xs:element name="Extension" type="Extension" minOccurs="0"/>




<xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>



</xs:sequence>


</xs:complexType>

 [skip]

* * * End of Change * * * *

