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6.7.4
Application layer security across PLMN


6.7.4.1
General
HTTP/2 messages sent across the PLMN between the SEPPs shall follow the application layer security procedures specified in subclause 13.2 of 3GPP TS 33.501 [17].
6.7.4.2
N32 Procedures

As specified in subclause 13.2 of 3GPP TS 33.501 [17], the following procedures shall be supported across N32
-
Capability Negotiation Request and Response;
-
Parameter Exchange Request and Response;
-
forwarding of the JOSE (see IETF RFC 7516 [x1] and IETF RFC 7515 [x2]) protected messages over N32.
Based on the capability negotiation and parameters exchanged between the SEPPs, the service based interface messages sent across N32 interface shall be subjected to JOSE based protection (see IETF RFC 7516 [x1] and IETF RFC 7515 [x2]) as specified in subclause 13.2.4 of 3GPP TS 33.501 [17]. 

3GPP TS 29.xxx [y] specifies protocol for the exchange of the messages described above over N32, the format of the JOSE (see IETF RFC 7516 [x1] and IETF RFC 7515 [x2]) protected messages and the procedure for forwarding of the JOSE protected messages over N32. 
* * * End of Changes * * * *

