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1. Introduction
CT4 is working on restoration procedures for 5GC in Rel-15
2. Reason for Change
Restoration Procedures upon User Plane Path Failure need to be described
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.527 0.1.0.
* * * First Change * * * *

<Proposed change in revision marks>

* * * Next Change * * * *

5.4
Restoration Procedures upon User Plane Path Failure


UPFs shall support detection of path failure by using Echo Request / Echo Response messages in the following way. A path counter shall be reset each time an Echo Response is received on the path and incremented when the T3-RESPONSE timer expires for any Echo Request message sent on the path. The path shall be considered to be down if the counter exceeds N3-REQUESTS: 
-
upon detecting a GTP-U user plane path failure, the UPF shall report the user plane path failure to the SMF, by sending an PFCP Node Report Request (see 3GPP TS 29.244 [4]) including a User Plane Path Failure Report with the IP address of the remote GTP-U peer(s) towards which a failure has been detected; 

-
upon being notified about the user plane path failure, when deciding to delete the PDU session contexts associated with the path in failure, the SMF shall modify or delete the affected PFCP sessions in the UPF.

NOTE:
The SMF need to take care to smooth the signalling load towards the UPF if a large number of PFCP sessions are affected by the user plane path failure.
Upon detecting a path failure, the UPF should notify the failure via the Operation and Maintenance system and may either

-
delete the PDU session contexts associated with the path in failure; or

-
maintain the PDU session contexts associated with the path in failure during an operator configurable maximum path failure duration. The network node shall delete the maintained resources if the path is still down when this duration expires. 

NOTE 1:
During transient path failures (e.g. path failures not exceeding few minutes at most), maintaining the PDU session contexts associated with the peer's IP address enables the delivery of end user services (when the path is re-established again) and also avoids unnecessary signalling in the network for restoring those bearers. 
NOTE 2:
It is not intended to maintain PDU session contexts during long path failures (e.g. exceeding few minutes at most) as this would imply undesirable effects like undue charging.
* * * End of Changes * * * *

