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1. Introduction
It can be envisioned that the Nnssf_NSSelection search operation will be called frequently and that the retrieved info is relatively static, i.e. the retrieved data is not updated frequently and thus lends itself to be cached in e.g. the AMF and/or in a proxy. 
2. Reason for Change
The method used to implement the search operation on the Nnssf_NSSelection resource is changed from POST to GET, to allow caching of the search results which can increase the capacity of individual NSSFs.
Specify the failure cases for NS selection service.
3. Conclusions

-
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.531, V1.1.0.
*******
* * * First Change * * * *

5.2.2.2.2
Get service operation of Nnssf_NSSelection service during the registration procedure

In this procedure, the NF Service Consumer (e.g. AMF) retrieves the Allowed NSSAI, Configured NSSAI, target AMF Set or the list of candidate AMF(s) and other optional information.




Figure 5.2.2.2.2-1: Retrieve the network slice information during the registration procedure

1
The AMF shall send a GET request to the NSSF. One or more of the following parameters shall be included as query parameters: Requested NSSAI, Subscribed S-NSSAI(s) with the indication if marked as default S-NSSAI, PLMN ID of the SUPI, TAI, NF type of the NF service consumer, Requester ID.

2
On success, "200 OK" shall be returned in the following cases: 
- When the NSSF is able to find authorized network slice information for the requested network slice selection information, the response body shall include a payload body containing at least the
Allowed NSSAI, target AMF Set or the list of candidate AMF(s); 
- If no slice instances can be found for the requested slice selection information, then the response body shall contain an empty "AuthorizedNetworkSliceInfo" JSON object.

On failure, the NSSF shall return one of the HTTP status codes together with the response body listed in Table 6.1.3.2.3.1-3.

* * * Next Change * * * *

5.2.2.2.3
Get service operation of Nnssf_NSSelection service during the PDU session establishment
In this procedure, the NF Service Consumer (e.g. AMF) retrieves the NRF and the optionally the NSI ID of the network slice instance:
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Figure 5.2.2.2.3-1: Retrieve the network slice information during the PDU session establishment procedure

1
The NF Service consumer (e.g. AMF or NSSF in the different PLMN) shall send a GET request to the NSSF. The request shall include query parameters, contain at least S-NSSAI, S-NSSAI from the Configured NSSAI for the HPLMN that maps to the S-NSSAI from the Allowed NSSAI of the Serving PLMN, the NF type of the NF service consumer and Requester ID. For the procedure invoked in the Serving PLMN, the query parameters shall also contain non-roaming/LBO roaming/HR roaming indication, PLMN ID of the SUPI and TAI.  
2
On success, "200 OK" shall be returned in the following cases: 
- When the NSSF is able to find network slice instance information for the requested network slice selection information, the response body shall include a payload body containing at least the NRF to be used to select NFs/services within the selected Network Slice instance;

- If no slice instances can be found for the requested slice selection information, then the response body shall contain an empty "AuthorizedNetworkSliceInfo" JSON object. 
On failure, the NSSF shall return one of the HTTP status codes together with the response body listed in Table 6.1.3.2.3.1-3

* * * Next Change * * * *

6.1.3
Resources 

6.1.3.1
Overview
Figure 6.1.3.1-1 describes the resource URI structure of the Nnssf_NSSelection API. 
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Figure 6.1.3.1-1: Resource URI structure of the  nnssf_nsselection API

Table 6.1.3.1-1 provides an overview of the resources and applicable HTTP methods.

Table 6.1.3.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	Network Slice Related Information
	//{apiRoot}/nnssf-nsselection/v1/

network-slice-information
	GET
	To retrieve network slice information. See subclause 6.1.3.2.3.1.
Maps to Nnssf_NSSelection_Get service operation.


* * * Next Change * * * *

6.1.3.2.3
Resource Standard Methods

6.1.3.2.3.1
GET
This method retrieves the information related to the selected slice based on the input query parameters provided by the NF service consumer specified in table 6.1.3.2.3.1-1. 
This method shall support input query parameters specified in table 6.1.3.2.3.1-1 and the response data structure and response codes specified in table 6.1.3.2.3.1-3.
Table 6.1.3.2.3.1-1: URI query parameters supported by the GET method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	nf-type
	NfType
	M
	1
	This IE shall contain the NF type of the NF service consumer.

	nf-id
	NfInstanceId
	M
	1
	This IE shall contain the NF identifier of the NF service consumer.

	slice-info-request-for-registration
	SliceInfoForRegistration
	C
	0..1
	This IE shall be present when the network slice information is requested during the Registration procedure towards an NSSF in the serving PLMN. 

	slice-info-request-for-pdu-session
	SliceInfoForPDUSession
	C
	0..1
	This IE shall be present when the network slice information is requested during the PDU session establishment procedure.

	home-plmn-id
	PlmnId
	C
	0..1
	This IE shall be present in the request towards an NSSF in the serving PLMN if the subscriber is a roamer to the serving PLMN. When present, this IE shall contain the home PLMN Id of the UE.

	tai
	Tai
	C
	0..1
	This IE shall be present in the request towards an NSSF in the serving PLMN. When present, this IE shall contain the TAI the UE is currently located.

	supported-features
	SupportedFeatures
	C
	0..1
	This IE shall be present if at least one optional feature defined in subclause 6.1.8 is supported.


Table 6.1.3.2.3.1-2: Data structures supported by the GET Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	


Table 6.1.3.2.3.1-3: Data structures supported by the GET Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	AuthorizedNetworkSliceInfo
	M
	1
	200 OK
	This case represents a successful return of the authorized network slice information selected for the corresponding request.

	ProblemDetails
	M
	1
	403 Forbidden
	This represents the case, where the NF service consumer is not authorized to retrieve the slice selection information or the SNSSAI included in the requested slice selection information is not supported in the PLMN. 
The application specific error information shall be provided in the "cause" attribute. The "cause" attribute shall be set to:

· " SNSSAI_NOT_SUPPORTED", if the SNSSAI included in the requested slice selection information is not supported in the PLMN.


* * * Next Change * * * *

6.1.3.2.4
Resource Custom Operations
There are no custom methods supported on the network-slice-information collection resource.


	
	
	

	
	
	








	
	
	
	

	
	
	
	-



	
	
	
	

	

	
	
	
	
	



* * * Next Change * * * *

6.1.6
Data Model

6.1.6.1
General

This subclause specifies the application data model supported by the API.

Table 6.1.6.1-1 specifies the data types defined for the Nnssf service based interface protocol.

Table 6.1.6.1-1: Nnssf_NSSelection specific Data Types
	Data type
	Section defined
	Description

	
	
	

	AuthorizedNetworkSliceInfo
	6.1.6.2.3
	Contains the authorized network slice information.

	SubscribedSNssai
	6.1.6.2.4
	Contains the subscribed S-NSSAI.

	SubscribedNssai
	6.1.6.2.5
	Contains an array of subscribed S-NSSAI that constitute the subscribed NSSAI information.

	AllowedSNssai
	6.1.6.2.6
	Contains the authorized S-NSSAI and optional mapped home S-NSSAI and network slice instance information.

	AllowedNssai
	6.1.6.2.7
	Contains an array of allowed S-NSSAI that constitute the allowed NSSAI information for the authorized network slice information.

	NsiInformation
	6.1.6.2.8
	Contains the identifier of NRF to be used to select NFs/services within the selected Network Slice instance and optional the Identifier of the selected Network Slice instance.

	MappingOfRequestedSNssai
	6.1.6.2.9
	Contains the mapping of requested S-NSSAI in the serving network and the value of the home network.

	MappingOfRequestedNssai
	6.1.6.2.10
	Contains an array of the requested S-NSSAI mapping.

	SliceInfoForRegistration
	6.1.6.2.11
	Contains the slice information requested during a Registration procedure.

	SliceInfoForPDUSession
	6.1.6.2.12
	Contains the slice information requested during PDU Session establishment procedure.

	ConfiguredSnssai
	6.1.6.2.13
	Contains the configured S-NSSAI(s) authorized by the NSSF in the serving PLMN and optional mapped home S-NSSAI.

	ConfiguredNssai
	6.1.6.2.14
	Contains an array of  the configured S-NSSAI(s) authorized by the NSSF in the serving PLMN


Table 6.1.6.1-2 specifies data types re-used by the Nnssf- service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nnssf service based interface. 
Table 6.1.6.1-2: Nnssf re-used Data Types
	Data type
	Reference
	Comments

	SupportedFeatures
	3GPP TS 29.571 [7]
	Used to negotiate the applicability of the optional features defined in table 6.1.8-1.


* * * Next Change * * * *



	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


* * * End of Changes * * * *
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