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1. Introduction
Some of the editor's notes are proposed to be removed based on the clarifications given below.
2. Reason for Change
1. The following EN in clause 4.1 can be simply removed as some of the common structures are already defined in 29.571 and whether or not to move a particular data type to common data type is anyways discussed on a case by case basis. The decision is taken based on the number of specs that refer that data structure. So there is no value in keeping this EN.

Editor's Note:
Whether or not a given data type is or should be common is ffs.
2. The following EN in clause 4.2.1 is removed with some explanations about when to avoid standard methods and use custom methods.

Editor's Note: 
More detailed description on standard vs. custom methods may be needed.
3. The API version already have 3 digits and enough information about the API. If vendor specific optional information about the API are needed then they may be carried as vendor specific information in the NF Service profile discovered from NRF. Hence it is proposed to remove the following EN from 4.3.1.1

Editor’s note:
It is for further study whether optional fields can be used.
4. A PCR to TS 29.510 is submitted in C4-184056 and with that the following EN in clause 4.3.1.5 can be removed

Editor’s note:

The TS 29.510 must be updated to indicate the NFProfile contains a (list of) full version number(s), i.e. a version number with all the fields.

5. The mechanisms for notifying NF profile change has already been specified in subclause 5.2.2.6.2 and 6.1.6.3.6 of TS 29.510. Hence it is suggested to remove the following EN in clause 4.3.1.5 with some description.

Editor’s note:

It is for further study whether or not it is needed to notify NFs that have subscribed to notification of NF profile change when a version supported is deprecated.

6. So far no additional mechanism has been proposed via media type in req/rsp and GET. Hence it is proposed to remove the below EN in clause 4.3.1.5 for now. In future if such mechanisms are added, they can be added as future extensions.

Editor’s note:

Other alternative(s) may be described in this section, such as: use of Media Type in HTTP request/response, use GET on a specific version resource, etc.
7. A mechanism to update the retirement date in NF profile in the NRF is proposed in C4-184056. Hence it is proposed to remove the following EN from clause 4.3.1.5

Editor’s note:
Guidance needs to be provided about whom sets the retirement date.
8. Ability to register and discover default notification subscriptions along with callback URI in the NRF has already been specified in TS 29.510. With that the following EN from clause 4.6.2.3 can be removed.

Editor's Note:
It is ffs how to know the callback reference for implicit subscriptions. 

9. When an NF service producer deletes an event subscription without an explicit unsubscribe request, the NF service consumer may have some stale entries to the event subscription. However the NF service consumer will have the URI of the subscription resource created. If the NF service consumer does not receive any notification for a particular subscription for some time, the consumer can check if the subscription is still active at the NF service producer by issuing a HTTP GET on the URI. If the HTTP GET returns a 404 error code then the NF service consumer can make sure that the status is synchronized. It should be noted that such out of deletion of subscriptions at the NF service producer can happen a) due to max number of event reports / event duration expiry. In this case the NF service consumer also would anyways be monitoring the count / duration and hence can delete it. b) Error conditions at NF service producer. These are rare scenarios and as explained above HTTP GET can be used to poll for the existence of the subscription. No explicit unsubscribe notification is required to be designed for such error cases. Hence it is proposed to remove the following EN from clause 4.6.2.3

Editor's Note:
It is ffs how to know the callback reference for implicit subscriptions. 

10. HTTP URIs (e.g www.3gpp.org itself starts with a number) and JSON attribute naming conventions do allow strings starting with numbers. For a discussion on how to de-serialize JSON attributes starting with a number - see https://stackoverflow.com/questions/24218536/deserialize-json-that-has-some-property-name-starting-with-a-number/24218678. Hence the following EN from clause 5.1.1 can be removed.

Editor's Note:
Whether or not digits are allowed at the first position is ffs.
11. Accept header and Content-Type headers are used to convey acceptable and encoded media types. They cant be used to convey API versions. Hence the following EN from 4.3.1.3 can be removed.

Editor's note:
It is for further study if the full version number can be indicated by a specific version parameter of the Accept HTTP header used in HTTP requests and Content-Type header in the HTTP responses.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.501v1.1.1
* * * First Change * * * *

4
Design Principles for 5GC SBI APIs

4.1
General Principles

Each 5GC SBI API specification should include the following information for each specified service:

-
Purpose of the API;

-
URIs of resources;

-
Supported HTTP methods for a given resource;

-
Supported representations (e.g. JSON, see IETF RFC 8259 [3]);

-
Request body schema(s) (where applicable);

-
Response body schema(s) (where applicable);

-
Supported response status codes; 
-
Relation types supported if HATEOAS is implemented by the API;

-
A reference in the resource description subclause to one of the archetypes defined in Annex C if the resource design matches one of them; and

-
A list defining identifiers of optional features (see subclause 6.6 of 3GPP TS 29.500 [2] for related procedures).

For each specified service a subclause to a normative Annex should be provided containing the OpenAPI definitions according to OpenAPI Specification [4] for the service. The specifications should state that content of this normative annex takes precedence when being discrepant to other parts of the specification.

The TS Skeleton Template as provided in Annex A should be used as a starting point when drafting 5GC SBI API specifications.

Common procedures, HTTP extensions and error handling applicable to several 5GC SBI API specifications should be defined in 3GPP TS 29.500 [2] and should be referenced from individual 5GC SBI API specifications. 

Common data types applicable to several 5GC SBI API specifications should be defined in 3GPP TS 29.571 [5] and should be referenced from individual 5GC SBI API specifications. 


* * * Next Change * * * *

4.2
API Design Style and REST Implementation Levels

4.2.1
General

5GC SBI API specifications should apply a protocol design framework as follows:

a)
REST-style service operations should implement the Level 2 of the Richardson maturity model, with standard HTTP methods, whenever it is a good match for the style of interaction to model, e.g. service operations that can naturally map to one of the standard methods (CRUD operations), this should be the preferred modelling attempt;  

b)
service operations may use custom API operations (RPC-style interaction), when it is seen a better fit for the style of interaction to model, e.g. non-CRUD service operations; 

c)
it is possible to mix REST-style operations and RPC-style operations in the same API.

NOTE: 
Level 3 (HATEOAS) of the Richardson maturity model in the 5G Service-Based Architecture can be implemented by an API but is optional. Hypermedia usage guidelines are provided in subclause 4.7 of the present specification.



* * * Next Change * * * *

4.3.1.5
Discovery of the supported versions

The NF service consumer may discover the API version(s) supported by an NF service producer using the following mechanisms:

-
NRF query:
The NF service consumer may retrieve from the NRF the NF profile of a given NF Instance. This NF profile contains the full version number(s) of the API(s) supported by an NF Service Instance, as described in the subclause 6.2.6.2.4 of 3GPP TS 29.510 [18] and the planned retirement date.
-
NF profile change notifications: The NF service consumer may subscribe for NF status change notifications with the NRF as specified in subclause 5.2.2.5 of 3GPP TS 29.510 [18]. The NRF shall notify as specified in subclause 5.2.2.6 of 3GPP TS 29.510 [18], any change to the NF profile which may include updated NF service profile containing the current list of NF services and their versions supported by the NF.



When a new major version is created, the NF service producer shall continue supporting at least the previous major version until a retirement date enabling NF service consumers to migrate to the new version. After expiration of the retirement date, the old major version should be deprecated. The retirement date of an old major version supported by a NF service instance may be updated in the NF profile in the NRF.

* * * Next Change * * * *

4.6.2.3
Notifications

The HTTP method for the notification that corresponds to an explicit subscription shall be POST (see IETF RFC 7231 [6]). 

NOTE:
Subclause 5.3.6 describes how to encode Notifications in OpenAPI specification files.
Figure 4.6.2.3-1 illustrates a notification.
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Figure 4.6.2.3-1: Notification 

1.
The callback reference provided during creation of the subscription resource, or otherwise known from implicit subscription, is used as the request URI. The callback reference for implicit subscriptions are obtained from the NRF. When an NF / NF service registers with the NRF, the default notification subscriptions along with the callback URI for receiving those notifications may be provided (see subclause 6.1.6.2.3 of 3GPP TS 29.510 [18]).

The payload body of the POST request shall contain the notification payload.

2.
On success, "204 No Content" shall be returned and the payload body of the POST response shall be empty. 

Editor's Note:
It is ffs whether "200 OK"may be returned on success and what the payload body of the DELETE response shall contain if so. 

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the PUT response body (see subclause 4.8).


* * * Next Change * * * *

5.1.1
Case Conventions

The following case conventions for names and strings are used in the 5GC SBI service APIs.

1) UPPER_WITH_UNDERSCORE

All letters of a string are capital letters. Digits are allowed. Word boundaries are represented by the underscore "_" character. No other characters are allowed.


Example 1:

a) DATA_MANAGEMENT

b) CELL_CHANGE

2) lower_with_underscore

All letters of a string are lowercase letters. Digits are allowed. Word boundaries are represented by the underscore "_" character. No other characters are allowed.


Example 2:

a) data_management;

b) cell_change.

3) UPPER-WITH-HYPHEN

All letters of a string are capital letters. Digits are allowed. Word boundaries are represented by the hyphen "-" character. No other characters are allowed.


Example 3:

a) DATA-MANAGEMENT

b) CELL-CHANGE

4) lower-with-hyphen

All letters of a string are lowercase letters. Digits are allowed. Word boundaries are represented by the hyphen "-" character. No other characters are allowed.


Example 4:

a) data-management;

b) cell-change.

5) UpperCamel

A string is formed by concatenating words. Each word starts with an uppercase letter (this implies that the string starts with an uppercase letter). All other letters are lowercase letters. Digits are allowed. No other characters are allowed. Abbreviations follow the same scheme (i.e. first letter uppercase, all other letters lowercase).

Example 5:

a) DataManagement.

b) CellChange

6) lowerCamel

A string is formed by concatenating words. The first word starts with a lowercase letter, all subsequent words starts with an uppercase letter (this implies that the string starts with an lowercase letter). All other letters are lowercase letters. Digits are allowed. No other characters are allowed. Abbreviations follow the same scheme.

Example 6:

a) dataManagement;

b) cellChange.
* * * End of Changes * * * *
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