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1. Reason for Change
This pCR proposes modifications to clauses 6.1.2.4 and 6.1.3 – 6.1.6 on resources for non-UE related N2 messages.
2. Proposal

It is proposed to agree the following changes to 3GPP TS 29.518 v1.1.0.
* * * First Change * * * *

6.1.2.4
HTTP multipart messages
HTTP multipart messages shall be supported, to transfer opaque N1 Information (e.g SM, LPP) and/or N2 Information (e.g SM, NRPPa, PWS), in the following service operations (and HTTP messages):

-
N1N2MessageTransfer Request and Response (POST);

-
NonUeN2MessageTransfer Request and Response (POST);

-
N1MessageNotify (POST);
-
N2InfoNotify (POST);

-
NonUeN2InfoNotify (POST).

HTTP multipart messages shall include one JSON body part and one or two binary body parts comprising:

- an N1payload, an N2 payload or both (see subclause 6.1.6.4).

The JSON body part shall be the "root" body part of the multipart message. It shall be encoded as the first body part of the multipart message. The "Start" parameter does not need to be included.

The multipart message shall include a "type" parameter (see IETF RFC 2387 [9]) specifying the media type of the root body part, i.e. "application/json".

NOTE:
The "root" body part (or "root" object) is the first body part the application processes when receiving a multipart/related message, see IETF RFC 2387 [9]. The default root is the first body within the multipart/related message. The "Start" parameter indicates the root body part, e.g. when this is not the first body part in the message. 

For each binary body part in a HTTP multipart message, the binary body part shall include a Content-ID header (see IETF RFC 2045 [10]), and the JSON body part shall include an attribute, defined with the RefToBinaryData type, that contains the value of the Content-ID header field of the referenced binary body part.
* * * Next Change * * * *

6.1.3.5.4.2.2
Operation Definition

This operation shall support the request data structures specified in table 6.1.3.5.4.2.2-1 and the response data structure and response codes specified in table 6.1.3.5.4.2.2-2.
Table 6.1.3.5.4.2.2-1: Data structures supported by the POST Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	N2InformationTransferReqData
	M
	1
	Representation of the data to be sent to the 5G-AN node(s) by the AMF. 


Table 6.1.3.5.4.2.2-2: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	N2InformationTransferRspData
	M
	1
	200 OK
	Indicates AMF has successfully initiated the transferring of N2 Information to the AN.

	ProblemDetails
	M
	1
	403 Forbidden
	If the NF Service Consumer is not authorized to transfer non UE N2 message, the AMF shall return this status code with the ProblemDetails.


* * * Next Change * * * *

6.1.6.2.11
Type: NonUeN2InfoSubscriptionCreateData
Table 6.1.6.2.11-1: Definition of type NonUeN2InfoSubscriptionCreateData

	Attribute name
	Data type
	P
	Cardinality
	Description

	n3IwfId
	NfInstanceId
	C
	0..1
	This IE shall be included if the subscription is for N2 information from an N3IWF and the n2InformationClass is not set to "PWS".

	ngRanId
	array(NgRanIdentifier)
	C
	0..N
	This IE shall be included if the subscription is for N2 information from specific NG RAN node(s) and the n2InformationClass is not set to "PWS".

	n2InformationClass
	N2InformationClass
	M
	1
	This IE represents the class of N2 information that the NF Service Consumer requires to be notified.

	n2NotifyCallbackUri
	Uri
	M
	1
	This IE represents the callback URI on which the N2 information shall be notified.

	supportedFeatures
	SupportedFeatures
	C
	0..1
	This IE shall be present if at least one optional feature defined in subclause 6.1.8 is supported. 


* * * End of Changes * * * *

