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1. Introduction
- 
2. Reason for Change
It was agreed at last CT4 meeting that the failure cases description in the subclause 5 should be aligned. The paper has updated the relevant description related failure cases per existing specification, i.e. no editor's note is addressed, and no new failure cases are further specified.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.518 v1.1.0.
* * * First Change * * * *

5.2.2.2.1.1
General

The UEContextTransfer service operation is used during the following procedure:

-
General Registration procedure (see 3GPP TS 23.502 [3], subclause 4.2.2.2.2)

The UEContextTransfer service operation is invoked by a NF Service Consumer, e.g. a target AMF, towards the AMF (acting as source AMF), when the target AMF receives a Registration Request with the UE's 5G-GUTI included and the serving AMF has changed since last registration, to retrieve the UE Context, e.g. the UE's SUPI and MM Context, in the source AMF. 

The NF Service Consumer (e.g. the target AMF) shall retrieve the UE Context by invoking the "transfer" custom method on the URI of an "Individual ueContext" resource, see subclause 6.1.3.2.4. See also Figure 5.2.2.2.1.1-1.
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Figure 5.2.2.2.1.1-1 UE Context Transfer

1.
The NF Service Consumer, e.g. target AMF, shall send a HTTP POST request to invoke "transfer" custom method on an "Individual ueContext" resource URI. The payload of the request shall be an object of "UeContextTranferReqData" data type, containing the integrity protected registration request message which triggers the UE context transfer.

2a. On success, the (source) AMF shall respond with the status code "200 OK" if the request is accepted. The payload of the response shall be an object of "UeContextTransferRspData" data type, containing the representation of the requested "Individual ueContext" resource and a callback URI to receive the notification of RegistrationCompleteNotity service operation (see subclause 5.2.2.3).

2b.
On failure or redirection, one of the HTTP status code listed in Table 6.1.3.2.4.4.2-2 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.1.3.2.4.4.2-2.


 

* * * Next Change * * * *

5.2.2.2.3.1
General

The CreateUEContext service operation is used during the following procedure:

-
Inter NG-RAN node N2 based handover (see 3GPP TS 23.502 [3], subclause 4.9.1.3)

The CreateUEContext service operation is invoked by a NF Service Consumer, e.g. a source AMF, towards the AMF (acting as target AMF), when the source AMF can't serve the UE and selects the target AMF during the handover procedure, to create the UE Context in the target AMF. 

The NF Service Consumer (e.g. the source AMF) shall create the UE Context by using the HTTP PUT method with the following URI. See also Figure 5.2.2.2.3.1-1.

The URI: "{apiRoot}/namf-comm/v1/ue-contexts/{ueContextId}", where the ueContextId is composed by supi-{supi}.

NOTE:
The Prefix "supi-" allows the receiver knowing which identifier, e.g. 5g-guti, supi, pei, is used to identify the UE context.
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Figure 5.2.2.2.3.1-1 Create UE Context

1.
The NF Service Consumer, e.g. source AMF, shall send a PUT request, to create the ueContext in the target AMF. The payload body of the PUT request shall contain a callback URI. 

2a.
On success, the target AMF shall respond with the status code "201 Created" if the request is accepted, together with a HTTP Location header to provide the location of a newly created resource. The payload body of the PUT response shall contain the representation of the created UE Context. 


2b.
On failure or redirection, one of the HTTP status code listed in Table 6.1.3.2.3.1-3 shall be returned. For a 4xx/5xx response, the message body shall contain a UeContextCreateError structure, including:

-
a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.1.3.2.3.1-3;

-
NgAPCause, if available.
* * * Next Change * * * *

5.2.2.2.4.1
General

The ReleaseUEContext service operation is used during the following procedure:

-
Inter NG-RAN node N2 based handover, Cancel procedure (see 3GPP TS 23.502 [3], subclause 4.9.1.4)

The ReleaseUEContext service operation is invoked by a NF Service Consumer, e.g. a source AMF, towards the AMF (acting as target AMF), when the source AMF receives the Handover Cancel from the 5G-AN during the handover procedure, to release the UE Context in the target AMF. 

The NF Service Consumer (e.g. the source AMF) shall release the UE Context by using the HTTP "release" custom operation with the following URI. See also Figure 5.2.2.2.4.1-1.

The URI: "{apiRoot}/namf-comm/v1/ue-contexts/{ueContextId}/release", where the ueContextId is SUPI. For the UE that is emergency attached and the UE is UICCless or the SUPI is not authenticated, the ueContextId is PEI.
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Figure 5.2.2.2.4.1-1 Release UE Context

1.
The NF Service Consumer, e.g. source AMF, shall send a POST request, to release the ueContext in the target AMF. The payload body of the POST request shall contain any data that needs to be passed to the target AMF.
2a.
On success, the target AMF shall return "204 No Content" with an empty payload body in the POST response.

2b.
On failure or redirection, one of the HTTP status code listed in Table 6.1.3.2.4.2.2-2 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.1.3.2.4.2.2-2.

* * * Next Change * * * *

5.2.2.3.1.2
UE Specific N1N2MessageTransfer Operation

The NF Service Consumer may invoke the service operation by using HTTP method POST, to request the AMF to transfer N1 and/or N2 information for a UE and/or 5G-AN, with the following URI: 

"{apiRoot}/namf_comm/v1/ue-contexts/{ueContextId}/n1-n2-messages" where the ueContextId is composed by supi-{supi} or pei.{pei}.

NOTE 1:
The Prefix supi- allows the receiver knowing which identifier, e.g. 5g_guti, supi, pei, is used to identify the UE context.

NOTE 2:
It is assumed there is a collection of n1-n2-messages, to be created in the AMF, to contain sub-resources for each received N1 and/or N2 information included in the POST request.
The NF may include the following information in the HTTP Request message body:

-
SUPI 

-
PDU Session ID 

-
N2 SM information (PDU Session ID, QoS profile, CN N3 Tunnel Info, S-NSSAI)

-
N1 SM information

-
N1 Message Container (e.g. LPP message, SMS)

-
N2 Information Container (e.g. NRPPa message)

-
Priority

-
Paging Policy Indication

-
Notification URL (used for receiving Paging Failure Indication)

-
RAT and/or AN type for the PDU Session

Editor's Note:
Including possible additional parameters is FFS.
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Figure 5.2.2.3.1.2-1 N1N2MessageTransfer for UE related signalling

1.
The NF Service Consumer shall send a POST request to transfer N1 and N2 information. The NF Service Consumer may include a N1N2MessageTransfer Notification URI to AMF in the request message.

2a.
On success, i.e. if the request is accepted and the AMF is able to transfer the N1/N2 message to the UE and/or the AN, the AMF shall respond with a “200 OK” status code. The AMF shall set the cause IE in the N1N2MessageTransferRspData as "N1_N2_TRANSFER_INITIATED" in this case. For other cases, the AMF shall respond as specified in sub-clause 5.2.2.3.1.3. 
2b. On failure or redirection, one of the HTTP status code listed in Table 6.1.3.10.3.1-3 shall be returned. For a 4xx/5xx response, the message body shall contain a N1N2MessageTransferError structure, including:

-
a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.1.3.10.3.1-3;
* * * Next Change * * * *

5.2.2.5.1.2
Creation of a subscription

This service operation creates a subscription so a NF Service Consumer can request to be notified when the status of the AMF is changed.

It is executed creating a new individual resource under the collection resource "subscriptions". The operation is invoked by issuing a POST request on the URI representing the "subscriptions" resource.
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Figure 5.2.2.5.1.1-1 NF Service Consumer Subscription to Notifications

1.
The NF Service Consumer shall send a POST request to the resource URI representing the "subscriptions" collection resource. The request body shall include the data indicating the GUAMI(s) supported by the AMF that the NF Service Consumer is interested in receiving the related status change notification. The request body also contains a callback URI, where the NF Service Consumer shall be prepared to receive the actual notification from the AMF (see AMFStatusChangeNotify operation in subclause 5.2.2.5.3).
2a.
On success, the AMF shall include a HTTP Location header to provide the location of a newly created resource (subscription) together with the status code 201 indicating the requested resource is created in the response message.
2b.
On failure or redirection, one of the HTTP status code listed in Table 6.1.3.3.3.1-3 shall be returned. For a 4xx/5xx response, the message body containing a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.1.3.3.3.1-3.
* * * Next Change * * * *

5.2.2.5.1.3
Modification of a subscription

This service operation updates the subscription data of an NF Service Consumer previously subscribed in the AMF by providing the updated subscription data to the AMF. The update operation shall apply to the whole subscription data (complete replacement of the existing subscription data by a new subscription data).

The NF Service Consumer shall issue an HTTP PUT request, as shown in Figure 5.2.2.5.1.3-1:
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Figure 5.2.2.5.1.3-1 Subscription Data Complete Replacement
1.
The NF Service Consumer shall send a PUT request to the resource URI representing the individual subscription. The request body shall include a representation of subscription data to replace the previous subscription data in the AMF.
2a.
On success, "200 OK" shall be returned, the payload body of the PUT response shall contain the representation of the replaced resource.
2b.
On failure or redirection, one of the HTTP status code listed in Table 6.1.3.4.3.2-3 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.1.3.4.3.2-3. 
* * * Next Change * * * *

5.2.2.5.2.1
General

This service operation removes an existing subscription to notifications.
The AMFStatusChangeUnSubscribe service operation is used during the following procedure:

-
AMF planned removal procedure (see 3GPP TS 23.501 [2], subclause 5.21.2.2) 

It is executed by deleting a given resource identified by a "subscriptionId". The operation is invoked by issuing a DELETE request on the URI representing the specific subscription.
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Figure 5.2.2.5.2.1-1: NF Service Consumer Unsubscription to Notifications

1.
The NF Service Consumer shall send a DELETE request to the resource URI representing the individual subscription. The request body shall be empty.

2a.
On success, "204 No Content" shall be returned. The response body shall be empty.
2b. On failure or redirection, one of the HTTP status code listed in Table 6.1.3.4.3.1-3shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.1.3.4.3.1-3.
* * * Next Change * * * *

5.2.2.5.3.1
General

This service operation notifies each NF Service Consumer that was previously subscribed to receiving notifications of the status change of the AMF (e.g. AMF unavailable). The notification is sent to a callback URI that each NF Service Consumer provided during the subscription (see AMFStatusChangeSubscribe operation in 5.2.2.5.1).
The AMFStatusChangeNotify service operation is used during the following procedure:

-
AMF planned removal procedure (see 3GPP TS 23.501 [2], subclause 5.21.2.2) 
The operation is invoked by issuing a POST request to each callback URI of the different NF Service Consumer.
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Figure 5.2.2.5.3.1-1: AMF Notifications

1.
The AMF shall send a POST request to the callback URI. The request body shall include the GUAMI(s) and the related status change, GUAMI(s) is indicated by the NF Service Consumer during the subscription operation. For network deployment without UDSF case, the target AMF Name which is to serve the user of the indicated GUAMI(s) is also included. 

2a.
On success, "204 No content" shall be returned by the NF Service Consumer.
2b.
On failure, one of the HTTP status code listed in Table 6.1.5.2.3.1-2-3shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.1.5.2.3.1-2.
* * * Next Change * * * *

5.2.2.6.1
General

The EBIAssignment service operation is used during the following procedures (see 3GPP TS 23.502 [3], subclause 4.11.1.4):

-
UE requested PDU Session Establishment (Non-roaming and Roaming with Local Breakout (see 3GPP TS 23.502 [3], subclause 4.3.2.2.1).

-
UE requested PDU Session Establishment (Home-routed Roaming (see 3GPP TS 23.502 [3], subclause 4.3.2.2.2).

-
UE or network requested PDU Session Modification (non-roaming and roaming with local breakout) (see 3GPP TS 23.502 [3], subclause 4.3.3.2).

-
UE or network requested PDU Session Modification (home-routed roaming) (see 3GPP TS 23.502 [3], subclause 4.3.3.3).

-
Network requested PDU Session Modification, when the SMF needs to release the assigned EBI from a QoS flow (see 3GPP TS 23.502 [3], subclause 4.11.1.4.3).

The EBIAssignment service operation is invoked by a NF Service Consumer, e.g. a SMF, towards the NF Service Producer, i.e. the AMF, to request the AMF to allocate EPS bearer ID(s) towards EPS bearer(s) mapped from QoS flow(s) for an existing PDU Session for a given UE.

The NF Service Consumer (e.g. the SMF) shall perform EBIAssignment service operation by invoking a custom method on "individual ueContext" resource, see table 6.1.3.1-1. See also Figure 5.2.2.6.1-1.
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Figure 5.2.2.6.1-1 EBI Assignment

1.
The NF Service Consumer, e.g. the SMF, shall invoke "assignEbi" custom method on individual ueContext resource, which is identified by the UE's SUPI or PEI in the AMF. The NF Service consumer shall provide PDU Session ID, ARP list and S-NSSAI as input for the service operation. 

2a.
On success, the AMF shall assign EBI for each ARP in received ARP list, if enough EBI(s) are available. If there is not enough EBI(s) available, the AMF may revoke already assigned EBI(s) based on the ARP(s) and S-NSSAI received, EBIs information in the UE context and local policies. The AMF may only assign a subset of the requested EPS Bearer ID(s), e.g. when other PDU Sessions with higher ARP have occupied other available EPS Bearer IDs. If AMF has successfully assigned all or part of the requested EBI(s), the AMF shall respond with the status code 200 OK, together with the assigned EBI to ARP mapping(s) and list of ARPs for which the AMF failed to allocate an EBI (if any).


If the request contains "releasedEbiList", the AMF shall release the requested EBI(s). The AMF shall respond with the status code 200 OK and shall include the EBI(s) released in the "releasedEbiList" IE of the POST response body. 

2b.
On failure or redirection, one of the HTTP status code listed in Table 6.1.3.2.4.3.2-2 shall be returned. For a 4xx/5xx response, the message body shall contain a N1N2MessageTransferError structure, including:

-
a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.1.3.2.4.3.2-2;

-
a failureDetails which describes the detailed cause phrase why the request has failed..

* * * Next Change * * * *

5.3.2.2.2
Creation of a subscription

The Subscribe service operation is invoked by a NF Service Consumer, e.g. NEF, towards the AMF, when it needs to create a subscription to monitor at least one event relevant to the AMF. The NF Service Consumer may subscribe to multiple events in a subscription. A subscription may be associated with one UE, a group of UEs or any UE. 

The NF Service Consumer shall request to create a new subscription by using HTTP method POST with URI of the subscriptions collection, see subclause 6.2.3.2.

The NF Service Consumer shall include the following information in the HTTP message body: 

- NF ID, indicates the identity of the network function instance initiating the subscription;

- Subscription Target, indicates the target(s) to be monitored, as one of the following types:

- A specific UE, identified with a SUPI, a PEI or a GPSI;

- A group of UEs, identified with a group identity;

- Any UE, identified by the "anyUE" flag.

- Notification URI, indicates the address to deliver the event notifications generated by the subscription;

- Notification Correlation ID, indicates the correlation identity to be carried in the event notifications generated by the subscription;

- Event Types(s), indicate the event(s) to be subscribed, from supported events specified in subclause 5.3.1;

- Event Trigger per Event Type, indicates how the event to be reported (One-time Reporting or Continuously Reporting).

The NF Service Consumer may include the following information in the HTTP message body:

- Immediate Report Flag per Event Type, indicates an immediate report to be generated with current event status;

- Maximum Number of Reports per Event Type, defines the maximum number of reports after which the event subscription ceases to exist;
- Maximum Duration of Reporting per Event Type, defines maximum duration after which the event subscription ceases to exist;
- Event Filter per applicable Event Type, defines further options on how the event be reported.
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Figure 5.3.2.2.2-1 Subscribe for Creation
1.
The NF Service Consumer shall send a POST request to create a subscription resource in the AMF. The payload body of the POST request shall contain a representation of the individual subscription resource to be created.

2a.
On success, the request is accepted, the AMF shall include a HTTP Location header to provide the location of a newly created resource (subscription) together with the status code 201 indicating the requested resource is created in the response message. If the NF Service Consumer has included the immediateFlag with value as "true" in the event subscription, the AMF shall include the current status of the events subscribed, if available (e.g. current location information is included if the subscribed event is LOCATION_REPORT). If the NF Service Consumer has set the event reporting option as ONE_TIME and if the AMF has included the current status of the events subscribed in the response, then the AMF shall not do any subsequent event notification for the events given in the AmfCreateEventSubscription parameter. 

2b.
On failure or redirection, one of the HTTP status code listed in Table 6.2.3.2.3.1-3 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.2.3.2.3.1-3.
* * * Next Change * * * *

5.3.2.2.3
Modification of a subscription

The Subscribe service operation is invoked by a NF Service Consumer, e.g. NEF, towards the AMF, when it needs to modify an existing subscription previously created by itself at the AMF.

The NF Service Consumer shall modify the subscription by using HTTP method PATCH with the URI of the individual subscription resource (see subclause 6.2.3.3) to be modified.

See also Figure 5.3.2.2.3-1 below.
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Figure 5.3.2.2.3-1 Modification of a Subscription

1.
The NF Service Consumer shall send a PATCH request to modify a subscription resource in the AMF.

2a. On success, the request is accepted, the AMF shall the representation of the modified subscription resource or its sub-resource together with the status code 200. 

2b.
On failure or redirection, one of the HTTP status code listed in Table 6.2.3.3.3.1-3 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.2.3.3.3.1-3.
* * * Next Change * * * *

5.3.2.3.1
General

The Unsubscribe service operation is invoked by a NF Service Consumer, e.g. NEF, towards the AMF, to remove an existing subscription previously created by itself at the AMF.

The NF Service Consumer shall unsubscribe to the subscription by using HTTP method PATCH with the URI of the individual subscription resource (see subclause 6.2.3.3) to be deleted.
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Figure 5.3.2.3.1-1 Unsubscribe a subscription

1.
The NF Service Consumer shall send a DELETE request to delete an existing subscription resource in the AMF.

2a.
On success, the request is accepted, the AMF shall reply with the status code 204 indicating the resource identified by 
subscription ID is successfully deleted in the response message.

2b. On failure or redirection, one of the HTTP status code listed in Table 6.2.3.3.3.1-3 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.2.3.3.3.1-3.
* * * Next Change * * * *

5.4.2.2.2
Procedure using Enable UE Reachability

Figure 5.4.2.2.1-1 shows a scenario where the NF Service Consumer (e.g. SMSF) sends a request to the AMF to make the UE reachable, towards the URI of a "ueReachInd" resource as specified in subclause 6.3.3.2.
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Figure 5.4.2.2.2-1: NF Service Consumer enables the reachability of the UE

1.
The NF Service Consumer sends a PUT request to the resource representing the ueReachInd resource of the AMF. The payload body of the PUT request shall contain an "EnableUeReachabilityReqData" object.

2a.
On success, when UE is reachable or becomes reachable, "200 OK" shall be returned with payload containing an "EnableUeReachabilityRspData" object.
2b.
On failure or redirection, one of the HTTP status code listed in Table 6.3.3.2.3.1-3 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.3.3.2.3.1-3.
* * * Next Change * * * *

6.1.3.2.3.1
PUT

This method shall support the URI query parameters specified in table 6.1.3.2.3.1-1.

Table 6.1.3.2.3.1-1: URI query parameters supported by the PUT method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 6.1.3.2.3.1-2 and the response data structures and response codes specified in table 6.1.3.2.3.1-3.

Table 6.1.3.2.3.1-2: Data structures supported by the PUT Request Body on this resource 

	Data type
	P
	Cardinality
	Description

	UeContextCreateData
	M
	1
	Defines the UE Context to be created.


Table 6.1.3.2.3.1-3: Data structures supported by the PUT Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	
	
	
	
	

	UeContextCreatedData
	M
	1
	201 Created
	This case represents the successful creation of a new UE Context.

Upon success, a response body is returned containing the newly created UE Context.

	UeContextCreateError
	M
	1
	403 Forbidden
	This case represents the creation of a new UE Context is not successful.

The "cause" attribute shall be set to:

- HANDOVER_FAILURE


* * * Next Change * * * *

6.1.3.2.4.4.2
Operation Definition

This operation shall support the request data structures specified in table 6.1.3.2.4.4.2-1 and the response data structure and response codes specified in table 6.1.3.2.4.4.2-2.

Table 6.1.3.2.4.4.2-1: Data structures supported by the (POST) transfer Request Body on this resource 

	Data type
	P
	Cardinality
	Description

	UeContextTransferReqData
	M
	1
	Represents to start transferring of an individual ueContext resource from old AMF to new AMF.


Table 6.1.3.2.4.4.2-2: Data structures supported by the (POST) transfer Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	UeContextTransferRspData
	M
	1
	200 OK
	Indicates the transferring of the individual ueContext resource is started successfully.

	ProblemDetails
	M
	1
	403 Forbidden
	Indicates that AMF can understand the request but cannot fulfil the request due to errors. If the integrity check of the included complete registration message fails at the source AMF the "cause" attribute is set to:
-
INTEGRITY_CHECK_FAIL.

	ProblemDetails
	M
	1
	404 Not Found
	If the AMF does not have the requested UE context, the AMF shall return this status code. The "cause" attribute is set to:
-
CONTEXT_NOT_FOUND


* * * Next Change * * * *

6.1.3.3.3.1
POST

This method creates a new subscription. This method shall support the URI query parameters specified in table 6.1.3.3.3.1-1.

Table 6.1.3.3.3.1-1: URI query parameters supported by the POST method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 6.1.3.3.3.1-2 and the response data structures and response codes specified in table 6.1.3.3.3.1-3.

Table 6.1.3.3.3.1-2: Data structures supported by the POST Request Body on this resource 

	Data type
	P
	Cardinality
	Description

	SubscriptionData
	M
	1
	The request body contains the input parameters for the subscription. These parameters include, e.g.:

- GUAMI(s)

- amfStatusUri


Table 6.1.3.3.3.1-3: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	CreatedSubscriptionData

(FFS)
	M
	1
	201 Created
	This case represents the successful creation of a subscription.

Upon success, the HTTP response shall include a "Location" HTTP header that contains the resource URI of the created resource.

	ProblemDetails
	M
	1
	403 Forbidden
	Indicates that AMF can understand the request but cannot fulfil the request due to errors.


* * * Next Change * * * *

6.1.3.4.3.1
DELETE

This method terminates an existing subscription. This method shall support the URI query parameters specified in table 6.1.3.4.3.1-1.

Table 6.1.3.4.3.1-1: URI query parameters supported by the DELETE method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 6.1.3.4.3.1-2 and the response data structures and response codes specified in table 6.1.3.4.3.1-3.

Table 6.1.3.4.3.1-2: Data structures supported by the DELETE Request Body on this resource 

	Data type
	P
	Cardinality
	Description

	n/a
	
	
	


Table 6.1.3.4.3.1-3: Data structures supported by the DELETE Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	
	
	
	204 No Content
	This case represents a successful deletion of the subscription.

	FFS
	
	
	
	

	ProblemDetails
	M
	1
	404 Not Found
	If the AMF does not have the requested subscription, the AMF shall return this status code. The "cause" attribute is set to:

-
CONTEXT_NOT_FOUND


* * * Next Change * * * *

6.1.3.2.4.4.2
Operation Definition

This operation shall support the request data structures specified in table 6.1.3.2.4.4.2-1 and the response data structure and response codes specified in table 6.1.3.2.4.4.2-2.

Table 6.1.3.2.4.4.2-1: Data structures supported by the (POST) transfer Request Body on this resource 

	Data type
	P
	Cardinality
	Description

	UeContextTransferReqData
	M
	1
	Represents to start transferring of an individual ueContext resource from old AMF to new AMF.


Table 6.1.3.2.4.4.2-2: Data structures supported by the (POST) transfer Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	UeContextTransferRspData
	M
	1
	200 OK
	Indicates the transferring of the individual ueContext resource is started successfully.

	ProblemDetails
	M
	1
	403 Forbidden
	Indicates that AMF can understand the request but cannot fulfil the request due to errors. If the integrity check of the included complete registration message fails at the source AMF the "cause" attribute is set to:
-
INTEGRITY_CHECK_FAIL.

	ProblemDetails
	M
	1
	404 Not Found
	If the AMF does not have the requested UE context, the AMF shall return this status code. The "cause" attribute is set to:
-
CONTEXT_NOT_FOUND.


* * * Next Change * * * *

6.1.3.10.3.1
POST

This method initiates a N1 message and/or N2 message transfer at the AMF and may create a resource to store the N1 message if the UE is not reachable or if the UE is paged. 
This method shall support the request data structures specified in table 6.1.3.10.3.1-2 and the response data structures and response codes specified in table 6.1.3.3.3.1-3.

Table 6.1.3.10.3.1-1: Data structures supported by the POST Request Body on this resource 

	Data type
	P
	Cardinality
	Description

	N1N2MessageData
	M
	1
	This contains:

- N1 message, if the NF Service Consumer requests to transfer an N1 message to the UE or;

- N2 information, if the NF Service Consumer requests to transfer an N2 information to the 5G-AN or;

- both, if the NF Service Consumer requests to transfer both an N1 message to the UE and an N2 information to the 5G-AN.


Table 6.1.3.10.3.1-3: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	N1N2MessageTransferRspData
	M
	1
	202 Accepted
	This case represents the successful storage of the N1/N2 information at the AMF when asynchronous communication is invoked or when the AMF pages the UE. If the AMF pages the UE, it shall store the N1/N2 message information until the UE responds to paging.

The HTTP response shall include a "Location" HTTP header that contains the resource URI of the created resource.

	N1N2MessageTransferRspData
	M
	1
	200 OK
	This represents the case where the AMF is able to successfully transfer the N1/N2 message to the UE and/or the AN. The cause included in the response body shall be "N1_N2_TRANSFER_INITIATED" in this case..,

	ProblemDetails
	M
	1
	307 Temporary Redirect
	This represents the case when the related UE context is not fully available at the target NF Service Consumer (e.g. AMF) during a planned maintenance case (e.g. AMF planned maintenance without UDSF case). The "cause" attribute shall be set to one of the following application error:

· NF_CONSUMER_REDIRECT_ONE_TXN

See table 6.1.7.3-1 for the description of these errors

The Location header of the response shall be set to the target NF Service Consumer (e.g. AMF) to which the request is redirected.

	ProblemDetails
	M
	1
	404 Not Found
	This represents the case when the related UE is not found in the NF Service Consumer (e.g. AMF). The "cause" attribute shall be set to one of the following application error:

· CONTEXT_NOT_FOUND
See table 6.1.7.3-1 for the description of these errors

	N1N2MessageTransferError


	M
	1
	409 Conflict
	This represents the case where the AMF rejects the N1N2MessageTransfer request due to an ongoing paging for the same or higher priority request. The "cause" attribute of the ProblemDetails structure shall be set to the application error "HIGHER_PRIORITY_REQUEST_ONGOING" in this case.

	N1N2MessageTransferError 
	M
	1
	504 Gateway Timeout
	This represents the case where the UE is not reachable at the AMF and the AMF is unable to page the UE. The "cause" attribute of the ProblemDetails structure shall be set to:

-
UE_NOT_REACHABLE.


* * * Next Change * * * *

6.1.5.2.3.1
POST

This method shall support the request data structures specified in table 6.1.5.2.3.1-1 and the response data structures and response codes specified in table 6.1.5.2.3.1-2.

Table 6.1.5.2.3.1-1: Data structures supported by the POST Request Body 

	Data type
	P
	Cardinality
	Description

	AmfStatusChangeNotification
	M
	1
	Representation of the AMF status change notification.


Table 6.1.5.2.3.1-2: Data structures supported by the POST Response Body

	Data type
	P
	Cardinality
	Response

codes
	Description

	n/a
	
	
	204 No Content
	This case represents a successful notification of the AMF status change.

	ProblemDetails
	M
	1
	403 Not Found
	This case represents the failure of the notification due to the context is not found. 
The "cause" attribute shall be set to:
· CONTEXT_NOT_FOUND



* * * Next Change * * * *

6.2.3.2.3.1
POST

This method shall support the URI query parameters specified in table 6.2.3.2.3.1-1.

Table 6.2.3.2.3.1-1: URI query parameters supported by the POST method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 6.2.3.2.3.1-2 and the response data structures and response codes specified in table 6.2.3.2.3.1-3.

Table 6.2.3.2.3.1-2: Data structures supported by the POST Request Body on this resource 

	Data type
	P
	Cardinality
	Description

	AmfCreateEventSubscription
	M
	1
	Describes of an AMF Event Subscription to be created


Table 6.2.3.2.3.1-3: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	AmfCreatedEventSubscription 
	M
	1
	201 Created
	Represents successful creation of an AMF Event Subscription

	ProblemDetails
	M
	1
	403 Forbidden
	Indicates the creation of subscription has failed due to application error.

The "cause" attribute shall be set to:

-
UE_NOT_SERVED_BY_AMF


* * * Next Change * * * *

6.2.3.3.3.1
PATCH

This method shall support the URI query parameters specified in table 6.2.3.3.3.1-1.

Table 6.2.3.3.3.1-1: URI query parameters supported by the PATCH method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 6.2.3.3.3.1-2 and the response data structures and response codes specified in table 6.2.3.3.3.1-3.

Table 6.2.3.3.3.1-2: Data structures supported by the PATCH Request Body on this resource 

	Data type
	P
	Cardinality
	Description

	AmfUpdateEventSubscription
	M
	1
	Document describes the modification(s) to a AMF Event Subscription


Editor's Note: The detailed format of modification document in the PATCH request is FFS.

Table 6.2.3.3.3.1-3: Data structures supported by the PATCH Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	AmfUpdatedEventSubscription
	M
	1
	200 OK
	Represents a successful update on AMF Event Subscription

	ProblemDetails
	M
	1
	403 Forbidden
	Indicates the modification of subscription has failed due to application error.

The "cause" attribute shall be set to:

- UE_NOT_SERVED_BY_AMF

	ProblemDetails
	M
	1
	404 Not Found
	Indicates the modification of subscription has failed due to application error.

The "cause" attribute shall be set to:

- SUBSCRIPTION_NOT_FOUND


* * * Next Change * * * *

6.2.3.3.3.2
DELETE

This method shall support the URI query parameters specified in table 6.2.3.3.3.2-1.

Table 6.2.3.3.3.2-1: URI query parameters supported by the DELETE method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 6.2.3.3.3.2-2 and the response data structures and response codes specified in table 6.2.3.3.3.2-3.

Table 6.2.3.3.3.2-2: Data structures supported by the DELETE Request Body on this resource 

	Data type
	P
	Cardinality
	Description

	n/a
	
	
	


Table 6.2.3.3.3.2-3: Data structures supported by the DELETE Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	n/a
	
	
	200 OK
	

	ProblemDetails
	M
	1
	404 Not Found
	Indicates the modification of subscription has failed due to application error.

The "cause" attribute shall be set to:

- SUBSCRIPTION_NOT_FOUND.


* * * Next Change * * * *

6.3.3.2.3.1
PUT

This method shall support the URI query parameters specified in table 6.3.3.2.3.1-1.

Table 6.3.3.2.3.1-1: URI query parameters supported by the PUT method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 6.3.3.2.3.1-2 and the response data structures and response codes specified in table 6.3.3.2.3.1-3.

Table 6.3.3.2.3.1-2: Data structures supported by the PUT Request Body on this resource 

	Data type
	P
	Cardinality
	Description

	EnableUeReachabilityReqData
	M
	1
	Contain the State of the UE, the value shall be set to UE Reachable.


Table 6.3.3.2.3.1-3: Data structures supported by the PUT Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	EnableUeReachabilityRspData
	M
	1
	200 OK
	Indicate the ueReachInd is updated to UE Reachable.

	ProblemDetails
	M
	1
	307 Temporary Redirect
	This represents the case when the related UE context is not fully available at the target NF Service Consumer (e.g. AMF) during a planned maintenance case (e.g. AMF planned maintenance without UDSF case). The "cause" attribute shall be set to one of the following application error:

· NF_CONSUMER_REDIRECT_ONE_TXN

See table 6.3.7.3-1 for the description of these errors

The Location header of the response shall be set to the target NF Service Consumer (e.g. AMF) to which the request is redirected.

	ProblemDetails
	M
	1
	404 Not Found
	This represents the case when the related UE is not found in the NF Service Consumer (e.g. AMF). The "cause" attribute shall be set to one of the following application error:

· CONTEXT_NOT_FOUND
See table 6.3.7.3-1 for the description of these errors

	ProblemDetails
	M
	1
	403 Forbidden
	Indicate the operation is failed as the UE is not reachable, e.g. after paging. The "cause" attribute shall be set to one of the following application error:
-
UE_NOT_RESPONDING




* * * End of Changes * * * *
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