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1. Introduction
The following editor's note in clause 5.2.2.2 need to be resolved.
Editor's note:
It is FFS whether other headers shall be supported.
2. Reason for Change
1. It is proposed to split the table into headers applicable to HTTP request messages and headers applicable to HTTP response messages.
2. The following additional HTTP headers are suggested to be applicable for SBI.

	Sl.No
	Header
	Reason for adding

	1
	Accept-Encoding
	Large payloads can be zipped using gzip/deflate. A client should be able to tell the server whether it is able to accept such zipped encodings

	2
	Cache-Control
	Useful for providing cache control directives and cache the responses. For NRF case, it was already discussed in CT4#84 that cache-control can be used to cache the NF discovery result.

	3
	Via
	This is mandatorily added by proxies

	4
	Content-Encoding
	Same as /1/. A server shall be able to zip the payload to avoid sending huge sized payloads.

	5
	Age
	Useful to ascertain if a document is stale. This header is used by intermediates (proxies) when they are returning a cached result. As per RFC 7234 section 5.1
The presence of an Age header field implies that the response was not generated or validated by the origin server for this request.

See also https://stackoverflow.com/questions/3954213/age-0-http-header

	6
	Authorization
	TS 33.501 clause 13.4.1 mentions the use of OAutho2.0 for resource access in NFs. Every NF acts as the resource server and NRF acts as the authorization server. As per section 7 of IETF RFC 6749,

The resource server MUST validate the access token and ensure that it has not expired and that its scope covers the requested resource.
The method in which the client utilizes the access token to authenticate with the resource server depends on the type of access token issued by the authorization server. Typically, it involves using the HTTP "Authorization" request header field [RFC2617] with an authentication scheme defined by the specification of the access token type used, such as [RFC6750].



	7
	Etag
	For conditional requests

	8
	If-None-Match
	For conditional GET

	9
	If-Match
	For conditional requests

	10
	If-Modified-Since
	For conditional GET

	11
	Allow
	Used by an NF to indicate the HTTP methods allowed on a resource.


3. Some editorial corrections
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.500v1.1.0.
* * * First Change * * * *
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5.2.2.2
Mandatory to support HTTP standard headers
The HTTP request standard headers and the HTTP response standard headers that shall be supported on SBI are defined in Table 5.2.2.2-1 and in Table 5.2.2.2-2 respectively. Mandatory to support HTTP standard headers does not mean all the HTTP requests and responses carry the identified request and response headers respectively. It only means it is mandatory to support the processing of the identified headers in request and response message. 
Table 5.2.2.2-1: Mandatory to support HTTP request standard headers

	Name
	Reference
	Description

	Accept
	IETF RFC 7231 [11]
	This header may be used to specify response media types that are acceptable to the HTTP/2 client.

	Accept-Encoding
	IETF RFC 7231 [11]
	This header may be used to indicate what response content-encodings (e.g gzip) are acceptable in the response.

	Content-Length
	IETF RFC 7230 [12]
	This header may be used to provide the anticipated size, as a decimal number of octets, for a potential payload body.

	Content-Type
	IETF RFC 7231 [11]
	This header shall be used to indicate the media type of the associated representation.

	
	
	

	
	
	

	User-Agent
	IETF RFC 7231 [11]
	This header shall be mainly used to identify the NF type of the HTTP/2 client.
The pattern of the content should start with the value of NF type (e.g. udm, see NOTE 1) and followed by a “-“and any other specific information if needed afterwards.

	Cache-Control
	IETF RFC 7234 [x1]
	This header may be used in some HTTP/2 requests to provide the HTTP cache-control directives that the client is willing to accept from the server.

	If-Modified-Since
	IETF RFC 7232 [x5]
	This header may be used in a conditional GET request, for server revalidation. This is used in conjunction with the Last-Modified server response header, to fetch content only if the content has been modified from the cached version.

	If-None-Match
	IETF RFC 7232 [x5]
	This header may be used in a conditional GET request. This is used in conjunction with the ETag server response header, to fetch content only if the tag value of the resource on the server differs from the tag value in the If-None-Match header.

	If-Match
	IETF RFC 7232 [x5]
	This header may be used in a conditional POST or PUT or DELETE or PATCH request. This is used in conjunction with the ETag server response header, to update / delete content only if the tag value of the resource on the server matches the tag value in the If-Match header.

	Via
	IETF RFC 7230 [12]
	This header shall be inserted by HTTP proxies.

	Authorization
	IETF RFC 7235 [x2]
	This header shall be used if OAuth 2.0 based access authorization with "Client Credentials" grant type is used as specified in subclause 13.4.1 of 3GPP TS  33.501 [17], clause 7 of IETF RFC 6749 [x3] and IETF RFC 6750 [x4].

	NOTE 1: 
The value of NF type in the User-Agent header shall comply with the enumeration value of Table 6.1.6.3.3-1 in 3GPP TS 29.510 [8].


Table 5.2.2.2-2: Mandatory to support HTTP response standard headers

	Name
	Reference
	Description

	Content-Length
	IETF RFC 7230 [12]
	This header may be used to provide the anticipated size, as a decimal number of octets, for a potential payload body.

	Content-Type
	IETF RFC 7231 [11]
	This header shall be used to indicate the media type of the associated representation.

	Location
	IETF RFC 7231 [11]
	This header may be used in some responses to refer to a specific resource in relation to the response.

	Retry-After
	IETF RFC 7231 [11]
	This header may be used in some responses to indicate how long the user agent ought to wait before making a follow-up request.

	Content-Encoding
	IETF RFC 7231 [11]
	This header may be used in some responses to indicate to the HTTP/2 client the content encodings (e.g gzip) applied to the response body beyond those inherent in the media type.

	Cache-Control
	IETF RFC 7234 [x1]
	This header may be used in some responses (e.g. NRF responses to queries) to provide HTTP response cache control directives. The cache directives "no-cache", "no-store", "max-age" and "must-revalidate" values shall be supported.

	Age
	IETF RFC 7234 [x1]
	This header may be inserted by HTTP proxies when returning a cached response. The "Age" header field conveys the sender's estimate of the amount of time since the response was generated or successfully validated at the origin server. The presence of an Age header field implies that the response was not generated or validated by the origin server for this request.

	Last-Modified
	IETF RFC 7232 [x5]
	This header may be sent to allow for conditional GET with the If-Modified-Since header.

	ETag
	IETF RFC 7232 [x5]
	This header may be sent to allow for conditional GET with the If-If-None-Match header or a conditional POST / PUT / PATCH / DELETE with the If-Match header.

	Via
	IETF RFC 7230 [12]
	This header shall be inserted by HTTP proxies.

	Allow
	IETF RFC 7231 [11]
	This header field shall be used to indicate methods supported by the target resource.



* * * Next Change * * * *

5.2.3.2
Mandatory to support custom headers

5.2.3.2.1
General
The 3GPP NF Services shall support the HTTP custom headers specified in Table 5.2.3.2-1 below. A description of each custom header and the normative requirements on when to include them are also provided in Table 5.2.3.2-1.

Table 5.2.3.2-1: Mandatory HTTP custom headers

	Name
	Reference
	Description

	3gpp-Sbi-Message-Priority
	Subclause 5.2.3.2.1
	This header is used to specify the HTTP/2 message priority for 3GPP service based interfaces. This header shall be included in HTTP/2 messages when a priority for the message needs to be conveyed (e.g HTTP/2 messages related to Multimedia Priority Sessions).


5.2.3.2.2
3gpp-Sbi-Message-Priority

The header contains the HTTP/2 message priority value.

The encoding of the header follows the ABNF as defined in IETF RFC 7230 [12].
3gpp-Sbi-Message-Priority = "3gpp-Sbi-Message-Priority" ":" (%x30-31 2DIGIT / "2" %x30-34 DIGIT / "25" %x30-35)

A message with 3gpp-Sbi-Message-Priority "255" has the highest priority.
An example is: 3gpp-Sbi-Message-Priority: 100.

Editor's Note:
the exact range is FFS. The range 0 to 255 allows a direct mapping with stream priorities.
* * * End of Changes * * * *
