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1. Introduction
In existing NF / NF Service Profile, a “capacity” IE is defined to indicate the static capacity information of the NF/NF Service. Such “capacity” information is normally used by the NRF to select appropriate NF/NF Service to fulfill the NF Discovery request.
However, only static “capacity” information is not sufficient for NF/NFS discovery. Normally, the dynamic load information of NF/NF Service should also be taken into account.

Hence, it is proposed to add “load” information into the profile of NF/NF Service, and allow the NF to dynamically updates its load information via NF Registration Update procedure.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.510 v0.6.0.
* * * First Change * * * *

5.2.2.3
NFUpdate

5.2.2.3.1
General

This service operation updates the profile of a Network Function previously registered in the NRF by providing the updated NF profile of the requesting NF to the NRF. The update operation may apply to the whole profile of the NF (complete replacement of the existing profile by a new profile), or it may apply only to a subset of the parameters of the profile (including adding/deleting/replacing services to the NF profile).

To perform a complete replacement of the NF Profile of a given NF Instance, the NF Service Consumer shall issue an HTTP PUT request, as shown in Figure 5.2.2.3.1-1:
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Figure 5.2.2.3.1-1: NF Profile Complete Replacement

1.
The NF Service Consumer shall send a PUT request to the resource URI representing the NF Instance. The payload body of the PUT request shall contain a representation of the NF Instance to be completely replaced in the NRF.

2.
On success, "200 OK" shall be returned, the payload body of the PUT response shall contain the representation of the replaced resource. 

If the update of the NF instance fails at the NRF due to errors in the encoding of the NFProfile JSON object, the NRF shall return "400 Bad Request" status code with the ProblemDetails IE providing details of the error.

If the update of the NF instance fails at the NRF due to NRF internal errors, the NRF shall return "500 Internal Server Error" status code with the ProblemDetails IE providing details of the error.

To perform a partial update of the NF Profile of a given NF Instance, the NF Service Consumer shall issue an HTTP PATCH request, as shown in Figure 5.2.2.3.1-2. This partial update shall be used to add/delete/replace individual parameters of the NF Instance, and also to add/delete/replace any of the services (and their parameters) offered by the NF Instance.
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Figure 5.2.2.3.1-2: NF Profile Partial Update

1.
The NF Service Consumer shall send a PATCH request to the resource URI representing the NF Instance. The payload body of the PATCH request shall contain the list of operations (add/delete/replace) to be applied to the NF Profile of the NF Instance; these operations may be directed to individual parameters of the NF Profile or to the list of services (and their parameters) offered by the NF Instances. In order to leave the NF Profile in a consistent state, all the operations specified by the PATCH request body shall be executed atomically.

2.
On success, "200 OK" shall be returned, the payload body of the PATCH response shall contain the representation of the replaced resource. 

Editor's Note: the description of failure cases is FFS.
5.2.2.3.2
NF Heart-Beat

Each NF that has previously registered in NRF shall contact the NRF periodically (heart-beat), by invoking the NFUpdate service operation, in order to show that the NF is still operative. 

The time interval at which the NRF shall be contacted is deployment-specific, and it is returned by the NRF to the NF Service Consumer as a result of a successful registration. 

When the NRF detects that a given NF has not updated its profile for a configurable amount of time (longer than the heart-beat interval), the NRF considers the NF as deregistered and its services can no longer be discovered by other NFs via the NFDiscovery service.
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Figure 5.2.2.3.2-1: NF Heart-Beat

1.
The NF Service Consumer shall send a PATCH request to the resource URI representing the NF Instance. The payload body of the PATCH request shall contain a "replace" operation on the "nfStatus" attribute of the NF Profile of the NF Instance, and set it to the value "REGISTERED".

In addition, the NF Service Consumer may also provide the load information of the NF, and/or the load information of the NF associated NF services.
2.
On success, "200 OK" shall be returned, the payload body of the PATCH response shall contain the representation of the replaced resource.
Editor's Note:
It is FFS to determine if a more efficient solution than HTTP/PATCH request can be defined for the heart-beat mechanism.

* * * Next Change * * * *

6.1.6.2.2
Type: NFProfile

Table 6.1.6.2.2-1: Definition of type NFProfile

	Attribute name
	Data type
	P
	Cardinality
	Description

	nfInstanceID
	string
	M
	1
	Unique identity of the NF Instance.

	nfType
	NFType
	M
	1
	Type of Network Function

	nfStatus
	NFStatus
	M
	1
	Status of the NF Instance

	plmn
	PlmnId
	O
	0..1
	PLMN of the Network Function

	sNssais
	array(Snssai)
	O
	0..N
	NSSAIs of the Network Function

	fqdn
	Fqdn
	C
	0..1
	FQDN of the Network Function (NOTE 1)

	interPlmnFqdn
	Fqdn
	C
	0..1
	If the NF needs to be discoverable by other NFs in a different PLMN, then an FQDN that is used for inter PLMN routing as specified in 3GPP TS 23.003 [12] shall be registered with the NRF.

	ipv4Addresses
	array(Ipv4Addr)
	C
	0..N
	IPv4 address(es) of the Network Function (NOTE 1)

	ipv6Addresses
	array(Ipv6Addr)
	C
	0..N
	IPv6 address(es) of the Network Function (NOTE 1)

	ipv6Prefixes
	array(Ipv6Prefix)
	C
	0..N
	IPv6 prefix of the Network Function (NOTE 1)

	capacity
	integer
	O
	0..1
	Static capacity information, expressed as a weight relative to other NF instances of the same type

	load
	integer
	O
	0..1
	Dynamic load information, ranged from 0 to 100, indicates the current load percentage of the NF.

	udrInfo
	UdrInfo
	O
	0..1
	Specific data for the UDR (ranges of SUPI, …)

	amfInfo
	AmfInfo
	O
	0..1
	Specific data for the AMF (AMF Set ID, …)

	smfInfo
	smfInfo
	O
	0..1
	Specific data for the SMF (DNN's, …)

	upfInfo
	UpfInfo
	O
	0..1
	Specific data for the UPF (S-NSSAI, DNN, SMF serving area, …)

	nfServices
	array(NFService)
	O
	0..N
	List of NF Service Instances

	NOTE 1:
At least one of the addressing parameters (fqdn, ipv4address, ipv6adress and ipv6Prefix) shall be included in the NF Profile.

NOTE 2:
If the type of Network Function is UPF, the addressing information is for the UPF N4 interface.


Editor's Note:
The attributes related to specific NFs are not complete yet. Also, it is FFS whether NF-specific parameters are needed at NF service instance level. 

* * * Next Change * * * *

6.1.6.2.3
Type: NFService

Table 6.1.6.2.3-1: Definition of type NFService
	Attribute name
	Data type
	P
	Cardinality
	Description

	serviceInstanceID
	string
	M
	1
	Unique ID of the service instance within a given NF Instance

	serviceName
	string
	M
	1
	Name of the service instance (e.g. "nudm-sdm")

	version
	string
	M
	1
	Version of the service instance (e.g. "v1")

	schema
	string
	M
	1
	Protocol schema (e.g. "http", "https")

	fqdn
	Fqdn
	O
	0..1
	FQDN of the NF where the service is hosted (see NOTE 1)

	interPlmnFqdn
	Fqdn
	O
	0..1
	If the NF service needs to be discoverable by other NFs in a different PLMN, then an FQDN that is used for inter PLMN routing as specified in 3GPP TS 23.003 [12] may be registered with the NRF (see NOTE 1).

	ipEndPoints
	array(IpEndPoint)
	O
	0..N
	IP address(es) and port information of the Network Function (including IPv4 and/or IPv6 address) where the service is listening for incoming service requests (see NOTE 1)

	apiPrefix
	string
	O
	0..1
	Optional path segment(s) used to construct the {apiRoot} variable of the different API URIs, as described in 3GPP TS 29.501 [3], subclause 4.4.1

	defaultNotificationSubscriptions
	array(DefaultNotificationSubscription)
	O
	0..N
	Notification endpoints for different notification types.

	allowedPlmns
	array(PlmnId)
	O
	0..N
	PLMNs allowed to access the service instance

	allowedNfTypes
	array(NFType)
	O
	0..N
	Type of the NFs allowed to access the service instance

	allowedNssais
	array(Snssai)
	O
	0..N
	NSSAI of the allowed slices to access the service instance

	capacity
	integer
	O
	0..1
	Static capacity information, expressed as a weight relative to other services of the same type

	load
	integer
	O
	0..1
	Dynamic load information, ranged from 0 to 100, indicates the current load percentage of the NF Service.

	supportedFeatures
	SupportedFeatures
	O
	0..1
	Supported Features of the NF Service instance

	NOTE 1:
If the fqdn, interPlmnFqdn and ipEndpoint attributes are not present, the FQDN and IP address related attributes from the NF Profile shall be used to construct the API URIs of this service.


* * * End of Changes * * * *

_1573904772.vsd
NF Service Consumer


NRF


1. PUT .../nf-instances/{nfInstanceID} (NFProfile)


2. 200 OK (NFProfile)



_1573904879.vsd
NF Service Consumer


NRF


1. PATCH .../nf-instances/{nfInstanceID} (PatchData)


2. 200 OK (NFProfile)



