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1. Overall Description:

SA3 would like to thank CT4 for the LS Reply on SBI Design and its Security Implications. 
CT4 has requested more clarification on the background of question#5: 

SA3's current assumption is that the SEPP will be able to correctly parse the complete message as well as understand what kind of information is included in the IEs, without keeping application state.
CT4 also requested more clarification if SA3 foresees any scenario where application state may have an impact on the SEPP decision to confidentiality protect an IE:
For example, if there were an information element that could contain a SUCI or a SUPI based on the application state, the SEPP would have to confidentiality protect the information element if it contains the SUPI, but is not required to confidentiality protect the information element if it contains the SUCI.
2. Actions:

To CT4.

ACTION:
SA3 would like to kindly request CT4 to take the above into account. 
3. Date of Next TSG-SA WG3 Meetings:

SA3#91Bis
21-25 May 2018

La Jolla (US)

SA3#92
20-24 August 2018

(TBC) China
