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1. Introduction
The failure cases for the NS selection service are not yet described.
2. Reason for Change
Specify the failure cases for NS selection service.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.531v1.1.0.
* * * First Change * * * *

5.2.2.2.2
Get service operation of Nnssf_NSSelection service during the registration procedure

In this procedure, the NF Service Consumer (e.g. AMF) retrieves the Allowed NSSAI, Configured NSSAI, target AMF Set or the list of candidate AMF(s) and other optional information.
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Figure 5.2.2.2.2-1: Retrieve the network slice information during the registration procedure

1
The AMF shall send a POST request to the NSSF. The payload of the body shall contain one or more following parameters: Requested NSSAI, Subscribed S-NSSAI(s) with the indication if marked as default S-NSSAI, PLMN ID of the SUPI, TAI, NF type of the NF service consumer, Requester ID.

2
On success, "200 OK" shall be returned, the payload body containing at least the
Allowed NSSAI, target AMF Set or the list of candidate AMF(s).
If the NF service consumer is not authorized to retrieve the network slice selection information or if no slice instances can be found for the requested slice selection information, then "403 Forbidden" status shall be returned. The payload body shall carry the "ProblemDetails" information with the "cause" attribute containing the application specific error information. If no slice instances can be found for the requested slice selection information, then the "cause" attribute shall be set to "NO_SLICE_INSTANCES_AVAILABLE".

* * * Next Change * * * *

5.2.2.2.3
Get service operation of Nnssf_NSSelection service during the PDU session establishment
In this procedure, the NF Service Consumer (e.g. AMF) retrieves the NRF and the optionally the NSI ID of the network slice instance:
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Figure 5.2.2.2.3-1: Retrieve the network slice information during the PDU session establishment procedure

1
The NF Service consumer (e.g. AMF or NSSF in the different PLMN) shall send a POST request to the NSSF. The payload of the body shall contain at least S-NSSAI, S-NSSAI from the Configured NSSAI for the HPLMN that maps to the S-NSSAI from the Allowed NSSAI of the Serving PLMN, the NF type of the NF service consumer and Requester ID. For the procedure invoked in the Serving PLMN, the payload of the body shall also contain non-roaming/LBO roaming/HR roaming indication, PLMN ID of the SUPI and TAI.  
2
On success, "200 OK" shall be returned, the payload body containing at least the
NRF to be used to select NFs/services within the selected Network Slice instance.
If the NF service consumer is not authorized to retrieve the network slice selection information or if no slice instances can be found for the requested slice selection information, then "403 Forbidden" status shall be returned. The payload body shall carry the "ProblemDetails" information with the "cause" attribute containing the application specific error information. If no slice instances can be found for the requested slice selection information, then the "cause" attribute shall be set to "NO_SLICE_INSTANCES_AVAILABLE".

* * * Next Change * * * *

6.1.3.2.4.2
Operation: retrieve
6.1.3.2.4.2.1
Description

6.1.3.2.4.2.2
Operation Definition

This custom operation allows the NSSF to perform the network slice selection and return the information related to the selected slice based on the input parameters provided by the NF service consumer. 
This operation shall support the request data structures specified in table 6.1.3.2.4.2.2-1 and the response data structure and response codes specified in table 6.1.3.2.4.2.2-2.
Table 6.1.3.2.4.2.2-1: Data structures supported by the POST Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	RequestNetworkSliceInfo
	M
	1
	Representation of the data to be sent to the NSSF when retrieve the network slice information.


Table 6.1.3.2.4.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	AuthorizedNetworkSliceInfo
	M
	1
	200 OK
	This case represents a successful return of the authorized network slice information selected for the corresponding request.

	ProblemDetails
	M
	1
	403 Forbidden
	This represents the case, where the NF service consumer is not authorized to retrieve the slice selection information or no slice instances can be found for the requested slice selection information. The application specific error information shall be provided in the "cause" attribute. The "cause" attribute shall be set to:

· "NO_SLICE_INSTANCES_AVAILABLE", if no slice instances can be found for the requested slice selection information.



* * * Next Change * * * *

6.1.4
Custom Operations without associated resources 
There are no custom operations without associated resources defined for the Nnssf_NSSelection service in this release of this specification.




	
	
	

	
	
	

	
	
	











	
	
	
	

	
	
	
	



	
	
	
	

	

	
	
	
	
	






* * * End of Changes * * * *
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