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1. Introduction
During CT4#84 as part of C4-183053, HTTP/2 request retransmissions and how to handle them was discussed. It was discussed that guidelines on HTTP/2 request retransmissions should be specified in TS 29.500. This PCR is correspondingly proposing to add some guidelines in TS 29.500 on HTTP/2 request retransmits.
2. Reason for Change
For HTTP/2 request re-attempts by clients when no response is received, IETF RFC 7540 section 8.1.4 provides some guidelines. The HTTP/2 server may use the GOAWAY frame to tell the NF service consumer the highest stream number it has successfully processed. By this way the NF service consumer can know that NF service producer is at least processing a previously sent message. The RFC also says

Requests that have not been processed have not failed; clients MAY automatically retry them, even those with non-idempotent methods.
Delay in getting a HTTP/2 response does not guarantee whether the HTTP/2 server processed the request and modified the state of a resource already. Hence retrying the same request on the same resource on a different stream ID could lead to potentially incorrect state of resource and hence the client should avoid retrying the same request in a different stream ID unless it has received a GOAWAY frame with a stream ID lower than the request stream ID or a REFUSED_STREAM error code in a RST_STREAM frame or a response for the HTTP/2 request with 4xx/5xx error status code.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.500 v1.1.0.
*******
* * * First Change * * * *

5.2.x
HTTP/2 Request Retries
All NF services expose APIs across the service based interfaces and the APIs operate on resources. Invocation of an API though a HTTP method results in the change of state of a resource. When a HTTP/2 client sends a request and it does not receive a response or it experiences a delay, it does not guarantee that the HTTP/2 request has not been processed by the HTTP/2 server. Retrying the same HTTP/2 request on the same resource before a response for the previous request is received may lead to state changes on the resource with unspecified behaviour. 
During serious error conditions on a HTTP/2 connection or when a HTTP/2 connection is about to be shutdown, a HTTP/2 server may provide indications to the HTTP/2 client about the HTTP/2 stream IDs upto which it has successfully processed by sending GOAWAY frames with the highest stream number that might have been processed (see subclause 8.1.4 of IETF RFC 7540 [7]). If a HTTP/2 client receives GOAWAY frame it may retry the HTTP/2 requests it sent on streams with higher number than that was indicated in the GOAWAY frame, on a different HTTP/2 connection. Such retries shall be considered safe
If a HTTP/2 server has closed a stream before it was processed, the HTTP/2 server sends a REFUSED_STREAM error code in a RST_STREAM frame. If a HTTP/2 client receives REFUSED_STREAM error code in a RST_STREAM frame it may retry the HTTP/2 request and the retry shall be considered safe (see subclause 8.1.4 of IETF RFC 7540 [7]).

A HTTP/2 client should not retry the same request on a different stream ID unless it has received a GOAWAY frame with a stream ID lower than the request stream ID or a REFUSED_STREAM error code in a RST_STREAM frame or a response for the HTTP/2 request with a 4xx/5xx error status code.
* * * End of Changes * * * *

