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1. Introduction
The following Editor’s Note on N1N2MessageTransfer for individual UEs need to be resolved
Editor's Note:
It is FFS on how to handle the HTTP request reattempts.

Editor's Note: Whether to return 200 OK or 201 Created for this case is FFS. The AMF stores the N1/N2 information and hence is creating a sub-resource and provides in the Location header of the response the URI "{apiRoot}/namf-comm/v1/ue-contexts/{ueContextId}/n1-n2-messages/{n1N2MessageId}". So 201 Created is also appropriate here.
Also a separate description of how the notification of failure to delivery N1 message to UE due to paging failure need to be described
2. Reason for Change
1. A separate sub-clause for notification of failure to deliver N1 message is specified.
2. HTTP request re-attempts shall not be made by the NF service consumer if it has received the cause “ATTEMPTING_TO_REACH_UE”. Either a subsequent uplink message (e.g UpdateSMContext is received at the SMF) or a notification of failure to deliver N1 message is received at the NF service consumer. For HTTP/2 request re-attempts by clients when no response is received, IETF RFC 7540 section 8.1.4 provides some guidelines. The HTTP/2 server (AMF in this case) may use the GOAWAY frame to tell the NF service consumer the highest stream number it has successfully processed. By this way the NF service consume can know that AMF is atleast processing the transferred N1/N2 message it may subsequently expect an uplink message (if applicable). The RFC also says
Requests that have not been processed have not failed; clients MAY automatically retry them, even those with non-idempotent methods.
In case the client retries a HTTP/2 request on the same stream before the server (AMF) has processed the previous request, the server shall ignore the previous request and process the latest. The client shall not retry the same request in a different stream ID if it has not received a GOAWAY frame or a REFUSED_STREAM error code in a RST_STREAM frame or a response for the HTTP/2 request with 4xx/5xx error status code.
3. When the N1N2MessageTransfer is accepted for Asynchronous Mode Communication, the AMF stores the N1 message and returns a “204 No Content” with a Location header indicating the URI of the stored N1 message resource. For this case “202 Accepted” seems the right cause code. IETF RFC 7231 says,

6.3.3.  202 Accepted
   The 202 (Accepted) status code indicates that the request has been

   accepted for processing, but the processing has not been completed.

   The request might or might not eventually be acted upon, as it might

   be disallowed when processing actually takes place.  There is no

   facility in HTTP for re-sending a status code from an asynchronous

   operation.

   The 202 response is intentionally noncommittal.  Its purpose is to

   allow a server to accept a request for some other process (perhaps a

   batch-oriented process that is only run once per day) without

   requiring that the user agent's connection to the server persist

   until the process is completed.  The representation sent with this

   response ought to describe the request's current status and point to

   (or embed) a status monitor that can provide the user with an

   estimate of when the request will be fulfilled.

Also for the case of CM-IDLE with paging, AMF temporarily stores the N1/N2 message. So here too “202 Accepted” seems appropriate.

In fact the case of N1 / N2 transfer being disallowed / rejected later by AMF based on AreaOfValidity provided by SMF is there. When UE sends Service Request from a location different from where the provided N2 information is valid, the AMF disregards that N2 information and does a UpdateSMContext. 

So it is proposed to change the description to return 202 in these cases instead of “204” and “200”.
4. For the EN on 200 OK – it is suggested to use “200 OK” only for the case where AMF was able to successfully send the N1 / N2 message immediately (i.e when UE is in CM-CONNECTED). For UE in CM-IDLE case, it is suggested to use “202 Accepted”. Correspondingly the EN is removed.
5. S2-182861 agreed in SA2#126 specifies that if AMF receives N1N2MessageTransfer and if the AMF has already initiated paging and the priority provided in this N1N2MessageTransfer is less than priority with which paging was initiated, the AMF rejects the N1N2MessageTransfer. For this case 409 Conflict status code is proposed along with a message body that tells the NF Service Consumer details on why it is rejected.
6. Corresponding changes to Data Model.

7. The N1N2MessageUnsubscribe description in 5.2.2.6 defines 204 as the response but in clause 6.1.3.9 the response code is mentioned as 200 OK. This is corrected.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS <TS number and version>.
* * * First Change * * * *
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5.2.2.7.2
UE Specific N1N2MessageTransfer Operation

The NF Service Consumer may invoke the service operation by using HTTP method POST, to request the AMF to transfer N1 and/or N2 information for a UE and/or 5G-AN, with the following URI: 

"{apiRoot}/namf_comm/v1/ue-contexts/{ueContextId}/n1-n2-messages" where the ueContextId is composed by supi-{supi} or pei.{pei}.

NOTE 1:
The Prefix supi- allows the receiver knowing which identifier, e.g. 5g_guti, supi, pei, is used to identify the UE context.

NOTE 2:
It is assumed there is a collection of n1-n2-messages, to be created in the AMF, to contain sub-resources for each received N1 and/or N2 information included in the POST request.
The NF may include the following information in the HTTP Request message body:

-
SUPI 
-
PDU Session ID 
-
N2 SM information (PDU Session ID, QoS profile, CN N3 Tunnel Info, S-NSSAI)

-
N1 SM information

-
N1 Message Container (e.g LPP message, SMS)

-
N2 Information Container (e.g NRPPa message)

-
Priority
-
Paging Policy Indication
-
Notification URL (used for receiving Paging Failure Indication)

-
RAT and/or AN type for the PDU Session

Editor's Note:
Including possible additional parameters is FFS.
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Figure 5.2.2.7.2-1 N1N2MessageTransfer for UE related signalling
1.
The NF Service Consumer shall send a POST request to transfer N1 and N2 information. The NF Service Consumer may include a N1N2MessageTransfer Notification URI to AMF in the request message.

2.
If the request is accepted and the AMF is able to transfer the N1/N2 message to the UE and/or the AN, the AMF shall respond with a “200 OK” status code. For other cases, the AMF shall respond as specified in sub-clause 5.2.2.7.3. If the AMF receives a retried request on the same HTTP/2 stream before it has processed the previous request, the AMF shall ignore the previous request. The NF Service Consumer shall not retry the same request on a different HTTP/2 stream unless it has: 
-
received a HTTP/2 GOAWAY frame with a stream ID greater than or equal to the stream ID on which the request was sent earlier (see clause 8.1.4 of IETF RFC 7540 [x]); or 
-
received a REFUSED_STREAM error code in a RST_STREAM frame indicating that the stream on which the request was sent earlier was reset (see clause 8.1.4 of IETF RFC 7540 [x]); or

-
received a POST response with a 4xx or 5xx error status code.



* * * Next Change * * * *

5.2.2.7.3
When the UE is in CM-IDLE

When the N1N2MessageTransfer service operation is invoked by a NF Service Consumer for a UE in CM-IDLE state, the AMF shall:

-
respond with the status code “202 Accepted”, if the asynchronous type communication is invoked and hence the UE is not paged, update the UE context and store N1 and/or N2 information and initiate communication with the UE and/or 5G-AN when the UE becomes reachable. In this case the AMF shall provide the URI of the resource in the AMF in the “Location” header of the response, which holds the status of the N1/N2 message transfer and a pointer to the stored N1/N2 message. The AMF shall also provide a response body containing the cause, “WAITING_FOR_ASYNCHRONOUS_TRANSFER” that represents the current status of the N1/N2 message transfer;

-
respond with the status code “202 Accepted”, if the UE is in 3GPP access and paging is issued, with a response body that carries a cause ATTEMPTING_TO_REACH_UE as specified in subclause 4.2.3.3 and 5.2.2.2.7 of 3GPP TS 23.502 [3]. The response shall include the “Location” header containing the URI of the resource created in the AMF, which holds the status of the N1/N2 message transfer, e.g:
"{apiRoot}/namf-comm/v1/ue-contexts/{ueContextId}/n1-n2-messages/{n1N2MessageId}"
The AMF:
-
shall store the N1 and/or N2 information and, when the UE responds with a Service Request, shall initiate communication with the UE and/or 5G-AN using the stored N1 and/or N2 information;

-
shall notify the NF which invoked the service operation and if the Notification URI is provided as specified in subclause 5.2.2.7A;, 


-
respond with the status code 504 if the paging is not performed, together with a Cause code included in the message body to indicate the detail of failure, e.g. UE is not reachable for paging, or UE is not reachable for paging just for the NF which invoked the service operation, or UE is in a Non-allowed area while the Priority included does not indicate a regulatory prioritized service, or UE is currently involved in an AMF relocation procedure.
* * * Next Change * * * *

5.2.2.7A
N1N2MessageTransfer Failure Notification
5.2.2.7A.1
General
The AMF uses this notification to inform the NF service consumer that initiated an earlier Namf_Communication_N1N2MessageTransfer, that the AMF failed to deliver the N1 message to the UE as the UE failed to respond to paging. The HTTP POST method shall be used on the notification callback URI provided by the NF service consumer as specified in subclause 5.2.2.7.2.
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Figure 5.2.2.7A.1-1 N1N2MessageTransfer Failure Notification for UE related signalling
1. When the AMF determines that the paging has failed and if the NF service consumer had provided a notification URI (see subclause 5.2.2.7.2), the AMF shall send a POST request to the NF Service Consumer on that Notification URI. The AMF shall include the N1N2MessageTransfer request resource URI returned earlier (see 5.2.2.7.3) in the POST request body. The AMF shall also include a N1/N2 message transfer cause information in the POST request body. The NF Service Consumer shall delete any stored representation of the N1N2MessageTransfer request resource URI upon receiving this notification.
2. The NF Service Consumer shall send a response with “204 No Content” status code.
* * * Next Change * * * *

6.1.3.9
Resource: N1N2 Individual Subscription

6.1.3.9.1
Description

This resource represents the individual subscription for the subscription for notifications of UE specific N1 and N2 message types. This resource is modelled as the Document resource archetype (see subclause C.2 of 3GPP TS 29.501 [5]).
6.1.3.9.2
Resource Definition

Resource URI: {apiRoot}/namf-comm/v1/{ueContextId}/n1-n2-messages/subscriptions/{subscriptionId}
This resource shall support the resource URI variables defined in table 6.1.3.8.2-1.

Table 6.1.3.9.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See subclause 6.1.1

	ueContextId
	Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)

pattern: "(imsi-[0-9]{5,15}|nai-.+)"
Or represents the Permanent Equipment Identifier (see 3GPP TS 23.501 [2] clause 5.9.3)


pattern: "(imei-[0-9]{15})"

	subscriptionId
	Represents the individual subscription to the UE specific N1/N2 message notification.


6.1.3.9.3.1
DELETE
This method deletes an individual N1/N2 message notification subscription resource for an individual UE. This method is used by NF Service Consumers (e.g LMF) to unsubscribe for notifications about UE related N1/N2 information.

This method shall support the request data structures specified in table 6.1.3.9.3.1-2 and the response data structures and response codes specified in table 6.1.3.9.3.1-3.
Table 6.1.3.9.3.1-2: Data structures supported by the DELETE Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	


Table 6.1.3.9.3.1-3: Data structures supported by the DELETE Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	n/a
	
	
	204 No Content
	


* * * Next Change * * * *

6.1.3.10
Resource: N1 N2 Messages Collection
6.1.3.10.1
Description

This resource represents the collection on which UE related N1 messages and N2 information transfer are initiated and the N1 information for the UE is stored temporarily until the UE is reachable. This resource is modelled with the Collection resource archetype (see subclause C.2 of 3GPP TS 29.501 [5]).

6.1.3.10.2
Resource Definition

Resource URI: {apiRoot}/namf-comm/v1/ue-contexts/{ueContextId}/n1-n2-messages
This resource shall support the resource URI variables defined in table 6.1.3.10.2-1.

Table 6.1.3.10.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See subclause 6.1.1

	ueContextId
	Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)

pattern: "(imsi-[0-9]{5,15}|nai-.+)"
Or represents the Permanent Equipment Identifier (see 3GPP TS 23.501 [2] clause 5.9.3)


pattern: "(imei-[0-9]{15})"


6.1.3.10.3
Resource Standard Methods

6.1.3.10.3.1
POST

This method initiates a N1 message and/or N2 message transfer at the AMF and may create a resource to store the N1 message if the UE is not reachable or if the UE is paged. 
This method shall support the request data structures specified in table 6.1.3.10.3.1-2 and the response data structures and response codes specified in table 6.1.3.3.3.1-3.

Table 6.1.3.10.3.1-1: Data structures supported by the POST Request Body on this resource 

	Data type
	P
	Cardinality
	Description

	N1N2MessageData
	M
	1
	This contains:

- N1 message, if the NF Service Consumer requests to transfer an N1 message to the UE or;

- N2 information, if the NF Service Consumer requests to transfer an N2 information to the 5G-AN or;

- both, if the NF Service Consumer requests to transfer both an N1 message to the UE and an N2 information to the 5G-AN.


Table 6.1.3.3.3.1-3: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	N1N2MessageTransferRspData
	M
	1
	202 Accepted
	This case represents the successful storage of the N1/N2 information at the AMF when asynchronous communication is invoked or when the AMF pages the UE. If the AMF pages the UE, it shall store the N1/N2 message information until the UE responds to paging.
The HTTP response shall include a "Location" HTTP header that contains the resource URI of the created resource.

	N1N2MessageTransferRspData
	M
	1
	200 OK
	This represents the case where the AMF is able to successfully transfer the N1/N2 message to the UE and/or the AN. The cause included in the response body shall be “N1_N2_TRANSFER_INITIATED” in this case.., 

	N1N2MessageTransferRspData
	M
	1
	409 Conflict
	This represents the case where the AMF rejects the N1N2MessageTransfer request due to an ongoing paging for the same or higher priority request. The cause included in the response body shall be “HIGHER_PRIORITY_REQUEST_ONGOING” in this case.

	N1N2MessageTransferRspData
	M
	1
	504 Gateway Timeout
	This represents the case where the UE is not reachable at the AMF and the AMF is unable to page the UE.


* * * Next Change * * * *

6.1.5.6
N1N2 Message Transfer Failure Notification

6.1.5.6.1
Description

This resource represents the callback reference provided by the NF Service Consumer (e.g. SMF) to receive notifications about failure to deliver N1 / N2 message.

6.1.5.6.2
Notification Definition

Resource URI: {n1n2TransferFailureCallbackUri}

Callback URI is provided by the NF Service Consumer during the UE specific N1N2MessageTransfer operation (see subclause 6.1.3.10.3.1.
6.1.5.6.3
Notification Standard Methods

6.1.5.6.3.1
POST

This method sends an N1/N2 message transfer failure notification to the NF Service Consumer (e.g SMF). 
This method shall support the request data structures specified in table 6.1.5.6.3.1-1 and the response data structures and response codes specified in table 6.1.5.6.3.1-3.

Table 6.1.5.6.3.1-1: Data structures supported by the POST Request Body 

	Data type
	P
	Cardinality
	Description

	N1N2MsgTxfrFailureNotification
	M
	1
	Representation of the N1/N2 message transfer failure notification.


Table 6.1.5.6.3.1-2: Data structures supported by the POST Response Body

	Data type
	P
	Cardinality
	Response

codes
	Description

	n/a
	
	
	204 No Content
	This case represents a successful notification of the N1 / N2 message transfer to the NF service consumer.


* * * Next Change * * * *

6.1.6.2.19
Type: N1N2MessageData
Table 6.1.6.2.19-1: Definition of type N1N2MessageData
	Attribute name
	Data type
	P
	Cardinality
	Description

	n1MessageContainer
	N1MessageContainer
	C
	0..1
	This IE shall be included if a N1 message needs to be transferred..

	n2InfoContainer
	N2InfoContainer
	C
	0..1
	This IE shall be included if a N2 information needs to be transferred.

	n1n2FailureTxfNotifURI
	Uri
	O
	0..1
	If included, this IE represents the callback URI on which the AMF shall notify the N1/N2 message transfer failure.


Editor's Note: The parameters last message indication, Session ID, AN Type, Paging Policy Indication, ARP, Area of validity for the N2 information, 5QI as specified in TS 23.502 need to be further defined.
* * * Next Change * * * *

6.1.6.2.x
Type: N1N2MsgTxfrFailureNotification
Table 6.1.6.2.x-1: Definition of type N1N2MsgTxfrFailureNotification
	Attribute name
	Data type
	P
	Cardinality
	Description

	cause
	N1N2MessageTransferCause
	M
	1
	This IE shall provide the result of the N1/N2 message transfer at the AMF.

	n1n2MsgDataUri
	Uri
	M
	1
	This IE shall contain the N1N2MessageTransfer request resource URI returned in Location header when the message transfer was initiated (See subclause 6.1.3.3.1.3)


* * * Next Change * * * *

6.1.6.3.6
Enumeration: N1N2MessageTransferCause
Table 6.1.6.3.6-1: Enumeration N1N2MessageTransferCause
	Enumeration value
	Description

	ATTEMPTING_TO_REACH_UE
	This cause code represents the case where the AMF has initiated paging to reach the UE in order to deliver the N1 message.

	N1_N2_TRANSFER_INITIATED
	This cause code represents the case where the AMF has initiated the N1/N2 message transfer towards the UE and/or the AN.

	UE_NOT_REACHABLE
	This cause code represents the case where the AMF is unable to page the UE as the UE is not reachable.

	WAITING_FOR_ASYNCHRONOUS_TRANSFER
	This cause code represents the case where the AMF has stored the N1/N2 message due to Asynchronous Transfer.

	HIGHER_PRIORITY_REQUEST_ONGOING
	This case code represents the case where the AMF has rejected the N1/N2 message transfer request due to an already ongoing same or higher priority paging. See subclause 4.2.3.3 of 3GPP TS 23.502 [3].


* * * End of Changes * * * *

NF Service Consumer
AMF
1. POST .../ue-contexts/{ueContextId}/n1-n2-messages(N1/N2 information to transfer)
2. 202 Accepted / 200 OK / 504 Gateway Timeout



AMF
NF Service Consumer
1. POST {N1N2MessageTransferFailureNotifyURI} (Failure Status of N1N2Transfer)
2. 204 No Content



NF Service Consumer
AMF
1. POST .../ue-contexts/{ueContextId}/n1-n2-messages(N1/N2 information to transfer)
2. 204 No Content



