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Introduction

This contribution proposes a new, simple solution to resolve the dual VLR registration issues discussed in the earlier CT1/CT4 meetings, which works for all scenarios (Inter-system mobility, NMO I and II, intra/inter-MME mobility).
The main principle is to enable the MSC/VLR, which is registered at the HLR, to page the UE via LTE and force the UE to re-attach to non-EPS services, during an MT call procedure, by providing the MSC/VLR with the MME name of the MME where the UE is currently registered. This is similar in principle to existing mechanisms when a CSFB MO takes place towards a restarted VLR.

Discussion

During a CSFB MO call w/o a LA change, the UE may send a CM Service Request message to a MSC/VLR where the user is not yet registered, for instance because the VLR restarted or is not reachable due to a network outage. 
The MSC/VLR without the subscriber data record may then either
· reject the CM Service Request message and force the UE to do an explicit location update, or
· perform an implicit location update procedure towards the HLR (on behalf of the UE). 

See TS 23.272 subclauses 6.2 and 6.3:

5.
If the UE is not registered in the MSC serving the 2G/3G target cell or the UE is not allowed in the LA, the MSC shall reject the CM service request, if implicit location update is not performed. The CM Service Reject shall trigger the UE to perform a Location Area Update or a Combined RA/LA Update procedure as specified in TS 23.060 [3] for the different Network Modes of Operation (NMO).

10a.
If the UE is not registered in the MSC serving the 2G/3G cell or the UE is not allowed in the LA, the MSC shall reject the service request, if implicit location update is not performed.

For the VLR restart case, CT4 agreed CR 29.002 #0975 (Nokia Siemens Networks, Alcatel-Lucent) in July 2010 to enable a restarted MSC/VLR to request the MME name of the currently registered MME from the HLR, so as to be able to serve subsequent MT services.
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Terminating traffic then triggers restoration of the lost subscriber data from the HLR/HSS. However, an identification of the MME (MME name) or SGSN (SGSN Number), which may be needed for paging via SGs or Gs if the subscriber is registered to EPS or GPRS services, is not part of the restored data.

Similarly, restoring the MME name / SGSN nb in the VLR is also useful during an implicit Update Location procedure triggered by the VLR upon receipt of a CSFB MO (w/o explicit LU, i.e. no change of LA), when the subscriber’s record in the VLR was lost. This allows the VLR to serve subsequent MT traffic (call, SMS).
In order not to download the MME name (55 bytes) or SGSN Number during 

· normal LU scenarios (w/o VLR reset, i.e. when the VLR already knows the MME name or SGSN Number), the VLR shall set a new 'Restoration Indicator' in the Update Location request to request download by the HLR of the MME name or SGSN Number; 

· during the data restoration procedure when the VLR does not support Gs and SGs interfaces, the VLR shall set a new 'Restoration Indicator' in the Restore Data request to request download by the HLR of the MME name or SGSN Number.




This principle can be extended to resolve the dual VLR registration case as follows:

1.
During an explicit or implicit location update procedure, the MSC/VLR can retrieve the MME name from the HLR and store it in the subscriber data record. 

2. 
After the CSFB MO call is released, if the MSC/VLR performed an implicit location update, the UE returns to the LTE domain without performing the combined TAU/LAU procedure. 

If the UE performed an explicit Location Update, the UE does a combined TAU/LAU when returning back to LTE and the MME sends an SGs Location Request, but if the selected VLR missed a previous MAP Cancel Location Request, this VLR does not update the HLR (for pre-Rel-11 UEs).
3. 
For the next CSFB MT call, an SGs association needs to be established between the MSC/VLR (known by the HLR) and the MME. This is achieved by the MSC/VLR sending a SGs Paging Request message without LAI to the MME. This triggers the MME to force the UE in LTE to re-attach to non-EPS services. After the SGs association is established, the MSC/VLR sends another SGs Paging Request message with the LAI to the MME. Then the MME pages the UE and the UE performs CSFB MT.
This is illustrated in the following figures.
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Figure 1. CM Service Request with an explicit Location Update procedure
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Figure 2. CM Service Request with an implicit Location Update procedure

In these scenarios, if the NRI of the TMSI indicates a different VLR, the MSC/VLR processing the CM Service Request may alternatively send a MAP Send Identification procedure to the previous VLR to retrieve the IMSI and authentication vectors. Per existing 23.018 SDLs, the MSC/VLR sends an Identity Request procedure to the UE (see Process_Access_Request_VLR, Obtain_Identity_VLR and Obtain_IMSI_MSC SDLs).
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Figure 3. Delivery of subsequent MT call via the MSC/VLR known by the HLR
The MSC/VLR can request the MME name from the HLR by setting the existing 'Restoration Indicator' in the MAP Update Location Request. See TS 29.002.

-
subclause 8.1.2.2 (MAP Update Location)

Restoration Indicator
This parameter indicates, if present, that the HLR shall send in the MAP-INSERT-SUBSCRIBER-DATA the MME Name if the subscriber is registered to EPS, or the SGSN Number if available and if the subscriber is registered to GPRS. The VLR may set this indicator during a CSFB mobile originated call if the VLR performs an implicit location update (see 3GPP TS 23.272 [143]).

-
subclause 8.8.1.2 (MAP Insert Subscriber Data)

MME Name

This parameter contains the MME identity used over the SGs interface (see 3GPP TS 23.003 [17] subclause 19.4.2.4) when stored in the HSS. Otherwise this parameter contains the Diameter Identity of the MME (see 3GPP TS 23.003 [17]). If the subscriber is registered to EPS and the length of the MME Name does not exceed 55 octets, the HLR shall send the MME Name to the VLR during the data restoration procedure if the 'Restoration Indicator' is set in the MAP_RESTORE_DATA request, and during an Update Location procedure if the 'Restoration Indicator' is set in the MAP_UPDATE_LOCATION request. This parameter may be used by the MSC/VLR, e.g. to page the UE via SGs. 
After the CS location update procedure is completed, the UE may possibly return to an LTE area of an MME other than the MME indicated in MAP Insert Subscriber Data message. The solution described above still works as long as this remains an MME of the same MME pool, but this then forces to do an EPS Attach, which can result in interrupting on-going PS services of the user. 

To get the latest MME name, the MSC/VLR could trigger, during an MT call, a MAP Restore Data procedure. But this would also lead to download all the subscriber data unnecessarily.

So it is proposed to add the MME Name IE in the MAP Provide Roaming Number message, to enable the VLR to get the latest MME name during an MT call procedure.
The solution requires the MME to accept an SGs Paging Request message received from a possibly different VLR than the VLR with which an SGs association is currently established. Besides, the MME may also send an SGs IMSI Detach Indication (with a new "cancel location " flag) to the prior registered MSC/VLR1 in order to delete the corresponding UE context in that MSC/VLR. 
The solution works for NMO I and NMO II as it does not require the use of the MAP Send Identification procedure. The solution also works for inter-MME mobility scenarios, with the addition of the MME Name IE in the MAP Provide Roaming Number. 
This solution is also useful for Rel-11 onwards UEs, as the existing UE-based solution does not work if the MSC/VLR performs an implicit location update procedure (as permitted by TS 23.272), since in that case, the UE does not initiate a combined TAU/LAU when returning to LTE, and thus no SGs Location Update procedure takes place. 
Conclusion

This contribution proposes a simple solution to ensure successful delivery of MT services in scenarios where the UE ends up being registered in two different VLRs, for pre-Re-11 and Rel-11 onwards UEs. The solution also allows to remove the hanging UE context in the prior registered VLR.

The solution requires the following minimal changes:

· MME to accept an SGs paging request received from a different VLR than the VLR with which an SGs association is established, and sending an SGs IMSI Detach Indication to the prior registered VLR;
· addition of the MME Name IE in the MAP Provide Roaming Number

The solution works for all scenarios (Inter-system mobility, NMO I and II, intra/inter-MME mobility).

It is proposed to specify these changes from Rel-13 onwards.
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