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3.3	Abbreviations
For the purposes of the present document, the abbreviations defined in 3GPP TR 21.905 [1] apply, with the following additions. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
ABNF	Augmented Backus-Naur Form 
ATCF	Access Transfer Control Function
ATGW	Access Transfer Gateway 
B-ALG	Bearer Level Application-Level Gateway
BFCP	Binary Floor Control Protocol
CVO	Coordination of Video Orientation
DC	(WebRTC) Data Channel
DSCP	Differentiated Service Code Point
DTLS	Datagram Transport Layer Security
e2ae	End-to-Access-Edge (security model)
ECN	Explicit Congestion Notification
eIMS-AGW	IMS Access Gateway enhanced for WebRTC
eP-CSCF	P-CSCF enhanced for WebRTC
ICE	Interactive Connectivity Establishment
IMS-AGW	IMS Access Gateway
IMS-ALG	IMS Application Level Gateway
IP	Internet Protocol
LD	Local Descriptor (H.248 protocol element)
MG	Media Gateway
MGC	Media Gateway Controller
MPS	Multimedia Priority Service
MSRP	Message Session Relay Protocol
NA	Not Applicable
NAPT	Network Address and Port Translation
NAPT-PT	NAPT and Protocol Translation
NAT	Network Address Translation
RD	Remote Descriptor (H.248 protocol element)
RTCP	RTP Control Protocol
SCTP	Stream Control Transport Protocol 
SRVCC	Single Radio Voice Call Continuity
STUN	Session Traversal Utilities for NAT
TCP	Transmission Control Protocol
TLS	Transport Layer Security (protocol)
ToS	Type-of-Service
TISPAN	Telecommunications and Internet converged Services and Protocols for Advanced Networking
WebRTC	Web Real Time Communication
WIC	WebRTC IMS Client
WWSF	WebRTC Web Server Function
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5.1	Profile Identification
Table 5.1.1: Profile Identification
	Profile name:
	threegIq

	Version:
	34
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5.2	Summary
This Profile describes the minimum mandatory settings and procedures required to fulfil the requirements of the Iq interface (see 3GPP TS 23.334 [23]):
-	allocation and translation of IP addresses and port numbers (NA(P)T and NA(P)T-PT);
-	opening and closing gates (i.e. packets filtering depending on "IP address / port");
-	remote NA(P)T traversal;
-	policing of incoming traffic;
-	QoS packet marking for outgoing traffic;
-	IP realm/domain indication;
-	Hanging termination detection;
-	RTCP handling;
and when ATCF/ATGW is supported:
-	handover of bearer connections between PS and CS access networks;
-	IP version interworking;
-	audio transcoding;.
and when WebRTC is supported:
-	interworking for WebRTC audio, video and data between WebRTC clients and non-WebRTC user equipment.
In addition, optional settings and procedures are described which fulfil optional features and where supported, the minimum mandatory settings within the optional procedures and packages are identified that must be supported in order to support that feature.
"Optional" or "O" means that it is optional for either the sender or the receiver to implement an element. If the receiving entity receives an optional element that it has not implemented it should send an Error Code (e.g. 445 "Unsupported or Unknown Property", 501"Not Implemented", etc.). "Mandatory" or "M" means that it is mandatory for the receiver to implement an element. Whether it is mandatory for the sender to implement depends on specific functions; detail of whether elements of the core protocol are mandatory to be sent are defined in the stage 2 procedures, stage 3 procedures and/or the descriptions of individual packages. 
The setting or modification of elements described in the profile under the heading "Used in Command" has the meaning that the property can be set/modified with that command. The property may be present in other commands (in order to preserve its value in accordance with ITU-T Recommendation H.248.1 [10]) when those commands are used for other procedures that affect the same descriptor.
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5.7.1	TerminationState Descriptor
Table 5.7.1.1: ServiceState property
	ServiceState property used:
	 Yes (InService/OutofService) NOTE 1, NOTE 2

	NOTE 1: 	This is restricted to the ROOT termination (for MGW audit).
NOTE 2: 	Ephemeral H.248 Terminations have a ServiceState property according to ITU-T Recommendation H.248.1 [10], but explicit usage of the TerminationState Descriptor ServiceState property is not required by this Profile. ServiceState changes can still occur, however, and can be indicated in ServiceChange Commands (i.e. this means that the value of the ServiceState property may be implicitly changed by ServiceChange procedures).



Table 5.7.1.2: EventBufferControl property
	EventBufferControl property used:
	No



Table .x1: Group semantics property
	Group semantics property used:
	Yes

	NOTE 1: 	This is restricted to ephemeral H.248 Terminations used for WebRTC service support. The property is used in conjunction with the media grouping package, see clause 5.14.3.x4.
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5.7.2	Stream Descriptor
[bookmark: _Toc414442835]5.7.2.0	General
Table 5.7.2.1: Stream descriptors
	Maximum number of streams per termination type
	IP
	Unspecified (NOTE 1, NOTE 2)

	NOTE 1:     :	At least one stream for each media component (e.g. video+audio = 2 streams). If only one stream is applicable, then the IMS-ALG may omit the Stream Descriptor and the IMS-AGW shall assume that StreamID = 1.
NOTE 2:	An IP termination for WebRTC may carry additional H.248 (de-)aggregation streams besides the legacy H.248 component streams.



Table 5.7.2.2: Stream configuration
	Stream configuration:
	Basically ALL configurations are allowed.
IP terminations for WebRTC may apply H.248 stream grouping principles, which lead to relationships of associated H.248 streams within such stream configurations.



[bookmark: OLE_LINK5][bookmark: OLE_LINK6][bookmark: _Toc414442836]5.7.2.1	LocalControl Descriptor
Table 5.7.2.1.1: Local Control Descriptor and Reserve properties
	
	Termination Type
	Stream Type

	ReserveGroup used:
	No
	NA
	NA

	ReserveValue used:
	Yes
	IP
	Audio, Video (NOTE 1, NOTE 2)

	[bookmark: OLE_LINK2]NOTE 1:	The value of the H.248 Stream Type is given here by the SDP “m=” line element media type (in contrast to the SDP “m=” line element transport protocol in Table 5.7.2.1.2). Usage of ReserveValue implies thus media type aware Local and Remote Descriptors.
NOTE 2:	Not used (at this profile version (see clause 5.1 for the version number)) for TCP transport (IETF RFC 793 [51]) and media types:
a) "Message" (for MSRP (IETF RFC 4975 [18]) and
b) "Application" (for BFCP (IETF RFC 4582 [52])
because the application control will not use them in context ReserveValue.



Table 5.7.2.1.2: Allowed Stream Modes
	Termination Type
	Stream Type
	Allowed StreamMode Values

	IP
	RTP/AVP
	SendOnly, RecvOnly, SendRecv, Inactive

	
	RTP/SAVP
	SendOnly, RecvOnly, SendRecv, Inactive

	
	RTP/AVPF
	SendOnly, RecvOnly, SendRecv, Inactive

	
	RTP/SAVPF
	SendOnly, RecvOnly, SendRecv, Inactive

	
	TCP (NOTE 1)
	SendRecv, Inactive

	
	TCP/MSRP (NOTE 1)
	SendRecv, Inactive

	
	TCP/TLS (NOTE 1)
	SendOnly, RecvOnly, SendRecv, Inactive

	
	TCP/TLS/MSRP (NOTE 1, NOTE 2)
	SendOnly, RecvOnly, SendRecv, Inactive

	
	UDPTL
	SendRecv, Inactive

	
	UDP
	SendOnly, RecvOnly, SendRecv, Inactive

	
	UDP/DTLS
	SendOnly, RecvOnly, SendRecv, Inactive

	
	DTLS/SCTP (NOTE 3)	Comment by ALU#69_1: Should be L4 agnostic due to possible, ICE-driven UDP <-> TCP switchover processes (ffs).
	SendOnly, RecvOnly, SendRecv, Inactive

	
	UDP/TLS/RTP/SAVP (NOTE 4),
UDP/TLS/RTP/SAVPF(NOTE 4)
	SendOnly, RecvOnly, SendRecv, Inactive

	NOTE 1:	The H.248 StreamMode does not affect protocol control information at the bearer interface. See clause 7.1.7.1.1 in ITU-T Recommendation H.248.1 [10] and:
a) TCP: ITU-T Recommendation H.248.89 [47], clause 8.6.4.1, Table "Impact of StreamMode on TCP bearer traffic at external MG interface"
b) TLS: ITU-T Recommendation H.248.90 [48], clause 8.6.4.1, Table "Impact of StreamMode on TLS bearer traffic at external MG interface".
NOTE 2:	Conditional support, dependent on support of application-aware interworking.
NOTE 3:	Conditional support, dependent on WebRTC service with data application(s).
NOTE 4:	Conditional support, dependent on WebRTC service and DTLS-based SRTP key exchange for audio or video.



Table 5.7.2.1.x1: LocalControl Descriptor and other properties
	
	Termination Type
	Stream Type

	Stream Aggregation used:
	No
	IP for WebRTC
	WebRTC audio / video (NOTE 1)

	Stream De-aggregation used:
	Yes
	IP for WebRTC
	WebRTC Data (NOTE 2)

	NOTE 1:	Conditional, dependent on RTP media multiplexing of audio together with video, i.e., dependent on SDP-based bundling. (Contributor's note: indicate with "No" because not yet required for Rel-13)
NOTE 2:	Conditional, dependent on WebRTC calls with multiple data components.
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5.7.3	Events descriptor
FIXTHIS
Table 5.7.3.1: Events Descriptor 
	Events settable on termination types and stream types:
	Yes

	If yes
	EventID 
	Termination Type 
	Stream Type

	
	Cause (g/cause,  0x0001/0x0001)  - See sub-clause 5.14.3.1
	ALL except ROOT
	ANY

	
	Inactivity Timeout (it/ito, 
0x0045/0x0001)  – See subclause 5.14.3.6
	only ROOT
	Not applicable

	
	MG_Overload
(ocp/mg_overload, 0x0051/0x0001) – See sub-clause 5.14.3.8
	only ROOT
	Not applicable

	
	Termination Heartbeat (hangterm/thb, 0x0098/0x0001)  - See subclause 5.14.3.9
	ALL except ROOT
	ANY

	
	MGCon (chp/mgcon, 0x0029/0x0001) – See subclause 5.14.3.10
	only ROOT
	Not Applicable

	
	Available Realms Changed (ipra/arc, 0x00e0/0x0001) – See subclause 5.14.3.11
	only ROOT
	Not Applicable

	
	IP Flow Stop Detection (adid/ipstop, 0x009c/0x0001) – See subclause 5.14.3.14
	ALL except ROOT
	Any

	
	ECN Failure (ecnrous/fail, 0x010b/0x0001) see subclause 5.14.3.15
	IP
	RTP based

	
	ICE New Peer Reflexive Candidate (ostuncc/nprc, 0x00c3/0x0002) – see subclause 5.14.3.17
	IP
	Any, only applicable for full ICE

	
	ICE Connectivity Check Result (ostuncc/ccr, 0x00c3/0x0001) – see subclause 5.14.3.17
	IP
	Any, only applicable for full ICE

	
	TCP connection state change ("BNC change")
(tcpbcc/BNCChange, 0x0115/0x0001) see subclause 5.14.3.18
	IP
	TCP based

	
	TLS session state change ("BNC change")
(tlsbsc/BNCChange, 0x0117/0x0001) see subclause 5.14.3.19
	IP
	TLS or DTLS based

	
	STUN Consent Request Failure (stnconfres/constate,
0x0120/0x0002) see subclause 5.14.3.22
	IP
	TLS or DTLS based, only applicable for full ICE



Table 5.7.3.2: Event Buffer Control
	EventBuffer Control used:
	No



Table 5.7.3.3: Keep active
	KeepActive used on events:
	No



Table 5.7.3.4: Embedded events and signals
	Embedded events in an Events Descriptor:
	No

	Embedded signals in an Events Descriptor:
	No



Table 5.7.3.5: Regulated Embedded events
	Regulated Embedded events are triggered on:
	None



Table 5.7.3.6: ResetEventsDescriptor
	ResetEventsDescriptor used with events:
	None



Table 5.7.3.7: Notification Behaviour
	NotifyImmediate:
	ALL Events

	NotifyRegulated:
	None

	NeverNotify:
	None
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5.7.5	Signals descriptor
FIXTHIS
Table 5.7.5.1: Signals Descriptor 
	The setting of signals is dependant on termination or streams types:
	No
NOTE – “No” means that all signals can be played on any termination or stream. If “Yes”, any signal not listed below may be played on any termination or stream, except Signals on ROOT termination shall not be supported.

	If yes
	SignalID 
	Termination Type 
	Stream Type / ID

	
	Latching (ipnapt/latch, 0x0099/0x0001)
	ALL except ROOT
	Any

	
	Send Additional Connectivity Check (ostuncc/sacc, 0x00c3/0x0002)
	IP
	Any, only applicable for full ICE

	
	Send Connectivity Check (ostuncc/scc, 0x00c3/0x0001)
	IP
	Any, only applicable for full ICE

	
	Establish BNC 
(tcpbcc/EstBNC, 0x0115/0x0001) see subclause 5.14.3.18
	IP
	TCP based

	
	Release BNC 
(tcpbcc/RelBNC, 0x0115/0x0002) see subclause 5.14.3.18
	IP
	TCP based

	
	Establish BNC 
(tlsbsc/EstBNC, 0x0117/0x0001) see subclause 5.14.3.19
	IP
	TLS or DTLS based

	
	Release BNC 
(tlsbsc/RelBNC, 0x0117/0x0002) see subclause 5.14.3.19
	IP
	TLS or DTLS based

	
	Consent Test (stnconfres/contst, 0x0120/0x0001) see subclause 5.14.3.22
	IP
	TLS or DTLS based



Table 5.7.5.2: Signal Lists
	Signals Lists supported:
	No

	If yes
	Termination Type Supporting Lists:
	-

	
	Stream Type Supporting lists:
	-

	
	Maximum number of signals to a signal list:
	-

	
	Intersignal delay parameter supported:
	-



Table 5.7.5.3: Overriding Signal type and duration
	Signal type and duration supported:
	No

	If yes
	SignalID 
	Type or duration override

	
	-
	-



Table 5.7.5.4: Signal Direction
	Signal Direction supported:
	No



Table 5.7.5.5: Notify completion
	NotifyCompletion supported:
	No

	If yes
	SignalID 
	Type of completion supported

	
	-
	-



Table 5.7.5.6: RequestID Parameter
	RequestID Parameter supported:
	No



Table 5.7.5.7: Signals played simultaneously
	Signals played simultaneously:
	No

	If yes
	SignalIDs that can be played simultaneously:
	



Table 5.7.5.8: Keep active
	KeepActive used on signals:
	No
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5.7.10	Error descriptor	Comment by ALU#69_1: Looks like that we don't need to update 5.7.10 (due to package-embedded new error codes)
Table 5.7.10.1: Error Codes Sent by IMS-ALG
	Supported H.248.8 Error Codes:
	#400 "Syntax error in message"
#401 "Protocol Error"
#402 "Unauthorized"
#403 "Syntax Error in TransactionRequest"
#406 "Version Not Supported"
#410 "Incorrect identifier"
#411 "The transaction refers to an unknown ContextID"
#413 "Number of transactions in message exceeds maximum"
#421 "Unknown action or illegal combination of actions”
#422 "Syntax Error in Action"
#430 "Unknown TerminationID"
#431 "No TerminationID matched a wildcard"
#442 "Syntax Error in Command"
#443 "Unsupported or Unknown Command"
#444 "Unsupported or Unknown Descriptor"
#445 "Unsupported or Unknown property"
#446 "Unsupported or Unknown Parameter"
#447 "Descriptor not legal in this command"
#448 "Descriptor appears twice in a command"
#449 "Unsupported parameter or property value"
#450 "No such property in this package
#451 "No such event in this package"
#454 "No such parameter value in this package"
#455 "Property illegal in this Descriptor"
#456 "Property appears twice in this Descriptor"
#457 "Missing parameter in signal or event"
#458 "Unexpected Event/RequestID"
#501 "Not Implemented"
#502 "Not ready"
#505 "Transaction Request Received before a
ServiceChange Reply has been received"
#506 "Number of TransactionPendings Exceeded"
#533 "Response exceeds maximum transport PDU size”

	Supported Error Codes defined in packages:
	All error codes defined in supported packages are supported. 

	NOTE:      The error codes listed need not be supplied by the IMS-ALG to differentiate each and every error described by them. The IMS-AGW shall be able to receive the error codes listed.



Table 5.7.10.2: Error Codes Sent by IMS-AGW:
	Supported H.248.8 Error Codes:
	#400 "Syntax error in message"
#401 "Protocol Error"
#402 "Unauthorized"
#403 "Syntax Error in TransactionRequest"
#406 "Version Not Supported"
#410 "Incorrect identifier"
#411 "The transaction refers to an unknown ContextID"
#412 "No ContextIDs available"
#413 "Number of transactions in message exceeds maximum"
#421 "Unknown action or illegal combination of actions”
#422 "Syntax Error in Action"
#430 "Unknown TerminationID"
#431 "No TerminationID matched a wildcard"
#432 "Out of TerminationIDs or No TerminationID available"
#433 "TerminationID is already in a Context"
#434 "Max number of Terminations in a Context exceeded"
#435 "Termination ID is not in specified Context"
#440 "Unsupported or unknown Package"
#441 "Missing Remote or Local Descriptor"
#442 "Syntax Error in Command"
#443 "Unsupported or Unknown Command"
#444 "Unsupported or Unknown Descriptor"
#445 "Unsupported or Unknown property"
#446 "Unsupported or Unknown Parameter"
#447 "Descriptor not legal in this command"
#448 "Descriptor appears twice in a command"
#449 "Unsupported parameter or property value"
#450 "No such property in this package
#451 "No such event in this package"
#452 "No such signal in this package"
#454 "No such parameter value in this package"
#455 "Property illegal in this Descriptor"
#456 "Property appears twice in this Descriptor"
#457 "Missing parameter in signal or event"
#471 "Implied Add for Multiplex failure"
#488 "Incorrect stream endpoint interlinkage"
#500 "Internal software Failure in MG or MGC"
#501 "Not Implemented"
#502 "Not ready"
#505 "Transaction Request Received before a
ServiceChange Reply has been received"
#506 "Number of TransactionPendings Exceeded"
#510 "Insufficient resources"
#511 "Temporarily Busy"
#512 "Media Gateway unequipped to detect requested Event"
#513 "Media Gateway unequipped to generate
requested Signals"
#515 "Unsupported Media Type"
#517 "Unsupported or invalid mode"
#522 "Functionality Requested in Topology Triple Not Supported"
#526 "Insufficient bandwidth"
#529 "Internal hardware failure in MG"
#530 "Temporary Network failure
#531 "Permanent Network failure"
#532 "Audited Property, Statistic, Event or Signal does
not exist"
#533 "Response exceeds maximum transport PDU size"
#534 "Illegal write of read only property"
#542 "Command is not allowed on this termination" 

	Supported Error Codes defined in packages:
	All error codes defined in supported packages need to be supported. 

	NOTE:	The error codes listed need not be supplied by the IMS-AGW to differentiate each and every error described by them. The IMS-ALG shall be able to receive the error codes listed.
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5.14.1	Mandatory Packages
Table 5.14.1.1: Mandatory Packages
	Mandatory Packages:

	Package Name
	PackageID
	Version

	IP NAPT traversal (ITU-T Recommendation H.248.37 [4])
	ipnapt, (0x0099)
	1

	Generic (ITU-T Recommendation H.248.1 [10], annex E.1)
	g, (0x0001)
	1

	Base root (ITU-T Recommendation H.248.1 [10], annex E.2)
	root, (0x0051)
	2

	Gate management (ITU-T Recommendation H.248.43 [6], Appendix I
	gm, (0x008c)
	2

	Traffic management (ITU-T Recommendation H.248.53 [7])
	tman, (0x008d)
	1

	IP Domain Connection (ITU-T Recommendation H.248.41 [8])
	ipdc, (0x009d)
	1

	Hanging Termination Detection (ITU-T Recommendation H.248.36 [9])
	hangterm, (0x0098)
	1

	Diffserv (ITU-T Recommendation H.248.52 [12])
	ds, (0x008b)
	2

	RTP Control Protocol (ITU-T Recommendation H.248.57 [5])
	rtcph, (0x00b5)
	1



NOTE:	All packages of Table 5.14.1.1 are basically required for WebRTC support.

[bookmark: _Toc414442862]* * * Next Change * * * *
5.14.2	Optional Packages
Table 5.14.2.1: Optional Packages
	Optional Packages:

	Package Name
	PackageID
	Version
	Support dependent on:

	Inactivity Timer (ITU-T Recommendation H.248.14 [11])
	it, (0x0045)
	1
	MGC polling by MG.
Only applicable for UDP transport.

	Media Gateway Overload Control (ITU-T Recommendation H.248.11 [13])
	ocp, (0x0051)
	1
	Support of message throttling, based on rate limitation, from MGC towards MG.

	Media Gateway Resource Congestion Handling Package (see ITU-T Recommendation H.248.10 [14] )
	chp, (0x0029)
	1
	Support of message throttling, based on percentage limitation, from MGC towards MG.

	IP realm availability (ITU-T Recommendation H.248.41  Amendment 1) [8]
	ipra (0x00e0)
	1
	Support of mechanisms allowing the MGC to discover the IP realms that are available at the MG at a certain time and allowing the MG to inform the MGC about any changes in the availability of realms.

	Application Data Inactivity Detection (ITU-T Recommendation H.248.40 [24])
	adid (0x009c)
	1
	MGC requires to be explicitly informed of a cessation of an application data flow.

	Explicit Congestion Notification  for RTP-over-UDP Support (see ITU-T Recommendation H.248.82 [40])
	ecnrous (0x010b)
	1
	Support of Transparent forwarding of ECN packets

	MG Act-as STUN Server (ITU-T Recommendation H.248.50 [43])
	mgastuns (0x00c2)
	1
	Support of incoming STUN connectivity checks. 
Applicable for ICE lite and full ICE 

	Originate STUN Continuity Check (see ITU-T Recommendation H.248.50 [43])
	ostuncc (0x00c3)
	1
	Support of originating STUN connectivity checks.
Only applicable for full ICE

	TCP basic connection control (ITU-T Recommendation H.248.89 [47])
	tcpbcc, (0x0115)
	1
	Support of state-aware TCP handling (TCP proxy mode) (NOTE).

	TLS basic session control (ITU-T Recommendation H.248.90 [48])
	tlsbsc, (0x0117)
	1
	Support of 
a) TCP-based media using TLS, or 
b) UDP-based media using DTLS,
c) SCTP-based media using DTLS (WebRTC) or
d) SRTP key exchange using DTLS.

	Stream endpoint interlinkage (ITU-T Recommendation H.248.92 [49])
	seplink, (0x011b)
	12
	Support of state-aware TCP handling (TCP proxy mode) and of Forward Incoming TCP Connection Establishment Requests Indicator.

	MG located Bearer Level ALG [ITU-T Recommendation H.248.78 [56])
	mgbalg (0x011d)
	1
	Support of a bearer level application gateway (B-ALG) function for application-aware MSRP interworking.

	STUN Consent Freshness (ITU-T Recommendation H.248.50 [43])
	stnconfres(0x0120)
	1
	Support of STUN usage for consent freshness procedures.
Applicable for full ICE.

	Secure RTP ([ITU-T Recommendation H.248.77 [x2])
	srtp, (0x0107)
	2
	Indication of SRTP key exhange method ("DTLS-SRTP" for WebRTC domain, "SDES" for non-WebRTC domain)

	SCTP basic connection control ([ITU-T Recommendation H.248.SCTP [x3])
	sctpbcc, (0x0121)
	1
	Support of WebRTC data services: control of establishment and release of SCTP associations, and the allocation of local SCTP stream identifiers

	SCTP Re-configuration Stream reset ([ITU-T Recommendation H.248.SCTP [x3])
	sctpreset, (0x0122)
	1
	Support of WebRTC data services: control of SCTP stream reset ("release") procedure

	Media grouping ([ITU-T Recommendation H.248.STGROUP [x4])
	mgroup, (0x011f)
	1
	Support of WebRTC: 
a) multiplexing as part of WebRTC data stack;
b) multiplexing in case of bundled WebRTC audio & video (out of scope of Rel-13)

	NOTE:	Stateless TCP handling (i.e. TCP relay and TCP merge mode) are solely based on SDP indication (thus, package-less) according to ITU-T Recommendation H.248.84 [46], clause 13.
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5.14.3.19	TLS basic session control (tlsbsc)
Table 5.14.3.19.1: TLS basic session control package
	Properties 
	Mandatory/Optional
	Used in command
	Supported Values
	Provisioned Value

	Incoming security session establishment blocking (tlsbsc/bceb, 0x0117/0x0001)
	O (NOTE 1)
	ADD, MODIFY
	ALL
	"Unblocked"

	Signals
	Mandatory/Optional
	Used in command
	Duration Provisioned Value

	Establish BNC (tlsbsc/EstBNC, 0x0117/0x0001)
	M
	ADD, MODIFY
	-

	
	Signal Parameters
	Mandatory/
Optional
	Supported
Values
	Duration Provisioned Value

	
	-
	-
	-
	-

	Release BNC (tlsbsc/RelBNC, 0x0117/0x0002)
	O (NOTE 2)
	ADD, MODIFY-
	-

	
	Signal Parameters
	Mandatory/
Optional
	Supported
Values
	Duration Provisioned Value

	
	-
	-
	-
	-

	Events
	Mandatory/Optional
	Used in command

	TLS session state change (tlsbsc/BNCChange, 0x0117/0x0001)
	O (NOTE 3)
	ADD, MODIFY, NOTIFY-

	
	Event Parameters
	Mandatory/
Optional
	Supported
Values
	Provisioned Value

	
	Type of state change (Type, 0x0001)
	M
	Est [0x01] Bearer Established,
Rel [0x05] Bearer Released
	-

	
	ObservedEvent
Parameters
	Mandatory/
Optional
	Supported
Values
	Provisioned Value

	
	Type of state change (Type, 0x0001)
	M
	Est [0x01] Bearer Established,
Rel [0x05] Bearer Released
	-

	Statistics
	Mandatory/Optional
	Used in command
	Supported Values

	None
	-
	- 
	-

	Error Codes
	Mandatory/Optional

	None
	-

	NOTE 1:	When the IMS-ALG wants to block incoming (D)TLS bearer session establishment requests.
NOTE 2:	When the IMS-ALG wants to explicitly trigger the (D)TLS bearer session release procedure (instead of the implicit trigger related to the removal of the H.248 stream (via a MODify.request or SUBtract.request command)).
NOTE 3:	When the IMS-ALG wants to monitor the execution of (D)TLS bearer control procedures.
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5.14.3.20	Stream endpoint interlinkage (seplink)
Table 5.14.3.20.1: Stream endpoint interlinkage package
	Properties 
	Mandatory/Optional
	Used in command
	Supported Values
	Provisioned Value

	Interlinkage topology (seplink/linktopo, 0x011b/0x0001)
	M
	ADD, MODIFY
	only TCP endpoints
FIXTHIS: to be updated
	empty list

	Signals
	Mandatory/Optional
	Used in command
	Duration Provisioned Value

	None
	-
	-
	-

	
	Signal Parameters
	Mandatory/
Optional
	Supported
Values
	Duration Provisioned Value

	
	-
	-
	-
	-

	Events
	Mandatory/Optional
	Used in command

	None
	-
	-

	
	Event Parameters
	Mandatory/
Optional
	Supported
Values
	Provisioned Value

	
	-
	-
	-
	-

	
	ObservedEvent
Parameters
	Mandatory/
Optional
	Supported
Values
	Provisioned Value

	
	-
	-
	-
	-

	Statistics
	Mandatory/Optional
	Used in command
	Supported Values

	None
	Not Supported
	- 
	-

	Error Codes
	Mandatory/Optional

	#488
	M




* * * Next Change * * * *
5.14.3.x1	Secure RTP (srtp)
Table 5.14.3.x1.1: Secure RTP package
	Properties 
	Mandatory/Optional
	Used in command
	Supported Values
	Provisioned Value

	Supported Encryption Transforms (srtp/set, 0x0107/0x0001)
	O (tbc)
	ADD, MODIFY
	ALL
	-

	Supported Authentication Transforms (srtp/sat, 0x0107/0x0002)
	O (tbc)
	ADD, MODIFY
	ALL
	-

	Key Management Scheme 
(srtp/km, 0x0107/0x0003)
	M
	ADD, MODIFY
	ALL
	-

	Key Lifetime Expiry Behaviour (srtp/kleb, 0x0107/0x0004)
	O (tbc)
	ADD, MODIFY
	ALL
	-

	Signals
	Mandatory/Optional
	Used in command
	Duration Provisioned Value

	None
	-
	- 
	-

	Events
	Mandatory/Optional
	Used in command

	Master Key Expiry (srtp/mke, 0x0107/0x0001)
	O 
	ADD, MODIFY, NOTIFY-

	
	Event Parameters
	Mandatory/
Optional
	Supported
Values
	Provisioned Value

	
	SRTP Watermark (rtpw, 0x0001)
	O
	ALL
	-

	
	SRTCP Watermark (rtpw, 0x0002)
	O
	ALL
	-

	
	ObservedEvent
Parameters
	Mandatory/
Optional
	Supported
Values
	Provisioned Value

	
	Key Expired 
(ke, 0x0001)
	O
	ALL
	-

	Statistics
	Mandatory/Optional
	Used in command
	Supported Values

	Number of Replayed Packets
(srtp/replay, 0x0107/0x0001)
	O
	SUB, 
AUDITVALUE
	ALL

	Number of Authentication Failures
(srtp/authfail, 0x0107/0x0002)
	O
	SUB, 
AUDITVALUE
	ALL

	Sent SRTP Packets Protected by Master Key 
(srtp/srpk, 0x0107/0x0003)
	O
	SUB, 
AUDITVALUE
	ALL

	Sent SRTCP Packets Protected by Master Key
(srtp/scpk, 0x0107/0x0004)
	O
	SUB, 
AUDITVALUE
	ALL

	Received SRTP Packets Protected by Master Key
(srtp/rrpk, 0x0107/0x0005)
	O
	SUB, 
AUDITVALUE
	ALL

	Received SRTCP Packets Protected by Master Key
(srtp/rcpk, 0x0107/0x0006)
	O
	SUB, 
AUDITVALUE
	ALL

	Error Codes
	Mandatory/Optional

	None
	-



* * * Next Change * * * *
5.14.3.x2	SCTP basic session control (sctpbcc)
Table 5.14.3.x2.1: SCTP basic session control package
	Properties 
	Mandatory/Optional
	Used in command
	Supported Values
	Provisioned Value

	Incoming bearer connection establishment blocking 
(sctpbcc/bceb, 0x0121/0x0001)
	O (NOTE 1)
	ADD, MODIFY
	ALL
	"Unblocked"

	SCTP StreamID 
(sctpbcc/sctpid, 0x0121/0x0002)
	M
	ADD, MODIFY
	ALL
	-

	Signals
	Mandatory/Optional
	Used in command
	Duration Provisioned Value

	Establish BNC (sctpbcc/EstBNC, 0x0121/0x0001)
	M
	ADD, MODIFY
	-

	
	Signal Parameters
	Mandatory/
Optional
	Supported
Values
	Duration Provisioned Value

	
	-
	-
	-
	-

	Release BNC (sctpbcc/RelBNC, 0x0121/0x0002)
	O (NOTE 2)
	ADD, MODIFY-
	-

	
	Signal Parameters
	Mandatory/
Optional
	Supported
Values
	Duration Provisioned Value

	
	-
	-
	-
	-

	Events
	Mandatory/Optional
	Used in command

	SCTP connection state change (sctpbcc /BNCChange, 0x0121/0x0001)
	O (NOTE 3)
	ADD, MODIFY, NOTIFY-

	
	Event Parameters
	Mandatory/
Optional
	Supported
Values
	Provisioned Value

	
	Type of state change (Type, 0x0001)
	M
	Est [0x01] Bearer Established,
Rel [0x05] Bearer Released
	-

	
	ObservedEvent
Parameters
	Mandatory/
Optional
	Supported
Values
	Provisioned Value

	
	Type of state change (Type, 0x0001)
	M
	Est [0x01] Bearer Established,
Rel [0x05] Bearer Released
	-

	Statistics
	Mandatory/Optional
	Used in command
	Supported Values

	None
	-
	- 
	-

	Error Codes
	Mandatory/Optional

	None
	-

	NOTE 1:	When the IMS-ALG wants to block incoming SCTP association establishment requests.
NOTE 2:	When the IMS-ALG wants to explicitly trigger the SCTP association shutdown procedure (instead of the implicit trigger related to the removal of the H.248 stream (via a MODify.request or SUBtract.request command)).
NOTE 3:	When the IMS-ALG wants to monitor the execution of SCTP bearer control procedures.



* * * Next Change * * * *
5.14.3.x3	SCTP Re-configuration Stream Reset (sctpreset)
Table 5.14.3.x3.1: SCTP Re-configuration Stream Reset package
	Properties 
	Mandatory/Optional
	Used in command
	Supported Values
	Provisioned Value

	None.
	-
	-
	-
	-

	Signals
	Mandatory/Optional
	Used in command
	Duration Provisioned Value

	Initiate Outgoing SCTP Stream Reset (sctpreset/initreset, 0x0122/0x0001)
	M
	ADD, MODIFY
	-

	
	Signal Parameters
	Mandatory/
Optional
	Supported
Values
	Duration Provisioned Value

	
	sctpid (0x0001)
	M
	ALL
	-

	Outgoing SCTP Stream Reset Response 
(sctpreset/resetresp, 0x0122/0x0002)
	M
	ADD, MODIFY
	-

	
	Signal Parameters
	Mandatory/
Optional
	Supported
Values
	Duration Provisioned Value

	
	sctpid (0x0001)
	M
	ALL
	-

	Events
	Mandatory/Optional
	Used in command

	Detect outgoing SCTP stream reset
(sctpreset/detreset, 0x0122/0x0001)
	M
	ADD, MODIFY, NOTIFY-

	
	Event Parameters
	Mandatory/
Optional
	Supported
Values
	Event Parameters

	
	outresp 
(0x0001)
	O (tbc)
	ALL (tbc)
	outresp 
(0x0001)

	
	ObservedEvent
Parameters
	Mandatory/
Optional
	Supported
Values
	ObservedEvent
Parameters

	
	sctpid (0x0001)
	M
	ALL
	sctpid (0x0001)

	Outgoing SCTP stream reset result
(sctpreset/result, 0x0122/0x0002)
	M
	ADD, MODIFY, NOTIFY-
	Detect outgoing SCTP stream reset
(sctpreset/detreset, 0x0122/0x0001)
	M

	
	Event Parameters
	Mandatory/
Optional
	Supported
Values
	Event Parameters

	
	None.
	-
	-
	-

	
	ObservedEvent
Parameters
	Mandatory/
Optional
	Supported
Values
	ObservedEvent
Parameters

	
	sctpid (0x0001)
	M
	ALL
	-

	
	result (0x0002)
	M
	ALL (tbc)
	-

	Statistics
	Mandatory/Optional
	Used in command
	Supported Values

	None
	-
	- 
	-

	Error Codes
	Mandatory/Optional

	None
	-



* * * Next Change * * * *
5.14.3.x4	Media grouping (mgroup)
Table 5.14.3.x4.1: Media grouping package
	Properties 
	Mandatory/Optional
	Used in command
	Supported Values
	Provisioned Value

	Group Semantics 
(mgroup/groupse, 0x011f/0x0001)
	M
	ADD, MODIFY
	FIXTHIS: to be updated
	-

	Stream Aggregation 
(mgroup/stragg, 0x011f/0x0002)
	M
	ADD, MODIFY
	ALL
	-

	Stream Deaggregation
(mgroup/strdeagg, 0x011f/0x0003)
	M
	ADD, MODIFY
	ALL
	-

	Signals
	Mandatory/Optional
	Used in command
	Duration Provisioned Value

	None
	-
	-
	-

	
	Signal Parameters
	Mandatory/
Optional
	Supported
Values
	Duration Provisioned Value

	
	-
	-
	-
	-

	Events
	Mandatory/Optional
	Used in command

	None
	-
	-

	
	Event Parameters
	Mandatory/
Optional
	Supported
Values
	Provisioned Value

	
	-
	-
	-
	-

	
	ObservedEvent
Parameters
	Mandatory/
Optional
	Supported
Values
	Provisioned Value

	
	-
	-
	-
	-

	Statistics
	Mandatory/Optional
	Used in command
	Supported Values

	None
	Not Supported
	- 
	-

	Error Codes
	Mandatory/Optional

	#489
	M
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5.15	Mandatory support of SDP and Annex C information elements
Table 5.15.1: Mandatory Annex C and SDP information elements
	Information Element
	Annex C Support
	SDP Support

	v-line
	"SDP_V "
	The value must always be equal to zero: v=0

	c-line
	"SDP_C "
	<nettype> <addrtype> and <connection address> are required. 
The network type shall be set to "IN".
The address type may be IPv4 or IPv6.  
The MGC may apply parameter underspecification to the <connection address> subfield. 

	m-line
	"SDP_M "
	There are four fields (or SDP values) <media>, <port>, <proto> and <fmt> in the "m=" line (see IETF RFC 4566 [17]; NOTE 1).
The "m=" line may be omitted from SDP. 

<media>, <port>, <proto >  and <fmt-list> are required if the "m=" line is included.

Media type <media> :

The <media> field shall be set to "audio", "video", "message", "application" or  "-". When "-" is used for the media value then no media resources are required to be reserved at this stage (NOTE 1). If the MG does not support the requested media value it shall reject the command with error code 515.


Transport port <port>
The port value may be underspecified with CHOOSE wildcard.

Transport protocol <proto>
As in table 5.15.2.

Media format <fmt>
Various values may be used for media-format, dependent on the related <media> (NOTE 3).  

"-" may be used for the format list value if no media reservation is required at this stage.
If the  MG does not support the requested media format value the MG shall reject the command with error code 449.

	b-line
	"SDP_B "
	Shall not be used without a "m=" line.

The modifier values shall be "AS", "RS" and "RR".

The AS modifier implies that the bandwidth-value represents the ""maximum bandwidth" (see clause 5.8/ IETF RFC 4566 [17]). The bandwidth-value relates therefore to the peak bitrate (NOTE 2).

The bandwidth-value value defines the IP layer bandwidth for the specific H.248 Stream.

For RTP flows, where RTCP resources are reserved together with the RTP resources using the "RTP Specific Behaviour" property of the Gate Management package (gm) property, the IMS-ALG may also supply additional RTCP bandwidth modifiers (i.e. RR and RS, see IETF RFC 3556 [28]). The AS bandwidth value will include the bandwidth used by RTP. In the absence of the RTCP bandwidth modifiers the IMS-AGW shall allow an additional 5% of the AS bandwidth value for the bandwidth for RTCP, in accordance with IETF RFC 3556 [28].

	o-line
	"SDP_O"
	The origin line consists of six fields:
(<username>, <sess-id>, <sess-version>, <nettype>, <addrtype> and <unicast-address>).

The MGC is not required to supply this line but shall accept it (see clause 7.1.8/ITU-T Recommendation H.248.1 [10]).

The MG shall return the value received from the MGC or if there is no o-line sent by the MGC, the MG shall populate this line as follows:

- <user name> should contain an hyphen
- <session ID> and <version> should contain one or mode digits as described in IETF RFC 4566 [17]
- <network type> shall be set to IN
- <address type> shall be set to IP4 or IP6 The Address Type shall be set to "IP4" or "IP6” depending on the addressing scheme used by the network to which the MG is connected. 
- <address> should contain the fully qualified domain name or IP address of the gateway.

	s-line
	"SDP_S"
	The session name "s=" line contains a single field 
s= <session name>.
The MGC is not required to supply this line but shall accept it (see clause 7.1.8/ITU-T Recommendation H.248.1 [10]).

The MG  shall return the value received from the MGC or if there is no s-line sent by the MGC, the MG shall populate this line as follows:
- "s=-"

	t-line
	"SDP_T"
	The time "t=" line consists of two fields 
t= <start time> and <stop time>.

The MGC is not required to supply this line but shall accept it (see clause 7.1.8/ITU-T Recommendation H.248.1 [10]).

The MG  shall return the value received from the MGC or if there is no t-line sent by the MGC, the MG shall populate this line as follows:
"t=0 0"

	NOTE 1:    IETF RFC 4566 [17] enables "-" as a valid character. 
NOTE 2:	The unit for the bandwidth-value (peak bitrate) is "kbit/s". The "b=" line is not providing any information about the traffic characteristic, i.e. whether the traffic flow has a Constant BitRate (CBR) or Variable BitRate (VBR). The bandwidth-value is thus independent of the traffic characteristic and relates to the peak bitrate for CBR and VBR traffic.
NOTE 3:	In particular, WebRTC uses value "webrtc-datachannel" in case of WebRTC data applications.



Table 5.15.2: Transport Protocol
	Transport Protocol <proto> in m-line:
	If the MG does not support the requested transport protocol, it shall reject the command with error code 449. 

	RTP/AVP
	RTP profile according IETF RFC 3551 [19]. Allow only L4 protocol = UDP (see NOTE 1).

	RTP/AVPF
	Extended RTP profile for RTCP-based Feedback (RTP/AVPF) according IETF RFC 4585 [25]. See 3GPP TS 26.114 [26]. Allow only L4 protocol = UDP (see NOTE 1).

	RTP/SAVP
	SRTP profile according IETF RFC 3711 [30] (NOTE 3). Allow only L4 protocol = UDP (see NOTE 1).

	RTP/SAVPF
	Extended SRTP profile for RTCP-based Feedback (RTP/SAVPF) according IETF RFC 5124 [31] (NOTE 3). Allow only L4 protocol = UDP (see NOTE 1).

	TCP
	Allow only L4 protocol = TCP (NOTE 2)

	TCP/MSRP
	Message service using IETF RFC 4975 [18] (NOTE 6).

	TCP/TLS
	Application agnostic indication with L4 protocol = TCP (NOTE 4).

	TCP/TLS/MSRP
	Application-specific indication with L4 protocol = TCP and TLS-based transport security (SDP codepoint see IETF RFC 4975 [18]) (NOTE 6).

	udptl
	Allow only L4 protocol = UDP

	udp
	Allow only L4 protocol = UDP (NOTE 1).

	UDP/DTLS
	Application agnostic indication with L4 protocol = UDP and DTLS-based transport security (NOTE 5).

	DTLS/SCTP 	Comment by ALU#69_1: Should be L4 agnostic due to possible, ICE-driven UDP <-> TCP switchover processes (ffs).
	WebRTC data channel support using IETF draft-ietf-mmusic-sctp-sdp [x5] and IETF draft-ietf-mmusic-data-channel-sdpneg [x6].

	UDP/TLS/RTP/SAVP
	DTLS-based SRTP key exchange for WebRTC audio and video.

	UDP/TLS/RTP/SAVPF
	

	NOTE 1:	Parameter "udp" is introduced by IETF RFC 4566 [17].
NOTE 2:	Upper case TCP is defined by IETF RFC 4145 [20] and registered by IANA. 
NOTE 3:	The IMS AGW does not need to reserve resources for end-to-access edge media (e2ae) security en-/decryption at this stage if RTP profile identifiers "RTP/SAVP" or "RTP/SAVPF" are signalled without the “a=crypto” property  for that stream. For e2e media security either "RTP/SAVP" is signalled at all terminations in a context, or "RTP/SAVPF" is signalled at all terminations in a context and no media attribute will be signalled; the IMS AGW shall then not terminate the SRTP / SRTCP protocol, but shall pass the encrypted media and control flows (as indicated with the rtcph/rsb property) transparently.
NOTE 4:	Parameter "TCP/TLS" is defined by IETF RFC 4572 [55] for the TLS protocol according to IETF RFC 5246 [53].
NOTE 5:	Parameter "UDP/DTLS" is introduced by IETF draft-schwarz-mmusic-sdp-for-gw [54] (based on ITU-T Recommendation H.248.93 [50]).
NOTE 6:	Conditional support, dependent on application-aware interworking.



Editor's Note: The above DTLS-related table rows for WebRTC are not yet confirmed, dependent whether a single or two DTLS connections will be used. The single DTLS connection approach might also require SDP-related bundling at SIP level (ffs).
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5.16	Optional support of SDP and Annex C information elements
Specifies what SDP attributes and Annex C information elements may be supported.
Table 5.16.1: Optional Annex C and SDP information elements
	Information Element
	Annex C Support
	SDP Support

	a-line
	"SDP_A "
	1) Application "RTCP transport address control": 
a) Default mode "without RTP/RTCP transport multiplexing":
The attribute "a=rtcp" line may either contain (a=rtcp: <port>) or (a=rtcp: <port> <network type> <address type> <connection address>) when the "a=" line is used for RTCP transport port and optionally network address transmission (see IETF RFC 3605 [21]). .
The MGC shall supply the "a=rtcp" line in the RD when non-default RTCP network address or transport port values are used by the peer media entity.
"RTCP transport address control" should be supported by MG (NOTE 2).
b) Optional extension mode "with RTP/RTCP  transport multiplexing":
The attribute "a=rtcp-mux" (see IETF RFC 5761 [59]) is used for indicating RTP/RTCP transport multiplexing. Tables 4/1 to 4/5 in ITU-T Recommendation H.248.57 [5] define the appropriate RTCP port allocation rules. 

2) Media related parameters in general:
The "a=" line provides the complementary information for the "m=" line with regards to a specified media type/format (e.g. an optional SDP „a=ptime" line for a particular media format).
For a dynamic RTP payload type, for each media information on the codec type shall be provided in a separate SDP "a=rtpmap"line and possibly additional SDP "a=fmtp"-line(s).

3) Application " Media interworking (transcoding)":
See "a=" line specification in (2). Media interworking is limited to audio transcoding only (NOTE 1).

4) IMS media plane security related parameters:
4.1) SRTP-specific security parameters:
The attribute "a=crypto" (see IETF RFC 4568 [29]) shall be provided for an m-line in the local and remote descriptor of an access network termination if the IMS-ALG wants that the corresponding media is encrypted, decrypted and/or integrity protected by the IMS-AGW (IMS end-to-access-edge media plane security). For each m-line, only a single "a=crypto" attribute shall be provisioned (i.e. only information related to a single crypto suite is provisioned to the IMS-AGW). The "a=crypto" attribute may contain several master keys. An IMS-AGW supporting end-to-access-edge media plane security shall support parameters within the "a=crypto" attribute in accordance with the profile in Annex of 3GPP TS 33.328 [34].
4.2) (D)TLS-specific security parameters:
The attribute "a=fingerprint" (see IETF RFC 4572 [55]) shall be provided in accordance with ITU-T Recommendation H.248.90 [48] for an "m="-line in the local and remote descriptor of an access network termination if the IMS-ALG wants that the corresponding media is encrypted, decrypted and/or integrity protected by the IMS-AGW (IMS end-to-access-edge media plane security).

5) Coordination of Video Orientation
The attribute "a=extmap" (see IETF RFC 5285 [41]) may be provided for an m-line in the local and remote descriptor if the IMS-AGW supports the extended RTP header with Coordination of Video Orientation information, see also 3GPP TS 26.114 [26]. 

6) Generic Image Attribute
The attribute "a=imageattr" (see IETF RFC 6236 [42]) may be provided for an m-line in the local and remote descriptor if the IMS-AGW supports the generic image attributes, see also 3GPP TS 26.114 [26]. The local descriptor indicates the image sizes which the IMS-AGW supports in the receiving direction for the selected payload type and corresponds to the "recv" keyword (see IETF RFC 6236 [42]) in the "a=imageattr" that the IMS-ALG will send within the SDP body on the Mw/Mx interface. The remote descriptor indicates the image sizes which the IMS-AGW supports in the sending direction for the selected payload type and corresponds to the "send" keyword (see IETF RFC 6236 [42]) in the "a=imageattr" that the IMS-ALG will send within the SDP body on the Mw/Mx interface.

7) ICE support
The attributes "a=candidate", "a=ice-pwd", and "a=ice-ufrag" (see IETF RFC 5245 [44]) may be provided for an SDP m-line in the local and remote descriptor if the IMS-AGW supports ICE, see also 3GPP TS 24.229 [45]. In the local descriptor, the IMS-ALG shall provide "a=ice-pwd", and "a=ice-ufrag" with wildcard sign "$" to request the allocation of a password and user name fragment, and the "a=candidate" of type "host" with the transport, port and priority parameters with wildcard sign "$" to request the allocation of a host candidate. The IMS-AGW shall then reply with completed "a=ice-pwd", and "a=ice-ufrag" and "a=candidate" attributes in the local descriptor, and shall include "a=ice-lite" if it only supports ICE lite. In the remote descriptor, the IMS-ALG may provide the "a=candidate", "a=ice-pwd", and "a=ice-ufrag".

8) state-agnostic and state-aware TCP handling:
The attribute "a=setup" (see IETF RFC 4145 [20]) shall be provided for TCP-based media, in accordance with ITU-T Recommendation H.248.84 [46], when triggering an end-to-end TCP simultaneous open (leading to a TCP merge mode in the IMS-AGW) or other TCP modes of operation. 

9) Application-aware interworking for MSRP traffic:
The attribute "a=path" (see IETF RFC 4975 [11]) shall be provided, when enabling a bearer level application gateway (B-ALG) function for MSRP traffic, according to ITU-T Recommendation H.248.78 [56].

10) Handling of RTCP APP messages when transcoding between EVS and non EVS codecs:
The attribute "a=3gpp_mtsi_app_adapt" (see 3GPP TS 26.114 [26]) containing the allowed RTCP APP message types shall be provided when the IMS-AGW is allowed to send RTCP APP messages.

11) WebRTC data traffic:
FIXTHIS:
The attributes 
· "a=sctp-port: <port>" (see [x5], (NOTE 3); 
· "a=max-message-size: <value>" (see [x5], (NOTE 3); 
· "a=dcmap: <SCTP StreamID>" (see [x6], (NOTE 4); 
· "a=dcmap: <SCTP StreamID> subprotocol="…"" (see [x6], (NOTE 5); 
· "a=dcsa: …" (see [?], (NOTE 6); 
are used for the SCTP/DTLS/L4-based transport of WebRTC data.

	NOTE 1: 	Media Interworking is optional.
NOTE 2: 	Table 1 in ITU-T Recommendation H.248.57 [5] provides the correspondent RTCP port allocation rules.
NOTE 3: 	FIXTHIS     
NOTE 4:	Application-agnostic WebRTC data channel configuration.
NOTE 5:	Application-aware WebRTC data channel configuration.
NOTE 6:	Application-specific information of a particular subprotocol as WEBRTC data channel.


Editor's Note:	The support for video transcoding is required for vSRVCC but should be changed from Rel-11, separate CRs would be required for this change.
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5.17.1	Formats and Codes
Table 5.17.1.1 shows the parameters which are required for the procedures defined in the following clauses.
The coding rules applied in ITU-T Recommendation H.248.1 [10] for the applicable coding technique shall be followed for the UMTS capability set.
The binary encoding rules which are applicable to the defined Abstract Syntaxes are the Basic Encoding Rules for Abstract Syntax Notation One, defined in ITU-T Recommendation X.690 [22].  Specifically in accordance with ITU-T Recommendation X.690 [22] section 7.3, alternative encodings based on the definite and indefinite form of length are permitted by the basic encoding rules as a sender's option. Receivers shall support both alternatives.
Unsupported values of parameters or properties may be reported by the IMS-AGW and shall be supported by the IMS-ALG as such by using H.248.1 error code #449 " Unsupported or Unknown Parameter or Property Value ". The unsupported or unknown value is included in the error text in the error descriptor.
Table 5.17.1.1: Information Elements Used in Procedures
	Signalling Object
	H.248 Descriptor
	Coding

	Allowed RTCP APP message types
	Remote Descriptor
	The "a=3gpp_mtsi_app_adapt" SDP attribute defined in 3GPP TS 26.114 [26].

	Alternate MGC Id 
	ServiceChange
	The MGCIdToTry parameter in ITU-T Recommendation H.248.1 [10]. 

	Available Realms
	Termination State
	According to Available Realms property in ITU-T Recommendation H.248.41 [8].

	Application-aware MSRP interworking request
	LocalControl
	This is the ptbalg property from ITU-T Recommendation H.248.78 [56] concerning the configuration of a B-ALG service (for MSRP traffic).

	BNC Release
	Events, ObservedEvents 
	As for the Events/ObservedEvents Descriptor in subclause E.1.2.1/ ITU-T Recommendation H.248.1 [10] "Cause"

	Cause
	ObservedEvents
	As for the ObservedEvent Parameter in subclause E.1.2.1/ ITU-T Recommendation H.248.1 [10] "General cause"

	Changed Realms
	Observed Events
	According to Observed Events Parameters for Available Realms Changed event in ITU-T Recommendation H.248.41 [8].

	Codec List
	Local Descriptor or Remote Descriptor
	<fmt list> in a single SDP m-line.
For a static RTP payload type, the codec type should be implied by the RTP payload type, if not then each codec type shall be provided in a separate SDP "a=rtpmap"-line and possibly additional SDP "a=fmtp"-line(s). 
For a dynamic RTP payload type, for each codec information on the codec type shall be provided in a separate SDP "a=rtpmap"-line and possibly additional SDP "a=fmtp"-line(s). 

	Connectivity Mode
	LocalControl
	ITU-T Recommendation H.248.1 [10] Mode property.
Binary Encoding: 	Encoding as per ITU-T Recommendation H.248.1 Annex A [10] "streamMode"
Textual Encoding: 	Encoding as per ITU-T Recommendation H.248.1 Annex B [10] "streamMode".

	Context ID
	NA
	Binary Encoding: 	As per ITU-T Recommendation H.248.1 [10] Annex A.
Textual Encoding: 	As per ITU-T Recommendation H.248.1 [10] Annex B.

	Cryptographic SDES Attribute
	Local Descriptor or Remote Descriptor
	"crypto" attribute in SDP a-line as defined in IETF RFC 4568 [29], see 5.16


	Delay Variation Tolerance
	LocalControl
	This is the tman/dvt property from ITU-T Recommendation H.248.53 [7].

	Diffserv Code Point
	LocalControl
	Defined according to the Differentiated Services Code Point property in ITU-T Recommendation H.248.52 [12].

	Diffserv Tagging Behaviour
	LocalControl
	Defined according to the Tagging Behaviour property in ITU-T Recommendation H.248.52 [12].

	Discard Incoming TCP Connection Establishment Requests Indicator
	LocalControl
	Defined according to the Incoming bearer connection establishment blocking property (tcpbcc/bceb) in ITU-T Recommendation H.248.89 [47].

	ECN Enabled
	Local Descriptor or Remote Descriptor
	Defined according to the "ECN Enabled" property in ITU-T Recommendation H.248.82 [40].

	ECN Failure
	Events, 
Observed Events
	Defined according to the "ECN Failure" Event in ITU-T Recommendation H.248.82 [40].

	ECN Failure Type
	ObservedEvents Descriptor
	As for the ObservedEventsDescriptor Parameter "Failure Type" in ITU-T Recommendation H.248.82 [40].

	ECN Initiation Method
	Local Descriptor or Remote Descriptor
	Defined according to "Initiation Method" property in ITU-T Recommendation H.248.82 [40].

	Emergency Call Indication
	NA
	ITU-T Recommendation H.248.1 [10] 6.1.1 Emergency  Call Indicator Binary Encoding: Encoding as per ITU-T Recommendation H.248.1 [10] Annex A  "Emergency” context attribute
Textual Encoding: Encoding as per ITU-T Recommendation H.248.1 [10] Annex B " EmergencyToken” context attribute

	Establish (D)TLS session
	Signals
	Defined according to the Establish BNC signal (tlsbsc/EstBNC) in ITU-T Recommendation H.248.90 [48].

	Extended Header For CVO
	Local Descriptor or Remote Descriptor
	"extmap" attribute in SDP a-line as defined in IETF RFC 5285 [41], see 5.16


	Forward Incoming TCP Connection Establishment Requests Indicator
	LocalControl
	Defined according to the Interlinkage topology property (seplink/linktopo) in ITU-T Recommendation H.248.93 [50].

	Generic Image Attribute
	Local Descriptor or Remote Descriptor
	"imageattr" attribute in SDP a-line as defined in IETF RFC 6236 [46], see table 5.16.1.

	ICE host candidate request
	Local Descriptor
	The "a=candidate" SDP attribute defined in IETF RFC 5245 [44] of type "host" with the transport, port and priority parameters with wildcard sign "$" to request the allocation of a host candidate

	ICE host candidate
	Local Descriptor
	The "a=candidate" SDP attribute defined in IETF RFC 5245 [44]

	ICE lite indication
	Local Descriptor
	The "a=ice-lite" SDP attribute defined in IETF RFC 5245 [44].

	ICE password request
	Local Descriptor
	The "a=ice-pwd" SDP attribute defined in IETF RFC 5245 [44] with wildcard sign "$". 

	ICE password
	Local Descriptor
	The "a=ice-pwd" SDP attribute defined in IETF RFC 5245 [44].

	ICE received candidate
	Remote Descriptor
	The "a=candidate" SDP attribute defined in IETF RFC 5245 [44]

	ICE received password
	Remote Descriptor
	The "a=ice-pwd" SDP attribute defined in IETF RFC 5245 [44].

	ICE received Ufrag
	Remote Descriptor
	The "a=ice-ufrag" SDP attribute defined in IETF RFC 5245 [44].

	ICE Ufrag request
	Local Descriptor
	The "a=ice-ufrag" SDP attribute defined in IETF RFC 5245 [44] with wildcard sign "$".

	ICE Ufrag
	Local Descriptor
	The "a=ice-ufrag" SDP attribute defined in IETF RFC 5245 [44].

	ICE Connectivity Check Result
	Events, 
Observed Events
	Defined according to Connectivity Check Result event in ITU-T Recommendation H.248.50 [43].

	ICE Send Connectivity Check 
	Signals 
	Defined as the ostuncc/scc signal in ITU-T Recommendation H.248.50 [43].

	ICE New Peer Reflexive Candidate
	Events, 
Observed Events
	Defined according to New Peer Reflexive Candidate event in ITU-T Recommendation H.248.50 [43], only applicable for full ICE.

	ICE Send Additional Connectivity Check 
	Signals 
	Defined as the ostuncc/sacc signal in ITU-T Recommendation H.248.50 [43], only applicable for full ICE.

	Consent freshness test request
	Signals
	Defined according to stnconfres/contest signal in ITU-T Recommendation H.248.50 [43].

	STUN consent freshness test failure
	Events, 
Observed Events
	Defined according to stnconfres/confail event in ITU-T Recommendation H.248.50 [43].

	Inactivity Timer
	Events, 
Observed Events
	Defined according to Inactivity Timeout event in ITU-T Recommendation H.248.14 [11].

	IP Address
	Local Descriptor or Remote Descriptor
	<connection address> in SDP "c-line"


	IP Realm
	LocalControl
	According to IP Realm Identifier property in ITU-T Recommendation H.248.41 [8].

	IP Version
	Local Descriptor or Remote Descriptor
	<address type> in SDP "c-line", see 5.15


	Latching 
	Signals 
	This is the ipnapt/latch signal in ITU-T Recommendation H.248.37 [4]. 

	Local certificate fingerprint 
	Local Descriptor
	"fingerprint" attribute in SDP "a="-line as defined in IETF RFC 4572 [55] see table 5.16.1.

	Local certificate fingerprint Request
	Local Descriptor
	"fingerprint" attribute in SDP "a="-line as defined in IETF RFC 4572 [55] with wildcard choose "$".

	Maximum Burst Size
	LocalControl
	This is the tman/mbs property from ITU-T Recommendation H.248.53 [7]

	Media Inactivity Detection 
	Events, 
Observed Events
	Defined according to ipstop event in ITU-T Recommendation H.248.40 [24].

	Media Inactivity Detection Time
	Events
	As for the Event Parameter in ITU-T Recommendation H.248.40 [24] "Detection Time"

	Media Inactivity Detection Direction
	Events
	As for the Event Parameter in ITU-T Recommendation H.248.40 [24] "Direction"

	Media Type
	Local Descriptor or Remote Descriptor
	<media> in SDP m-line
"audio" or “video”  or “-“

	MSRP Path
	Remote Descriptor
	The "a=path" SDP attribute defined in IETF RFC 4975 [18].

	Notify (D)TLS session establishment Failure Event
	ObservedEvents
	As for the ObservedEvent Parameter in subclause E.1.2.1/ ITU-T Recommendation H.248.1 [10] "General cause"

	Notify TCP Connection Establishment Failure Event
	ObservedEvents
	As for the ObservedEvent Parameter in subclause E.1.2.1/ ITU-T Recommendation H.248.1 [10] "General cause"

	Overload Notification
	Events, 
ObservedEvents
	This is the chp/mgcon event from ITU-T Recommendation H.248.10 [14] or the ocp/mg_overload event from ITU-T Recommendation H.248.11 [13]. 

	Peak Data Rate 
	LocalControl
	This is the tman/pdr property from ITU-T Recommendation H.248.53 [7]. 

	Policing Required
	LocalControl
	This is the tman/pol property from ITU-T Recommendation H.248.53 [7].

	Port
	Local Descriptor or Remote Descriptor
	<port> in SDP m-line.


	Priority Information
	NA
	Priority Indicator (subclause 6.1.1 of ITU-T Recommendation H.248.1 [10])
Binary Encoding: Encoding as per ITU-T Recommendation H.248.1 [10] Annex A "priority" context attribute
Textual Encoding: Encoding as per ITU-T Recommendation H.248.1 [10] Annex B "priority" context attribute

	Realm Availability Change
	Events, 
Observed Events
	According to Available Realms Changed event in ITU-T Recommendation H.248.41 [8].

	Reduction
	ObservedEvent Descriptor
	As for the ObserverdEventDescriptor in subclause 4.2.1/ ITU-T Recommendation H.248.10 [14] "MGCongestion".

	Release (D)TLS session
	Signals
	Defined according to the Release BNC signal (tlsbsc/RelBNC) in ITU-T Recommendation H.248.90 [48].

	Remote certificate fingerprint
	Remote Descriptor
	"fingerprint" attribute in SDP "a="-line as defined in IETF RFC 4572 [55], see table 5.16.1.

	Remote Source Address Filtering
	LocalControl
	Defined according to Remote Source Address Filtering property in ITU-T Recommendation H.248.43 [6].

	Remote Source Address Mask
	LocalControl
	Defined according to Remote Source Address Mask property in ITU-T Recommendation H.248.43 [6].

	Remote Source Port Filtering
	LocalControl
	Defined according to Remote Source Port Filtering property in ITU-T Recommendation H.248.43 [6].

	Remote Source Port
	LocalControl
	Defined according to Remote Source Port property in ITU-T Recommendation H.248.43 [6].

	Remote Source Port Range
	LocalControl
	Defined according to Remote Source Port Range property in ITU-T Recommendation H.248.43 [6].

	Reserve_Value
	LocalControl
	ITU-T Recommendation H.248.1 [10] Reserve property.
Binary Encoding: 	Encoding as per ITU-T Recommendation H.248.1 [10] Annex A "reserveValue "
Textual Encoding: 	Encoding as per ITU-T Recommendation H.248.1 [10] Annex B "reservedValueMode".

	ROOT Properties
	Termination State
	The properties  in subclause E.2.1/ ITU-T Recommendation H.248.1 [10] 

	RTCP allocation (NOTE)
	Local Control
	Defined according to RTCP Allocation Specific Behaviour 
  property in ITU-T Recommendation H.248.57 [5].

	RTP/RTCP transport multiplexing
	Local Descriptor or Remote Descriptor
	The SDP attribute "a=rtcp-mux" according to IETF RFC 5761 [59].

	explicit RTCP transport address
	Remote Descriptor
	The SDP attribute "a=rtcp:" according to IETF RFC 3605 [21].

	RtcpbwRR
	Local Descriptor or Remote Descriptor
	<bandwidth> in SDP "b:RR"-line. see 5.15


	RtcpbwRS

	Local Descriptor or Remote Descriptor
	<bandwidth> in SDP "b:RS"-line. see 5.15


	Rtpbw
	Local Descriptor or Remote Descriptor
	<bandwidth> in SDP "b:AS"-line. see 5.15


	RTPpayload
	Local Descriptor or Remote Descriptor
	<fmt list> in SDP m-line. This may be set to CHOOSE ($) in a LD sent from the IMS-ALG toward the IMS-AGW. 


	Send TCP Connection Establishment Requests Indicator
	Signals
	Defined according to the Establish BNC signal (tcpbcc/EstBNC) in ITU-T Recommendation H.248.89 [47].

	Stream Number
	Stream
	Encoding as per ITU-T Recommendation H.248.1 [10] Annex B "Stream"/"ST". 
For a single stream, this may be omitted by the IMS-ALG.

	STUN server request
	LocalControl
	Encoding as per ITU-T Recommendation H.248.50 [43] "MG Act-as STUN Server" (mgastuns) package "Act-as STUN Server" (astuns, 0x0001) property.

	Sustainable Data Rate
	LocalControl
	This is the tman/sdr property from ITU-T Recommendation H.248.53 [7].

	TCP State-aware Handling Indicator and Setup Direction
	Signals, Events or LocalControl
	The "a=setup" SDP attribute as per subclause 13.5.1 of ITU-T Recommendation H.248.84 [46].


	Termination heartbeat
	Events
ObservedEvents
	As per Termination Heartbeat defined in ITU-T Recommendation H.248.36 [9] Clause 5.2.1.

	Termination ID
	NA
	Binary Encoding: 	As per ITU-T Recommendation H.248.1 [10] Annex A.
Textual Encoding: 	As per ITU-T Recommendation H.248.1 [10] Annex B.

	Transaction ID
	NA
	Binary Encoding: 	As per ITU-T Recommendation H.248.1 [10] Annex A.
Textual Encoding: 	As per ITU-T Recommendation H.248.1 [10] Annex B.

	Transport
	Local Descriptor or Remote Descriptor
	<transport> in SDP m-line, see 5.15


	NOTE: Signalling element "RTCP allocation" corresponds to the stage 2 information element "RTCP handling".



Editor's Note:	Table update required dependent on stage 2 CR agreements.
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5.17.2.1 	General
This section describes the various call related procedures performed by the IMS-AGW, which are listed in table 5.17.2.1.1 
Table 5.17.2.1.1: IMS-AGW Call Related Procedures
	Transaction defined in 3GPP TS 23.334 [23]
	Supported
	Comment

	Reserve AGW Connection Point
	Mandatory
	See 5.17.2.2

	Configure AGW Connection Point
	Mandatory
	See 5.17.2.3

	Reserve and Configure AGW Connection Point
	Mandatory
	See 5.17.2.4

	Release AGW Termination
	Mandatory
	See 5.17.2.5

	Termination Heartbeat Indication
	Mandatory
	See 5.17.2.6

	IP Bearer Released
	Mandatory
	See 5.17.2.7

	Media Inactivity Notification
	Optional
	See 5.17.2.8

	Change Through Connection
	Mandatory
	See 5.17.2.9

	Change Flow Direction
	Optional
	See 5.17.2.10. 

	ECN Failure Indication
	Optional
	See 5.17.2.11
Only applicable if ECN endpoint capability is supported

	ICE Connectivity Check Result Notification
	Optional
	See 5.17.2.12
Only applicable if full ICE is supported

	ICE New Peer Reflexive Candidate Notification
	Optional
	See 5.17.2.13
Only applicable if full ICE is supported

	Notify TCP connection establishment Failure Indication
	Optional
	See 5.17.2.14
Only applicable if state-aware TCP handling (proxy mode) is supported

	Notify (D)TLS session establishment Failure Indication
	Optional
	See 5.17.2.15
Only applicable 
if IMS media security for TCP and/or UDP is supported



Editor's Note:	Table update required dependent on stage 2 CR agreements.
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5.17.2.2	Reserve AGW Connection Point
The IMS-ALG sends an ADD request command as in Table 5.17.2.2.1. 
Table 5.17.2.2.1: Reserve AGW Connection Point Request
	Address Information
	Control information
	Bearer information

	Local Descriptor {
   Port = $
   IP Address = $ 
   IP Version = IPv4 or IPv6

}
	Transaction ID = x
If Context Requested:
   Context ID= $
   If Emergency Call:
	Emergency Call Indication

   If MPS call/session:
      Priority Indicator = x

If Context Provided:
   Context ID = c1

Termination ID = $
If Stream Number specified:-
   Stream Number
If Resources for multiple Codecs required:
   Reserve_Value 

If IP Interface Type:
    IP interface = "IP interface type"

If indication on Bearer Released requested:
   NotificationRequested (Event ID = x, "BNC Release") 

If diffserv required:- 
   Diffserv Code Point
   If tagging behaviour
    Diffserv Tagging Behaviour

If Remote Source Address Filtering required:-
   Remote Source Address Filtering
   If Remote Source Address range required:
          Remote Source Address   Mask

If Remote Source Port Filtering required:-
   Remote Source Port Filtering
   If individual port:
      Remote Source Port 
   If range of ports
      Remote Source Port Range

NotificationRequested (Event ID = x,
"termination heartbeat")

If IP Realm specified:-
   IP Realm

If Latching Required:- 
   Latching 

If Sustainable Data Rate Policing Required:-
   Policing Required
   Sustainable Data Rate
   Maximum Burst Size

If Peak Data Rate Policing Required:
   Policing Required
   Peak Data Rate
     If Delay Variation Required
        Delay Variation Tolerance

If Media Inactivity Detection Required:
   NotificationRequested (Event ID = x, "Media Inactivity Detection( Media Inactivity Detection Time, Media Inactivity Detection Direction) ") (NOTE 1)

If RTCP handling required:
   RTCP allocation

If ECN transparent support required: 
   ECN Enable = "True"
   Initiation Method = "inactive"

If ECN Endpoint support required
     ECN Enable = "True"
    Initiation Method = "ECN Initiation 
    Method" (NOTE 2)

      If notification of ECN Failure
         Report:
         NotificationRequested (Event     ID
     = x,"ECN Failure")

If ICE is applied:
   STUN server request

If TCP state-aware handling required:
   TCP State-aware Handling Indicator and Setup Direction

If Discard Incoming TCP connection establishment request required:
   Discard Incoming TCP Connection Establishment Requests Indicator

If Forward Incoming TCP connection establishment request required:
   Forward Incoming TCP Connection Establishment Requests Indicator

If indication on TCP connection establishment failure requested:
   NotificationRequested (Event ID = x, "TCP connection establishment failure") 

If (D)TLS session establishment required:
   Establish (D)TLS session

If indication on (D)TLS session establishment failure requested:
   NotificationRequested (Event ID = x, "(D)TLS session establishment failure") 

If media is "message":
   If B-ALG for MSRP required:
      Application-aware MSRP 
      interworking request

	Local Descriptor { 
If media is "audio" or "video":
   Codec List = Codec List
   RTP Payloads = RTP Payload
   Rtpbw
   If RTCP bandwidth
      RtcpbwRS
      RtcpbwRR   
   If RTCP handling required:
   RTP/RTCP transport multiplexing (NOTE 5)   
   If IMS media plane security required:
      Cryptographic SDES Attribute

If media is "video":
   If CVO required:
	Extended Header For CVO
      (NOTE3)
   If imageattr negotiation:
	Generic Image Attribute
     (NOTE 4) 

If ICE is applied:
   ICE host candidate request
   ICE password request
   ICE Ufrag request
   If STUN consent freshness test required:
STUN consent freshness request
NotificationRequested(Event ID= x, “STUN consent freshness test failure”)

If media is "message" or "application" or "-":
   If IMS media plane security required:
	Local certificate fingerprint Request
   }


	NOTE 1:	The event parameters "Media Inactivity Detection Time" and "Media Inactivity Detection Direction" are optional.
NOTE 2:	This shall be set to a value other than "inactive". See Table 5.14.3.15.1. 
NOTE 3:	If the IMS-AGW supports the extended RTP header with Coordination of Video Orientation information it shall pass any received extended RTP header with CVO bits on to outgoing RTP streams. If the IMS-AGW is transcoding between video payloads and it supports the extended RTP header with Coordination of Video Orientation information it shall convey received RTP header bytes on the outgoing RTP stream after transcoding associated packets as specified in 3GPP TS 26.114 [26], subclause 7.4.5. 
NOTE 4:	The support of the generic image attributes is optional for the IMS-AGW. The list of image sizes per payload type supported by the IMS-AGW is preconfigured in the IMS-ALG. If none of the image sizes received within an SDP body on Mx/Mw interface is supported by the IMS-AGW then the IMS-ALG will not send the generic image attribute parameter to the IMS-AGW. 
NOTE 5:	This element is optional. The RTCP port allocation rules are specified in tables 4/1 to 4/5 in ITU-T Recommendation H.248.57 [5].



On reserving the termination, the IMS-AGW responds as in Table 5.17.2.2.2.
Table 5.17.2.2.2: Reserve AGW Connection Point Acknowledge
	Address Information
	Control information
	Bearer information

	Local Descriptor {
   Port
   IP Address 
   IP Version
}
	Transaction ID = x
Context ID = C1
Termination ID = T1
Stream Number

	Local Descriptor {
If media is "audio" or "video":

   Codec List
   RTP Payloads 
   Rtpbw
   If RTCP bandwidth
      RtcpbwRS
      RtcpbwRR   
   If IMS media plane security was provided in the request:
      Cryptographic SDES Attribute

If media is "video":
   If CVO extension header provided in the request:
	Extended Header For CVO
   If image attribute negotiation:
	 Generic Image Attribute

If ICE is applied:
   ICE host candidate
   ICE password
   ICE Ufrag
   If ICE lite implementation
       ICE lite indication

If media is "message" or "application" or "-":
   If Local certificate fingerprint was requested:
	Local certificate fingerprint
}



Editor's Note:	Table update required dependent on stage 2 CR agreements.
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5.17.2.3	Configure AGW Connection Point
This procedure is used to configure the AGW connection point during session establishment or to reconfigure it during session establishment or after the session is established
The IMS-ALG sends a MODIFY request command as in Table 5.17.2.3.1.
Table 5.17.2.3.1: Configure AGW Connection Point Request 
	Address Information
	Control information
	Bearer information

	If local resources are modified:
   Local Descriptor {
      Port
      IP Address
      IP Version 
   }
If remote resources are modified:
   Remote Descriptor {
      Port
      IP Address
      IP Version
   }
	Transaction ID = x
Context ID = C1
Termination ID = T1

If MPS priority is modified:
   Priority Indicator = x (NOTE 4)

If Stream Number specified:
   Stream Number

If Resources for multiple Codecs required:
   Reserve_Value

If diffserv required:- 
   Diffserv Code Point
If tagging behaviour
   Diffserv Tagging Behaviour

If Remote Source Address Filtering required:-
   Remote Source Address Filtering
   If Remote Source Address range required:
          Remote Source Address   Mask

If Remote Source Port Filtering required:-
   Remote Source Port Filtering
   If individual port:
      Remote Source Port 
   If range of ports
      Remote Source Port Range

NotificationRequested (Event ID = x,
"termination heartbeat")

If IP Realm specified:-
   IP Realm (NOTE 1)

If Latching Required:- 
   Latching 

If Sustainable Data Rate Policing Required:-
   Policing Required
   Sustainable Data Rate
   Maximum Burst Size

If Peak Data Rate Policing Required:
   Policing Required
   Peak Data Rate
     If Delay Variation Required
        Delay Variation Tolerance

If Media Inactivity Detection Required:
   NotificationRequested (Event ID = x, "Media Inactivity Detection( Media Inactivity Detection Time, Media Inactivity Detection Direction)") (NOTE 2)

If RTCP handling required:
   RTCP allocation

If ECN transparent support required: 
   ECN Enable = "True"
   Initiation Method = "inactive"

If ECN Endpoint support required
     ECN Enable = "True"
    Initiation Method = "ECN Initiation 
    Method" (NOTE 3)

      If notification of ECN Failure
         Report:
         NotificationRequested (Event     ID
     = x,"ECN Failure")

  If full ICE is applied:
      Send Connectivity Check
       ("Control")
     If notification of ICE Connectivity Check Result Report:
         NotificationRequested (Event ID= xx,
"Connectivity Check Result")
      If notification of New Peer Reflexive Candidate:
         NotificationRequested (Event ID
         = xy,"New Peer Reflexive Candidate")
         Send Additional Connectivity Check ("Control")

If TCP state-aware handling required:
   TCP State-aware Handling Indicator and Setup Direction

If Discard Incoming TCP connection establishment request required:
   Discard Incoming TCP Connection Establishment Requests Indicator

If Forward Incoming TCP connection establishment request required:
   Forward Incoming TCP Connection Establishment Requests Indicator

If TCP connection establishment required:
   Send TCP Connection Establishment Request Indicator

If indication on TCP connection establishment failure requested:
   NotificationRequested (Event ID = x, "TCP connection establishment failure") 

If (D)TLS session establishment required:
   Establish (D)TLS session

If indication on (D)TLS session establishment failure requested:
   NotificationRequested (Event ID = x, "(D)TLS session establishment failure") 

If (D)TLS session release required:
   Release (D)TLS session

If media is "message":
   If B-ALG for MSRP required:
      Application-aware MSRP 
      interworking request
	If local resources are modified:
   Local Descriptor { 
   If media is "audio" or "video":
      Codec List
      RTP Payloads 
Rtpbw
   If RTCP bandwidth
      RtcpbwRS
      RtcpbwRR   
   If RTCP handling required:
   RTP/RTCP transport multiplexing (NOTE 9)   
   If IMS media plane security required:
       Cryptographic SDES Attribute

If media is "video": 
   If CVO required:
	Extended Header For CVO 
     (NOTE 5)
   If imageattr negotiation:
	Generic Image Attribute
     (NOTE 6)
   }

If remote resources are modified:
   Remote Descriptor {
   If media is "audio" or "video":
      Codec List
      RTP Payloads
      Rtpbw
   If RTCP bandwidth
      RtcpbwRS
      RtcpbwRR    
   If RTCP handling required:
   RTP/RTCP transport multiplexing (NOTE 9)  
   If RTCP handling required:
   explicit RTCP transport address (NOTE 8) 
   If IMS media plane security required:
       Cryptographic SDES Attribute
   If RTCP APP messages allowed
     Allowed RTCP APP message
       types

If media is "message" or "application" or "-":
   If IMS media plane security required:
	Remote certificate fingerprint 
If media is "video": 
   If CVO required:
	Extended Header For CVO
      (NOTE 5)
   If imageattr negotiation:
	Generic Image Attribute
     (NOTE 6)

If media is "message": 
   If B-ALG for MSRP required:
	MSRP Path

 If ICE is applied:
    ICE received candidate
    ICE received password
    ICE received Ufrag
     (NOTE 7) 
    If STUN consent freshness test required:
STUN consent freshness request
NotificationRequested(Event ID= x, “STUN consent freshness test failure”)

   }

	NOTE 1:	This can only be set to the same realm as at the reservation stage. If a different realm is specified, the IMS-AGW shall return error 501 “Not Implemented”.
NOTE 2:	The event parameters "Media Inactivity Detection Time" and "Media Inactivity Detection Direction" are optional. 
NOTE 3:	This shall be set to a value other than "inactive". See Table 5.14.3.15.1.
NOTE 4: 	The support of the modification of the Priority Indicator value is optional for the IMS-AGW and depends on implementation solution for Priority call/session authorisation (see 3GPP TS 23.334 [23]). 
NOTE 5:	If the IMS-AGW supports the extended RTP header with Coordination of Video Orientation information it shall pass any received extended RTP header with CVO bits on to outgoing RTP streams. If the IMS-AGW is transcoding between video payloads and it supports the extended RTP header with Coordination of Video Orientation information it shall convey received RTP header bytes on the outgoing RTP stream after transcoding associated packets as specified in 3GPP TS 26.114 [26], subclause 7.4.5. 
NOTE 6:	The support of the generic image attributes is optional for the IMS-AGW. The list of image sizes per payload type supported by the IMS-AGW is preconfigured in the IMS-ALG. If none of the image sizes received within an SDP body on Mx/Mw interface is supported by the IMS-AGW then the IMS-ALG will not send the generic image attribute parameter to the IMS-AGW. 
NOTE 7:	The support of ICE received candidate, ICE received password, ICE received Ufrag are optional for ICE lite, as specified in 3GPP TS 23.334 [23]. 
NOTE 8:	The basic RTCP port allocation rules are defined by table 1 in ITU-T Recommendation H.248.57 [5], which summarizes all rules, with and without the "explicit RTCP transport address" element.
NOTE 9:	This element is optional. The RTCP port allocation rules are specified in tables 4/1 to 4/5 in ITU-T Recommendation H.248.57 [5].


The IMS-AGW responds as in Table 5.17.2.3.2.
Table 5.17.2.3.2: Configure AGW Connection Point Request Acknowledge 
	Address Information
	Control information
	Bearer information

	If local resources were provided in request:
   Local Descriptor {
      Port
      IP Address
      IP Version
   }
If remote resources are provided in request:
   Remote Descriptor {
      Port
      IP Address
      IP Version
   } NOTE
	Transaction ID = x
Context ID = C1
Termination ID = T1 

If Stream Number Specified:
   Stream Number



	If local resources were provided in request:
   Local Descriptor {
   If media is "audio" or "video":
      Codec List
      RTP Payloads
      Rtpbw
      If RTCP bandwidth
         RtcpbwRS
         RtcpbwRR   
      If IMS media plane security was provided in  request:
         Cryptographic SDES Attribute

If media is "video": 
   If CVO extension header provided in the request:
	Extended Header For CVO
   If image attribute negotiation:
	 Generic Image Attribute

   }
If remote resources are provided in request:
   Remote Descriptor {
   If media is "audio" or "video":
      Codec List
      RTP Payloads
      Rtpbw
      If RTCP bandwidth
         RtcpbwRS
         RtcpbwRR   
      If IMS media plane security was provided in the request:
         Cryptographic SDES Attribute

If media is "video": 
   If CVO extension header provided in the request:
	Extended Header For CVO
   If image attribute negotiation:
	 Generic Image Attribute

   } NOTE

	NOTE:	Sending of the Remote Descriptor is optional.



Editor's Note:	Table update required dependent on stage 2 CR agreements.
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5.17.2.4	Reserve and Configure AGW Connection Point
The IMS-ALG sends an ADD request command as in Table 5.17.2.4.1. 
Table 5.17.2.4.1: Reserve and Configure AGW Connection Point Request 
	Address Information
	Control information
	Bearer information

	Local Descriptor {
   Port = $
   IP Address = $ 
   IP Version = IPv4 or IPv6
}
Remote Descriptor {
   Port
   IP Address
   IP Version
}
	Transaction ID = x
If Context Requested:
    Context ID = $
    If Emergency Call:
	 Emergency Call Indication

    If MPS call/session:
	Priority Indicator = x

If Context Provided:
   Context ID = c1

Termination ID = $

If Stream Number Specified:
   Stream Number
If Resources for multiple Codecs shall be reserved:
   Reserve_Value

If IP Interface Type:
    IP interface = "IP interface type"

If indication on Bearer Released requested:
   NotificationRequested (Event ID = x, "BNC Release") 

If diffserv required:- 
   Diffserv Code Point
If tagging behaviour
   Diffserv Tagging Behaviour

If Remote Source Address Filtering required:-
   Remote Source Address Filtering
   If Remote Source Address range required:
          Remote Source Address   Mask

If Remote Source Port Filtering required:-
   Remote Source Port Filtering
   If individual port:
      Remote Source Port 
   If range of ports
      Remote Source Port Range

NotificationRequested (Event ID = x,
"termination heartbeat")

If IP Realm specified:-
   IP Realm

If Latching Required:- 
   Latching 

If Sustainable Data Rate Policing Required:-
   Policing Required
   Sustainable Data Rate
   Maximum Burst Size

If Peak Data Rate Policing Required:
   Policing Required
   Peak Data Rate
     If Delay Variation Required
        Delay Variation Tolerance

If Media Inactivity Detection Required:
   NotificationRequested (Event ID = x, "Media Inactivity Detection( Media Inactivity Detection Time, Media Inactivity Detection Direction)") (NOTE 1)

If RTCP handling required:
   RTCP allocation

If ECN transparent support required: 
   ECN Enable = "True"
   Initiation Method = "inactive"

If ECN Endpoint support required
     ECN Enable = "True"
    Initiation Method = "ECN Initiation 
    Method" (NOTE 2)

      If notification of ECN Failure
         Report:
         NotificationRequested (Event     ID
     = x,"ECN Failure")

If ICE is applied:
   STUN server request
   If full ICE is applied
     Send Connectivity Check 
     ("Control")
     If notification of ICE Connectivity 
     Check Result Report:
         NotificationRequested (Event ID = xx, "Connectivity Check Result")
      If notification of New Peer Reflexive Candidate:
         NotificationRequested (Event ID = xy,"New Peer Reflexive Candidate")

If TCP state-aware handling required:
   TCP State-aware Handling Indicator and Setup Direction

If Discard Incoming TCP connection establishment request required:
   Discard Incoming TCP Connection Establishment Requests Indicator

If Forward Incoming TCP connection establishment request required:
   Forward Incoming TCP Connection Establishment Requests Indicator

If indication on TCP connection establishment failure requested:
   NotificationRequested (Event ID = x, "TCP connection establishment failure") 

If (D)TLS session establishment required:
   Establish (D)TLS session

If indication on (D)TLS session establishment failure requested:
   NotificationRequested (Event ID = x, "(D)TLS session establishment failure") 

If media is "message":
   If B-ALG for MSRP required:
      Application-aware MSRP
      interworking request
	Local Descriptor {
If media is "audio" or "video":
   Codec List
   RTP Payloads
   Rtpbw
   If RTCP bandwidth
      RtcpbwRS
      RtcpbwRR  
   If RTCP handling required:
   RTP/RTCP transport multiplexing (NOTE 7)   
   If IMS media plane security required:
      Cryptographic SDES Attribute 

If media is "video": 
   If CVO required:
	Extended Header For CVO 
     (NOTE 3)
   If imageattr negotiation:
	Generic Image Attribute
     (NOTE 4)

If ICE is applied:
   ICE host candidate request
   ICE password request
   ICE Ufrag request

If media is "message" or "application" or "-":
   If IMS media plane security required:
	Local certificate fingerprint Request

   }

Remote Descriptor {
If media is "audio" or "video":
   Codec List
   RTP Payloads
   Rtpbw
   If RTCP bandwidth
      RtcpbwRS
      RtcpbwRR   
   If RTCP handling required:
   RTP/RTCP transport multiplexing (NOTE 7)   
   If RTCP handling required:
   explicit RTCP transport address (NOTE 6)   
   If IMS media plane security required:
        Cryptographic SDES Attribute
   If RTCP APP messages allowed
     Allowed RTCP APP message
       types

If media is "video": 
   If CVO required:
	Extended Header For CVO 
     (NOTE 3)
   If imageattr negotiation:
	Generic Image Attribute
     (NOTE 4)

If media is "message": 
   If B-ALG for MSRP required:
	MSRP Path

If ICE is applied:
   ICE received candidate
   ICE received password
   ICE received Ufrag
     (NOTE 5)
   If STUN consent freshness test required:
STUN consent freshness request
NotificationRequested(Event ID= x, “STUN consent freshness test failure”)


If media is "message" or "application" or "-":
   If IMS media plane security required:
	Remote certificate fingerprint

   }

	NOTE 1:	The event parameters "Media Inactivity Detection Time" and "Media Inactivity Detection Direction" are optional.
NOTE 2:	This shall be set to a value other than "inactive". See Table 5.14.3.15.1. 
NOTE 3:	If the IMS-AGW supports the extended RTP header with Coordination of Video Orientation information it shall pass any received extended RTP header with CVO bits on to outgoing RTP streams. If the IMS-AGW is transcoding between video payloads and it supports the extended RTP header with Coordination of Video Orientation information it shall convey received RTP header bytes on the outgoing RTP stream after transcoding associated packets as specified in 3GPP TS 26.114 [26], subclause 7.4.5. 
NOTE 4:	The support of the generic image attributes is optional for the IMS-AGW. The list of image sizes per payload type supported by the IMS-AGW is preconfigured in the IMS-ALG. If none of the image sizes received within an SDP body on Mx/Mw interface is supported by the IMS-AGW then the IMS-ALG will not send the generic image attribute parameter to the IMS-AGW.
NOTE 5:	The support of ICE received candidate, ICE received password, ICE received Ufrag are optional for ICE lite, as specified in 3GPP TS 23.334 [23]. 
NOTE 6:	The basic RTCP port allocation rules are defined by table 1 in ITU-T Recommendation H.248.57 [5], which summarizes all rules, with and without the "explicit RTCP transport address" element.

NOTE 7:	This element is optional. The RTCP port allocation rules are specified in tables 4/1 to 4/5 in ITU-T Recommendation H.248.57 [5].



The IMS-AGW  responds as in Table 5.17.2.4.2. 
Table 5.17.2.4.2: Reserve and Configure AGW Connection Point Request Acknowledge 
	Address Information
	Control information
	Bearer information

	Local Descriptor {
      Port
      IP Address 
      IP Version
   }
Remote Descriptor {
   Port
      IP Address 
      IP Version
} NOTE
   
	Transaction ID = x
Context ID = C1
Termination ID = T1
Stream Number 

	Local Descriptor { 
If media is "audio" or "video":
      Codec List
      RTP Payloads 
      Rtpbw
      If RTCP bandwidth
         RtcpbwRS
         RtcpbwRR   
      If IMS media plane security was provided in the request:
         Cryptographic SDES Attribute

If media is "video": 
   If CVO extension header provided in the request:
	Extended Header For CVO
   If image attribute negotiation:
	 Generic Image Attribute

If ICE is applied:
   ICE host candidate
   ICE password
   ICE Ufrag
   If ICE lite implementation
       ICE lite indication

If media is "message" or "application" or "-":
   If Local certificate fingerprint was requested:
	Local certificate fingerprint
   }

Remote Descriptor { 
If media is "audio" or "video":
   Codec List
   RTP Payloads
   Rtpbw
   If RTCP bandwidth
      RtcpbwRS
      RtcpbwRR   
   If IMS media plane security was provided in the request:
      Cryptographic SDES Attribute

If media is "video": 
   If CVO extension header provided in the request:
	Extended Header For CVO
   If image attribute negotiation:
	 Generic Image Attribute

   } NOTE

	NOTE: 	Sending of the Remote Descriptor is optional.



Editor's Note:	Table update required dependent on stage 2 CR agreements.

* * * Next Change * * * *
{Contributor's note: there are other procedures such as the release of a data channel without release of the SCTP associtation etc}


* * * End of Changes * * * *

