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6.3.1
General

The following table (table 6.3.1-1) specifies the Diameter AVPs defined for the PC6/PC7 interfaces, their AVP Code values, types, possible flag values and whether or not the AVP may be encrypted. The Vendor-ID header of all AVPs defined in this specification shall be set to 3GPP (10415).

For all AVPs which contain bit masks and are of the type Unsigned32 e.g., ALR-Flags, bit 0 shall be the least significant bit. For example, to get the value of bit 0, a bit mask of 0x0001 shall be used.

Table 6.3.1-1: PC6/PC7 specific Diameter AVPs

	
	AVP Flag rules
	

	Attribute Name
	AVP Code
	Subclause

 defined
	Value Type
	Must
	May
	Should not
	Must not
	May Encr.

	ALA-Flags
	xxxx
	6.3.2
	Unsigned32
	M, V
	
	
	
	No

	ALR-Flags
	xxxx
	6.3.3
	Unsigned32
	M, V
	
	
	
	No

	App-Layer-User-Id
	xxxx
	6.3.4
	UTF8String
	M, V
	
	
	
	No

	Assistance-info
	xxxx
	6.3.5
	Grouped
	M, V
	
	
	
	No

	Assistance-Info-Validity-Timer
	xxxx
	6.3.6
	Unsigned32
	M, V
	
	
	
	No

	
	
	
	
	
	
	
	
	

	Discovery-Type
	xxxx
	6.3.8
	Unsigned32
	M, V
	
	
	
	No

	Filter-Id
	xxxx
	6.3.12
	OctetString
	M, V
	
	
	
	No

	MAC-Address
	xxxx
	6.3.14
	UTF8String
	M, V
	
	
	
	No

	Match-Report
	xxxx
	6.3.15
	Grouped
	M, V
	
	
	
	No

	Operating-Channel
	xxxx
	6.3.17
	Unsigned32
	M, V
	
	
	
	No

	P2P-Features
	xxxx
	6.3.18
	Unsigned32
	M, V
	
	
	
	No

	PAA-Flags
	xxxx
	6.3.19
	Unsigned32
	M, V
	
	
	
	No

	PAR-Flags
	xxxx
	6.3.20
	Unsigned32
	M, V
	
	
	
	No

	PCA-Flags
	xxxx
	6.3.21
	Unsigned32
	M, V
	
	
	
	No

	PCR-Flags
	xxxx
	6.3.22
	Unsigned32
	M, V
	
	
	
	No

	PDA-Flags
	xxxx
	6.3.23
	Unsigned32
	M, V
	
	
	
	No

	PDR-Flags
	xxxx
	6.3.24
	Unsigned32
	M, V
	
	
	
	No

	PIA-Flags
	xxxx
	6.3.25
	Unsigned32
	M, V
	
	
	
	No

	PIR-Flags
	xxxx
	6.3.26
	Unsigned32
	M, V
	
	
	
	No

	PLA-Flags
	xxxx
	6.3.27
	Unsigned32
	M, V
	
	
	
	No

	PLR-Flags
	xxxx
	6.3.28
	Unsigned32
	M, V
	
	
	
	No

	PMA-Flags
	xxxx
	6.3.29
	Unsigned32
	M, V
	
	
	
	No

	PMR-Flags
	xxxx
	6.3.30
	Unsigned32
	M, V
	
	
	
	No

	PRA-Flags
	xxxx
	6.3.31
	Unsigned32
	M, V
	
	
	
	No

	ProSe-App-Code
	xxxx
	6.3.32
	OctetString
	M, V
	
	
	
	No

	ProSe-App-Id
	xxxx
	6.3.33
	UTF8String
	M, V
	
	
	
	No

	ProSe-App-Mask
	xxxx
	6.3.34
	OctetString
	M, V
	
	
	
	No

	ProSe-Discovery-Filter
	xxxx
	6.3.36
	Grouped
	M, V
	
	
	
	No

	PRR-Flags
	xxxx
	6.3.37
	Unsigned32
	M, V
	
	
	
	No

	ProSe-Validity-Timer
	xxxx
	6.3.38
	Unsigned32
	M, V
	
	
	
	No

	Requesting-EPUID
	xxxx
	6.3.39
	UTF8String
	M, V
	
	
	
	No

	Targeted-EPUID
	xxxx
	6.3.42
	UTF8String
	M, V
	
	
	
	No

	Time-Window
	xxxx
	6.3.43
	Unsigned32
	M, V
	
	
	
	No

	WiFi-P2P-Assistance-Info
	xxxx
	6.3.46
	Grouped
	M, V
	
	
	
	No

	WLAN-Assistance-Info
	xxxx
	6.3.47
	Grouped
	M, V
	
	
	
	No

	WLAN-Link-Layer-Id
	xxxx
	6.3.48
	OctetString
	M, V
	
	
	
	No

	WLAN-Link-Layer-Id-List
	xxxx
	6.3.49
	Grouped
	M, V
	
	
	
	No

	NOTE 1:
The AVP header bit denoted as "M", indicates whether support of the AVP is required. The AVP header bit denoted as "V", indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see IETF RFC 3588 [7]. 

NOTE 2:
If the M-bit is set for an AVP and the receiver does not understand the AVP, it shall return a rejection. If the M-bit is not set for an AVP, the receiver shall not return a rejection, whether or not it understands the AVP. If the receiver understands the AVP but the M-bit value does not match with the definition in this table, the receiver shall ignore the M-bit.


The following table (table 6.3.1-2) specifies the Diameter AVPs re-used by the PC6/PC7 interfaces from existing Diameter Applications, including a reference to their respective specifications and when needed, a short description of their use within PC6/PC7 interfaces. 

Any other AVPs from existing Diameter Applications, except for the AVPs from Diameter Base Protocol, do not need to be supported. The AVPs from Diameter Base Protocol are not included in table 6.3.1-2.

Table 6.3.1-2: PC6/PC7 re-used Diameter AVPs

	Attribute Name
	Reference
	Comments
	M-bit

	Supported-Features
	3GPP TS 29.229 [10]
	
	

	EAP-Master-Session-Key
	IETF RFC 4072 [12]
	
	

	Feature-List-ID
	3GPP TS 29.229 [10]
	
	

	Feature-List
	3GPP TS 29.229 [10]
	See subclause 7.3.10
	

	MSISDN
	3GPP TS 29.329 [5]
	
	

	User-Name
	IETF RFC 3588 [7]
	
	

	Location-Estimate
	3GPP TS 32.299 [13]
	
	

	ProSe-Permission-List
	3GPP TS 29.344 [14]
	
	

	SSID
	3GPP TS 29.273 [15]
	
	

	Visited-PLMN-Id
	3GPP TS 29.272 [16]
	
	

	User-Identifier
	3GPP TS 29.336 [18]
	
	

	NOTE 1: 
The M-bit settings for re-used AVPs override those of the defining specifications that are referenced. Values include: "Must set", "Must not set". If the M-bit setting is blank, then the defining specification applies. 

NOTE 2:
If the M-bit is set for an AVP and the receiver does not understand the AVP, it shall return a rejection. If the M-bit is not set for an AVP, the receiver shall not return a rejection, whether or not it understands the AVP. If the receiver understands the AVP but the M-bit value does not match with the definition in this table, the receiver shall ignore the M-bit.
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6.3.31
ProSe-App-Code

The ProSe-App-Code AVP is of type OctetString. This AVP contains a ProSe Application Code (see 3GPP TS 23.003 [4]) is associated with a ProSe Application ID.

* * * Next Change * * * *

6.3.33
ProSe-App-Mask

The ProSe-App-Mask AVP is of type OctetString. This AVP contains a ProSe Application Mask (see 3GPP TS 24.334 [xx]).

* * * Next Change * * * *

6.3.35
ProSe-Discovery-Filter

The ProSe-Discovery-Filter AVP is of type Grouped. It shall contain a Filter ID, a ProSe Application ID name, a validity timer, a ProSe Application Code and optionally, one or more ProSe Application Masks.

The AVP format shall conform to:



ProSe-Discovery-Filter ::=
<AVP header: xxx4 10415>

{ Filter-Id }

{ ProSe-App-Id }

{ ProSe-Validity-Timer }

{ ProSe-App-Code }
*[  ProSe-App-Mask ]

*[AVP]

* * * End of Change * * * *

