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	Reason for change:
	TS 23.402 states:

4.8.2.1.8
Preferred Service Provider List

[..].

The PSPL contains service providers identified via realms. This allows a UE to select the preferred service provider to authenticate with (over the selected WLAN) based, among other information, on the list of service providers advertized by the WLAN, e.g. by [..] other means when the AP is not HS2.0 capable.

TS 24.302 states:

5.2.3.2.3
Automatic PLMN selection mode procedure
In case of automatic PLMN selection mode for WLANs that UE shall select and attempt to authenticate with an available and allowable PLMN. For WLANs that:
[..]
2)
do not support IEEE Std 802.11-2012 [57], but supports IEEE 802.1x authentication, the UE shall request for a list of supported PLMNs by issuing an EAP-Response/Identity message to the WLAN including as identity the alternative NAI defined in 3GPP TS 23.003 [3].
I-WLAN relies on RFC 4284 behavior where a list of hint information (i.e. realm information) is returned when the alternative NAI is provided (in the event the AP is not HS2.0 capable).

TS 23.003 does not contain a definition of alternative NAI in clause 19 (clause 14 does have a definition). 

	
	

	Summary of change:
	Add definition of alternative NAI to clause 19.

	
	

	Consequences if not approved:
	Confusing specification.
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	Other comments:
	


***** First change *****
14.6
Alternative NAI

The Alternative NAI shall take the form of a NAI, i.e. 'any_username@REALM' as specified of IETF RFC 4282 [53]. The Alternative NAI shall not be routable from any AAA server.

The Alternative NAI shall contain a username part which is not derived from the IMSI. The username part shall not be a null string.

The REALM part of the NAI shall be “unreachable.3gppnetwork.org”.
The result shall be an NAI in the form of:

"<any_non_null_string>@unreachable.3gppnetwork.org" 
***** Next change *****
19.3.X
Alternative NAI

The requirements in subclause 14.6 apply.
