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1. Introduction
<Introduction part (optional)>

2. Reason for Change
New solution proposal for shared IMS Service Data.
Clarification of share of IMS Service Data existing scenario description, in order to avoid introducing aspects that are related to one implementation dependant solution, and just describe the scenario to cover.

Rephrasing of Solution A chapters to reflect identified scenarios.

3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 29.854 v0.3.0.
* * * First Change * * * *

4
Scenarios and Existing Mechanisms
4.1
Introduction
This section describes the use cases for which multiple subscribers may share the same data and the data if modified need to be updated for all related subscribers, and the existing mechanisms for each use case.

4.2
Share of IMS Service Data
4.2.1
Introduction

In the 3GPP IMS network, the service data is owned by the application server and it could be stored in the HSS as Repository Data, which implies that contents are unknown (i.e. transparent) to HSS. Therefore, even if some parts of the service data could be shared by multiple subscribers, this is unknown to HSS. 

On the other hand, from an HSS perspective data is accessible and manageable per subscriber, as per existing 3GPP specifications. This means that when some data needs to be modified, it requires an update operation per subscriber, even if this data is also part of other subscribers’ data set.

Handling of shared IMS Service Data among multiple individual subscribers is not defined in 3GPP but implementation specific solutions are currently supporting this possibility. 

4.2.2
Existing Mechanisms

So far the subscription to notification mechanism over Sh interface is defined for the HSS to notify the AS of the update of the subscription data. 
Wildcarded Public User Identity can be taken as another mechanism to address the share of service data under some specific conditions, i.e. a Wildcarded Public User Identity represents a collection of Public User Identities that share the same service profile and same service data, and are included in the same implicit registration set.
4.2.3
Drawbacks
Depending on how implementation specific solutions manage the handling of shared IMS service data, if the shared IMS Service Data is stored as subscription data by a lot of subscribers, with the existing subscription to notification mechanism over Sh interface, massive amount of messages conveying the same updated service data will be exchanged over Sh interface since the notification of the update would be applied to multiple subscribers and the update over Sh interface has to be done per subscriber.
The mechanism with Wildcarded Public User Identity is not applicable in the case the Public User Identities of the subscribers are independent of each other, or not satisfying any of the conditions for Wildcarded Public User Identity.
* * * Next Change * * * *

5.2
Sol-A Reuse of HSS/HLR Reset Procedure
5.2.1
Overview

In the CS/PS/EPS network, HSS/HLR Reset procedure is defined for the restoration of the location and subscriber data in the VLR/SGSN/MME in the case the HSS/HLR restarts. When an HSS/HLR restarts, it sends to each VLR/SGSN/MME where one or more of its users are registered a Reset message. When receiving the Reset message from the HSS/HLR, the VLR/SGSN/MME marks the location of the subscriber as invalid, and initiates update location procedure towards the HSS/HLR upon any activity for that user. During the update location procedure, the HSS/HLR downloads the subscriber data to the VLR/SGSN/MME. The existing HSS/HLR Reset mechanism can be used by the HSS/HLR without any specification for the update of subscription data shared by multiple subscribers stored in the VLR/SGSN/MME.

The similar mechanism can be applied to IMS Sh and Cx interfaces for update of subscription data shared by multiple subscribers.
5.2.2
Description

5.2.2.1
Share of IMS Service Data and IMS Service Profile
The command pair Reset-Request/Answer (RSR/RSA) as defined in the 3GPP TS 29.272 [2] can be introduced to IMS Sh and Cx Diameter applications to support the update of subscription data shared by multiple subscribers stored in the IMS AS and S-CSCF:
· The HSS sends a Reset request to inform the IMS AS or S-CSCF that subscription data are updated in the HSS and the update is applied to all subscribers or a subset of subscribers belonging to the HSS.
· When receiving the Reset request, the IMS AS shall retrieve the corresponding service data for each impacted subscriber upon any activity for that user.
· When receiving the Reset request, the S-CSCF shall send SAR with SAT set to NO_ASSIGNMENT to the HSS for download of the user profile for each impacted subscriber upon any activity for that user.

The parameter User Id List as defined in the command pair Reset-Request/Answer (RSR/RSA) in the 3GPP TS 29.272 [2] can be reused for update of IMS subscription data shared by a subset subscribers belonging to the HSS. In the CS/PS/EPS, the User Id in the list comprises the leading digits of an IMSI, and it identifies the set of subscribers whose IMSIs begin with the User-Id. In the IMS, IMSI may not be available, therefore other ways to identify a set of subscribers might be needed, e.g. by use of the sub-domains contained in the IMS Private User Identity or IMS Public User Identity shared by the set of subscribers. 

Editor’s Note: How to identify a set of subscribers sharing the same subscription data update is FFS.
In the HSS, one set of IMS service related transparent data can be identified by Service Indication as defined in the 3GPP TS 29.328 [3]. The Service Indication can be introduced into the RSR comm.
Editor’s Note: How to identify the data shared by multiple subscribers is FFS.

5.2.2.2
Share of CS/PS/EPS Subscription Data 
The MAP_RESET service as defined in the 3GPP TS 29.002 [4] over D and Gr can be reused by the HSS/HLR for update of subscription data shared by multiple subscribers stored in the VLR/SGSN without any further specification.

Editor’s Note: How to convey over D and Gr subscriber identities for all subscribers sharing the same subscription data to be updated is FFS. The parameter User Id List as defined in the 3GPP TS 29.002 [4] may be reused.
The command pair Reset-Request/Answer (RSR/RSA) as defined in the 3GPP TS 29.272 [2] over S6a/S6d can be reused by the HSS/HLR for update of subscription data shared by multiple subscribers stored in the SGSN/MME without any further specification.

Editor’s Note: How to convey over S6a/S6d subscriber identities for all subscribers sharing the same subscription data to be updated is FFS. The parameter User Id List as defined in the 3GPP TS 29.272 [2] may be reused.
5.2.3
Impacts on Existing Interfaces
5.2.3.1
Share of IMS Service Data and IMS Service Profile
To support the update of subscription data shared by multiple subscribers, the IMS Sh and Cx interfaces needs to support a new command pair Reset-Request/Answer (RSR/RSA) as defined in the 3GPP TS 29.272 [2], which may need to create new Diameter Application Identifiers for Cx and Sh respectively. The HSS and the IMS AS and S-CSCF need to be enhanced to support corresponding behaviours as described in the subclause 5.2.2.1.

5.2.3.2
Share of CS/PS/EPS Subscription Data
The HSS/HLR can reuse the existing HSS/HLR Reset procedure for update of subscription data shared by multiple subscribers stored in the VLR/SGSN/MME.
Editor’s Note: How to convey over D and Gr subscriber identities for all subscribers sharing the same subscription data to be updated is FFS. The parameter User Id List as defined in the 3GPP TS 29.002 [4] may be reused.
Editor’s Note: How to convey over S6a/S6d subscriber identities for all subscribers sharing the same subscription data to be updated is FFS. The parameter User Id List as defined in the 3GPP TS 29.272 [2] may be reused.
* * * Next Change * * * *

5.x
Sol-x New subscribers to store shared data
5.x.1
Overview

This solution focusses on shared IMS Service Data (see clause 2.2).

It takes profit of existing mechanisms to be able to avoid potential massive amount of Sh notifications.

5.x.2
Description

An AS can subscribe to be notified by HSS over Sh on subscriber data modification for one specific subscriber, i.e. subscription to notification mechanism over Sh interface is defined per subscriber.
Taking profit of this existing mechanism, and without any modification, a new subscriber can be defined in HSS whose subscriber data is the IMS Service Data that is shared among multiple subscribers. This new subscriber can only be used for this purpose, it does not exist from an IMS management point of view, e.g. it cannot be registered. Then, this new subscriber is just meant to be used as a data container, let’s call it data-container-subscriber from now on in this document.
A suitable user identity to identify this data-container-subscriber could be an IMS Public User Identity, e.g. sip:common-service-data1@example.com.
Then, any subscriber that shares data stored in a data-container-subscriber, instead of storing this shared data as part of its own subscriber data, it will simply index the data-container-subscriber. The easiest way to do so is to store the data-container-subscriber identity as part of its subscriber data, e.g. as a new Repository Data.
When shared data is modified, it only affects the single data-container-subscriber and then HSS can notify AS with one single Sh notification. For each subscriber, the AS shall check whether it includes a data-container-subscriber identity, if so, the AS always can have access to up to date data, since it is notified by HSS on any change. 
Therefore, one single Sh notification is enough, potential massive notifications are avoided.

5.x.3
Impacts on Existing Interfaces
No impacts.
* * * End of Changes * * * *

