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* * * First Change * * * *

7.2.7
Cancel-Location-Request (CLR) Command

The Cancel-Location-Request (CLR) command, indicated by the Command-Code field set to 317 and the 'R' bit set in the Command Flags field, is sent from HSS to MME or SGSN. 

Message Format

< Cancel-Location-Request> ::=
< Diameter Header: 317, REQ, PXY, 16777251 >

< Session-Id >

[ Vendor-Specific-Application-Id ]

{ Auth-Session-State }
{ Origin-Host }

{ Origin-Realm }
{ Destination-Host }
{ Destination-Realm }

{ User-Name }
[ OC-Supported-Features ]
*[Supported-Features ]

{ Cancellation-Type }
[ CLR-Flags ]
*[ AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

* * * Next Change * * * *

7.2.8
Cancel-Location-Answer (CLA) Command

The Cancel-Location-Answer (CLA) command, indicated by the Command-Code field set to 317 and the 'R' bit cleared in the Command Flags field, is sent from MME or SGSN to HSS. 

Message Format

< Cancel-Location-Answer> ::=
< Diameter Header: 317, PXY, 16777251 >

< Session-Id >

[ Vendor-Specific-Application-Id ]
[ OC-Supported-Features ]
[ OC-OLR ]
*[ Supported-Features ]

[ Result-Code ]

[ Experimental-Result ] 
{ Auth-Session-State }
{ Origin-Host }

{ Origin-Realm }

*[ AVP ]
*[ Failed-AVP ]
*[ Proxy-Info ]

*[ Route-Record ]

* * * Next Change * * * *

7.2.9
Insert-Subscriber-Data-Request (IDR) Command

The Insert-Subscriber-Data-Request (IDR) command, indicated by the Command-Code field set to 319 and the 'R' bit set in the Command Flags field, is sent from HSS or CSS  to MME or SGSN. 

Message Format when used over the S6a or S6d application:
< Insert-Subscriber-Data-Request> ::=

< Diameter Header: 319, REQ, PXY, 16777251 >

< Session-Id >

[ Vendor-Specific-Application-Id ]

{ Auth-Session-State }
{ Origin-Host }

{ Origin-Realm }

{ Destination-Host }
{ Destination-Realm }

{ User-Name }
[ OC-Supported-Features ]
*[ Supported-Features]

{ Subscription-Data}

[ IDR- Flags ]

*[ AVP ]

*[ Proxy-Info ]

*[ Route-Record ]
Message Format when used over the S7a or S7d application:
< Insert-Subscriber-Data-Request> ::=

< Diameter Header: 319, REQ, PXY, 16777308 >

< Session-Id >

[ Vendor-Specific-Application-Id ]

{ Auth-Session-State }
{ Origin-Host }

{ Origin-Realm }

{ Destination-Host }
{ Destination-Realm }

{ User-Name }

*[ Supported-Features ]

*{ VPLMN-CSG-Subscription-Data }
*[ AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

* * * Next Change * * * *

7.2.10
Insert-Subscriber-Data-Answer (IDA) Command

The Insert-Subscriber-Data-Answer (IDA) command, indicated by the Command-Code field set to 319 and the 'R' bit cleared in the Command Flags field, is sent from MME or SGSN to HSS or CSS. 

Message Format when used over the S6a or S6d application:
< Insert-Subscriber-Data-Answer> ::=

< Diameter Header: 319, PXY, 16777251 >

< Session-Id >

[ Vendor-Specific-Application-Id ]

[ OC-Supported-Features ]
[ OC-OLR ]
*[ Supported-Features ]
[ Result-Code ]

[ Experimental-Result ] 
{ Auth-Session-State }
{ Origin-Host }

{ Origin-Realm }
[ IMS-Voice-Over-PS-Sessions-Supported ]

[ Last-UE-Activity-Time ]


[ RAT-Type ]
[ IDA-Flags ] 

[ EPS-User-State ]

[ EPS-Location-Information ] 

[Local-Time-Zone ]

*[ AVP ]

*[ Failed-AVP ]

*[ Proxy-Info ]

*[ Route-Record ]
Message Format when used over the S7a or S7d application:
< Insert-Subscriber-Data-Answer> ::=

< Diameter Header: 319, PXY, 16777308 >

< Session-Id >

[ Vendor-Specific-Application-Id ]
*[ Supported-Features ]
[ Result-Code ]

[ Experimental-Result ] 
{ Auth-Session-State }
{ Origin-Host }

{ Origin-Realm }
*[ AVP ]

*[ Failed-AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

* * * Next Change * * * *

7.2.11
Delete-Subscriber-Data-Request (DSR) Command

The Delete-Subscriber Data-Request (DSR) command, indicated by the Command-Code field set to 320 and the 'R' bit set in the Command Flags field, is sent from HSS or CSS to MME or SGSN. 

Message Format when used over the S6a/S6d application:
< Delete-Subscriber-Data-Request > ::=
< Diameter Header: 320, REQ, PXY, 16777251 >


< Session-Id >

[ Vendor-Specific-Application-Id ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

{ Destination-Host }

{ Destination-Realm }

{ User-Name }
[ OC-Supported-Features ]
*[ Supported-Features ]
{ DSR-Flags }

*[ Context-Identifier ]
[ Trace-Reference ]

*[ TS-Code ]

*[ SS-Code ]

*[ AVP ]


*[ Proxy-Info ]

*[ Route-Record ]
Message Format when used over the S7a/S7d application:
< Delete-Subscriber-Data-Request > ::=
< Diameter Header: 320, REQ, PXY, 16777308 >


< Session-Id >

[ Vendor-Specific-Application-Id ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

{ Destination-Host }

{ Destination-Realm }

{ User-Name }
*[ Supported-Features ]
{ DSR-Flags }

*[ AVP ]


*[ Proxy-Info ]

*[ Route-Record ]

* * * Next Change * * * *

7.2.12
Delete-Subscriber-Data-Answer (DSA) Command

The Delete-Subscriber Data-Answer (DSA) command, indicated by the Command-Code field set to 320 and the 'R' bit cleared in the Command Flags field, is sent from MME or SGSN to HSS or CSS. 

Message Format when used over the S6a/S6d application:
< Delete-Subscriber-Data-Answer> ::=
< Diameter Header: 320, PXY, 16777251 >


< Session-Id >

[ Vendor-Specific-Application-Id ]

[ OC-Supported-Features ]
[ OC-OLR ]
*[ Supported-Features ]
 [ Result-Code ]

[ Experimental-Result ] 
{ Auth-Session-State }
{ Origin-Host }

{ Origin-Realm }
[ DSA-Flags ]
*[ AVP ]

*[ Failed-AVP ]

*[ Proxy-Info ]

*[ Route-Record ] 
Message Format when used over the S7a /S7d application:
< Delete-Subscriber-Data-Answer> ::=
< Diameter Header: 320, PXY, 16777308>


< Session-Id >

[ Vendor-Specific-Application-Id ]
*[ Supported-Features ]
[ Result-Code ]

[ Experimental-Result ]

{ Auth-Session-State }
{ Origin-Host }

{ Origin-Realm }
*[ AVP ]
*[ Failed-AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

* * * Next Change * * * *
7.2.15
Reset-Request (RSR) Command

The Reset-Request (RSR) command, indicated by the Command-Code field set to 322 and the 'R' bit set in the Command Flags field, is sent from HSS or CSS to MME or SGSN. 

Message Format when used over the S6a/S6d application:
< Reset-Request> ::=

< Diameter Header: 322, REQ, PXY, 16777251 >

< Session-Id >

[ Vendor-Specific-Application-Id ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

{ Destination-Host }
{ Destination-Realm }
[ OC-Supported-Features ]
*[ Supported-Features ]

*[ User-Id ]

*[ AVP ]

*[ Proxy-Info ]

*[ Route-Record ] 
Message Format when used over the S7a /S7d application:
< Reset-Request> ::=

< Diameter Header: 322, REQ, PXY, 16777308 >

< Session-Id >

[ Vendor-Specific-Application-Id ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

{ Destination-Host }
{ Destination-Realm }
*[ Supported-Features ]

*[ AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

* * * Next Change * * * *

7.2.16
Reset-Answer (RSA) Command

The Reset-Answer (RSA) command, indicated by the Command-Code field set to 322 and the 'R' bit cleared in the Command Flags field, is sent from MME or SGSN to HSS or CSS.
Message Format when used over the S6a/S6d application:
< Reset-Answer> ::=

< Diameter Header: 322, PXY, 16777251 >

< Session-Id >

[ Vendor-Specific-Application-Id ]

[ OC-Supported-Features ]
[ OC-OLR ]
*[ Supported-Features ]

[ Result-Code ]

[ Experimental-Result ] 
{ Auth-Session-State }
{ Origin-Host }

{ Origin-Realm }

*[ AVP ]
*[ Failed-AVP ]
*[ Proxy-Info ]

*[ Route-Record ] 
Message Format when used over the S7a /S7d application:
< Reset-Answer> ::=

< Diameter Header: 322, PXY, 16777308 >

< Session-Id >

[ Vendor-Specific-Application-Id ]
*[ Supported-Features ]

[ Result-Code ]

[ Experimental-Result ] 
{ Auth-Session-State }
{ Origin-Host }

{ Origin-Realm }

*[ AVP ]
*[ Failed-AVP ]
*[ Proxy-Info ]

*[ Route-Record ]

* * * Next Change * * * *

Annex X (normative):
Diameter overload control mechanism

X.1
General

IETF draft-ietf-dime-ovli-02 [xx] specifies a Diameter overload control mechanism which includes the definition and the transfer of related AVPs between Diameter nodes. 


X.2
S6a/S6d interfaces

X.2.1
General 

It is recommended to make use of IETF draft-ietf-dime-ovli-02 [xx] on the S6a/S6d interfaces where, when applied, the MME or the SGSN shall behave as reacting nodes and the HSS as a reporting node, or HSS shall behave as reacting node and the MME/SGSN as the reporting node..

X.2.2
HSS or MME/SGSN behaviour as reporting nodes
The reporting node requests traffic reduction from its clients when it is in an overload situation, including OC-OLR AVP in every answer command. 

How the reporting node identifies it is in an overload situation is implementation specific. 
Editor’s note: it is for further study whether it may be indicated that the reporting node may take into account various considerations to enter an overload situation, for example, the traffic over the S6a/d interfaces or other interfaces, the level of usage of internal resources (CPU, memory), the access to external resources etc. 

How the reporting node determines the specific contents of OC-OLR AVP in overload reports and when it decides to send OC-OLR AVPs is implementation specific.  

Editor’s note: it is for further study whether it may be indicated that the overload reports the reporting node sends are updated to accommodate the reporting node overload condition variations and avoid traffic oscillations.

X.2.3
MME/SGSN or HSS behaviour as reacting nodes
The reacting node applies required traffic reduction received in answer commands to subsequent applicable requests, as per [xx].

How the reacting node achieves requested traffic reduction is implementation dependent. For example, it may implement message throttling with prioritization or a message retaining mechanism for operations that can be postponed.

Throttling of requests regarding emergency cases or high priority (eMPS) users should be avoided.

As a result of the need to throttle traffic, the MME or SGSN may reject Attach, Tracking Area Update or Service Requests initiated by UEs. The possible NAS causes are described in the Annex A and B. 

X.2.4
S6a/S6d specific extensions

Editor's Note: We may want to address the option of "Overload Mitigation Differentiation per client" (see TR 29.809 clause 6.4.7) if IETF fail to cover this option in draft-ietf-dime-ovli.

X.3
Message prioritization 

The following and not exhaustive considerations may be taken into account when throttling decisions are taken:

· Deferring requests versus dropping requests

· Prioritisation of certain types of request (e.g. between AIR, ULR, PUR, NOR) according to the context of their use

· Update location requests regarding attachments of new users versus update location requests regarding existing attached users 

· Deferring or not Purge UEs requests due to a long inactivity time

Editor’s note : above considerations  (others may be added) are here given as examples requiring further investigation,   to assess if they will be kept or not, to define a more detailed description. Whether whole clause remains requires further agreements.

* * * End of Changes * * * *

