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1. Introduction
CT4 has initiated a study on GTP-C overload control mechanisms. This contribution provides inputs to the related TR.
2. Reason for Change
This P-CR defines implicit overload control mechanisms which could be used when the explicit exchange of the overload information is not supported between the two nodes.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 29.807 v0.3.0
* * * First Change * * * *

8.2
Implicit overload control mechanisms


When two nodes, interfacing with each other, are not supporting the explicit exchange of the overload information between them, e.g. nodes across the PLMN boundary, where the operators have decided to not support the overload control feature between their PLMNs, explicit overload control cannot be performed between them. However, this does not prevent the possibility of these nodes getting into the overload condition. In such a case, supporting and implementing some simple and basic overload control mechanisms, termed as "Implicit overload control" mechanisms, would be very useful and may prevent the severe overload of the target network. Following are some principles of "Implicit overload control" mechanisms:
· Even during the overloaded condition, the node should not drop/discard the request message without sending the response message. Without the response message the source node cannot distinguish between the case of request not reaching the target node due to the network error v/s the case of the overloaded target node not able to process the received request and send the response message. This will cause the source node to retransmit the request message and hence will cause the further overload of the target node. Hence, when the node decides to not process the message during the overload condition, it should at least send the reject response message indicating the cause "temporary unavailability of the resources".
· During the overload condition, the overloaded node may follow the principles message prioritization, as described in clause 6.4.2, while selecting the messages to be throttled (and send reject responses) for the received request messages.
-
Based on the number of reject response and the rate of the reject response indicating the "temporary unavailability of the resources", the source node should try to judge the overload level of the target node. Additionally, the source node should apply the principles of message throttling, as described in clause 6.4, and reduce the overall traffic towards the overloaded target node and thus allowing the target node to recover from the overload condition.
NOTE:
"Temporary unavailability of the resources" may be indicated using one of the existing GTPv2 cause code or via a newly defined cause code. This can be decided while finalizing the stage 3 details.
* * * End of Changes * * * *
