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1. Introduction
This PCR addresses the common data aspects with removal of some editor’s  notes and a  comparison of solution for the common data aspects.
2. Reason for Change
In section 8.2.1.2, it has not been identified that this type of FEs have not the need to create, delete or modify common data, so driving to remove the editor’s note.
Sub-clauses 8.3 on solution comparison and 8.4 on recommendations  are  still empty
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.845
* * * First Change * * * *

8
Handling of common data
8.1
Description and consequences of the common data concept

In a service profile, several sets of permanent data (in particular subscription data) may have the same values for a large or a very large number of users, so instead of repeating/ instantiating these sets of permanent data with the same values for each user, an important optimisation in the database resource and management is to generate a given set only once that is considered as common data, then a service profile of a given user only contains a reference or an identifier to this set of parameters. An equally important optimisation in the network resource usage is the retrieval of this common data once and stored locally by the relevant FEs such that subsequent subscription data retrievals only contain a reference to the common data.

Hereafter are presented some consequences of this common data concept in the UDC environment:

-
This concept is first applied to the UDR that will store common data. It should be considered that given the value of this concept, it is largely applied in many existing implementations and cannot be ignored in a UDR implementation.

The common data concept impacts the information and data models listed in 3GPP TS 32.181 [3] (CBIM, SpIM, AIM, CDM).

Editor’s note: impact of the common data concept in the information and data models listed in 3GPP TS 32.181 [3] to be addressed with SA5.

-
Then, the concept of common data may or not apply to FEs and is analysed in sub-clause 8.2.

8.2
Alternative Solutions

8.2.1
Solutions for FEs that are not provisioning FEs

8.2.1.1
FEs are not aware of the common data concept
In this solution, FEs are not aware of the common data concept and do not store such common data. It means that when a FE requests a user profile from the UDR, the UDR should map the necessary common data into attributes specific to this user according to the Application Data view and Application Data model mapping described in 3GPP TS 32.181 [3]. No common data references or identifiers are transmitted over Ud.

This solution assumes that such a FE has never to create, delete or modify common data.

8.2.1.2
FEs are aware of the common data concept

In this solution, FEs are aware of the common data concept, it means that a FE can accepts to receive common data identifiers in user profile over Ud and then is able to retrieve the common data associated to this identifier, either locally if such common data have already been downloaded to the FE, or by doing a separate request to the UDR.

These FEs that are not provisioning FEs don’t have to create, delete or modify common data.


The separated downloads of common data from the UDR to the FE can be done through the Ud interface or through another interface within the scope of UDC.

If it is through Ud, it will require an extension of the applicability of 3GPP TS 23.335[2] procedures to handle common data. The FE will retrieve common data through the Query Ud procedure, by supplying the identification of the common data and without any user identity. For common data that is downloaded and locally stored in a FE, the Ud subscription/notification procedures allow the synchronisation of the common data in the FE and in the UDR.

There is no identified standardisation issue to use the Ud interface for common data for FEs that are not provisioning FEs.


It has also impact on the Application Data Model and the Application Data View for which common data and the related identifiers shall be defined. It drives to consider the standardisation of this common data and the related identifiers that, when used over the Ud interface, should be part of the Data Reference Model for HSS user data as studied in 3GPP TR 29.935 [6].

Editor’s note: analysis to standardize or not the common data and their identifiers to be addressed.

Editor’s note: It is FFS whether the Ud subscription/notification mechanism is sufficient for common data handling.

8.2.2
Solutions for provisioning FEs

Provisioning FEs may have to be aware of the common data concept, as many subscription data associated to a user are in fact common data. A provisioning FE when populating a user profile shall provision the identifiers referring to common data. The common data needs also to be provisioned (before any user profile provisioning referring to this common data), this provisioning can be done through the Ud interface or through another mean out of the scope of UDC. If done via the Ud interface, the provisioning FE will be able to create, delete or modify common data. It may require an extension of the applicability of 3GPP TS 23.335[2] procedures to handle common data.

Editor’s note: analysis regarding common data provisioning to be done through Ud or via another mean out of UDC scope to be addressed.

For the HSS application, the provisioning of common data is not handled by HSS front-ends but only by the OSS through a provisioning gateway as described in 3GPP TS 32.181 [3].

8.3
Solutions comparison

8.3.1
Solution comparison for not provisioning FEs aware of the common data concept
For non provisioning FEs that are aware of the common data concept, the comparison is between a solution using the Ud interface for the download of common data or a solution using another interface.
The analysis shows that the Ud interface does not present issues for such common data downloads; it still  requires to check if the Ud subscription / notification mechanism is sufficient.
The use of Ud requires to describe the common data within the RDM to ensure interoperability. 
The main drawback of another interface is to add a new reference point and another protocol. If it is the sa
me protocol as for  Ud  (LDAP), there is no indication on what it should be different from Ud. If this interface is not standardised (including its associated data model of the common data) it largely reduce interoperability between such a FE and the UDR.  
8.3.2
Comparison between non provisioned FEs aware or not of the common data concept
The use of common data stored on a FE brings a significant improvement in the performances of the Ud interface for user data requests.
It requires to have a RDM that specifies identifiers to the common data and the common data themselves as indicated in sub-clause 8.3.1. It may add some more complexity in the structure RDM. 
Regarding to the support of  FEs not aware of the common data model, it will require mapping functions in the UDR to fit to the internal database of the UDR  that, in practice, will be structured with common data. 
 8.3.4 Comparison for provisioning FEs
 Editor’s note: To give a recommendation for the case of provisioning FEs
8.4
Conclusions and recommendations
The recommendation coming from this analysis is to have non provisioning FEs aware of the common data concept. The work in TR 29.935 should include the specification of common data within the RDM.
Editor’s note: recommendation on the use of common data still to be assessed and confirmed, in particular in relation to the answers to remaining Editor’s notes.
 Editor’s note: To give a recommendation for the case of provisioning FEs.
* * * End of Change * * * *

