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INTRODUCTION

There is one remaining open issue about the behaviour of the S-CSCF when it takes over in the terminating case, the behaviour of the new S-CSCF after taking over in terminating case. There is one procedure indicated in Figure 6.1.3.2 of the TR that consists in the sending of the terminating SIP request to the UE, and there is another option in a paragraph below the figure that proposes to send a NOTIFY to the UE in order to de-register the UE. This paper proposes a way forward on this issue and a related text to be added in the conclusions section.
DISCUSSION

The proposal to send the terminating SIP request to the UE seems the more straightforward thing to do, since this is the action that was requested. It seems that this can be done regardless of whether additional actions are taken (e.g. the sending of a NOTIFY to trigger a new registration) and that it can only help to inform the user of the call attempt. As a conclusion it is proposed to take at least this step when a new S-CSCF is assigned during the processing of a terminating SIP request because of a failure in a previous S-CSCF.
The second option to send a NOTIFY to the UE will ensure that the IMS subsystem returns to a consistent state in most cases, however:

· If there are network elements that have subscribed to the previous S-CSCF using the SIP reg-event package, but that are not included in the path of the third party registration, these subscriptions will not be updated when the UE registers again. These network elements will require some other event (e.g. a timeout of the subscription) to trigger a new subscription to the new S-CSCF.
· This event will cause the UE to initiate the registration immediately, interrupting the processing of the terminating SIP request. It seems that the terminating SIP request could be processed correctly if this NOTIFY is not sent.

· It seems possible to overcome the problem of hanging subscriptions to the reg-event package by having a reasonable period of re-subscription in the clients. This covers all cases (also network elements that are not in the path of third party registration) and might be a reasonable thing to do anyway since these subscriptions have an expiration timer in the S-CSCF.

According to these reasons, it is proposed not to specify the sending of this NOTIFY request to deregister the UE.
PROPOSAL

The proposed changes to clause 7.1 to reflect this conclusion in TR 23.820 are the following:

7
Conclusions and recommendations

7.1
S-CSCF Service Interruption

This Technical Report recommends implementing a solution with the following principles:

· A specific error is returned to the UE in the event of lack of response from the corresponding S-CSCF or the S-CSCF does not have the user data (see clause 6.2.2.1 and 6.2.2.2). For the second case, the specific error could be sent to the UE immediately when the S-CSCF receives the originating request as indicated in clause 6.2.2.2 or after the S-CSCF fails to retrieve user data from the HSS by the procedure indicated in the clause 6.1.5.

· Modification of the SAR-SAA so that: 

-
Modification of the UAR-UAA and LIR-LIA so that the I-CSCF is able to assign a new S-CSCF upon S-CSCF failure detected during registrations (see clause 6.1.6), processing of terminating SIP request and processing of originating SIP requests from a SIP-AS. S-CSCF failure may be detected in I-CSCF, SIP-AS or P-CSCF. S-CSCF reassignment is always performed by the I-CSCF.

-
A registration will be triggered from the P-CSCF if S-CSCF failure is detected when processing an originating SIP request from the UE.

-
The HSS will allow S-CSCF name overwriting after an explicit request for capabilities from the I-CSCF.

-
If the S-CSCF receives a SIP request for a user that it does not recognize, it will send an SAR to the HSS to check whether there is anything stored for that user there before sending a reply (see clause 6.1.5).

-
The HSS will send all the registered Private User Identities sharing the same Public User Identity which is being registered in the SAA during registration procedure (see clause 6.7).

· If the S-CSCF receives data in the SAA for a registered user when processing a terminating SIP request for a user that was not registered in that S-CSCF. It will forward the terminating request to the user using the Path and contact information retrieved from the HSS.

