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1. Introduction

During the SA2#62 meeting the PDN GW reallocation procedure for the S2c reference point was agreed (see S2-080928). During the discussion it was clarified that there are scenarios where the network needs to force a reallocation of the PDN Gateway selected upon initial DSMIPv6 bootstrapping. This document introduces the functionality for the S6b reference point to support the PDN GW reallocation procedure which is triggered by the 3GPP AAA Server. 

The procedure agreed in SA2 for initial attach foresees that the AAA/HSS can force the assignment of a new PDN GW to the UE upon initial attach with DSMIPv6 in a trusted or untrusted non-3GPP IP access.
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Here is a detailed description of the involved steps:

1)
The UE authenticates in the trusted non-3GPP access, or establishes the IPsec tunnel with the ePDG, and obtains a local IP address to be used as care-of address for DSMIPv6.

2)
The UE establishes the DSMIPv6 SA with the initially discovered PDN GW. This implies a AAA exchange with the HSS/AAA. The HSS/AAA triggers the PDN GW reallocation piggybacking a reallocation indication and the address of the target PDN GW in the AAA exchange.

3)
The UE delivers the BU to the initially discovered PDN GW.

4)
The PDN GW replies to the BU with a HA Switch message [xx], including the address of the target PDN GW received from the HSS/AAA in step 2.

5)
The UE acknowledges the HA Switch message with the deregistration BU, that is a Binding Update with lifetime set to zero.

6)
After having deregistered from the initially discovered PDN GW, the UE establishes the DSMIPv6 SA with the target PDN GW provided by the network in the HA Switch message.

7)
The UE performs the DSMIPv6 registration with the target PDN GW.

In addition the agreed CR in SA2 foresees that in case of HO from 3GPP Access to Trusted Non-3GPP IP Access and HO from 3GPP Access to Untrusted Non-3GPP IP Access:

“If the PDN GW discovered by the UE upon MIPv6 bootstrapping is different from the PDN GW that was in use on the 3GPP access, a PDN GW reallocation as per steps 2-6 in Section 6.x is performed. The target PDN GW that is communicated to the UE as part of the reallocation procedure must be exactly the PDN GW that was serving the UE while on the 3GPP access.”

2. Reason for Change

Currently 3GPP TS 29.273 lacks the support of the PDN GW reallocation procedure in the S6b functionality section.

3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.273 V0.1.0.
* * * First Change * * * 
9.1


Functionality

The S6b reference point is used to authorize the incoming PBU in the case the UE attaches to the EPC using the S2a and S2b reference points. This reference point is also used to update the 3GPP AAA server or the 3GPP AAA proxy with the PDN-GW address information. Furthermore, this reference point may be used to retrive and update other mobility related parameters including static QoS profiles for non-3GPP accesses.

The S6b reference point is also used to authenticate and authorize the incoming MIPv4 Registration Request in the case the UE attaches to the EPC over the S2a reference point using MIPv4 FACoA procedures.
The S6b reference point is used by the 3GPP AAA Server in the case the UE attaches to the EPC using the S2c reference point to indicate to the PDN GW that a PDN GW reallocation shall be performed. This indication triggers the actual Home Agent reallocation procedure as specified in TS 24.303.
The S6b reference point is defined between the 3GPP AAA Server and the PDN GW. The definition of the reference point and its functionality is given in 3GPP TS 23.402 [3]. 

The H2 reference point is defined between the 3GPP AAA Server and the HA. The definition of the reference point and its functionality is given in 3GPP TS 23.327 [12].

Note: In the context of DSMIPv6 the procedures described in this specificatoin apply to both S6b and H2.
* * * End of Changes * * * 
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7. BU/BA exchange with target PDN GW: Figure 6.3-1 steps 5-7 (trusted access) or Figure 7.3-1 steps 5-7 (untrusted access)
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6. DSMIPv6 security association setup, HoA configuration with target PDN GW: Figure 6.3-1 step 4 (trusted access) or Figure 7.3-1 step 4 (untrusted access)





1. Access to trusted non-3GPP IP access/ePDG and CoA configuration: Figure 6.3-1 steps 1-3 (trusted access) or Figure 7.3-1 steps 1-3 (untrusted access) 
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