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1. Introduction
Some discussions during CT4 meetings on when to use TEIDs, or EPS bearer identifiers for some GTPv2 message types, indicate that there is not a common understanding on the granularity of GTP tunnels.
The introduction of a new architecture with a stronger separation between user plance and control plane, and a new radio network also using GTP for the user plane, raises understandable doubts on if the same approach as for GTPv1 will be used.

In GTPv1:

· A GTP tunnel in the GTP-U plane is defined for each PDP Context or each MBMS service in the GSNs and/or each RAB in the RNC.
· A GTP tunnel in the GTP-C plane is defined for all PDP Contexts with the same PDP address and APN (for Tunnel Management messages and UE Specific MBMS message), for each MBMS service (for Service Specific MBMS messages) or for each MS (for other types of messages).
For GTPv2 in release 8, we can avoid the exceptional handling of MBMS messages.

The handling of the new S1-U and X2 interfaces, both using GTP-U, requires explicity specification. 

2. Reason for Change
GTP messages are often interpreted in the context of the GTP tunnel used to convey them. 

In order to facility progress on the definition of such messages that relay on the information implied by the usage of a specific GTP tunnel, the granularity of GTP tunnels shall be clearly specified.
3. Conclusions

The granularity of GTP tunnels should be defined as for GTPv1 for the cases where no new requirements are seen, and according to the decisions taken for S1-U and X2 by the RAN groups.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.274 v0.2.4
* * * First Change * * * *

4.1
GTP Path

To be edited
4.1.1
GTP Tunnel

GTP tunnels are used between two nodes communicating over a GTP based interface, to separate traffic into different communication flows. 

A GTP tunnel is identified in each node with a TEID, an IP address and a UDP port number. The receiving end side of a GTP tunnel locally assigns the TEID value the transmitting side has to use. The TEID values are exchanged between tunnel endpoints using GTP-C or S1-MME messages.

The criteria defining when the same or different GTP tunnels shall be used between to nodes differs between the control and the user plane, and also between interfaces.

For the user plane, for each end-point of a GTP-U tunnel:

· on the X2 interface, the TEID-U is unique per bearer and direction. For bidirectional communication, two different GTP tunnels are used per bearer, one for downlink and one for uplink. On X2, GTP-U tunnels are only used for data forwarding during handover.
· on the S1-U interface, when GTP-U tunnels are used for data forwarding, the same applies as for the X2 interface
Editor's Note: uplink data forwarding for S1-U is still FFS and to be decided at RAN3
· in all other cases, the TEID-U is unique per bearer. The same tunnel is used for downlink and uplink traffic from the same bearer
For the control plane, for each end-point of a GTP-C tunnel:

· The TEID-C is umique per PDN-Connection on GTP based S5 and S8. The same tunnel is shared for the control messages related to all bearers associated to the PDN-Connection
Editor's Note: It is FFS what TEID-C granularity to use on other interfaces.

Editor's Note: It is FFS if GTP-C tunnels per user are required for any interface.
