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1. Reason for Change
If operator wishes to take temporarily a GTP entity out of service (e.g. for maintenance), certain way for a graceful shutdown should be defined. 3GPP TR 29.803  specifies that such feature shall be supported by GTPv2:

9.1.3.7
eGTP control procedure requirements

The eGTP Bearer Management transactions handle a group of bearers for one end-user and one APN. This group of bearers consists of a number of EPS bearers that are linked for one user and one APN. A group of linked bearers always has a Default bearer and possibly in addition a number of Dedicated bearers. 

-
eGTP Control messages may operate on a number of bearers in one control message, e.g. at S-GW relocation (see 3GPP TS 23.401 [2], section 5.5.1, Inter eNodeB handover with CN node relocation);

-
whether at any time, there may be more than one outstanding eGTP Bearer Control Request (creation or modification) in a group of linked bearers for one end-user and one APN, is FFS. 

If certain IP interface of an EPC network element fails, the network element may notify the peer with one message. Depending on the nature of failure, EPC network element may send appropriate control plane message to the peer and identify the affected EPC bearers by the failed IP address and/or APN.
In order to minimize the overall number of messages during the planned shutdown, the shutting down GTPv2 entity (e.g. SGW) should  send one of the Tunnel Management messages to the peer (e.g. MME). In this example case the message should contain SGW's IP address(es) that will become unavailable and probably also the APNs. Note that if multiple IP addresses are sent to MME, the MME may consider each IP address as a separate SGW, but this does not have any implications on the following discussion. SGW may also send the IP address(es) of another SGW that should be used after the shutdown. 
It might be useful if he message would contain also some timing info. For instance, the time period in e.g. seconds after which the SGW starts the shutdown.
The MME should start updating the bearers to the new IP address. The MME should use some implementation dependent algorithm for the load distribution.
The question is which Tunnel Management message should be used for this purpose? Probably specifying new, dedicated message would be the cleanest solution.
2. Proposal

It is proposed to agree the following changes to 3GPP TS 29.274v0.2.4.
* * * Next Change * * * *

6.1
Message Format and Type values

GTP defines a set of messages between two associated EPC network elements. The messages to be used are defined in the Table 6.1.

Table 6.1: Message types for GTPv2

	Message Type value (Decimal)
	Message
	Reference
	GTP-C
	GTP-U

	0
	Reserved
	
	
	

	1
	Echo Request
	
	X
	X

	2
	Echo Response
	
	X
	X

	3
	Version Not Supported
	
	X
	

	4-30
	Reserved for other protocols (currently, for S101)
	
	
	

	31
	Create Bearer Request (currently only for default bearer activation across S11)
	
	X
	

	32
	Create Bearer Response (currently only for default bearer activation across S11)
	
	X
	

	33
	Delete Bearer Request
	
	X
	

	34
	Delete Bearer Response
	
	X
	

	35
	Update Bearer Request (currently only for default bearer activation across S11)
	
	X
	

	36
	Update Bearer Response (currently only for default bearer activation across S11)
	
	X
	

	xx
	Shutdown Request
	
	X
	

	xx
	Shutdown Response
	
	X
	

	37-254
	FFS
	
	X
	

	255
	User plane data (payload). G-PDU
	
	
	X


* * * Next Change * * * *

7.2.x
Shutdown Request

A Shutdown Request message may be sent to a peer as specified in subclause 7.x "Graceful shutdown".

Table 7.2.x specifies the presence of the IEs in the message. The message may contain one or more sets of the following IEs: Shutting down IP address, Replacement IP address, Access Point Name (APN). If necessary, more then one set may contain the same Shutting down IP address, Replacement IP address, Access Point Name (APN) with different combination of these.
Table 7.2.x: Information Elements in a Shutdown Request
	Information elements
	P
	Condition
	CR
	IE Type

	Shutting down IP address
	M
	None
	1
	IP address

	Replacement IP address
	O
	None
	0
	IP address

	Access Point Name (APN)
	O
	None
	0
	APN

	Shutting down IP address
	C
	Present, if shutting down entity includes more than one shutting down IP addresses
	1
	IP address

	Replacement IP address
	C
	My be present, if shutting down entity includes more than one shutting down IP addresses
	0
	IP address

	Access Point Name (APN)
	C
	My be present, if shutting down entity includes more than one shutting down IP addresses
	0
	APN

	Shutdown Timing
	O
	None
	0
	Timing

	Private Extension
	O
	None
	0
	Private Extension


7.2.x
Shutdown Response
A Shutdown Request message may be sent as a response to a Shutdown Request as specified in subclause 7.x "Graceful shutdown".

Table 7.2.x specifies the presence of the IEs in the message.

Table 7.2.x: Information Elements in a Shutdown Response
	Information elements
	P
	Condition
	CR
	IE Type

	Cause
	M
	None
	0
	Cause

	Private Extension
	O
	None
	0
	Private Extension


* * * Next Change * * * *

7.x
Graceful shutdown

Before GTPv2 entity starts a planned shutdown (e.g. for maintenance), the shutting down entity should send Shutdown Request message to the peer. The message shall contain at least the IP address(es) that will become unavailable. The message should also contain the IP address(es) of another GTPv2 entity that will substitude the shutdown entity. 

If the GTPv2 entity that is shutting down has provided IP address(es) od substitude entity/entities, then the receiving  entity should start updating the bearers to the new IP address(es). Otherwise, the receiving entity should start locally deactivating the bearers. 

It is implementations issue how the receiving entity balances the load towards the new GTPv2 entity.
Shutdown Request is unconditional message. That is, the sending entity shall start the shutdown regardless of the response message. The receiving entity may not reject the Shutdown Request, but it may ignore the message.
* * * Next Change * * * *

9.1
Information Element Types

A GTP control plane (signaling) message may contain several information elements. In order to have forward compatible type definitions for the GTPv2 information elements, all of them shall be TLV coded. GTPv2 information element type values are specified in the Table 9.1.

The Length field contains the length of the information element excluding the Type and Length field.

For all the length fields, bit 8 of the lowest numbered octet is the most significant bit and bit 1 of the highest numbered octet is the least significant bit.

Within information elements, certain fields may be described as spare. These bits shall be transmitted with the value set to 0. To allow for future features, the receiver shall not evaluate these bits.

Table 9.1: Information Element types for GTPv2

	IE Type value (Decimal)
	Information elements
	Comment / Reference

	0
	Reserved
	

	1
	International Mobile Subscriber Identity (IMSI)
	Extendable /

	2
	Cause
	Extendable /

	3
	Recovery (Restart Counter)
	Extendable /

	4-70
	Reserved for other protocols (e.g. S101 AP)
	Extendable /

	71
	Access Point Name (APN)
	Extendable /

	72
	Aggregate Maximum Bit Rate (AMBR)
	Extendable /

	73
	EPS Bearer ID (EBI)
	Extendable /

	74
	IP Address
	Extendable /

	75
	Mobile Equipment Identity (MEI)
	Extendable /

	76
	MSISDN
	Extendable /

	77
	Operation Indication
	Extendable /

	78
	Protocol Configuration Options (PCO)
	Extendable /

	79
	PDN Address Allocation (PAA)
	Extendable /

	80
	EPS Bearer Level Quality of Service (Bearer QoS)
	Extendable /

	81
	Service Data Flow Level Quality of Service (Flow QoS)
	Extendable /

	82
	RAT Type
	Not Extendable /

	83
	Serving Network
	Extendable /

	84
	TEID-C
	Not Extendable /

	85
	TEID-U
	Not Extendable /

	86
	TEID-U with EPS Bearer ID
	Extendable /

	87
	EPS Bearer Level Traffic Flow Template (Bearer TFT)
	Extendable /

	88
	Service Data Flow Level Traffic Flow Template (Flow TFT)
	Extendable /

	89
	User Location Info (ULI)
	Extendable /

	90
	Serving GW (SGW) Change Indication
	Not Extendable / 9.x

	xx
	Timing
	Extendable /

	91-254
	Spare. For future use.
	

	255
	Private Extension
	Extendable /


* * * Next Change * * * *

9.x
Timing
Timing is coded as this is depicted in Figure 9.x.. Maximum value in the Timing IE equals to 65535 seconds (~ 18 hours).
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = xx (decimal)
	

	
	2-3
	Length = n
	

	
	4-5
	Timing (seconds)
	

	
	6-(n+3)
	These octet(s) is/are present only if explicitly specified
	


Figure 9.x: Timing
