[image: image3.wmf] 



TD <>
Draft DTS/TISPAN-02042 V0.7.0 (2008-01)
Technical Specification

Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN);

Business trunking;

Architecture, functional description and signalling
Reference

DTS/TISPAN-02042-NGN-R2
Keywords

architecture, functional, trunking
ETSI

650 Route des Lucioles

F-06921 Sophia Antipolis Cedex - FRANCE
Tel.: +33 4 92 94 42 00   Fax: +33 4 93 65 47 16

Siret N° 348 623 562 00017 - NAF 742 C

Association à but non lucratif enregistrée à la

Sous-Préfecture de Grasse (06) N° 7803/88

Important notice

Individual copies of the present document can be downloaded from:
http://www.etsi.org
The present document may be made available in more than one electronic version or in print. In any case of existing or perceived difference in contents between such versions, the reference version is the Portable Document Format (PDF). In case of dispute, the reference shall be the printing on ETSI printers of the PDF version kept on a specific network drive within ETSI Secretariat.

Users of the present document should be aware that the document may be subject to revision or change of status. Information on the current status of this and other ETSI documents is available at http://portal.etsi.org/tb/status/status.asp
If you find errors in the present document, please send your comment to one of the following services:
http://portal.etsi.org/chaircor/ETSI_support.asp
Copyright Notification

No part may be reproduced except as authorized by written permission.
The copyright and the foregoing restriction extend to reproduction in all media.

© European Telecommunications Standards Institute yyyy.

All rights reserved.


DECTTM, PLUGTESTSTM and UMTSTM are Trade Marks of ETSI registered for the benefit of its Members.
TIPHONTM and the TIPHON logo are Trade Marks currently being registered by ETSI for the benefit of its Members. 3GPPTM is a Trade Mark of ETSI registered for the benefit of its Members and of the 3GPP Organizational Partners.

Contents

5Intellectual Property Rights

Foreword
5
Introduction
5
1
Scope
6
2
References
6
3
Definitions, symbols and abbreviations
6
3.1
Definitions
6
3.2
Symbols
7
3.3
Abbreviations
7
4
Overview
8
5
Functional architecture
9
5.1
General
9
5.2
Subscription based business trunking
9
5.2.1
General
9
5.2.2
Used functional entities
9
5.2.3
Used reference points
9
5.3
Peering based business trunking
9
5.4
Session level virtual leased line
9
5.4.1
Between NGCN sites
10
5.4.2
Between NGCN sites and NGCN UE
10
5.6
Support for roaming NGCN user
10
5.7
Support for roaming NGN user
10
6
Procedures
10
6.1
Subscription based business trunking
10
ALTERNATIVE A
10
6.1.1
Introduction
10
6.1.2
Identification
10
6.1.3
Registration
11
6.1.4
Requests originated by an NGCN UE
11
6.1.5
Request terminated by an NGCN UE
12
END ALTERNATIVE A
14
ALTERNATIVE B
14
6.1.1
Introduction
14
6.1.2
Identification
14
6.1.3
Registration
14
6.1.4
Requests originated by an NGCN UE
15
6.1.4.1
General
15
6.1.4.2
NGCN not trusted by NGN
15
6.1.4.3
NGCN trusted by NGN
16
6.1.5
Requests terminated by an NGCN UE
16
6.1.5.1
NGCN not trusted by NGN
16
6.1.5.2
NGCN trusted by NGN
17
END ALTERNATIVE B
17
6.1.6
Signalling transparency
17
6.1.7
Involvement of functions on the media path
17
6.2
Peering based business trunking
18
6.2.1
Introduction
18
6.2.2
Identification
18
6.2.3
Registration
18
6.2.4
Session originating from a NGCN user entering NGN
18
6.2.5
Session terminating to an NGCN user leaving NGN
18
6.2.6
Signalling transparency
18
6.2.7
Involvement of functions on the media path
18
6.3
Session level virtual leased line between NGCN sites
18
7
Use of transport functions
18
7.1
Use of transport control sublayer
18
7.1.1
Use of NASS
18
7.1.2
Use of RACS
19
7.2
Use of transport processing functions
19
8
Security
19
9
Management
19
Annex A (Informative) Service Level Agreement (SLA) considerations
20
History
21


Intellectual Property Rights

IPRs essential or potentially essential to the present document may have been declared to ETSI. The information pertaining to these essential IPRs, if any, is publicly available for ETSI members and non-members, and can be found in ETSI SR 000 314: "Intellectual Property Rights (IPRs); Essential, or potentially Essential, IPRs notified to ETSI in respect of ETSI standards", which is available from the ETSI Secretariat. Latest updates are available on the ETSI Web server (http://webapp.etsi.org/IPR/home.asp).

Pursuant to the ETSI IPR Policy, no investigation, including IPR searches, has been carried out by ETSI. No guarantee can be given as to the existence of other IPRs not referenced in ETSI SR 000 314 (or the updates on the ETSI Web server) which are, or may be, or may become, essential to the present document.

Foreword

This Technical Specification (TS) has been produced by ETSI Technical Committee {ETSI Technical Committee|ETSI Project|<other>} <long techbody> (<short techbody>).

Introduction

1
Scope

The present document provides architecture and functional requirements for business trunking for the Next Generation Network.
The present document also specifies the protocol requirements for the NGCN to attach to the NGN (in particular the IM CN subsystem) and also any protocol requirements relation to application servers provided in support of business trunking.

Business trunking is a set of NGN capabilities that may be applied to communications between Next Generation Corporate Networks (NGCN) using the NGN as a transit.

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication and/or edition number or version number) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.

Referenced documents which are not found to be publicly available in the expected location might be found at http://docbox.etsi.org/Reference.
[1]
TS 181 019: "Business communication requirements".

[2]
ES 282 001: "NGN Functional Architecture Release 1".
[3]
ES 282 004: "NGN Functional Architecture; Network Attachment Sub-System (NASS)".
[4]
TS 182 006: "IP Multimedia Subsystem (IMS); Stage 2 description [3GPP TS 23.228 v7.2.0, modified]".

[5]
ES 282 007: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN);IP Multimedia Subsystem (IMS);Functional architecture".

[6]
TS 187 001: "NGN SECurity (SEC); Requirements".

[7]
3GPP TS 23.003: "Numbering, Naming and identification".
[8]
3GPP TS 23.218: "IM call model; Stage 2".
[9]
3GPP TS 23.228: "IP multimedia subsystem; Stage 2".
[10]
3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".

[11]
IETF RFC 3325 (November 2002): "Private Extensions to the Session Initiation Protocol (SIP) for Asserted Identity within Trusted Networks".

3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the following terms and definitions given in TS 181 019 [1] apply:

Business communication

Business communication capabilities

Business trunking

Business trunking application

Next generation CN (NGCN)

NGCN site

NGCN identifier

Corporate network user identifier

Public network traffic

Private network traffic

Private Numbering Plan (PNP)

PNP number

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.228 [9] apply:

Subscriber

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.003 [7] clause 13 apply:

Private user identity

Public user identity

For the purposes of the present document, the following terms and definitions given in 3GPP TS 21.218 [8] apply:

Filter Criteria (FC)

Initial Filter Criteria (iFC)

Initial request

IP multimedia session

Private user identity

Public user identity

Subsequent request

Standalone transaction
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.228 [9] apply:

Implicit registration set

For the purposes of the present document, the following terms and definitions apply:

Editor's note: Following terms need to be defined: distinct public user identity, wildcard public user identity,

3.2
Symbols

For the purposes of the present document, the following symbols apply:

3.3
Abbreviations

For the purposes of the present document, the following abbreviations apply:

AS
Application Server

CSCF
Call Session Control Function

CNG
Customer Network Gateway

DNS
Domain Name System

DSL
Digital Subscriber Line

I-CSCF
Interrogating CSCF

IP
Internet Protocol

IP-CAN
IP Connectivity Access Network

LAN
Local Area Network

NASS
Network Attachment Subsystem

NGCN
Next Generation Corporate Network

NGN
Next Generation Network

O&M
Operations and Management

P-CSCF
Proxy CSCF

PSI
Public Service Identity

S-CSCF
Serving-CSCF

SIP
Session Initiation Protocol

SLA
Service Level Agreement

SLF
Subscription Locator Function

TE
Terminal Equipment

UE
User Equipment

UPSF
User Profile Server Function

URI
Uniform Resource Identifier
4
Overview

Business trunking refers to an architecture where corporate networks appear to the NGN as an NGCN Although the interface between an NGCN and an NGN is IP-based, this does not preclude the existence of non-IP-based elements within the NGCN but not visible to the NGN. The NGCN appears to the NGN as a black box.
NGCNs may be connected via a Customer Network Gateway (CNG), as defined in ES 282 001 [2], to any IP-CAN valid for TISPAN NGN, including a DSL-based access network (Figure 4-1) or to a corporate LAN which is in turn connected to an access node in the operator's access network (Figure 4-2). Each NGCN site appears as a UE with regards to the IM CN subsystem.

An NGCN connects a multiplicity of endpoints to the network, each of which may be an IP device or a legacy phone. The NGN does not need to have any knowledge on the individual endpoints connected to the NGCN. For each NGCN site, the UPSF stores a single public user identity and a single associated user profile enabling triggering of network-based services beyond those provided by the NGCN itself. A range of telephone numbers or a subdomain is also associated with each NGCN site. 
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Figure 4-1: DSL access
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Figure 4-2: Corporate LAN access

5
Functional architecture

5.1
General

5.2
Subscription based business trunking

5.2.1
General

This describes the architectural requirements for the connection of  an Next Generation Corporate Network site (NGCN site) to the IMS using the Gm reference point (as specified in ES 282 007 [5]).
5.2.2
Used functional entities

A list of the main  functional entities from the IMS service layer as specified in ES 282 007 [5] used to  realise subscription based business trunking arrangements:

-
UE

-
P-CSCF

-
S-CSCF

-
AS (in case a Business Trunking Application is required)

-
UPSF

A description of specific procedures executed to provide subscription based business trunking can be found in subclause 6.1. 
5.2.3
Used reference points

A list of the main  reference points from the IMS service layer as specified in ES 282 007 [5] used to realise subscription based business trunking arrangements:

-
Gm

-
Mw

-
Cx

-
ISC (in case a business trunking application is required)

-
Sh (in case a business trunking application is required)

-
e2

-
Gq'

5.3
Peering based business trunking

5.4
Session level virtual leased line 

Editor's note: It is ffs whether this sub clause  is needed in addition to sub clause 5.1.3. 

5.4.1
Between NGCN sites 

5.4.2
Between NGCN sites and NGCN UE

5.6
Support for roaming NGCN user

5.7
Support for roaming NGN user

6
Procedures

6.1
Subscription based business trunking

ALTERNATIVE A

6.1.1
Introduction

6.1.2
Identification

Each NGCN site is allocated a pair of private and public user identity. The public user identity is also known as the NGCN site identifier; this public user identity has to be a valid corporate network user identifier.

NGCN user identities are owned and managed by the enterprise. They may optionally be known by the AS acting as the business trunking application. NGCN user identifiers are not stored in the UPSF, except possibly in the form of opaque information used by the AS.

To be able to support routeing to NGCN users, each NGCN site shall also be allocated one or more wildcarded PSIs or subdomain PSIs. These PSIs are hosted by the AS acting as the business trunking application. This AS holds the association between this PSI and the NGCN site identifier. 

Editor's note: Use of wildcarded PSI or subdomain PSIs for enabling routeing of incoming communications using private numbering plans requires further studies.

Editor’s Note: The solution described in the following clauses requires overriding the Request-URI. Impact on end2end services requires further study.
NOTE:
The wildcarded PSI consists of a delimited regular expression located in the telephone-subscriber portion of a tel URI (e.g. tel: +3314529!****!). The wildcarded PSI and associated data (e.g. assigned S-CSCF) is stored in the UPSF. However, the UPSF does not maintain any logical relationship between this PSI and the private and public user identities assigned to the NGCN site.

Editor’s Note 1: Whether other mechanisms can be used then wildcarded PSI is for further study.

Distinct PSIs within a wildcarded PSI range or a subdomain PSI that represent individual NGCN users are referred to as NGCN user identifiers. They can be created or deleted from the NGCN site using the Ut interface to the AS hosting the wildcarded range or via an O&M interface to this AS. 

For the purpose of processing incoming calls the identity of each NGCN user behind a NGCN site is handled as a specific PSI within a PSI range or subdomain. 

Editor's note: This PSI is used as the Request-URI to reach the terminating application within the NGN. It is assumed that this Request-URI also represents the original Request-URI from the originating user used to reach the destination NGCN user. Need to ensure that this dual usage does not interfere with each other (e.g. URI parameters).

6.1.3
Registration

Registration of the NGCN site to the network is required. Registration may rely on standard registration procedures for the IM CN subsystem, based on the pair of private and public user identities representing the NGCN site as a whole, or rely on management procedures. 

NOTE:
Management procedures require provisioning information on both the P-CSCF and the S-CSCF. This involves provisioning the P-CSCF with the association between the NGCN site and the S-CSCF address.

Registration of NGCN users is not required.

6.1.4
Requests originated by an NGCN UE
The behaviour of an NGCN UE and the NGN shall comply with security requirements as specified in TS 187 001 [6]. The notion of  "trust" domain is defined in RFC 3325 [11].

For a request originated in an untrusted NGCN and entering the NGN over the Gm interface, normal IMS UNI procedures apply. When the request needs to be presented as originated from a particular NGCN user identified by a NGCN user identifier, the NGCN site can provide the NGCN user identifier in the P-Preferred-Identity header or in the P-Asserted-Identity header.

Editor’s note 1 : Further investigation is needed for subsequent requests. 

If no identity is presented by the NGCN then the  P-CSCF will provide a default identity in the P-Asserted-Identity. This identity shall exist by agreement between the NGCN and NGN operator, and shall identify a NGCN user who operates with the authority of the NGCN operator (e.g. an attendant).

If the identity is provided either in a P-Preferred-Identity or a P-Asserted-Identity header the P-CSCF checks whether this identity is part of the (implicit) registration set and if so the P-Preferred-Identity will be removed and the P-Asserted-Identity will be used within the NGN. When this identity is not part of the (implicit) registration set, the  P-Preferred-Identity and the existing P-Asserted-Identity will be removed and the P-CSCF will provide a default identity in the P-Asserted-Identity. 

Editor’s note: The NGCN uses the P-Asserted Identity in other use cases as  private traffic or interfacing with other networks. Thus the use of the P-Asserted-Identity header makes sense from an NGCN perspective (  although the P-Preferred Identity could be used between an UAC and its proxy as specified in RFC 3325).

Editor's note: NGCNs are free to use both IETF specified identification mechanisms (RFC 3325 and RFC 4474). Primarily the NGN only uses RFC 3325, but it needs to be investigated whether there are impacts on the NGCN using RFC 4474, such as whether in this case it would not deliver either a P-Preferred-Identity or P-Asserted-Identity header field and the resultant impacts of that omission. Notwithstanding any identity in the P-Asserted-Identity header field, the NGN shall pass on unchanged the URI in the From header field to the destination of the request. Particularly when signed using the Identity header field (RFC 4474), this will provide the NGCN UE with an identity that can be used for return requests.
The user profile associated to the NGCN site identifier shall include appropriate filter criteria to ensure that all sessions from the NGCN site are handled by at least the AS playing the role of a business trunking application.

The AS playing the role of a business trunking application on the originating side may decide to override the P-Asserted-ID with the contents of the From header if consistent with the range of identities assigned to the NGCN attachment point. 

NOTE:
In case of calls leaving an NGCN, removal of the content of the "From" header if it does not match the set of values allowed for the NGCN attachment point. This procedure is executed on behalf of the NGN operator.

Editor's note: Working assumption is that BT = Features executed on behalf of the NGCN + Features executed on behalf of the NGN operator + xxx.

The AS sends the INVITE request to either: 

-
the S-CSCF assigned to the NGCN attachment point PSI, or

-
any functional entity in the IM CN subsystem implementing the additional routeing functions defined in 3GPP TS 23.228 [9] subclause 4.15.
The first option enables triggering subsequent applications based on the PSI profile.

Editor’s Note 2: Further studies are required as to whether TS 183 007 procedures for handling privacy are applicable.
Editor’s Note 2bis: Impact of overriding the Request-URI, P-Asserted-ID and the From header on end2end services requires further study.
Table 6-1 summarises the rules for setting identities in outgoing INVITE requests.

Table 6-1: Identity setting for outgoing calls
	Segment
	Upstream from the AS
	Downstream from the AS

	Header
	
	

	From
	NGCN user identifier
	NGCN user identifier

(or empty if invalid)

(NOTE)

	P-Asserted-Id
	NGCN attachment point identifier
	NGCN user identifier

	NOTE: 
Modification of the From header is executed on behalf of the NGN operator in case of traffic leaving the NGCN.


6.1.5
Request terminated by an NGCN UE
The wildcarded PSI or subdomain PSI representing the NGCN site shall be formed in such a way that the public identities used to call an NGCN user behind a NGCN site match these PSIs.  

Working Assumptions: 

The following format should be accepted and should be supported for routeing in the IM CN subsystem:

-
specific PSI within a wilcarded range in the form of a tel URI with global numbers (i.e. E.164);
-
specific PSI within a subdomain PSI, including the case where the user part of the URI is a private number and the subdomain identifies a private numbering plan (e.g. 4444@myenterprise.com).

All sessions are routed to the AS hosting the subdomain PSI or wildcarded PSI according to one of the procedures specified in TS 182 006 [4]. 

When an initial request for a new dialog or a request for a standalone transaction addressed to a NGCN site identifier or a NGCN user identifier in the Request-URI arrives at the I-CSCF, the I-CSCF performs a location request to a UPSF to locate the S-CSCF where to forward the request to, unless it recognises a subdomain PSI.  If the I-CSCF recognises a subdomain PSI, the I-CSCF forwards the request directly to the AS hosting this subdomain. 

If the UPSF detects that the received identity (e.g. +33145294148) received matches a wildcarded PSI (e.g. tel: +3314529!****!), it returns either the identity of the AS acting as a business trunking application and hosting the PSI range, or the identity of the S-CSCF assigned to this PSI. In the latter case, S-CSCF then forwards the session to the AS acting as a business trunking application and hosting the PSI range.

In all cases, irrespective of the method used to forward the request, theAS modifies the Request URI, depending of the type of PSI: 

-
in case of a subdomain PSI, the AS replaces the current value of the Request-URI with the public user identity representing the NGCN site where the called party is assumed to be connected. This procedure may require parsing the user portion of the Request-URI.

-
in case of a wildcarded PSI, the AS replaces the current value of the Request-URI (i.e. the specific PSI within the PSI range) with the public user identity representing the NGCN site. The AS incorporates a mapping table between specific PSI values and NGCN sites' public user identities.

Editor’s Note 3: Impact of overriding the Request-URI and the To header on end2end services requires further study. Overriding the To header prevents standards SIP extensions such as "RFC 4474" to work end-to-end.

In both cases, the procedure continues as follows:

1)
the AS overrides the contents of the To header with the value received in the Request-URI;
2)
the AS sends the modified INVITE request to either:

-
back to the S-CSCF assigned to the PSI (if any); or
-
the S-CSCF assigned to the public user identity representing the NGCN site; or
-
an I-CSCF.


The AS may acquire the identity of the S-CSCF assigned to the public user identity representing the NGCN site using one of the following methods:

-
retrieve the S-CSCF identity from the SLF/UPSF using the Sh/Dh interfaces; or
-
subscribe to the registration of the NGCN site; or
-
because the S-CSCF serving the NGCN site identifier and the S-CSCF serving the NGCN site PSI are one and the same.


The following process may be used to ensure that the same S-CSCF is used in both cases.

-
during the registration procedure, the UPSF assigns explicitly an S-CSCF to the NGCN site identifier (i.e. the S-CSCF name is part of the NGCN site subscription information); or
-
in case of wildcarded PSIs, the S-CSCF assigned to the PSI is identical to the S-CSCF assigned to the NGCN site identity at registration time; or
-
in case of subdomain-based PSIs, the I-CSCF and/or the DNS are configured in such a way the subdomain associated to the PSI translates to the S-CSCF assigned to the NGCN site identifier at registration time.


If the AS sends the INVITE request back to the S-CSCF assigned to the PSI, the procedure continues as in the following steps;
3)
the S-CSCF routes the session based on terminating procedures. Upon detecting that the Request-URI does not match the value sent to the AS, the S-CSCF routes the request to an I-CSCF;
4)
the I-CSCF interrogates the SLF/UPSF and forwards the request to the S-CSCF serving the NGCN site identifier;
5)
the S-CSCF serving the NGCN site identifier forwards the request to the NGCN site through the P-CSCF associated to it at registration time;
6)
the NGCN site uses the contents of the To header to fetch the targeted NGCN user identifier;
Editor’s Note: Whether it is appropriate to require NGCN site to use the To header for routeing and/or endpoint selection requires further study. Most existing NGCNs do not seem to support this type of procedures as they use of Request-URI for this purpose. Moreover, routeing on the To header does not seem to correspond to the intended use of this header in RFC 3261.
If the AS sends the INVITE request to the S-CSCF associated with the public user identity representing the NGCN site, step 3 and step 5 are omitted.

If the AS sends the INVITE request to an I-CSCF, step 3 is omitted.

Table 6-2 summarises the rules for setting identities in incoming INVITE requests.
Table 6-2: Identity setting for incoming calls
	Segment
	Upstream from the AS
	Downstream from the AS

	Header
	
	

	Request URI
	Specific PSI within a PSI range or a subdomain representing the NGCN user
	NGCN site identifier 

(NOTE)

	To
	Any
	NGCN user identifier 

	NOTE: The Request-URI does not provide sufficient information to the NGCN to route the call to the end user.


END ALTERNATIVE A

ALTERNATIVE B

6.1.1
Introduction

Editor's note: The procedures relating to identification require further interactions on stage 2 / stage 3 level with 3GPP.
Editor's note: The proposal below primarily addresses usage in relation to public network traffic. It needs to be identified if there are specific considerations and differences that need to be applied to private network traffic.
6.1.2
Identification

Each NGCN site is allocated a pair of private and public user identities. This public user identity is also known as the NGCN site identifier; this public user identity has to be a valid corporate network user identifier.

NGCN user identifiers are owned and managed by the enterprise. NGCN user identifiers are not stored in the UPSF.

To be able to support routeing to NGCN users, each NGCN site shall also be allocated one or more wildcarded public user identities as part of the implicit registration set. 

NOTE:
The wildcarded public user identity consists of a delimited regular expression located in the telephone-subscriber portion of a tel URI (e.g. tel: +3314529!****!) or in the user portion of a SIP URI. The wildcarded public user identity is configured in the UPSF as part of the implicit registration set of the subscription for a corporate network identifier. 

Distinct PUIs within a wildcarded PUI range that represent individual NGCN users is referred to as NGCN user identifiers. 

For the purpose of processing incoming and outgoing calls the identity of each NGCN user behind a NGCN site is handled as a distinct public user identity within a public user identity range or subdomain. 

6.1.3
Registration

Registration of the NGCN site in the IMS is required. Registration shall rely on standard registration procedures for the IM CN subsystem, based on the pair of private user identity and public user identity representing the NGCN site as a whole. 

Upon successful registration a wildcard public user identity part of the implicit registration set configured in the UPSF, will be provided to the S-CSCF, the P-CSCF and the UA representing the NGCN site.
The NGN will need to be configured to understand the presence of an attached NGCN instead of a normal UE. 

Editor's note: The impact of the above paragraph on protocol between the HSS, the S-CSCF and the P-CSCF requires further investigation.

Editor's Note: Add something about security association.

Editor's Note: The "reg event" package describes the registration state of the wildcarded public user identity as a whole, rather than the individual public user identities of which it is composed. However this is probably eventally a requirement in 24.229. Something is needed in reg event, 24229 needs to do that.

Editor's Note: Is there a useful function for PBX gained to subscribe to the reg event package?
6.1.4
Requests originated by an NGCN UE
6.1.4.1
General

The behaviour of an NGCN UE and the NGN shall comply with security requirements as specified in TS 187 001 [6]. The notion of  "trust" domain is defined in RFC 3325 [11].

6.1.4.2
NGCN not trusted by NGN

For a request originated in an untrusted NGCN and entering the NGN over the Gm interface, normal IMS UNI procedures apply. When the request needs to be presented as originated from a particular NGCN user identified by a NGCN user identifier, the NGCN site can provide the NGCN user identifier in the P-Preferred-Identity header or in the P-Asserted-Identity header.

NOTE: 
If the P-Preferred-Identity is not supported by the NGCN site, the NGCN user identifier can be provided in the From header.
Editor's note: Sending a P-Asserted-Identity header by the UE over the Gm reference point is currently not supported according to IMS specifications.

Editor’s note 1 : Further investigation is needed for subsequent requests. 

If no identity is presented by the NGCN then the  P-CSCF will provide a default identity in the P-Asserted-Identity. This identity is the first on the list of URIs present in the P-Associated-URI header received as part of the registration procedure. It shall exist in the UPSF by agreement between the NGCN and NGN operator, and shall identify a NGCN user who operates with the authority of the NGCN operator (e.g. an attendant).

If the identity is provided either in a P-Preferred-Identity or a P-Asserted-Identity header the P-CSCF checks whether this identity is part of the (implicit) registration set and if so the P-Preferred-Identity will be removed and the P-Asserted-Identity will be used within the NGN. When this identity is not part of the (implicit) registration set, the  P-Preferred-Identity and the existing P-Asserted-Identity will be removed and the P-CSCF will provide a default identity in the P-Asserted-Identity. This identity is the first on the list of URIs present in the P-Associated-URI header received as part of the registration procedure.
Editor’s note: The NGCN uses the P-Asserted Identity in other use cases as  private traffic or interfacing with other networks. Thus the use of the P-Asserted-Identity header makes sense from an NGCN perspective (  although the P-Preferred Identity could be used between an UAC and its proxy as specified in RFC 3325).

Editor's note: NGCNs are free to use both IETF specified identification mechanisms (RFC 3325 and RFC 4474). Primarily the NGN only uses RFC 3325, but it needs to be investigated whether there are impacts on the NGCN using RFC 4474, such as whether in this case it would not deliver either a P-Preferred-Identity or P-Asserted-Identity header field and the resultant impacts of that omission. Notwithstanding any identity in the P-Asserted-Identity header field, the NGN shall pass on unchanged the URI in the From header field to the destination of the request. Particularly when signed using the Identity header field (RFC 4474), this will provide the NGCN UE with an identity that can be used for return requests.
When the S-CSCF receives the request it matches the P-Asserted-Identity against the wildcard public user identity as in the implicit registration set of the NGCN site's profile. This allows the S-CSCF to perform its actions based on the service profile of the NGCN site, this includes the optional link in of an AS over ISC, for example to provide additional services to the enterprise. 

NOTE: 
In order to cope with NGCN sites that do not support the P-Preferred-Identity header, an AS playing the role of a business trunking application on the originating side can decide to override the P-Asserted-Identity with the contents of the From header, if consistent with the range of identities assigned to the NGCN or NGCN site and with the policy agreed between the NGN operator and the enterprise. This enables the NGCN user identifier to be sent to the destination in the form of an asserted identity. 

6.1.4.3
NGCN trusted by NGN
If by policy the NGN and the NGCN form part of the same trust domain, the NGCN delivers the P-Asserted-Identity to the NGN.  The NGN accepts the P-Asserted-Identity in this case.
Editor's note: The P-Asserted-Identity is currently used by the S-CSCF to identify the served user, e.g. in relation to the appropriate set of initial filter criteria. In the trusted case, the P-Asserted-Identity may not relate to the numbers included in the business trunking agreement, e.g. due to forwarding in the NGCN before the call reached the NGN.

6.1.5
Requests terminated by an NGCN UE
6.1.5.1
NGCN not trusted by NGN 
When an initial request for a new dialog or a request for a standalone transaction addressed to a NGCN site identifier or a NGCN user identifier in the Request-URI arrives at the I-CSCF, then I-CSCF performs a location request to UPSF to locate the S-CSCF where to forward the request to. The UPSF which finds a match between the Request-URI and the registered NGCN site identifier or an implicitly registered wildcard public user identity, which belongs to the service profile of an NGCN site. The UPSF returns the information about the particular S-CSCF allocated to that specific NGCN site service profile. 

When the S-CSCF receives the request it matches the Request-URI against the NGCN site identifier or wildcard public user identity as in the implicit registration set of the NGCN site service profile. This allows the S-CSCF to perform its actions based on the service profile for the NGCN site, this includes the optional link in of AS over ISC, for example to provide additional services to the enterprise. When the S-CSCF is ready to forward the request to the NGCN via the P-CSCF it places the registered Contact address in the Request-URI as per standard IMS procedure and retains the addressed target identity in the P-Called-Party-ID header, then it adds to the Route header the contents of the Path header as stored during registration. This will ensure that the request is first routed to the P-CSCF assigned during registration. The P-CSCF forwards the request over the Gm reference point towards the NGCN site. The NGCN site can use the P-Called-Party-ID to construct a valid SIP request that it can forward in the NGCN (for example by placing the P-Called-Party-ID value back in the Request-URI) or it can use it to select an extension to forward the call to. 
Editor’s note: Further studies are ongoing in 3GPP with regards to S-CSCF routing procedures so as to ensure that initial requests can be delivered to a corporate network, allowing the corporate network to deliver it to one or more endpoints associated to the original target identity in the Request URI, and to corporate SIP proxies in general.

For a response originated in an untrusted NGCN and entering the NGN over the Gm interface, when the response needs to be presented as originated from a particular NGCN user identified by a NGCN user identifier, the NGCN site may provide the NGCN user identifier in the P-Asserted-Identity header field of a 18x or 2xx response.

Editor's note: The ability to utilize P-Preferred-Identity in response should be investigated.
If a P-Asserted-Identity header field is not present in the response from the NGCN, the  P-CSCF shall provide the default identity for the NGCN site (see subclause 6.1.4.1) in the P-Asserted-Identity header field.
If a P-Asserted-Identity header field is present in the response from the NGCN, the P-CSCF shall check whether this identity is part of the implicit registration set and if so the P-CSCF shall retain this identity when passing on the response. When this identity is not part of the implicit registration set, the NGN shall instead use the default identity for the NGCN site when passing on the response, replacing the value in the P-Asserted-Identity header field received from the NGCN.

Editor's note: Sending a P-Asserted-Identity header by the UE over the Gm reference point is currently not supported according to IMS specifications.

In either case, if the Privacy header field with value 'id' is received in a response, the P-CSCF shall retain it when passing on the response.
6.1.5.2
NGCN trusted by NGN 
The procedures of subclause 6.1.5.1 shall apply with the following exception.

If a P-Asserted-Identity header field is present in the response from the NGCN, the  P-CSCF shall retain this identity when passing on the response.

Editor's note: Sending a P-Asserted-Identity header by the UE over the Gm reference point is currently not supported according to IMS specifications.

END ALTERNATIVE B

6.1.6
Signalling transparency

For private network traffic, an NGN shall be capable of transparent exchange of signalling elements that an RFC 3261 SIP proxy is not allowed to add, remove or modify, subject to the exception listed below, and shall be capable of being tolerant of and passing on without modification any signalling extension that is not supported. The exception is any information that needs to be changed to accomplish NAT traversal, i.e., IP addresses and ports in SDP. In particular, an NGN shall be capable of passing on a request, part of which is cryptographically signed (e.g., using the Identity header field), without removing or invalidating that signature. Whether such transparency is provided and to what degree is a matter for agreement between the NGN operator(s) and enterprise(s) concerned. This applies to any functional entity on the signalling path, including P-CSCF, S-SCSF, I-BCF and AS.

NOTE:
This is not intended to prevent intervention by an AS when needed to carry out specific services as agreed between operators or as negotiated by signalling.

Editor's note: A means is needed of differentiating private and public network traffic within an NGN.
6.1.7
Involvement of functions on the media path

For private network traffic, entities on the signalling path shall be capable of avoiding the insertion of functions into the media path that intervene above the transport layer, unless explicitly required by contractual arrangement between the NGN operator and the NGCN operator, explicitly requested through signalling, or in order to meet regulatory requirements. Examples of intervention that is prohibited (when exceptions do not apply) include transcoding, language translation, recording, re-encrypting and re-signing.

Editor's note: A means is needed of differentiating private and public network traffic within an NGN.

6.2
Peering based business trunking
6.2.1
Introduction

6.2.2
Identification

6.2.3
Registration

6.2.4
Session originating from a NGCN user entering NGN 

6.2.5
Session terminating to an NGCN user leaving NGN

6.2.6
Signalling transparency

For private network traffic, an NGN shall be capable of transparent exchange of signalling elements that an RFC 3261 SIP proxy is not allowed to add, remove or modify, subject to the exception listed below, and shall be capable of being tolerant of and passing on without modification any signalling extension that is not supported. The exception is any information that needs to be changed to accomplish NAT traversal, i.e., IP addresses and ports in SDP. In particular, an NGN shall be capable of passing on a request, part of which is cryptographically signed (e.g., using the Identity header field), without removing or invalidating that signature. Whether such transparency is provided and to what degree is a matter for agreement between the NGN operator(s) and enterprise(s) concerned. This applies to any functional entity on the signalling path, including P-CSCF, S-SCSF, I-BCF and AS.

NOTE:
This is not intended to prevent intervention by an AS when needed to carry out specific services as agreed between operators or as negotiated by signalling.

Editor's note: A means is needed of differentiating private and public network traffic within an NGN.
6.2.7
Involvement of functions on the media path

For private network traffic, entities on the signalling path shall be capable of avoiding the insertion of functions into the media path that intervene above the transport layer, unless explicitly required by contractual arrangement between the NGN operator and the NGCN operator, explicitly requested through signalling, or in order to meet regulatory requirements. Examples of intervention that is prohibited (when exceptions do not apply) include transcoding, language translation, recording, re-encrypting and re-signing.

Editor's note: A means is needed of differentiating private and public network traffic within an NGN.

6.3
Session level virtual leased line between NGCN sites

Editor's note: It is ffs whether this sub clause  is needed in addition to sub clause 6.2. 

7
Use of transport functions

7.1
Use of transport control sublayer

7.1.1
Use of NASS

To enable interaction with the NASS a CNG and/or a Terminal Equipment (TE) (as defined in ES 282 001 [2]) is required. The purpose of the CNG in the business trunking architecture is to enable the NGCN to obtain an IP address from the public/carrier access network to which it is attached as per the procedures developed in ES 282 004 [3]. Devices attached to the corporate network are assigned IP addresses routable only within the corporate network.

As an alternative to the dynamic IP address allocation procedures described in NASS the NGN may offer an option to assign static IP addresses to the NGCN. In this case there may be no direct interaction between the NGCN and the NASS.

Editor’s Note: It is for further study regarding whether users and/or devices visiting the corporate network should be able to use their own access subscriptions to access the public network as opposed to using the corporate network access subscription if this is allowed by the NGCN.

7.1.2
Use of RACS

In the present Release it is assumed that there is no interaction between any policy driven resource control mechanisms deployed in the NGCN with those deployed in the NGN. The NGN may provide resource and admission control based on operator policy and the nature of the business trunking service provided to the NGCN (e.g. certain business trunking services may provide dedicated transport resources, others may provide sharing of transport resources across NGCNs, others may only provide best efforts). The control of Network Address Translation at the edge of the NGN is also part of the necessary resource and admission control supported by the NGN when providing business trunking services.
7.2
Use of transport processing functions

8
Security

9
Management
Annex A (Informative)
Service Level Agreement (SLA) considerations

This annex provides guidance on technical considerations that should form part of an SLA between an NGN operator and an NGCN operator.

1)
An SLA between an NGN operator and an NGCN operator should take into account media types and formats to be supported and with what Quality of Service (QoS). In particular, it should indicate NGN handling of media types or formats that are not recognised or supported by the NGN, e.g., whether such media types or formats are accepted subject to "best effort" QoS or rejected.
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