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Introduction

Currently Clause 5 section headings only include the RFC number and no textual title. Although for many these RFC numbers are easily recognisable for improved readability for all users of the specification it is proposed to include a caption identifying the purpose of the RFC.

Proposed Changes

The following amendments to the draft specification TS 29.231 v0.2.1 are proposed:
5
Amendments and Endorsements to Referenced Specifications

5.1
ITU-T Q.1912.5 ("Interworking between Session Initiation Protocol (SIP) and Bearer Independent Call Control protocol or ISDN User Part")
Only Profile C shall apply.

5.2
RFC 2046 (Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types)
5.3
RFC 4566 (SDP: Session Description Protocol)
.

5.4
RFC 3966 (The tel URI for Telephone Numbers)
.

5.5
RFC 2976 (The SIP INFO method)
.

5.6
RFC 3204 (MIME media types for ISUP and QSIG Objects)
5.7
RFC 3261(SIP: Session Initiation Protocol)
SIP-I initial INVITEs shall always include SDP.

Editor's Note: it is FFS if SIP-I re-INVITEs shall include SDP.
3GPP SIP-I entities shall apply loose routeing on SIP-I based Nc as described in RFC 3261 [9]. 
5.8
RFC 3262 (Reliability of Provisional Responses in the Session Initiation Protocol)
5.9
RFC 3264 (An Offer/Answer Model with the Session Description Protocol)
5.9.1
Multicast Streams

Procedures in Clauses 5.2 and 6.2 of RFC 3264 do not need to be supported.

5.9.2
3GPP Node Generating the Offer

Procedures in Clause 5.1 of RFC 3264 apply with the following modifications:
-
An MSC-S initiating an offer with multiple speech codec payload types in one m-line shall apply the related procedures in Clause 9 of 3GPP TS 23.153 [2], in particular the following requirement from RFC 3264 Clause 5.1 is overruled:

"Once the offerer has sent the offer, it MUST be prepared to receive media for any recvonly streams described by that offer.  It MUST be prepared to send and receive media for any sendrecv streams in the offer, and send media for any sendonly streams in the offer (ofcourse, it cannot actually send until the peer provides an answerwith the needed address and port information)."
5.9.3
3GPP Node Generating the Answer
Procedures in Clause 6 of RFC 3264 apply with the following modifications:
-
If the 3GPP MSC-S terminating the codec negotiation supports multiple speech codec payload types it shall apply the related procedures in Clause 9 of 3GPP TS 23.153 [2]. It does not need to be prepared to receive media encoded by speech codec payload types within the answered Available Codec List (see Clause 6.1.1).

5.9.4
3GPP Node as Offerer Processing of the Answer

Procedures in Clause 7 of RFC 3264 apply with the following modifications:
-
If the offering MSC supports multiple speech codecs and the MSC-S receives an answer with multiple speech codec payload types in one m-line, it shall apply the related procedures in Clause 9 of 3GPP TS 23.153 [2]. It does not need to be prepared to receive media encoded by speech codec payload types within the Available Codec List (see Clause 6.1.1) received in the answer. 
5.9.5
Modifying the session
Procedures in Clause 8 of RFC 3264 apply with the same modifications as described in Clauses 5.9.2, 5.9.3, and 5.9.4.

5.10
RFC 3311 (The Session Initiation Protocol (SIP) UPDATE Method)
5.11
RFC 3312 (Integration of Resource Management and Session Initiation Protocol)
5.12
RFC 3323 (A Privacy Mechanism for the Session Initiation Protocol)
5.13
RFC 3325 (Private Extensions to the Session Initiation Protocol (SIP) for Network Asserted Identity within Trusted Networks)
5.14
RFC 3326 (The Reason Header Field for the Session Initiation Protocol)
5.15
RFC 4028 (Session Timers in the Session Initiation Protocol)
5.16
RFC 2960 (Stream Control Transmission Protocol)
See sub-clause 5.18.
5.17
RFC 3309 (Stream Control Transmission Protocol (SCTP) Checksum Change)
See sub-clause 5.18.
5.18
RFC 4168 (The Stream Control Transmission Protocol (SCTP) as a Transport for the Session Initiation Protocol)
SCTP shall be the transport protocol for a SIP-I based Nc interface as per IETF RFC 4168 [27].

Semi-permanent SCTP associations shall be established between peer 3GPP SIP-I entities, i.e. the SCTP associations shall remain up under normal circumstances. 

Local multi-homing should be supported. Remote multi-homing shall be supported. 

Multiple local SCTP endpoints may be supported. Multiple remote SCTP endpoints shall be supported. When multiple local or remote SCTP endpoints are configured, several simultaneous SCTP associations shall be supported between peer 3GPP SIP-I entities. 

Checksum calculation for SCTP shall be supported as specified in RFC 3309 [26] instead of the method specified in RFC 2960 [25].
