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Introduction:
The work on the S101 interface has become clear in the most recent version of 23.402.  The proposed text below completes section 6.2.14.1.  
It was noted, during this work, that the Direct Transfer Request message is used not only during the pre-registration procedure, but also during the Handover Preparation and Handover Execution phases defined in 23.402.  Therefore the structure of section 6.2.14 has been modified to consider “Path Management messages” (6.2.14.1.1.2) and “S101 Messages” (6.2.14.1.1.3).  It was also noted that an S101 message header (6.2.14.1.1.1) would be appropriate to carry common parameters such as S101 version, message type, S101 endpoint identifier, and a transaction identifier (for correlating requests and responses).  These improvements have been incorporated.

*********** BEGIN PROPOSED CHANGE ************

6.2.14
MME – HRPD (S101) Interface

This interface is required to perform procedures related to optimise HO between EPS and HRPD access to allow for pre-registration and handover signalling with the target system as described in TS 23.402 [3].
6.2.14.1 Requirements
The S101 reference point is defined between the MME and the trusted non-3GPP access network, enabling interactions between EPS and the trusted non-3GPP access network to allow for pre-registration and handover signalling with the target system.

6.2.14.1.1 S101 Interface Definition
The following messages are used on the S101 interface:

· Echo Request

· Echo Response

· Version Not Supported

· Direct Transfer Request

· Direct Transfer Response

· Notification Request

· Notification Response

All S101 messages shall have a header that includes specific parameters.  The following list of header parameters are used on the S101 interface:
· Version

· Message Type

· Length

· S101 Tunnel Endpoint Identifier (S101-ID)
· S101 Transaction Identifier (S101-TI)
The following list of information elements are used on the S101 interface messages:

· Cause
· Recovery

· Sector ID

· Encapsulated HRPD Message

· Encapsulated LTE Message

· Handover Indicator

· Handover Complete Event


6.2.14.1.1.1 
S101 Message Header

The S101 header is a variable length header. The minimum length of the S101 header is nine octets. Space has been reserved for five flags that may be used in the future to signal the presence of additional optional header fields.

Always present fields:

-
Version field: This field is used to determine the version of the S101 protocol. The version number shall be set to '1'.

-
Message Type: This field indicates the type of GTP message. The valid values of the message type are defined in clause 7.1 for both GTP-C and GTP-U.

-
Length: This field indicates the length in octets of the payload, i.e. the rest of the packet following the mandatory part of the GTP header (that is the first 8 octets). The Sequence Number, the N-PDU Number or any Extension headers shall be considered to be part of the payload, i.e. included in the length count.

-
S101 tunnel endpoint Identifier (S101-ID): This field unambiguously identifies an S101 tunnel endpoint in the receiving protocol entity. The transmitting end side of an S101 tunnel locally assigns the S101-ID value the receiving side has to use. 
-
S101 Transaction Identifier (S101-TI): This field is used to correlate responses with outstanding requests, since it is possible that multiple LTE or HRPD messages may be sent from the UE to the target system without waiting for a response to each.  The entity that receives an S101 request message shall use the S101-TI value from the request message as the S101-TI value in any corresponding response message.
	
	
	Bits

	Octets
	
	8
	7
	6
	5
	4
	3
	2
	1

	1
	
	Version
	(*)
	(*)
	(*)
	(*)
	(*)

	2
	
	Message Type

	3
	
	Length (1st Octet)

	4
	
	Length (2nd Octet)

	5
	
	S101 Tunnel Endpoint Identifier (1st Octet)

	6
	
	S101 Tunnel Endpoint Identifier (2nd Octet)

	7
	
	S101 Tunnel Endpoint Identifier (3rd Octet)

	8
	
	S101 Tunnel Endpoint Identifier (4th Octet)

	9
	
	S101 Transaction Identifer


NOTE 0:
(*) This bit is a spare bit. It shall be sent as '0'. The receiver shall not evaluate this bit.

Figure 2: Outline of the S101 Header

6.2.14.1.1.2
Path Management Procedures

The path from the MME to the non-3GPP Access Network operationally requires management capabilities.  The following messages support path management:

· Echo Request

· Echo Response

· Version Not Supported

6.2.14.1.1.2.1
Echo Request message

An MME or an eAN/PCF may send an Echo Request to find out if the peer an eAN/PCF or MME is alive (see section Path Failure). When and how often an Echo Request message may be sent is implementation specific but an Echo Request shall not be sent more often than every 60 s on each path.

An MME or an eAN/PCF shall be prepared to receive an Echo Request at any time and it shall reply with an Echo Response.  The optional Private Extension contains vendor or operator specific information.

Table 7.2-1: Information Elements in an Echo Request

	Information element
	Presence requirement
	Reference

	Private Extension
	Optional
	xxx


6.2.14.1.1.2.2 Echo Response message

The message shall be sent as a response to a received Echo Request.

The Recovery information element contains the local Restart Counter (see section Restoration and Recovery) value for the node that sends the Echo Response message.

The MME or eAN/PCF that receives an Echo Response from a peer MME or eAN/PCF shall compare the Restart Counter value received with the previous Restart Counter value stored for that peer MME or eAN/PCF. If no previous value was stored, the Restart Counter value received in the Echo Response shall be stored for the peer MME or eAN/PCF.

The value of a Restart Counter previously stored for a peer MME or eAN/PCF may differ from the Restart Counter value received in the Echo Response from that peer MME or eAN/PCF. In this case, the MME or eAN/PCF that sent the Echo Response shall be considered as restarted by the MME or eAN/PCF that received the Echo Response. The new Restart Counter value received shall be stored by the receiving entity, replacing the value previously stored for the sending MME or eAN/PCF.

The optional Private Extension contains vendor or operator specific information.

Table 7.2-2: Information Elements in an Echo Response

	Information element
	Presence requirement
	Reference

	Recovery
	Mandatory
	xxx

	Private Extension
	Optional
	xxx


6.2.14.1.1.2.3 Version Not Supported message

This message contains only the S101 header and indicates the latest S101 version that the MME or eAN/PCF entity on the identified UDP/IP address can support (see subclause xxx).

6.2.14.1.1.3 S101 Messages
The following messages are used to support interworking between the MME and the non-3GPP access network:

· Direct Transfer Request

· Direct Transfer Response

· Notification Request

· Notification Response

6.2.14.1.1.3.1 Direct Transfer Request message

A Direct Transfer Request shall be sent from a an MME or eAN/PCF to transport an HRPD or an LTE message to the peer eAN/PCF or MME.

The Sector ID parameter shall be included if this message is being sent from the source system to the target system.

If an HRPD message is begin tunnelled between an MME and an eAN/PCF, the Encapsulated HRPD Message field contains the HRPD message.

If an LTE message is begin tunnelled between an MME and an eAN/PCF, the Encapsulated LTE Message field contains the LTE message.

The Handover Indicator parameter shall be included if and only if the encapsulated message being carried will cause the UE to leave the source system and tune its radio to the target system.

Table 7.3-1: Information Elements in a Direct Transfer Request

	Information element
	Presence requirement
	Reference

	Sector ID
	Conditional
	xxx

	Encapsulated HRPD Message
	Conditional
	xxx

	Encapsulated LTE Message
	Conditional
	xxx

	Handover Indicator
	Optional
	xxx


6.2.14.1.1.3.2 Direct Transfer Response message

The message shall be sent from an MME or eAN/PCF to its peer eAN/PCF or MME as a response to a Direct Transfer Request. 

The Cause value indicates the encapsulated message was received. Possible Cause values are:

· "Request Accepted".

· "No resources available".

· "System failure".

· "Mandatory IE incorrect".

· "Mandatory IE missing".

· "Optional IE incorrect".

· "Invalid message format".
'No resources available' indicates that not enough resources are available within the receiving system.

Only the Cause information element and optionally the Recovery information element shall be included in the response if the Cause contains another value than 'Request accepted'.
Table 7.3-2: Information Elements in a Create PDP Context Response

	Information element
	Presence requirement
	Reference

	Cause
	Mandatory
	xxx

	Recovery
	Optional
	xxx

	Private Extension
	Optional
	xxx


6.2.14.1.1.3.3 Notification Request message

A Notification Request message shall be sent from an MME or eAN/PCF to its peer eAN/PCF or MME to notify its peer of a fact or event.

The Handover Complete Event information element shall be included if the sending system needs to notify the receiving sytem of the completion of a handover. 

The optional Private Extension contains vendor or operator specific information.

Table 7.3-3: Information Elements in a Notification Request

	Information element
	Presence requirement
	Reference

	Handover Complete Event
	Conditional
	xxx

	Private Extension
	Optional
	xxx


6.2.14.1.1.3.4 Notification Response message

A Notification Response message shall be sent from an MME or eAN/PCF to its peer eAN/PCF or MME to acknowledge receipt of a Notification Request message.

If the MME or eAN/PCF receives a Notification Response with a Cause value other than 'Request accepted', it should note and log the event and response.

Only the Cause information element and optionally the Recovery information element shall be included in the response if the Cause contains another value than 'Request accepted'.

Possible Cause values are:

· 'Request Accepted'.
· 'System failure'.
· 'Mandatory IE incorrect'.
· 'Mandatory IE missing'.
· 'Optional IE incorrect'.
· 'Invalid message format'.
Table 7.3-4: Information Elements in a Notification Response
	Information element
	Presence requirement
	Reference

	Cause
	Mandatory
	xxx

	Recovery
	Optional
	xxx

	Private Extension
	Optional
	xxx






























6.2.14.2 Candidates

Editor’s note: Protocols supported on S101 interface 

6.2.14.3 Analysis

6.2.14.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
**************** END PROPOSED CHANGE ****************
