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1.
Introduction

The S10 interface is the reference point between MMEs for MME relocation MME to MME information transfer, and needs to specify the message contents for the related procedures, including:

- Attach procedure 
- Tracking Area Update Procedure with MME and Serving Gateway change
- Inter eNodeB Handover with CN Node Relocation Procedure
The contribution will try to finalize basic functionality for S10 interface. The possible impact of ISR to S10 is not considered.
2.       Discussion

Comparing to the Gn interface between two SGSNs, some mechanism changes of EPS which may impact definition of S10 should be discussed and confirmed as below:

· Hop Counter

The “Hop Counter” parameter was introduced in GTP V1 to prevent endless loops when relaying the messages between the SGSNs within one SGSN pool.
The structure of GUTI (Globally Unique Temporary UE Identity) had been agreed in SA2 [1]. The MMEI which is constructed from MME Group ID (MMEGI) and an MME Code (MMEC) can uniquely identify a MME in the world, i.e. the new MME is able to derive the address of the old MME according to the MMEI of old GUTI provided by the UE. The “Identification Request” and the “MME context request” messages can be directly sent from the new MME to the right MME, no longer need to be forwarded between two MMEs within the MME pool of the old MME. 

·  “Hop Counter” will not be needed for “Identification request message” and the “MME context request” messages of S10.
· Old TAI
In GPRS architecture, a SGSN looks up a UE context stored on itself according to P-TMSI + P-TMSI signature + Old RAI provided by UE. 
After GUTI has been introduced in EPS, S-TMSI of GUTI is used to uniquely identify an UE within a MME, and the MME can directly locate the UE context stored on itself according to S-TMSI. 
· “Old TAI” will not be needed for “Identification request message” and the “MME context request” messages of S10.
· MBMS UE Context

The Multicast mode of MBMS will no longer be developed in EPS, i.e. it is not required to continue maintaining the MBMS UE context in core network. 

· “MBMS UE context” is no need to be included in “MME Context Response” and “Forward Relocation Request” messages of S10.
· S-TMSI Signature and MME context retrieve

It had been confirmed by SA3 that the concept of S-TMSI Signature will not be used in EPS [2]. Hence the scenario of the new SGSN trying to retrieve the SGSN context from the old SGSN after an unsuccessfully attempt due to P-TMSI signature mismatch will never occur in EPS.

· “S-TMSI signature” will no longer exist in any message of EPS.
· “MS Validated” and “IMSI” are not needed in “MME context request” message.
· Direct Forwarding Flag

As being depicted in TS23.401, a “Direct Forwarding Flag” information element should be included in “Forward Relocation Request” message to indicate if Direct Forwarding of data to Target side shall be used.
· “Direct Forwarding Flag” should be included in “Forward Relocation Request” message of S10.
3.
Proposal
It is proposed to discuss and agree the following changes to TR 29.803v0.5.0.
4.           Reference
[1]   S2-075853, "Implementation of GUTI, MME identifier, AND, ECM/EMM states in 23.401", Vodafone, SA2 #61 Ljubljana meeting

[2]   S3-070904, "Reply LS on P-TMSI signature", SA3 #49 Munich meeting
*** Start of change ***
**** Start of 1st set of changes ****
6.1.6
MME –MME (S10) Interface

6.1.6.1 Requirements

6.1.6.1.1 Attach Procedure

6.1.6.1.1.1 Identification Request
The parameters for Identification Request message are, but not exclusively, listed as below:

-
GUTI;


6.1.6.1.1.2 Identification Response
The parameters for Identification Response message are, but not exclusively, listed as below:

-
IMSI;

-
Authentication Quintets;

-
Cause to indicate that the UE is not known in the old MME;
6.1.6.1.2 Tracking Area Update Procedure with MME and Serving Gateway change

6.1.6.1.2.1 MME Context Request
The parameters for MME Context Request message are, but not exclusively, listed as below:

-
GUTI;


6.1.6.1.2.2 MME Context Response
The parameters for MME Context Response message are, but not exclusively, listed as below:

-
MME Context;

-
Cause to indicate that the UE is not known in the old MME;
6.1.6.1.2.3 MME Context Acknowledge

The parameters for MME Context Acknowledge Response message are, but not exclusively, listed as below:

-
reject indication;
6.1.6.1.3 Inter eNodeB Handover with CN Node Relocation Procedure

6.1.6.1.3.1 Forward Relocation Request

The parameters for Forward Relocation Request message are, but not exclusively, listed as below:

-
MME UE Context;
6.1.6.1.3.2 Forward Relocation Response

The parameters for Forward Relocation Response message are FFS.
6.1.6.1.3.3 Forward Relocation Complete

The parameters for Forward Relocation Complete message are FFS.
6.1.6.1.3.4 Forward Relocation Complete Acknowledge

The parameters for Forward Relocation Complete Acknowledge message are FFS.
6.1.6.2 Candidates

6.1.6.2.1 GTP-C

This is the only candidate for S10.
6.1.6.3 Analysis

6.1.6.3.1 GTP-C
6.1.6.3.1.1 Identification Request
The parameters for Identification Request message are listed as below:

-      Old GUTI; 

· MME Address for Control Plane;
· Private Extension;
Editor’s notes: It is FFS whether there is more Information Element for this message.
If the UE, at E-UTRAN Initial Attach, identifies itself with GUTI and it has changed MME since detach, the new MME shall send an Identification Request message to the old MME to request the IMSI. 

The new MME should include the old GUTI which is allocated to UE by the old MME.

When the old MME belongs to an MME pool, the new MME can in the general case determine the old MME. The new MME shall send the Identification Request message to an MME based on the old GUTI.

The parameter 'MME Address for Control Plane' is optional in the Identification Request message.
The optional Private Extension contains vendor or operator specific information.
6.1.6.3.1.2 Identification Response
The parameters for Identification Response message are listed as below:

-
Cause; 
-
IMSI;

-
Authentication Quintets; 

      -    Private Extension;
Editor’s notes: It is FFS whether there is more Information Element for this message.
The old MME shall send an Identification Response to the new MME as a response to a previous Identification Request.

If an old MME within an MME pool receives an Identification Request message that contains the optional parameter MME Address for Control Plane, the old MME shall use this address as destination IP address of the Identification Response message.
The IMSI information element is mandatory if the UE is known in the old MME.
Only the Cause information element shall be included in the response if the UE is not known in the old MME.
The Authentication Quintuplet information elements may be included in the message if the UE is known in the old MME.

The optional Private Extension contains vendor or operator specific information.
6.1.6.3.1.3 MME Context Request
The parameters for MME Context Request message are listed as below:

-  Old GUTI;

-  Tunnel Endpoint Identifier Control Plane ;
-  MME Address for Control Plane;
-  Alternative MME Address for Control Plane;
-  MME Number;
-  Private Extension;
Editor’s notes: It is FFS whether there is more Information Element for this message.
The new MME shall send an MME Context Request to the old MME to get the MME Context for the UE.

When the old MME belongs to an MME pool, the new MME can in the general case determine the old MME. The new MME shall send the MME Context Request message to an MME based on the old GUTI. 
The new MME should include the old GUTI which is allocated to UE by the old MME. The UE is identified in the old MME by its old GUTI values. 
The old MME responds with an MME Context Response.

The new MME shall include a MME Address for control plane. If the new MME is IPv4/ IPv6 capable, it shall include IPv4 address in the field of MME Address for Control Plane and IPv6 address in the field of Alternative MME Address for Control Plane. If the old MME is IPv6 capable, it shall store and use the IPv6 MME address when sending control plane messages for the UE to the new MME in the MME context transfer procedure. Otherwise if the old MME is only IPv4 capable, it shall store and use the IPv4 MME address in the MME context transfer procedure. The old MME shall store this MME Address and use it when sending control plane messages for the UE to the new MME in the MME context transfer procedure.
The new MME may include its MME number. If the old MME receives the MME number of the new MME it shall include this number when informing interworking core network nodes that there is a need to re-route previously sent requests against the new MME.
The Tunnel Endpoint Identifier Control Plane field specifies a Tunnel Endpoint Identifier for control plane messages, which is chosen by the new MME. The old MME shall include this Tunnel Endpoint Identifier in the GTP header of all subsequent control plane messages that are sent from the old MME to the new MME and related to the Bearer context(s) requested.

The optional Private Extension contains vendor or operator specific information.

6.1.6.3.1.4 MME Context Response
The parameters for MME Context Response message are listed as below:

-  Cause;
-  IMSI;

-  MM Context;

-  Bearer Context;
-  Tunnel Endpoint Identifier Control Plane;

-  MME Address for Control Plane;

-  Bearer Context Prioritization;

-  Private Extension; 
Editor’s notes: It is FFS whether there is more Information Element for this message.
The old MME shall send an MME Context Response to the new MME as a response to a previous MME Context Request.

The old MME shall include a MME Address for control plane. If the MME Context Request received from the new MME includes an IPv6 MME address, an IPv4/IPv6 capable old MME shall include IPv6 address in the field of MME address for control plane; Otherwise it shall include IPv4 address in this field. The new MME shall store this MME Address and use it when sending control plane messages for the UE to the old MME in the MME context transfer procedure.

The Tunnel Endpoint Identifier Control Plane field specifies a Tunnel Endpoint Identifier, which is chosen by the old MME. The new MME shall include this Tunnel Endpoint Identifier in the GTP header of all subsequent control plane messages, which are sent from the new MME to the old MME and related to the Bearer context(s) requested.

The IMSI information element contains the IMSI matching the old GUTI in the MME Context Request and is mandatory if the UE is known in the old MME.
The MM Context contains necessary mobility management and security parameters. 

All active Bearer contexts in the old MME shall be included as Bearer Context information elements. The Bearer contexts are included in an implementation dependant prioritized order, and the most important Bearer context is placed first. When the Bearer Context Prioritization IE is included, it informs the new MME that the Bearer contexts are sent prioritized. If the new MME is not able to maintain active all the Bearer contexts received from the old MME when it is indicated that prioritization of the Bearer context s is applied, the new MME should use the prioritisation sent by old MME as input when deciding which Bearer contexts to maintain active and which ones to delete.
The optional Private Extension contains vendor or operator specific information.
6.1.6.3.1.5 MME Context Acknowledge

The parameters for MME Context Acknowledge message are listed as below:

-
Cause;

-    Private Extension;
Editor’s notes: It is FFS whether there is more Information Element for this message.
The new MME shall send an MME Context Acknowledge message to the old MME as a response to the MME Context Response message. MME Context Acknowledge indicates to the old MME that the new MME has correctly received MME Context information. This message shall not be sent if the MME Context Request was rejected.

Only the Cause information element shall be included in the acknowledgement if the new MME has not correctly received MME Context information.
The optional Private Extension contains vendor or operator specific information.
Editor’s note: It is FFS whether there are more Information Elements for this message and whether date forwarding needs to be considered in TAU procedure, if the Handover procedure was not executed properly before TAU procedure occurs.
6.1.6.3.1.6 Forward Relocation Request

The parameters for Forward Relocation Request message are listed as below:
-    IMSI;

-    MM Context;
-    Bearer Context;

-    Bearer Context Prioritization;

-    Direct Forwarding Flag;
-    Target ID;

-    S1-AP cause;
-    Source to Target Transparent Container;
-    Tunnel Endpoint Identifier Control Plane;
-    MME Address for Control Plane;

-    Selected PLMN ID;

-    Private Extension;  
Editor’s notes: It is FFS whether there is more Information Element for this message.
The old MME shall send a Forward Relocation Request to the new MME to convey necessary information to perform the Inter eNodeB Handover procedure.

The IMSI information element contains the IMSI of the target UE for the Handover procedure.
The old MME shall include a MME Address for control plane. The new MME shall store this MME Address and use it when sending control plane messages for the UE to the old MME in the Handover procedure. If the new MME is IPv6 capable, an IPv4/IPv6 capable old MME shall include an IPv6 address in the field MME Address for Control Plane, otherwise it shall include an IPv4 address in this field.
The Tunnel Endpoint Identifier Control Plane field specifies a tunnel endpoint identifier, which is chosen by the old MME. The new MME shall include this Tunnel Endpoint Identifier Control Plane in the GTP header of all subsequent control plane messages, which are sent from the new MME to the old MME.
The MM Context contains necessary mobility management and security parameters. 

All active Bearer contexts in the old MME shall be included as Bearer Context information elements. The Bearer contexts are included in an implementation dependant prioritized order, and the most important Bearer context is placed first. When the Bearer Context Prioritization IE is included, it informs the new MME that the Bearer contexts are sent prioritized. If the new MME is not able to maintain active all the Bearer contexts received from the old MME when it is indicated that prioritization of the Bearer contexts is applied, the new MME should use the prioritisation sent by old MME as input when deciding which Bearer contexts to maintain active and which ones to delete. 

Direct Forwarding Flag indicates if direct forwarding is applied from the source eNodeB to the target eNodeB, or if indirect forwarding is going to be set up by the source side.

Source to Target Transparent Container, Target Identification and S1-AP cause are information from the source eNodeB in the old MME. The old MME shall include in the Forward Relocation Request message the S1-AP Cause IE, Source to Target Transparent Container IE and Target Identification IE when this message is used for the Handover procedure. 

The Selected PLMN ID IE indicates the core network operator selected for the UE in a shared network. The old MME shall include this IE if the selected PLMN identity is available. 
The optional Private Extension contains vendor or operator specific information.  

6.1.6.3.1.7 Forward Relocation Response

The parameters for Forward Relocation Response message are listed as below:
-   Cause ;

-   S1-AP cause;
-   Tunnel Endpoint Identifier Control Plane;

-   MME Address for Control Plane;

-   MME Number;
-   Address(es) and TEID(s) for User Traffic Data Forwarding;

-   Target to Source Transparent Container; 

-   List of Set Up RABs;

-   Private Extension;
Editor’s notes: It is FFS whether there is more Information Element for this message.
The new MME shall send a Forward Relocation Response to the old MME as a response to a previous Forward Relocation Request. 
The Cause IE is Mandatory.

S1-AP Cause is mandatory if cause value is contained in S1-AP message.

List of Set Up RABs, Target to Source Transparent Container and S1-AP Cause are information from the target eNodeB in the new MME.

The new MME shall include a MME Address for control plane. The old MME shall store this MME Address and use it when sending control plane messages for the UE to the new MME in the Handover Procedure. If the Forward Relocation Request received from the old MME includes an IPv6 MME address, an IPv4/IPv6 capable MME shall include an IPv6 address in the field MME Address for Control Plane, otherwise, it shall include an IPv4 address in this field.
The Tunnel Endpoint Identifier Control Plane field specifies a Tunnel Endpoint Identifier that is chosen by the new MME. The old MME shall include this Tunnel Endpoint Identifier in the GTP header of all subsequent signalling messages that are sent from the old MME to the new MME.
If 'Direct Forwarding' is applicable, then the IEs 'Address(es) and TEID(s) for Data Forwarding' contains the GTP-U tunnel endpoint parameters to the Target eNodeB. Otherwise the IEs 'Address(es) and TEID(s) for Data Forwarding' may contain the GTP-U tunnel endpoint parameters to the Serving GW (or to the Target Serving GW for S-GW re-location).
The new MME may include its MME number. If the old MME receives the MME number of the new MME it shall include this number when informing interworking core network nodes that there is a need to re-route previously sent requests against the new MME.
The optional Private Extension contains vendor or operator specific information.

6.1.6.3.1.8 Forward Relocation Complete

The parameters for Forward Relocation Complete message are listed as below:
· Private Extension;
Editor’s notes: It is FFS whether there is more Information Element for this message.
The new MME shall send a Forward Relocation Complete to the old MME to indicate that the Handover procedure has been successfully finished.

The optional Private Extension contains vendor or operator specific information.
6.1.6.3.1.9 Forward Relocation Complete Acknowledge

The parameters for Forward Relocation Complete Acknowledge message are listed as below:

-  Cause;

-  Private Extension;
Editor’s notes: It is FFS whether there is more Information Element for this message.
The old MME sends a Forward Relocation Complete Acknowledge message to the new MME as a response to Forward Relocation Complete.

The Cause IE is mandatory.
The optional Private Extension contains vendor or operator specific information.
6.1.6.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
**** End of 1st set of changes ****

*** End of change ***
