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1  Introduction
This document discusses one possible S-CSCF restoration procedure when the new assigned S-CSCF or resumed S-CSCF requests unregistered service profile or S-CSCF information for a registered Public User Identity based on the solution in the clause 6.1.3 of the TR 23.820. 
2  Discussion
In the clause 6.1.3 of the TR 23.820, by retrieving S-CSCF information, the terminating traffic could be processed even if the originally assigned S-CSCF fails or loses user data after restarting. But it is not clear how the HSS processes if the HSS does not have the S-CSCF information in such cases. 
One possible solution is that the HSS returns only the service profile in the SAA to the S-CSCF with Experimental-Result-Code value set to DIAMETER_ERROR_IN_ASSIGNMENT_TYPE. If the received traffic is terminating request, the S-CSCF triggers matched unregistered terminating service for the user. If the received traffic is originating request, the S-CSCF triggers matched registered originating service for the user. For terminating request, though the normal registered service cannot be provided to the user, the user could still get unregistered service which makes the user experience better than nothing. For originating request from the SIP-AS on behalf of the user, service could be restored as normal.
3  Proposal

According to the above discussion, it is proposed to make the following changes to TR 23.820 v0.4.0.
6.1.3
Retrieval of S-CSCF Information

According to the analysis in clause 5.2, the most relevant case in which the S-CSCF might need this information is when processing a terminating SIP Request. In this case, when the HSS believes the identity to be Registered, the SAA response will be either DIAMETER_ERROR_IDENTITY_ALREADY_REGISTERED if the request is originated in a different S-CSCF or DIAMETER_ERROR_IN_ASSIGNMENT_TYPE if it comes from the same S-CSCF.

For DIAMETER_ERROR_IN_ASSIGNMENT_TYPE, the proposal is to add the information stored in the HSS to the response so that the S-CSCF has the possibility to forward the request to the P-CSCF that attends the user. The other error code covers the case of a double S-CSCF assignment. To avoid that situation, the proposal is to create a new value for Server-Assignment-Type in order to overwrite the S-CSCF name stored in the HSS and to allow this operation only if there was a previous request for capabilities from the I-CSCF. The I-CSCF should also be allowed to request REGISTRATION_AND_CAPABILITIES in the terminating case. The changes to the protocol would be in table 6.1.2.2 adding the information element with S-CSCF information:

	S-CSCF Information (See 7.X)
	SCSCF-Information
	C
	The HSS shall send this information element if it implements the IMS Restoration Procedures and Experimental-Result is DIAMETER_ERROR_IN_ASSIGNMENT_TYPE or the value of Server-Assignment-Type in the request is NO_ASSIGNMENT or REASSIGNMENT. 


The following figure shows the traffic flow for retrieval of information from the same S-CSCF:
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Figure 6.1.3.1. Retrieval from the previous S-CSCF

Note 1:  In the above steps 2 and 3, it is needed to send the S-CSCF information from the HSS to the S-CSCF. This means an enhancement of both HSS and S-CSCF and it can be done in two ways. One is enhancing the S-CSCF, so that when it receives the SAA with Experimental-Result-Code value set to DIAMETER_ERROR_IN_ASSIGNMENT_TYPE, it is able to send SAR with a new Server Assignment Type as REASSIGNMENT to request backuped data from the HSS. The other is represented in figure 6.1.3.1 and it is enhancing the HSS to add the information in the SAA for this error code.

Note 2: The decision of when to assign a new S-CSCF for the user is taken in the I-CSCF and how to make that decision is left as an implementation option.
Note 3: In the above step 3, if the related Public User Identity is registered and the HSS does not have the S-CSCF info, the HSS may download the service profile in the SAA with Experimental-Result-Code value set to DIAMETER_ERROR_IN_ASSIGNMENT_TYPE. 
Note 4: In the above step 3, if the S-CSCF only receives service profile in the SAA, i.e. no S-CSCF info is carried in the SAA, the S-CSCF shall only trigger matched unregistered service for the user. Otherwise, if the S-CSCF receives service profile together with the S-CSCF info, the S-CSCF shall trigger matched registered service for the user.
The procedures shown in the Figure 6.1.3.1 could also be applied to the originating request initiated by a SIP-AS on behalf of an unregistered or registered user with terminating SIP request replaced by Originating SIP request and P-CSCF replaced by terminating network. There is another little difference in the S-CSCF about triggering registered or unregistered service. If the S-CSCF receives service profile in the SAA with Experimental-Result-Code value set to DIAMETER_ERROR_IN_ASSIGNMENT_TYPE, the S-CSCF shall trigger matched registered service for the user. Otherwise, if the S-CSCF receives service profile in the SAA with Experimental-Result-Code value set to DIAMETER_SUCCESS, the S-CSCF shall only trigger matched unregistered service for the user as the current procedure.
The following figure shows the traffic flow for retrieval of information from a different S-CSCF:
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Figure 6.1.3.2. Retrieval from a different S-CSCF

Note 1:  The failure of the S-CSCF1 may be detected before the I-CSCF forwards the INVITE to the S-CSCF1.

Note 2:  In the above step 2, it is needed to enhance the I-CSCF to be able to explicitly request S-CSCF capabilities and re-select the S-CSCF during terminating procedure.

Note 3:  In the above step 4, the I-CSCF may carry an indication for restoration in the terminating SIP request to indicate the S-CSCF it is a new assigned server caused by the failure of the originally assigned S-CSCF. The way in which this indication might be put into the SIP signalling is out of the scope of this document.

Editor’s note: The feasibility of the restoration indication in the SIP request needs to be checked by CT1.

Note 4:  In the above step 5, it is needed to extend the SAR with a new Server Assignment Type as REASSIGNMENT to request backuped data from the HSS.

Note 5:  In the above step 6, it is needed to enhance the HSS to be able to send the user profile even if the requesting S-CSCF is different from the stored S-CSCF.

Note 6:  In the above step 6, it is needed to extend the SAA and enhance the HSS to be able to send the backuped data together with the user profile after receiving REASSIGNMENT indication from the S-CSCF, even if the requesting S-CSCF is different from the stored S-CSCF.
Note 7: In the above step 6, if the related Public User Identity is registered and the HSS does not have the S-CSCF info, the HSS may download the service profile in the SAA. 
Note 8: In the above step 6, if the S-CSCF only receives service profile in the SAA, i.e. no S-CSCF info is carried in the SAA, the S-CSCF shall only trigger matched unregistered service for the user. Otherwise, if the S-CSCF receives service profile together with the S-CSCF info, the S-CSCF shall trigger matched registered service for the user.
The procedures shown in the Figure 6.1.3.1 could also be applied to the originating request initiated by a SIP-AS on behalf of an unregistered or registered user with terminating SIP request replaced by Originating SIP request and P-CSCF replaced by terminating network.
Another alternative would be to trigger an initial registration of the UE after step 6 (when the request using the retrieved S-CSCF information is finished), so that the status of the registered user can be rebuilt completely across the network. This can be done with a NOTIFY using the UE subscription information to the reg-event package that was previously stored in the HSS.

Note: Since the retrieved subscription information does not include the CSeq parameter, the S-CSCF could use an allowed maximum CSeq value in the NOTIFY message.
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