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1  Introduction

This discussion paper proposes a conclusion on the issue of how to process correctly originating request from a SIP-AS or terminating request for an unregistered or registered user if the S-CSCF currently assigned to the Public User Identity in the HSS cannot be contacted by the I-CSCF. The proposal is to conclude that S-CSCF information is required to be stored in the HSS and new S-CSCF re-assignment is needed in such cases. 
2  Discussion
If the S-CSCF serving the user fails, it will be the best that the user could not perceive this failure at all, i.e.

the network is still able to provide the normal service as the user expects. According to the discussions during the previous meetings, it could be seen that for the originating request from a SIP-AS or terminating traffic for a registered or unregistered user,

· new S-CSCF assignment makes it possible that the new S-CSCF could retrieve the user profile from the HSS and continue the processing of the traffic. The S-CSCF re-selection has already been used in the current initial registration procedure when the S-CSCF assigned to the Public User Identity in the HSS cannot be contacted by the I-CSCF.
· backup of the S-CSCF information will be useful to provide correct registration service to the registered Public User Identity. Backup of the UE’s subscription information will be useful for the triggering of initial registration from the S-CSCF in order to restore the whole service environment in the S-CSCF and keep synchronization among the UE and related IM CN entities. 
After the whole restoration procedure, the service data and environment in the new S-CSCF will be fully created, solving the problems when the S-CSCF does not respond indicated in clauses 5.2.2 and 5.2.4 of the TR.

3  Recommendation/Proposal

According to the above discussion, it is proposed to make the following changes to TR 23.820 v0.4.0.
7
Conclusions and recommendations


7.X
Recommendations

7.X.X
I-CSCF Detects the Failure of S-CSCF
The procedures described in clauses 6.1.2, 6.1.3 and 6.1.7 have been selected as the preferred ways to handle the scenarios for S-CSCF service interruption detected by the I-CSCF during processing of terminating SIP requests and originating SIP requests initiated by a SIP-AS representing the user, including storing and retrieval of the S-CSCF information and the re-assignment of the S-CSCF. All these will require changes to 3GPP TS 29.228 and TS 24.229, so contributions need to be submitted to CT4 and CT1 in order to complete these tasks.
