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Binary Data Reference point

When binary data is transmitted over the Sh interface to the HSS, the content is limited to UTF-8 character set.  Other binary Sh transfers have been allowed by requiring the payload to be base64 encoded.  When this mechanism is specified, the data description must be described appropriately. This contribution provides a description of the data definition reference point when binary transfers are considered.
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5
Mechanisms for transfer of defined service data between Application server and HSS

Editor’s note: This section will identify mechanisms for the transfer of service data descriptions to Application Servers over Sh interface.

5.1 Defined features

The data to support Telephony application server features are identified in the following list taken from 3GPP TS 22.173 [3].  The feature list may be expanded in the future, but initially will contain the following capabilities:

1. Call transfer
2. CF Busy
3. CF No Reply / No Response

4. CF Not Logged In (CFNL) 

5. CF All/CFU                      
6. CF Not Reachable (CFNRc) 

7. Communication Deflection
8. Multiway calling/Conf
9. Calling ID    -   Subsets of this feature include OIP, OIR, TIP, and TIR

10. Call Barring
11. Call blocking
Conveying this data from an application server to the HSS requires definition of the details for each of the features and is implemented within the application server.
5.w
Application Server Service Data Descriptions Reference point.
Binary data is not permitted within the Sh interface.  When binary assumptions are made to define service data, this must be converted.  Other Sh binary transfers have used the base64 encoding scheme.   For this case, a service data definition is established as shown in Figure 5.W.  This is at a point prior to base 64 encoding the binary data into an ASCII, IETF RFC 20 [xx] format and including or extracting it from the Sh-Data>RepositoryData> ServiceData XML tags within the User-Data AVP.  The defined format is not exposed on the Sh interface.  Instead it is different by the deterministically recoverable base64 encoding scheme. See IETF RFC 2045 [yy], IETF RFC 3548 [zz].
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Figure 5.W  Definition point for TAS
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