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1 Introduction
29.228 Section 6.6 states that If User-Data-Already-Available is set to USER_DATA_NOT_AVAILABLE (UDNA) the HSS shall download the requested user profile. It goes on to state that If User-Data-Already-Available is set to USER_DATA_ALREADY_AVAILABLE (UDAA), the HSS shall not return any user profile data. The assumption made here is the successful delivery of the SAA and the PPR/PPA messages to the respective nodes. In case of failure of either of the messages the afore-mentioned statements introduce some ambiguity. 
2 Different Aspects of Clarification Needed

Scenario 1:
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Figure 1: HSS fails to receive PPA
Following a profile update v2, HSS sends a PPR to S-CSCF with the new version v2. However in case PPA fails then the HSS cannot confirm if PPR with the new version reached S-CSCF safely. The S-CSCF thinks that it has the latest user profile (v2) while the HSS believes that it has been unable to update the S-CSCF. The subsequent SAR sent by S-CSCF has User-Data-Already-Available set to UDAA which instructs HSS not return any user profile data. This creates ambiguity and potential inter-operability problems when we have HSS and S-CSCF belonging to different vendors. 
Scenario 1 (Possible Solution):
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Figure 2: HSS confirms update by over-riding UDAA
When the PPA fails, and the HSS receives a subsequent SAR with the User-Data-Already-Available set to UDAA, the HSS downloads the new user profile (v2) in the SAA by over-riding the UDAA. In this manner the 

HSS is able to confirm the synchronisation of the user profile data between the HSS and the S-CSCF.

Scenario 2:
This depicts a scenario which may result if the SAA (profile-version-v2) from figure 2 fails.
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Figure 3: S-CSCF fails to receive SAA (profile-version-v2)
Following a profile update v2, HSS sends a PPR to S-CSCF with the new user profile version v2. However the PPR fails then the HSS cannot confirm if PPR with the new user profile version reached S-CSCF safely. The S-CSCF thinks that it has the latest user profile (v1). The subsequent SAR sent by S-CSCF has User-Data-Already-Available set to UDAA which instructs HSS not return any user profile data. Due to the failure of the earlier PPR the HSS overrides the UDAA and sends the SAA with the new user profile version v2. However the SAA fails as well. The HSS now thinks that S-CSCF has been updated with the latest user profile version (v2). The S-CSCF continue to store old version of user profile v1 thinking that its up-to-date. In the subsequent SAR, the S-CSCF sets User-Data-Already-Available set to UDAA which instructs HSS not return any user profile data. The HSS duly obliges and sends the SAA with no user profile data. In this scenario, it is seen that S-CSCF has not been updated with the new version (v2) of user profile data with both HSS and S-CSCF believing that the user profile data has been synchronised.
Scenario 2 (Possible Solution):
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Figure 4: S-CSCF sends subsequent SAR with UDNA upon failure to receive previous SAA
Due to the successive failures of PPR and SAA messages the S-CSCF never gets updated with the latest user profile version (v2). The solution is to force the S-CSCF to include the User-Data-Already-Available set to UDNA in the subsequent SAR when it fails to receive a SAA response to a previous SAR. This ensures user profile data synchronisation between the HSS and S-CSCF.
3 Proposal
29.228 section 6.6 is updated using the following sentences:

· If the S-CSCF does not receive a SAA response to a SAR sent for the public identity, the S-CSCF shall include the USER_DATA_ALREADY_AVAILABLE AVP set to USER_DATA_NOT_AVAILABLE in a subsequent SAR.
· If the HSS does not receive a PPA response for a PPR, it will ignore the value of the USER_DATA_ALREADY_AVAILABLE AVP in a subsequent SAR and will download the profile.
 
By using the proposed solution, it is possible to ensure user profile data synchronisation between the HSS and the S-CSCF regardless of failure of SAA and PPR/PPA messages using the User-Data-Already-Available AVP. We hope CT4 can discuss and endorse the conclusion.
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