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*** 1st Change ***

4.2.2.2
SMPolicyControl_Create
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Figure 4.2.2.2-1: SMPolicyControl_Create
When the SMF receives the Nsmf_PDUSession_CreateSMContext Request as defined in subclause 5.2.2.2 of 3GPP TS 29.502 [x], if the SMF is being requested via Nsmf_PDUSession_CreateSMContext Request not to interact with the PCF, the SMF shall not interact with the PCF; otherwise, the SMF shall send the POST method as step 1of the figure 4.2.2.2-1 to request to create an "Individual SM Policy".

NOTE 1:
The decision to not interact with PCF applies for the life time of the PDU session.

NOTE 2:
The indicator to not interact with PCF is configured in the UDR. It is delivered to the SMF within the Charging Characteristics. The indicator is operator specific, therefore it can only be used in non-roaming and home routed roaming cases.

The SMF shall include smPolicyContextData in the payload body of the HTTP POST to request a creation of representation of the "Individual SM Policy" resource. The "Individual SM Policy " resource is created as described below.
The SMF shall include (if available) in "smPolicyContextData":

-
SUPI of the user within the "supi" attribute;
-
PDU Session Id within the "pduSessionId" attribute;
-
DNN within the "dnn" attribute;
-
URL identifying the recipient of SM policies update notification within the "smPoliciesUpdateNotificationUrl" attribute;
-
PEI within the "pei" attribute;
-
type of access within the "accessType" attribute;
-
type of the radio access technology within the "ratType" attribute;
-
the UE Ipv4 address within the "ipv4Address" attribute and/or the UE Ipv6 prefix within the "ipv6AddressPrefix" attribute;
-
the UE time zone information within "ueTimeZone" attribute;
-
subscribed Session-AMBR within "subscribedSessionAmbr" attribute;
-
subscribed Default QoS Information within "subscribedDefaultQoSInformation" attribute;
-
user location information within the "userLocationInformation" attribute; and
-
identifier of the serving network within the "servingNetwork" attribute.
Editor's note:
Other information included in the POST message is FFS.
When the PCF receives the HTTP POST request from the SMF, the PCF shall make an authorization based on the information received from the SMF and, if available, AMF, CHF, AF, UDR, NWDAF and operator policy pre-configured at the PCF. If the authorization is successful, the PCF shall create a new resource, which represents "Individual SM Policy", addressed by a URI as defined in subclause 5.3.3.2 and contains an PCF created resource identifier. The PCF shall respond to the SMF with a 201 Created message, including:

-
the Location header field containing the URI for the created resource; and
-
a response body providing session management related policies and
 (optionally also containing policy control request triggers) encoded within the SmPolicyDecision data structure. Detailed procedures related to the provisioning and enforcement of the policy decisions within the SmPolicyDecision data structure are contained in subclause 4.2.6.
The SMF shall use the URI received in the Location header in subsequent requests to the PCF to refer to the "Individual SM Policy".
Editor's note:
Description of failure cases is FFS.
*** 2nd Change ***

4.2.3
Npcf_SMPolicyControl_UpdateNotify Service Operation
4.2.3.1
General

The UpdateNotify service operation provides updated Session Management related policies to the NF service consumer (SMF) or triggers the deletion of the context of SM related policies. The POST method is used for both, update and delete operations.
The following procedures using the Npcf_SMPolicyControl_UpdateNotify service operation are supported:

· PCF initiated update of the policies associated with the PDU session.

· PCF initiated deletion of SM Policy Association of a PDU session.
4.2.3.2
SM Policy Association Notification request
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Figure 4.2.3.2-1: SMPolicyControl UpdateNotify Update Service Operation

1.
The PCF shall send a POST request to the NF Service Consumer (SMF) (../{smPoliciesUpdateNotifyUri}/notify). The payload body of the message shall contain an SmPolicyNotification data structure that contains the representation of the updated policies within the SmPolicyDecision data structure. Detailed procedures related to the provisioning and enforcement of the policy decisions within the SmPolicyDecision data structure are contained in subclause 4.2.6.
2.
In case of a successful update of PCC rule(s) a "200 OK" shall be returned in the response.
Editor's note:
If a body is being sent in the response and the content is FFS.
*** 3rd Change ***

4.2.4
Npcf_SMPolicyControl_Update Service Operation
The Npcf_SMPolicyControl_Update service operation provides means for the NF service consumer to request the update of the Session Management related policies when a policy control request trigger condition is met.
Figure 4.2.4-1 illustrates a requesting the update of the Session Management related policies.
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Figure 4.2.4-1: Requesting the update of the Session Management related policies
1.
The NF Service Consumer shall send a POST request to the PCF to update an "Individual SM Policy" resource. The {smPolicyId} in the URI identifies the "Individual SM Policy" resource to be updated.

2.
In case of a successful update, "200 OK" response shall be returned. The PCF shall include in the "200 OK" response body the representation of the updated policies within the SmPolicyDecision data structure. Detailed procedures related to the provisioning and enforcement of the policy decisions within the SmPolicyDecision data structure are contained in subclause 4.2.6.
Editor's note:
This text needs to be enhanced with encoding details such as attribute names once they are defined.
*** 4th Change ***

4.2.6
Provisioning and Enforcement of Policy Decisions 
4.2.6.1
General
Policy Decisions are provided from the PCF to the NF service consumer (SMF) as part of the following service operations:
-
The Npcf_SMPolicyControl_Create Service Operation described in subclause 4.2.2;
-
The SM Policy Association Notification request as part of the Npcf_SMPolicyControl_UpdateNotify Service Operation as described in subclause 4.2.3.2; and
-
the Npcf_SMPolicyControl_Update service operation as described in subclause 4.2.4
Policy decisions shall be encoded within the SmPolicyDecision data structure defined in subclause 5.6.2.4

Policy decisions may include:

-
Session Rules as described in subclause 4.1.4.3 encoded within the "sessRules" attribute;

-
PCC Rules as described in subclause 4.1.4.2 encoded within the "pccRules" attribute;

-
QOS decisions as described in subclause 4.1.4.4.3 that can be referenced from PCC rules and session rules encoded within the "qosDescs" attribute

-
charging decisions as described in subclause 4.1.4.4.4 that can be referenced from PCC rules encoded within the "ChgDescs" attribute

-
Traffic control decisions as described in subclause 4.1.4.4.2 that can be referenced from PCC rules encoded within the "traffContDescs" attribute

-
Usage monitoring control decisions as described in subclause 4.1.4.4.5 that can be referenced from PCC rules and session rules encoded within the "umDescs" attribute

-
Conditions that can be referenced from PCC rules and session rules encoded within the "conds" attribute

-
A reflective QoS timer

-
Policy control request triggers
-
Last requested rule data

-
Last requested usage data
For the Npcf_SMPolicyControl_Create Service Operation, the SmPolicyDecision data structure shall contain a full description of all of policies decisions provided by the PCF for the policy association.
The SM Policy Association Notification request and for the Npcf_SMPolicyControl_Update service operation, the SmPolicyDecision data structure shall contain a description of changes of the policies decisions with respect to the last provided previous policy decision for the corresponding policy association.
If no other rules are defined for specific data types within the SmPolicyDecision data structure, the encoding of changes of the policies decisions in the SmPolicyDecision data structure shall follow the following principles:
1)
To modify an attribute with a value of type map (e.g. the "sessRules" attribute, the "pccRules" attribute, the "qosDescs" attribute, the "traffContDescs" attribute, the "umDescs" attribute, and the "conds" attribute) the attribute shall be provided with a value containing a map with entries according to the following principles:

-
A new entry shall be added by supplying a new identifier (e.g. rule / decision identifier) as key and the corresponding structured data type instance (e.g. PCC rule) with complete contents as value as an entry within the map.

-
An existing entry shall be modified by supplying the existing identifier as key and the corresponding structured data type instance, which shall describe the modifications following bullets 1 to 6, as value as an entry within the map. 
-
An existing entry shall be deleted by supplying the existing identifier as key and "NULL" as value as an entry within the map.
-
For an unmodified entry, no entry needs to be provided within the map.
2)
To modify an attribute with a structured data type instance as value, the attribute shall be provided with a value containing a structured data type instance with entries according to bullets 1 to 6.
3)
To modify an attribute with another type than map or structured data type as value, the attribute shall be provided with a complete representation of its value that shall replace the previous value.
4)
To create an attribute of any type, the attribute shall be provided with a complete representation of its value. 
5)
To delete an attribute of any type, the attribute shall be provided with NULL as value.

NOTE 1:
Attributes that are allowed to be deleted need to be marked as "nullable" within the OpenAPI file in Annex A.
6)
Attributes that are not added, modified, or deleted do not need to be provided.

NOTE 2:
In related data structures no attribute can be marked as mandatory.
4.2.6.2
PCC Rules

4.2.6.3

Session Rules
4.2.6.4
Policy Request Triggers
4.2.6.5
Authorized QoS
4.2.6.6.1
General

The PCF may provide authorized QoS to the SMF in the following service operations:

-
Npcf_SMPolicyControl_Create; and
-
Npcf_SMPolicyControl_UpdateNotify.
The authorized QoS shall be provisioned within a response of HTTP POST initiate by the SMF or an HTTP POST message initiate by the PCF as "qosData" attribute. The provisioning of the authorized QoS (which is composed of 5QI, ARP, QNC, Reflective QoS Control, QoS characteristics and bitrates) is performed from the PCF to the SMF. The authorized QoS can refer to a PCC rule or to a PDU session.

-
When the authorized QoS applies to a PCC rule, it shall be provisioned within the corresponding PCC rule by including the "qosData" attribute within the "pccRule" attribute.
-
When the authorized QoS for a PCC rule with a GBR QCI is candidate for resource sharing an instruction on the allowed sharing may be provisioned within the "pccRule" attribute by including "sharingKeyUl" attribute and/or "sharingKeyDl" attribute.

Editor's note:
Above descriptions need to be reviewed when the resource sharing feature is defined.

-
When the authorized QoS applies to a PDU session, it shall be provisioned by including the "authSessAmbr" within the "sessionRule" attribute.
-
When the authorized QoS applies to the default QoS flow, it shall be provisioned by including the "authDefaultQoS" attribute within the "sessionRule" attribute.
-
When the authorized explicitly signalled QoS Characteristics, it shall be provisioned by including the "authExQoSCha" within the "sessionRule" attribute.
Editor's note:
Above descriptions need to be reviewed when the explicitly signalled QoS Characteristics feature is defined.

-
When the authorized Reflective QoS, it shall be provisioned by including the "authRefQosTimer" within the "sessionRule" attribute and including the "refQosControl" attribute within the "pccRule" attribute.
Editor's note:
Above descriptions need to be reviewed when the reflective QoS feature is defined.

The authorized QoS provides appropriate values for the resources to be enforced. The authorized QoS for a PCC rule is a request for allocating the corresponding resources. The Provisioning of authorized QoS per PCC rule is a part of PCC rule provisioning procedure.

If the SMF cannot allocate any of the resources as authorized by the PCF, the SMF informs the PCF and acts as described PCC Rule Error handling.
Editor's note:
PCC Rule Error handling is FFS.
The SMF shall interact with the (R)AN, UPF and UE for enforcing the policy based authorization.

QoS authorization information may be dynamically provisioned by the PCF or it can be a pre-defined PCC rule in the SMF. Moreover, all the parameters of the authorized QoS can be changed, but no order is defined for 5QI.
NOTE 1:
A change of 5QIs cannot be described as an upgrade or downgrade and also no 5QI can be referred to as the higher or lower. Whether the 5QI is permitted to be changed or not is subject to both operator policies and normal restrictions on changing from a non-GBR 5QI value to GBR 5QI value on an IP flow.

NOTE 2:
All attributes of the ARP QoS parameter can be changed but only the ARP priority level represents an ordered range of values. The ARP priority level attribute represents the actual priority for the service/user with the value 1 as the highest and can thus be upgraded and downgraded.
If the PCF is unable to make a decision for the response to the HTTP POST message by the SMF, the PCF may reject the request as described in subclause 5.7.
4.2.7
Reporting Result of Policy Enforcement

*** 5thChange ***

5.3.3.4.3.2
Operation Definition

This custom operation updates an individual SM Policy resource in the PCF.

This operation shall support the request data structures specified in table 5.3.3.4.3.2-1 and the response data structure and response codes specified in table 5.3.3.4.3.2-2.

Table 5.3.3.4.3.2-1: Data structures supported by the POST Request Body on this resource

	Data type
	P
	Cardinality
	Description

	SmPolicyUpdateContextData 
	M
	1
	Parameters to be sent by the SMF when the individual SM policy is updated. It indicates the occurred changes.


Table 5.3.3.4.3.2-2: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	SmPolicyDecision
	M
	1
	200 OK
	An individual SM Policy resources is updated successfully. Response body includes the policy decision changes.


*** 6thChange ***

5.6.2.4
Type SmPolicyDecision
Table 5.6.2.4-1: Definition of type SmPolicyDecision

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	sessRules
	map(SessionRule)
	O
	0..N
	A map of Sessionrules with the content being the SessionRule as described in subclause 5.6.2.7.
	

	pccRules
	map(PccRule)
	O
	0..N
	A map of PCC rules with the content being the PCCRule as described in subclause 5.6.2.6.
	

	qosDecs
	map(QoSData)
	O
	0..N
	Map of QoS data policy decisions.
	

	ChgDecs
	map(ChargingData)
	O
	0..N
	Map of Charging data policy decisions.
	

	traffContDecs
	map(TrafficControlData)
	O
	0..N
	Map of Traffic Control data policy decisions.
	

	umDecs
	map(UsageMonitoringData)
	O
	0..N
	Map of Usage Monitoring data policy decisions.
	

	qosChars
	map(QosCharacteristics)
	C
	0..N
	Map of QoS characteristics for non standard 5QIs. This map uses the 5QI values as keys.
	

	reflectiveQoSTimer
	DurationSec
	O
	0..1
	Defines the lifetime of a UE derived QoS rule belonging to the PDU Session for reflective QoS.
	

	conds
	map(ConditionData)
	
	
	A map of condition data with the content being as described in subclause 5.6.2.9.
	

	
	
	
	
	
	


Editor's note:
The indication of the presence of the attributes is FFS.
*** End of Changes ***

�PAGE \# "'Page: '#'�'"  �� Enter the specification number in this box. For example, 04.08 or 29.163. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �� Enter the version of the draft specification here. This number is the version of the draft specification to which the PCR was written and (normally) to which it will be applied if it is agreed.  Make sure that the latest version of the draft specification  is used when creating the PCR. If unsure what the latest version is, go to  http://www.3gpp.org/ftp/specs/latest-drafts/� HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" ���


�PAGE \# "'Page: '#'�'"  �� Enter a concise description of the subject matter of the PCR. It should be no longer than one line. 


One or more organizations (3GPP Individual Members) which drafted the PCR and are presenting it to the Working Group.


�PAGE \# "'Page: '#'�'"  �� Enter the acronym for the work item which is applicable to the change.  A list of work item acronyms can be found in the 3GPP work plan and/or the meeting agenda�


�PAGE \# "'Page: '#'�'"  �� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �� Enter here the consequences if this PCR were to be rejected. 


�PAGE \# f"'Page: '#'�'"  �� If  other specs are affected by this change, then indicate the TS/TR number and the tdoc numbers of the  relevant  (P)CRs


�PAGE \# "'Page: '#'�'"  �� Enter any other information which may be needed by the group being requested to agree to the PCR. This could include special conditions which are not listed anywhere else above.






_1578462591.vsd
SMF


PCF


1. POST .../sm-policies   


2. 201 Created 



1. POST …/sm-policies/{smPolicyId}/modify
2. "200 OK"
SMF
PCF



_1578459385.vsd
SMF


PCF


1. POST  {smPoliciesUpdateNotifyUrI} 


2. 200 OK



