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Proposed changes:
*** 1st Change ***
4.4.10
Procedures for PFD Management
The PFDs associated with application identifier(s) may be created, updated or removed by the third party SCS/AS as defined in 3GPP TS 23.682 [2]. 
In order to create PFDs resources for one or more external Application Identifier(s), the SCS/AS shall send an HTTP POST message to the request URL of the resource "PFD Management Transactions" including one or more set of PFDs for external Application Identifier(s). The body of the HTTP POST message shall include external Application Identifier(s) and PFDs associated with its PFD Identifier(s), an Allowed Delay may be included for the external Application Identifier(s) as well.

After receiving the HTTP POST message, if the SCS/AS is authorized, the SCEF shall create an "Individual PFD Management Transaction" resource for the request and one or more "Individual Application PFD Management" sub-resource(s) for each external Application identifier, and shall provision the PFDs to the PFDF as defined in 3GPP TS 29.250 [26]. When receiving the response from the PFDF, the SCEF shall send an HTTP response to the SCS/AS with a corresponding status code. The SCEF shall also include PFD report(s) with a list of external Application Identifier(s) and result(s) in the body of the HTTP response if the PFDF indicates that the PFDs of application(s) cannot be provisioned successfully.

In order to update the PFDs for an existing individual transaction, the SCS/AS shall send an HTTP PUT message to URL of the resource "Individual PFD Management Transaction" including one or more set of PFDs for external Application Identifier(s). After receiving the HTTP PUT message, the SCEF shall make the change and send the change to the PFDF (i.e. add/update/remove PFDs) as defined in 3GPP TS 29.250 [26]. After receiving the response from the PFDF, the SCEF shall send an HTTP response to the SCS/AS with a corresponding status code. The SCEF shall also include PFD report(s) with a list of external Application Identifier(s) and result(s) in the body of the HTTP response if the PFDF indicates that the PFDs of application(s) cannot be provisioned successfully.

In order to remove the PFDs for an existing individual transaction, the SCS/AS shall send an HTTP DELETE message to the URL of the resource "Individual PFD Management Transaction". After receiving such request, the SCEF shall delete the "Individual PFD Management Transaction" resource and its "Individual Application PFD Management" sub-resouce(s), and shall interact with the PFDF as defined in 3GPP TS 29.250 [26]. After receiving the response from the PFDF, the SCEF shall send an HTTP response to the SCS/AS with a corresponding status code.
After receiving the POST message to the resource "PFD Management Transactions" or the PUT message to the resource "Individual PFD Management Transaction", if one or more external Application Identifiers in the request are already present in existing transactions, the SCEF shall respond with a corresponding status code, and include the attribute "pfdReports" with the corresponding failure code as specified in table 5.11.2.3.3-1 and the external Application Identifier(s) for which the provisioning has failed.
In order to update the PFDs for an existing external Application Identifier, the SCS/AS shall send an HTTP PUT message to the resource "Individual Application PFD Management" to update the full set of PFDs of an existing resource. After receiving the HTTP PUT message, the SCEF shall make the change and send the change to the PFDF (i.e. add/update/remove PFDs) as defined in 3GPP TS 29.250 [26]. After receiving the response from the PFDF, the SCEF shall send an HTTP response to the SCS/AS with a corresponding status code. The SCEF shall also include PFD report(s) with a list of external Application Identifier(s) and result(s) in the body of the HTTP response if the PFDF indicates that the PFDs of application(s) cannot be provisioned successfully.
In order to remove the PFDs for an existing individual application, the SCS/AS shall send an HTTP DELETE message to the resource "Individual Application PFD Management". After receiving such request, the SCEF shall delete the resource and interact with the PFDF as defined in 3GPP TS 29.250 [26]. After receiving the response from the PFDF, the SCEF shall send an HTTP response to the SCS/AS with a corresponding status code.
Editor's note:
The use of PATCH for individual application level resource handling is beneficial for changing only a small portion of a big PFD data and can also utilize the partial update option provided in the Nu interface, the usage of HTTP PATCH to optimize this procedure and on which resource level (individual transaction or application) the HTTP PATCH shall apply are FFS.
*** 2nd Change ***
5.11.2.1.3
Type: PfdData

This type represents a PFD request to add, update or remove PFD(s) for one external application identifier provided by the SCS/AS to the SCEF via T8 interface. 

Table 5.11.2.1.3-1: Definition of type PfdData

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1)

	externalAppId
	string
	1
	Each element uniquely external application identifier
(NOTE 2)
	

	self
	Link
	0..1
	Link to the resource. This parameter shall be supplied by the SCEF in HTTP responses that include an object of PfdData type
	

	pfds
	map(Pfd)
	1.N
	Contains the PFDs of the external application identifier. Each PFD is identified in the map via a key containing the PFD identifier. 
	

	allowedDelay
	DurationSec
	0..1
	Indicates that the list of PFDs in this request should be deployed within the time interval indicated by the Allowed Delay
	

	NOTE 1:
Properties marked with a feature as defined in subclause 5.11.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.
NOTE 2:
An externalAppId can only belong to one "individual PFD Management Transaction" resource.


*** 3rd Change ***

5.11.2.3.3
Enumeration: FailureCode

The enumeration FailureCode represents the failure reason of the PFD management.

Table 5.11.2.3.3-1: Enumeration FailureCode
	Enumeration value
	Description
	Applicability (NOTE)

	MALFUNCTION
	This value indicates that something functions wrongly in PFD provisioning or the PFD provisioning does not function at all.
	

	RESOURCE_LIMITATION
	This value indicates there is resource limitation for PFD storage.
	

	SHORT_DELAY
	This value indicates that the allowed delay is too short and PFD(s) are not stored.
	

	SHORT_DELAY_STORED
	This value indicates that the allowed delay is too short but PFD(s) are still stored.
	

	APP_ID_DUPLICATED
	The received external application identifier(s) are already provisioned.
	

	OTHER_REASON
	Other reason unspecified.
	

	NOTE:
Properties marked with a feature as defined in subclause 5.11.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.


*** End of Changes ***
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