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Proposed changes:
*** 1st Change ***
4.2.2.x
Provisiong of PCC rule for Application Detection and Control
If the ADC feature is supported, and the user subscription indicates that the application detection and control is required, the PCF may provision PCC rule for application detection and control as defined in subclause 4.2.6.2.x in the response message.
If the SMF receives the PCC rule for application detection and control, the SMF shall instruct the UPF as defined in 3GPP TS 29.244 [13] to detect the application traffic.
*** next Change ***

4.2.3.x
Provisiong of PCC rule for Application Detection and Control
If the ADC feature is supported, and the user subscription indicates that the application detection and control is required, the PCF may provision PCC rule for application detection and control as defined in subclause 4.2.6.2.x in the HTTP POST request.
If the SMF receives the PCC rule for application detection and control, the SMF shall instruct the UPF as defined in 3GPP TS 29.244 [13] to detect the application traffic.
*** next Change ***

4.2.4.x
Application detection information reporting
If the ADC feature is supported and if the SMF receives the PCC rule for application detection and control, the SMF shall instruct the UPF as defined in 3GPP TS 29.244 [13] to detect the application traffic. When the start of the application's traffic, identified by an application identifier, is received from the UPF, if PCF has previously provisioned the APP_STA/APP_STO policy control request trigger, unless a request to mute such a notification (i.e. the "muteNotif" attribute set to true within the Traffic Control Data decision which the PCC rule referes to), the SMF shall report the start of the application to the PCF. In order to do so, the SMF shall perform the procedure as defined in subclause 4.2.4.1 by including the information regarding the detected application's traffic within the "appDetectionInfo" attribute and the "APP_STA" within the "repPolicyCtrlReqTriggers" attribute even if the application traffic is discarded due to enforcement actions of the PCC rule. In this case, within the "appDetectionInfo" attribute, the SMF shall include the corresponding application identifier within the "appId" attribute, may include the detected service data flow description within the "sdfDescriptions" attribute and application instance identifier within the "instanceId" if deducible. The "sdfDescriptions" attribute, if present, shall contain the "flowDescription" attribute and "flowDirection" attribute. The application instance identifier, which is dynamically assigned by the SMF in order to allow correlation of APP_STA and APP_STO policy control request trigger to the specific service data flow descriptions. 
When the stop of the appliction’s traffic, identifier by an application identifier is received from the UPF and the SMF has reported the start of the application to the PCF, the SMF shall report the stop of the application to the SMF. In oder to do so, the SMF shall perform the procedure as defined in subclause 4.2.4.1 by including the including the information regarding the detected application's traffic within the "appDetectionInfo" attribute and the "APP_STO" within the "repPolicyConReqTrigger" attribute within the "repPolicyCtrlReqTriggers" attribute. For "appDetectionInfo" attribute, the PCF shall include the corresponding application identifier within the "appId" attribute and application instance identifier within the "instanceId" if it is provided along with the APP_STA. 
The PCF then may make policy decisions based on the information received and send the corresponding updated PCC rules to the SMF.
*** next Change ***

4.2.6.2.x
PCC rule for Application Detection and Control
If the ADC feature is supported and the user subscription indicates that the application detection and control is required, the PCF may instruct the SMF to detect application (s) by installing or activating a PCC rule.Within the PCC rule, the PCF shall provide an "appId" attribute set to the value of an applictin identifier. If the PCF requires to be reported about when the application start/stop is detected, it shall also provide the APP_STA and APP_STO policy control request trigger to the SMF as defined in subclause 4.2.6.4. The PCF may also mute such a notification about a specific detected application by including a "traffContDecs" attribute to contain a Traffic Control Data decision which includes the "muteNotif" attribute set to true and including an "refTcData" attribute referring to the Traffic Control Data decision within the PCC rule.
*** Next Change ***

5.6.2.19
Type SmPolicyUpdateContextData
Table 5.6.2.19-1: Definition of type SmPolicyUpdateContextData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	policyControlRequestTrigger
	PolicyControlRequestTrigger
	
	1..N
	The policy control reqeust trigges which are met.
	

	accessType
	AccessType
	
	0..1
	The Access Type where the served UE is camping.
	

	ratType
	RatType
	
	0..1
	The RAT Type where the served UE is camping.
	

	servingNetwork
	NetworkId
	
	0..1
	The serving network where the served UE is camping.
	

	userLocationInformation
	UserLocationInformation
	
	0..1
	The location of the served UE is camping.
	

	ueTimeZone
	TimeZone
	
	0..1
	The time zone where the served UE is camping.
	

	pei
	Pei
	
	0..1
	The Permanent Equipment Identifier of the served UE.
	

	ipv4Address
	Ipv4Addr
	
	0..1
	The IPv4 Address of the served UE.
	

	ipv6AddressPrefix
	Ipv6Prefix
	
	0..1
	The Ipv6 Address Prefix of the served UE.
	

	chargingInformation
	ChargingInformation
	
	0..1
	The charging information of the PDU session.
	

	subscribedSessionAmbr
	BitRate
	
	0..1
	Subscribed Session-AMBR.
	

	subscribedDefaultQosInformation
	DefaultQosInformation
	
	0..1
	Subscribed Default QoS Information.
	

	accuUsageReport
	AccuUsageReport
	O
	0..1
	Accumulate usage report.
	

	appDetectionInfo
	AppDetectionInfo
	O
	0..1
	Report the start/stop of the application traffic and detected SDF descriptions if applicable.
	ADC


*** Next Change ***

5.6.2.x
Type AppDetectionInfo
Table 5.6.2.x-1: Definition of type SmPolicyContextData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	appId
	string
	M
	1
	A reference to the application detection filter configured at the UPF
	

	instanceId
	string
	O
	1
	Identifier dynamically assigned by the SMF in order to allow correlation of application Start and Stop events to the specific service data flow description, if service data flow descriptions are deducible.
	

	sdfDescriptions
	array(FlowInformation)
	O
	0..N
	Contains the detected service data flow descriptions if they are deducible.
	


*** Next Change ***

5.8
Feature negotiation

The optional features in table 5.8-1 are defined for the Npcf_SMPolicyControl API. They shall be negotiated using the extensibility mechanism defined in subclause 6.6 of 3GPP TS 29.500 [4].

Table 5.8-1: Supported Features
	Feature number
	Feature Name
	Description

	x
	ADC
	This feature indicates the support of application detection and control. 


*** End of Changes ***
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