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· Replace "subscription" by "configuration".
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*** 1st Change ***
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

AF
Application Function
AS
Application Server
ASP
Application Service Provider
BDT
Background Data Transfer
CP
Communication Pattern

DDN
Downlink Data Notification
DL
Downlink

eNB
evolved Node B

GMD
Group Message Delivery
IWK-SCEF
Interworking SCEF
JSON
JavaScript Object Notation
MIME
Multipurpose Internet Mail Extensions
MT
Mobile Terminated

MTC
Machine Type Communications
NIDD
Non-IP Data Delivery
NP
Network Parameter
PCRF
Policy and Charging Rule Function
PDN
Packet Data Network

PFD
Packet Flow Description

PFDF
Packet Flow Description Function
RCAF
RAN Congestion Awareness Function
REST
Representational State Transfer

SCEF
Service Capability Exposure Function
SCS
Services Capability Server

TAI
Tracking Area Identity
TLTRI
T8 Long Term Transaction Reference ID
TTRI
T8 Transaction Reference ID
YAML
YAML Ain't Markup Language
*** 2nd Change ***

4.4.12.1
General
The procedures are used by an SCS/AS to request that the network consider setting the suggested network parameter values which can influence certain aspects of UE/network behaviour. The procedures are applicable for an individual UE or a group of UEs. 
In order to create a new network parameter configuration to configure suggested network parameters, the SCS/AS shall send an HTTP POST request message to the SCEF to the resource "NP Configurations". The body of the HTTP request message shall include External Identifier(s) or MSISDN(s) or External Group Identifier, SCS/AS Identifier, and may include Maximum Latency, Maximum Response Time and Suggested Number of Downlink Packets and Group Reporting Guard Time, wherein, the External Identifier or MSISDN indicates the configuration for an individual UE and the External Group Identifier indicates for a group of UEs. If the External Group Identifier is included, the SCS/AS shall provide the Notification Destination Address in the request.
In order to update an existing Network Parameter Configuration, the SCS/AS may send an HTTP PUT message to the resource "Individual NP Configuration" requesting the SCEF to replace all properties in the existing resource. 
The SCS/AS may also use an HTTP PATCH message to request to change some properties in the existing resource.
Upon receipt of the HTTP POST, PUT or PATCH message, if the SCS/AS is authorized to perform the request, the SCEF shall check whether the Maximum Latency, Maximum Response Time and/or Suggested Number of Downlink Packets in the HTTP request body are within the range defined by operator policies, if one or more of these parameters are not within the range, the SCEF shall:

· either reject the request message by sending an HTTP response to the SCS/AS with a status code set to "403 Forbidden" and indicate which parameters are out of the range in the "invalidParams" attribute of the "ProblemDetails" structure; or

· modify the parameters which are not within the range by selecting different values which are in the range.

If the authorization is successful, the SCEF shall perform the Network Parameter Configuration as described in subclause 4.4.12.2 for an individual UE or in subclause 4.4.12.3 for a group of UEs.

*** 3rd Change ***

4.4.12.2
Configuration Request for an individual UE
If the configuration request from the SCS/AS is for an individual UE, the SCEF shall send the Configuration Information Request command to the HSS via S6t as defined in 3GPP TS 29.336 [11]. 
Upon receipt of the response from the HSS, the SCEF shall,
· for the HTTP POST message, create a new resource "Individual NP Configuration " addressed by a URI that contains the SCS/AS identifier and an SCEF-created configuration identifier, and send an HTTP POST response to the SCS/AS with "201 Created" status code, the final suggested configuration parameter(s) (if modified), the indication(s) for the discarded parameter(s) (if discarded), and a location header field containing the URI for the created resource.
· for the HTTP PUT or PATCH message, update the active resource "Individual NP Configuration", and send an HTTP response to the SCS/AS with "200 OK" status code, the final suggested network parameter(s) (if modified), the indication(s) for the discarded parameter(s) (if discarded).
If the SCEF receives a response with an error code from the HSS, the SCEF shall not create or update the resource and shall respond to the SCS/AS with a status code set to "500 Internal Server Error".
*** 4th Change ***

4.4.12.3
Configuration Request for a group of UEs
If the configuration request from the SCS/AS is for a group of UEs, the SCEF shall send the Configuration Information Request command to the HSS via S6t as defined in 3GPP TS 29.336 [11].
Upon receipt of the successful response indicating that group processing is in progress from the HSS before beginning the processing of individual UEs, the SCEF shall,

· for the HTTP POST message, create a resource "Individual NP Configuration" addressed by a URI that contains the SCS/AS identity and an SCEF-created configuration identifier. The SCEF shall send an HTTP POST response to the SCS/AS including a location header field containing the URI for the created resource and a "201 Created" status code to acknowledge the SCS/AS of the successful group processing request.
· for the HTTP PUT or PATCH message, update the resource "Individual NP Configuration" addressed by the requested URL, and shall send "200 OK" status code to acknowledge the SCS/AS of the successful group processing request in the HTTP response message. 
If the SCEF receives a response with an error code from the HSS, the SCEF shall not create or update the resource and shall respond to the SCS/AS with a status code set to 500 Internal Server Error.
Upon receipt of the processing result of the individual UEs from the HSS, the SCEF shall perform as follows:

-
if no Group Reporting Guard Time is received, the SCEF shall send an HTTP POST request message with a cause code, the final suggested parameter(s) (if modified), the indication(s) for the discarded parameter(s) (if discarded), a reference to the related network parameter configuration and a list of processing result for the group members received from the HSS to the SCS/AS; 
-
otherwise, the SCEF shall accumulate all of the configuration results received from the HSS for the group members until the Group Reporting Guard Time expires, and send an HTTP POST request message with a cause code, the final suggested parameter(s) (if modified), the indication(s) for the discarded parameter(s) (if discarded), a reference to the related network parameter configuration, and the list of processing result for the group members received at the Group Reporting Guard Time and an indication whether the message is an intermediate or last one;

The SCS/AS shall send an HTTP response to acknowledge the SCEF about the handling result of the received request.
*** 5th Change ***

5.13
NpConfiguration API

5.13.1
Overview

The NpConfiguration API is a RESTful API that allows the SCS/AS to sendsuggested network parameters to influence certain aspects of UE/network behaviour such as the UE's PSM, extended idle mode DRX, and extended buffering configurations. The NpConfiguration API defines a set of data models, resources and the related procedures for the creation and management of the network parameter configuration. The corresponding JSON schema for the representation of the resources and operations defined by the NpConfiguration API is provided in its complete form in Annex A.13. 
*** 6th Change ***

5.13.2.1.1
Introduction

This clause defines data structures to be used in resource representations.

*** 7th Change ***

5.13.2.1.2
Type: NpConfiguration
This type represents a configuration of network parameters. The same structure is used in the configuration request and response.

Table 5.13.2.1.2-1: Definition of type NpConfiguration
	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 2)

	
	
	
	
	

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses that include an object of NpConfiguration type
	

	externalId
	ExternalId
	0..1
	Identifies a user as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 1)
	

	msisdn
	Msisdn
	0..1
	Identifies the MS internal PSTN/ISDN number allocated for a UE.
(NOTE 1)
	

	externalGroupId
	ExternalGroupId
	0..1
	Identifies a user group as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 1)
	

	maximumLatency
	DurationSec
	0..1
	This parameter may be included to identify the maximum delay acceptable for downlink data transfers.
	

	maximumResponseTime
	DurationSec
	0..1
	This parameter may be included to identify the length of time for which the UE stays reachable to allow the SCS/AS to reliably deliver the required downlink data.
	

	suggestedNumberOfDlPackets
	integer
	0..1
	This parameter may be included to identify the number of packets that the serving gateway shall buffer in case that the UE is not reachable.
	

	groupReportingGuardTime
	DurationSec
	0..1
	Identifies the time for which the SCEF can aggregate the reports detected by the UEs in a group and report them together to the SCS/AS, as specified in subclause 5.6.0 of 3GPP TS 23.682 [2].
	

	NOTE 1:
Only one of the properties “externalId”, “msisdn” or “externalGroupId” shall be included.

NOTE 2:
Properties marked with a feature as defined in subclause 5.13.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.


*** 8th Change ***

5.13.2.1.3
Type: NpConfigurationPatch
This type represents a configuration of network parameters provided by the SCS/AS to the SCEF. The structure is used for HTTP PATCH request.

Table 5.13.2.1.3-1: Definition of type NpConfigurationPatch
	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE)

	maximumLatency
	DurationSec
	0..1
	This parameter may be included to identify the maximum delay acceptable for downlink data transfers.
	

	maximumResponseTime
	DurationSec
	0..1
	This parameter may be included to identify the length of time for which the UE stays reachable to allow the SCS/AS to reliably deliver the required downlink data.
	

	suggestedNumberOfDlPackets
	integer
	0..1
	This parameter may be included to identify the number of packets that the serving gateway shall buffer in case that the UE is not reachable.
	

	groupReportGuardTime
	DurationSec
	0..1
	Identifies the time for which the SCEF can aggregate the reports detected by the UEs in a group and report them together to the SCS/AS, as specified in subclause 5.6.0 of 3GPP TS 23.682 [2].
	

	NOTE:
Properties marked with a feature as defined in subclause 5.13.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.


*** 9th Change ***

5.13.3.1
General
All resource URIs of this API should have the following root:

{apiRoot}/3gpp-network_parameter-configuration/v1/

"apiRoot" is set as described in subclause 5.2.4. "apiName" shall be set to "3gpp-network_parameter-configuration" and "apiVersion" shall be set to "v1" for the version defined in the present document. All resource URIs in the subclauses below are defined relative to the above root URI.
The following resources and HTTP methods are supported for this API:

Table 5.13.3.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method
	Meaning

	NP Configurations 
	3gpp-network_parameterconfiguration /v1/{scsAsId}/configurations/
	GET
	Read all NP configurations for a given SCS/AS

	
	
	POST
	Create a new np configuration 

	Individual NP Configuration
	3gpp-network_parameter-configuration /v1/{scsAsId}/configurations/{configurationId} 
	PUT
	Replace all of the properties in an existing np configuration

	
	
	PATCH
	Modify some properties in an existing np configuration

	
	
	GET
	Read an existing NP configuration

	
	
	DELETE
	Delete a NP configuration


*** 10th Change ***

5.13.3.2
Resource: NP Configurations 
5.13.3.2.1
Introduction
This resource allows an SCS/AS to read all active network parameter configurations or create a new configuration to configure network parameters.

5.13.3.2.2
Resource definition

Resource URI: {apiRoot}/3gpp-network_parameter-configuration /v1/{scsAsId}/configurations/
This resource shall support the resource URI variables defined in table 5.13.3.2.2-1.

Table 5.13.3.2.2-1: Resource URI variables for resource "NP Configurations"
	Name
	Definition

	apiRoot
	See clause 5.2.4.

	scsAsId
	Identifier of the SCS/AS of type ScsAsId.


5.13.3.2.3
Resource methods

5.13.3.2.3.1
GET
The GET method allows to read all active configurations indicated by the resource URI as defined in subclause 5.13.3.2.2. The SCS/AS shall initiate the HTTP GET request message and the SCEF shall respond to the message. 
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.13.3.2.3.1-1 and table 5.13.3.2.3.1-2.
Table 5.13.3.2.3.1-1: URI query parameters supported by the GET method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	


Table 5.13.3.2.3.1-2: Data structures supported by the GET request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	none
	
	

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	array(NpConfiguration)
	0..N
	200 OK
	The NP configuration information related to the request URI is returned.

	NOTE:
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


5.13.3.2.3.2
PUT

This HTTP method is not supported for the resource.
5.13.3.2.3.3
PATCH
This HTTP method is not supported for the resource.
5.13.3.2.3.4
POST
The POST method creates a new configuration resource for a given SCS/AS. The SCS/AS shall initiate the HTTP POST request message and the SCEF shall respond to the message. The SCEF shall construct the URI of the created resource.
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.13.3.2.3.4-1 and table 5.13.3.2.3.4-2.
Table 5.13.3.2.3.4-1: URI query parameters supported by the POST method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	


Table 5.13.3.2.3.4-2: Data structures supported by the POST request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	NpConfiguration
	1
	Parameters to create a new configuration to configure network parameters with the SCEF.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	NpConfiguration
	1
	201 Created
	The configuration was created successfully. 

The URI of the created resource shall be returned in the "Location" HTTP header.

	NOTE:
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


5.13.3.2.3.5
DELETE

This HTTP method is not supported for the resource.
*** 11th Change ***

5.13.3.3
Resource: Individual NP Configuration

5.13.3.3.1
Introduction

This resource allows an SCS/AS to query, update and delete a network parameter configuration indicated by the resource URI as defined in subclause 5.13.3.3.2.
5.13.3.3.2
Resource definition
Resource URI: {apiRoot}/3gpp-network_parameter_-configuration/v1/{scsAsId}/configurations/{configurationId}
This resource shall support the resource URI variables defined in table 5.13.3.3.2-1.
Table 5.13.3.2.2-1: Resource URI variables for resource "Individual NP Configuration"
	Name
	Definition

	apiRoot
	See clause 5.2.4.

	scsAsId
	Identifier of the SCS/AS of type ScsAsId.

	 configurationId
	Identifier of the configuration resource of type string.


5.13.3.3.3
Resource methods
5.13.3.3.3.1
GET
The GET method allows to read an active configuration indicated by the resource URI as defined in subclause 5.13.3.3.2. The SCS/AS shall initiate the HTTP GET request message and the SCEF shall respond to the message. 
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.13.3.3.3.1-1 and table 5.13.3.3.3.1-2.
Table 5.13.3.3.3.1-1: URI query parameters supported by the GET method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	
	
	
	


Table 5.13.3.3.3.1-2: Data structures supported by the GET request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	none
	
	

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	NpConfiguration
	1
	200 OK
	The configuration information related to the request URI is returned. 

	NOTE:
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


5.13.3.3.3.2
PUT

The PUT method modifies an existing configuration indicated by the resource URI as defined in subclause 5.13.3.3.2. The SCS/AS shall initiate the HTTP PUT request message and the SCEF shall respond to the message. 
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.13.3.3.3.2-1 and table 5.13.3.3.3.2-2.
Table 5.13.3.3.3.2-1: URI query parameters supported by the PUT method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	


Table 5.13.3.3.3.2-2: Data structures supported by the PUT request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	NpConfiguration
	1
	Update of network parameter(s) for an existing Configuration.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	NpConfiguration
	1
	200 OK
	The resource was updated successfully. 

The SCEF shall return an updated Configuration information in the response.

	NOTE:
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


5.13.3.3.3.3
PATCH

The PATCH method shall be used to update some properties in an existing configuration indicated by the Resource URI as defined in subclause 5.13.3.3.2. The SCS/AS shall initiate the HTTP PATCH request message and the SCEF shall respond to the message.
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.13.3.3.3.3-1 and table 5.13.3.3.3.3-2.
Table 5.13.3.3.3.3-1: URI query parameters supported by the PUT method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	


Table 5.13.3.3.3.3-2: Data structures supported by the PUT request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	NpConfigurationPatch
	1
	Partial update an existing network parameter configuration.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	NpConfiguration
	1
	200 OK
	The configuration was updated successfully. 

The SCEF shall return an updated configuration information in the response.

	NOTE:
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


5.13.3.3.3.4
POST

This HTTP method is not supported for the resource.
5.13.3.3.3.5
DELETE

Editor’s Note:
It’s FFS whether this method will be supported for this resource.

*** End of Changes ***
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