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*** 2nd Change ***

5.6.1
General

This subclause specifies the application data model supported by the API.
Table 5.6.1-1 specifies the data types defined for the Npcf_PolicyAuthorization service based interface protocol.

Table 5.6.1-1: Npcf_PolicyAuthorization specific Data Types

	Data type
	Section defined
	Description
	Applicability

	AfEvent
	5.6.3.7
	Represents an event to notify to the AF.
	

	AfEventNotification
	5.6.2.11
	Represents the notification of an event.
	

	AfEventSubscription
	5.6.2.10
	Represents the subscription to events.
	

	AfNotifMethod
	5.6.3.8
	Represents the notification methods that can be subscribed for an event.
	

	AppSessionContext
	5.6.2.2
	Represents an Individual Application Session Context resource.
	

	AppSessionContextReqData
	5.6.2.3
	Represents the Individual Application Session Context resource data received in an HTTP POST request message.
	

	AppSessionContextRespData
	5.6.2.4
	Represents the Individual Application Session Context resource data produced by the server and returned in an HTTP response message.
	

	AppSessionContextUpdateData (FFS)
	5.6.2.5
	Describes the modifications to an Individual Application Session Context resource.
	

	EventsNotification
	5.6.2.9
	Describes the notification about the events occurred within an Individual Application Session Context resource.
	

	EventsSubscReqData
	5.6.2.6
	Identifies the events the application subscribes to within an Individual Application Session Context resource.
	

	EthFlowDescription
	5.6.2.x1
	Defines a packet filter for an Ethernet flow.
	

	FlowDescription
	5.6.3.2
	Defines a packet filter for an IP flow.
	

	MediaComponent
	5.6.2.7
	Contains service information for a media component of an AF session.
	

	MediaSubComponent
	5.6.2.8
	Contains the requested bitrate and filters for the set of IP flows identified by their common flow identifier.
	

	QosNotifType
	5.6.3.9
	Indicates type of notification for QoS Notification Control.
	

	ServAuthInfo
	5.6.3.5
	Indicates the result of the Policy Authorization service request from the AF.
	

	TerminationCause
	5.6.3.10
	Indicates the cause for requesting the deletion of the Individual Application Session Context resource.
	

	TerminationInfo
	5.6.2.12
	Includes information related to the termination of the Individual Application Session Context resource. 
	


Table 5.6.1-2 specifies data types re-used by the Npcf_PolicyAuthorization service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Npcf_PolicyAuthorization service based interface.

Table 5.6.1-2: Npcf_PolicyAuthorization re-used Data Types

	Data type
	Reference
	Comments
	Applicability

	BdtReferenceId
	3GPP TS 29.122 [15]
	Identifies transfer policies.
	

	BitRate
	3GPP TS 29.571 [12]
	Specifies bitrate in kbits per second.
	

	Dnn
	3GPP TS 29.571 [12]
	
	

	FlowDirection
	3GPP TS 29.512 [8]
	Flow Direction.
	

	FlowStatus
	3GPP TS 29.512 [8]
	
	

	Ipv4Addr
	3GPP TS 29.571 [12]
	
	

	Ipv6Addr
	3GPP TS 29.571 [12]
	
	

	Mac48
	3GPP TS 29.571 [12]
	MAC Address.
	

	Supi
	3GPP TS 29.571 [12]
	
	

	SupportedFeatures
	3GPP TS 29.571 [12]
	Used to negotiate the applicability of the optional features defined in table 5.8-1.
	


Editor's note:
A parameter of the SupportedFeatures type needs to be added to a suitable resource.

Editor's note:
It is FFS the complete set of data types (defined for the API and re-used by the API) to be supported.

Editor's note:
The "FlowStatus" data type needs to be defined in 3GPP TS 29.512.

*** 2nd Change ***
5.6.2.3
Type AppSessionContextReqData

Table 5.6.2.3-1: Definition of type AppSessionContextReqData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	afAppId
	AfAppId
	O
	0..1
	AF application identifier
	

	afChargId
	AfChargingId
	O
	0..1
	AF charging identifier. This information may be used for charging correlation with QoS flow.
	

	AspId
	AspId
	C
	0..1
	Application service provider identity.
	Sponsored Connectivity

	bdtRefId
	BdtReferenceId
	O
	0..1
	Reference to a transfer policy negotiated for background data traffic.
	

	dnn
	Dnn
	O
	0..1
	Data Network Name
	

	evSubsc
	EventsSubscReqData
	O
	0..1
	Identifies the events the application subscribes to at creation or modification of an Individual Application Session Context resource.
	

	medComponents
	MediaComponent
	O
	0..N
	Media Component information
	

	notifUri
	Link
	M
	1
	Notification URI for Application Session Context termination requests.
	

	sponId
	SponId
	C
	0..1
	Sponsor identity.
	Sponsored Connectivity

	sponStatus
	SponsoringStatus
	O
	0..1
	Indication of whether sponsored connectivity is enabled or disabled/not enabled.

The absence of the attribute indicates that the sponsored connectivity is enabled.
	Sponsored Connectivity

	supi
	Supi
	O
	0..1
	Subscription Permanent Identifier
	

	ueIpv4
	Ipv4Addr
	C
	0..1
	The IPv4 Address of the served UE.
	

	ueIpv6
	Ipv6Addr
	C
	0..1
	The IPv6 Address of the served UE.
	

	ueMac
	Mac48
	C
	0..1
	The MAC Address of the served UE. 
	


Editor's note:
It is FFS the complete set of attributes and data types to be supported by the AppSessionContextReqData data type.

*** 3rd Change ***

5.6.2.8
Type MediaSubComponent

Table 5.6.2.8-1: Definition of type MediaSubComponent
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	ethfDescs
	array(EthFlowDescription)
	O
	0..2
	Contains the flow description for the Uplink and/or Downlink Ethernet flows.
	

	fNum
	Integer
	M
	1
	Identifies the ordinal number of the service data flow.
	

	fDescs
	FlowDescription
	O
	0..2
	Contains the flow description for the Uplink and/or Downlink IP flows.
	

	fStatus
	FlowStatus
	O
	0..1
	Indicates whether the status of the service data flows is enabled or disabled.
	

	marBwUl
	BitRate
	O
	0..1
	Maximum requested bandwidth for the Uplink.
	

	marBwDl
	BitRate
	O
	0..1
	Maximum requested bandwidth for the Downlink.
	

	tosTrCl
	TosTrafficClass
	O
	0..1
	Type of Service or Traffic Class.
	


Editor's note:
It is FFS the definition of a common data type to model MediaComponent and MediaSubcomponent data types.

Editor's note:
The AF signalling protocol and flow usage attributes are to be included in the "MediaSubComponent" data type if the support of IMS services and/or Mission Critical services is required in this release of Npcf_PolicyAuthorization.

The bit rate information and flow status information provided within the "MediaSubComponent" data type takes precedence over information provided within "MediaComponent" data type.

All service data flows within a "MediaSubComponent" data type are permanently disabled by supplying "FlowStatus" data type with a deletion indication.

Editor's note:
The details about the values of the "FlowStatus" data type will be included when defined.

*** 4th Change ***

5.6.2.x1
Type EthFlowDescription 

Table 5.6.2.x1-1: Definition of type EthFlowDescription
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	destMacAddr
	Mac48
	O
	0..1
	Destination MAC address.
	

	ethType
	string
	M
	0..1
	A two-octet string that represents the EtherType, as described in IEEE 802.3 [x1] and RFC 7042 [x3] in hexadecimal representation.

Each character in the string shall take a value of "0" to "9" or "A" to "F" and shall represent 4 bits. The most significant character representing the 4 most significant bits of the EtherType shall appear first in the string, and the character representing the 4 least significant bit of the EtherType shall appear last in the string.


	

	fDesc
	FlowDescription
	C
	0..1
	Contains the flow description for the Uplink or Downlink IP flow. It shall be present when the EtheType is IP.
	

	fDir
	FlowDirection
	O
	0..1
	Contains the packet filter direction.
	

	sourceMacAddr
	Mac48
	O
	0..1
	Source MAC address.
	

	vlanTags
	array(string)
	O
	0..2
	Customer-VLAN  and/or Service-VLAN tags containing the VID, PCP/DEI fields as defined in IEEE 802.1Q [x2] and RFC 7042 [x3].
Each field is encoded as a two-octet string in hexadecimal representation. Each character in the string shall take a value of of "0" to "9" or "A" to "F" and shall represent 4 bits. The most significant character representing the 4 most significant bits of the VID or PCF/DEI field shall appear first in the string, and the character representing the 4 least significant bit of the VID or PCF/DEI field shall appear last in the string.
	

	NOTE:
The EtherFlowDescription data type allows any combination of the defined properties. 


*** 5th Change ***

5.8
Feature negotiation

The optional features in table 5.8-1 are defined for the Npcf_PolicyAuthorization API. They shall be negotiated using the extensibility mechanism defined in subclause 6.6 of 3GPP TS 29.500 [5].

Table 5.8-1: Supported Features

	Feature number
	Feature Name
	Description

	0
	Sponsored Connectivity
	Indicates support of sponsored data connectivity. If the PCF supports this feature, the AF may provide sponsored data connectivity to the SUPI.


*** End of Changes ***
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