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*** 1st Change ***
4.3.2.2.1
General

The Nnwdaf_AnalyticsInfo_Request service operation is used by an NF service consumer to request and get operator specific analytics on a specified network slice instance. The following are the types of operator specific analytics:

-
Load level information of particular network slice instance.

NOTE:
This information has a meaning only in the operator network.

To request the analytics information, the NF service consumer shall send an Nnwdaf_AnalyticsInfo_Request request message that shall include:

-
Event ID; and
-
Event filters. For Event ID with value of "Load_Level_Information", the Event filters shall contain the list of network slice instance(s).



Upon the reception of the Nnwdaf_AnalyticsInfo_Request request message, the NWDAF shall send a Nnwdaf_AnalyticsInfo_Request response message that shall include:

-
Analytic data indicated in the request.


*** 2nd Change ***

4.3.2.2.2
Request and get from NWDAF load level information for a particular Network Slice instance

Figure 4.3.2.2.2-1 shows a scenario where the NF service consumer (e.g. PCF) sends a request to the NWDAF to request and get from NWDAF load level information for a particular Network Slice instance (see also 3GPP TS 23.502 [3] figure 4.19.2-1 step 1).
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Figure 4.3.2.2.2-1: Requesting a NWDAF load level information

The NF service consumer (e.g. PCF) shall invoke the Nnwdaf_AnalyticsInfo_Request service operation to get from the NWDAF load level information of particular network slice instance. The NF service consumer shall send an HTTP GET request with “{apiRoot}/nnwdaf- analyticsinfo/v1/analytics?eventId=value()” as Resource URI representing the "NWDAF Analytics", as shown in figure 5.2.2.2.2-1, step 1, to request analytic according to the value of eventId. The EventFilter data structure provided in the request body shall include:

-
identification(s) of network slice when the eventId is "Load_Level_Information" via:
1)
identification of network slice(s) by "snssai" attribute; or

2)
any slices indication via the "anySlice" attribute.

Upon the the reception of an HTTP GET request with: "{apiRoot}/nnwdaf- analyticsinfo/v1/analytics?eventId=value()" as Resource URI, the NWDAF shall:

-
analyse the requested analytic data. For eventId of "Load_Level_Information", the NWDAF shall analyse the load level information of corresponding network slice instance.
If the HTTP request message from the NF service consumer is accepted, the NWDAF shall respond with "200 OK" status code with the message body containig the analytics with parameters as relevant for the requesting NF service consumer. The AnalyticsData data structure in the response body  shall include:

-
analytics with parameters indicated in the request. For eventId of "Load_Level_Information", the analytics shall include the load level information of corresponding network slice instance.

If the NWDAF Analytics resource does not exist, the NWDAF shall responds with "404 Not Found ".
*** 3rd Change ***

5.1.6.1
General

This subclause specifies the application data model supported by the API.


Table 5.1.6.1-1 specifies the data types defined for the Nnwdaf_EventsSubscription service based interface protocol.

Table 5.1.6.1-1: Nnwdaf_EventsSubscription specific Data Types

	Data type
	Section defined
	Description
	Applicability

	AnySlice
	5.1.6.3.2
	Represents the any slices.
	

	EventNotification
	5.1.6.2.5
	Describes Notifications about events that occurred.
	

	EventSubscription
	5.1.6.2.3
	Represents the subscription to a single event.
	

	LoadLevelInformation
	5.1.6.3.2
	Represents load level information of the network slice instance
	

	NwdafEvent
	5.1.6.3.4
	Describes the NWDAF Events.
	

	Nnwdaf_EventsSubscription
	5.1.6.2.2
	Represents an Individual NWDAF Event Subscription resource.
	

	Nnwdaf_EventsSubscriptionNotification
	5.1.6.2.4
	Represents an Individual NWDAF Event Subscription Notification resource.
	

	NotificationMethod
	5.1.6.3.3
	Represents the notification methods that can be subscribed.
	

	SliceLoadLevelInformation
	5.1.6.2.6
	Represents the slices and there load level information.
	


Table 5.1.6.1-2 specifies data types re-used by the Nnwdaf_EventsSubscription service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nnwdaf service based interface. 

Table 5.1.6.1-2: Nnwdaf_EventsSubscription re-used Data Types

	Data type
	Reference
	Comments
	Applicability

	DurationSec
	3GPP TS 29.571 [8]
	
	

	SliceInfo
	3GPP TS 29.571 [8]
	
	

	SupportedFeature
	3GPP TS 29.571 [8]
	Used to negotiate the applicability of the optional features defined in table 5.1.8-1.
	

	Uri
	3GPP TS 29.571 [11]
	
	


Editor's note:
Whether to use SliceInfo Data type or just the NSSAI is FFS.

*** 1st Change ***

5.1.6.2.3
Type EventSubscription

Table 5.1.6.2.3-1: Definition of type EventSubscription

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	anySlice
	AnySlice
	C
	0..1
	Default is "FALSE". (NOTE)
	

	event
	NwdafEvent
	M
	1
	Event that is subscribed.
	

	loadLevelThreshold
	integer
	C
	0..1
	Shall be supplied for notification Method "THRESHOLD".

Indicates that the NWDAF shall report the corresponding network slice load level to the consumer where the load level for of the network slice instance identified by snssai is.
	

	notificationMethod
	NotificationMethod
	O
	0..1
	
	

	repetitionPeriod
	DurationSec
	C
	0..1
	Shall be supplied for notification Method "PERIODIC".
	

	sliceInfo
	array(Snssai)
	C
	0..N
	Identification(s) of network slice to which the subscription. (NOTE)
	

	NOTE:
When subscribed events is “Slice_Load_Level”, either information about slice(s) identified by snssai, or anySlices set to "TRUE" shall be included.


Editor's note:
If "notificationMethod" is not supplied, the default value is FFS.

Editor's note:
Whether only one sliceInfo is need is FFS.
*** 1st Change ***

5.1.6.2.6
Type SliceLoadLevelInformation

Table 5.1.6.2.6-1: Definition of type SliceLoadLevelInformation

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	loadLevelInformation
	LoadLevelInformation
	M
	1
	Load level information of the network slice instance identified by snssai.
	

	snssai
	array(Snssai)
	M
	1..N
	Identification(s) of network slice to which the subscription.
	


*** 1st Change ***

5.1.6.3.2
Simple data types

The simple data types defined in table 5.1.6.3.2-1 shall be supported.

Table 5.1.6.3.2-1: Simple data types

	Type Name
	Type Definition
	Description
	Applicability

	AnySlice
	boolean
	"FALSE" represents not applicable for all slices.
"TRUE" represents applicable for all slices.
	

	LoadLevelInformation
	integer
	Load level information of the network slice instance.
	


*** 1st Change ***

5.2.3.1
Resource Structure
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Figure 5.2.3.1-1: Resource URI structure of the Nnwdaf_AnalyticsInfo API

Table 5.2.3.1-1 provides an overview of the resources and applicable HTTP methods.

Table 5.2.3.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	NWDAF Analytics
	{apiRoot}/
nnwdaf-analyticsinfo/v1
/analytics?query_parameters
	GET
	Retrieve the NWDAF analytics as request of query_parameters.





*** 2nd Change ***

5.2.3.2
Resource: NWDAF Analytics
*** 2nd Change ***

5.2.3.2.1
Description

The NWDAF Analytics resource represents the analytics to the Nnwdaf_AnalyticsInfo Service at a given NWDAF.
*** 1st Change ***

5.2.3.2.2
Resource definition


Resource URI: {apiRoot}/nnwdaf- analyticsinfo/v1/analytics?query_parameters
This resource shall support the resource URI variables defined in table 5.2.3.2.2-1.

Table 5.2.3.2.2-1: Resource URI variables for this resource

	Name
	Definition

	apiRoot
	See subclause 5.2.1


*** 2nd Change ***

5.2.3.2.3.1
GET

This method shall support the URI query parameters specified in table 5.2.3.2.3.1-1.

Table 5.2.3.2.3.1-1: URI query parameters supported by the GET method on this resource

	Name
	Data type
	P
	Cardinality
	Description

	eventId
	EventId
	M
	1
	Shall be included to identify the analytics.

	eventFilter
	EventFilter
	M
	1
	Shall be included to identify the analytics when the eventId is “Load_Level_Information”.


This method shall support the request data structures specified in table 5.2.3.2.3.1-2 and the response data structures and response codes specified in table 5.2.3.2.3.1-3.

Table 5.2.3.2.3.1-2: Data structures supported by the GET Request Body on this resource

	Data type
	P
	Cardinality
	Description

	n/a
	
	
	


Table 5.2.3.2.3.1-3: Data structures supported by the GET Response Body on this resource

	Data type
	P
	Cardinality
	Response 
codes
	Description

	AnalyticData
	M
	1
	200
	Containig the analytics with parameters as relevant for the requesting NF service consumer

	n/a
	
	
	404 Not Found
	If the NWDAF Analytics resource does not exist, the NWDAF shall responds with "404 Not Found".


*** 1st Change ***

5.2.6.1
General

This subclause specifies the application data model supported by the API.


Table 5.2.6.1-1 specifies the data types defined for the Nnwdaf_AnalyticsInfo service based interface protocol.

Table 5.2.6.1-1: Nnwdaf_AnalyticsInfo specific Data Types

	Data type
	Section defined
	Description
	Applicability

	EventId
	5.2.6.3.3
	Describes the type of analytics.
	

	AnalyticsData
	5.2.6.2.2
	Describes analytics with parameters indicated in the request
	


Table 5.2.6.1-2 specifies data types re-used by the Nnwdaf_AnalyticsInfo service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nnwdaf service based interface. 

Table 5.2.6.1-2: Nnwdaf_AnalyticsInfo re-used Data Types

	Data type
	Reference
	Comments
	Applicability

	AnySlice
	5.1.6.3.2
	
	

	SupportedFeatures
	3GPP TS 29.571 [8]
	Used to negotiate the applicability of the optional features defined in table 5.2.8-1.
	

	Snssai
	3GPP TS 29.571 [8]
	
	

	SliceLoadLevelInformation
	5.1.6.2.6
	
	



*** 2nd Change ***

5.2.6.2.2
Type AnalyticsData
Table 5.2.6.2.2-1: Definition of type AnalyticsInfo
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	sliceLoadLevelInfos
	array(SliceLoadLevelInformation)
	M
	1..N
	The slices and there load level information.
	

	supportedFeatures
	SupportedFeatures
	M
	1
	List of Supported features used as described in subclause 5.1.8.

This parameter shall be supplied by NWDAF in the reply of GET request that request the analytics resource.
	

	
	
	
	
	
	

	
	
	
	
	
	




*** 2nd Change ***

5.2.6.2.3
Type EventFilter

Table 5.2.6.2.3-1: Definition of type AnalyticsInfo
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	anySlice
	AnySlice
	C
	0..1
	Default is "FALSE". (NOTE)
	

	snssai
	array(Snssai)
	C
	0..N
	Identification(s) of network slice to which the subscription. (NOTE)
	

	NOTE:
When eventId is "Load_level_Information", either information about slice(s) identified by snssai, or anySlice set to "TRUE" shall be included.


*** 2nd Change ***

5.2.6.3.2
Simple data types

The simple data types defined in table 5.2.6.3.2-1 shall be supported.

Table 5.2.6.3.2-1: Simple data types

	Type Name
	Type Definition
	Description
	Applicability

	n/a
	
	
	



*** 2nd Change ***

5.2.6.3.3
Enumeration: EventId

Table 5.2.6.3.3-1: Enumeration < EnumType1>

	Enumeration value
	Description
	Applicability

	Load_Level_Information
	Represent the analytics of load level information of corresponding network slice instance.
	


*** 2nd Change ***



*** End of Changes ***
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