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Proposed changes:
*** 1st Change ***
5.6.2.14
Type FlowInformation
Table 5.6.2.14-1: Definition of type FlowInformation
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	flowDescription
	FlowDescription
	O
	0..N
	Contains the packet filters of the IP flow(s).
	

	packetFilterUsage
	boolean
	O
	0..1
	The packet shall be sent to the UE.
	

	tosTrafficClass
	string
	O
	0..1
	Contains the Ipv4 Type-of-Service and mask field or the Ipv6 Traffic-Class field and mask field.
	

	spi
	string
	O
	0..1
	the security parameter index of the IPSec packet.
	

	flowLabel
	string
	O
	0..1
	the Ipv6 flow label header field.
	

	flowDirection
	FlowDirection
	O
	0..1
	Indicates the direction/directions that a filter is applicable, downlink only, uplink only or both down- and uplink (bidirectional).
	

	sourceMacAddress
	string
	O
	0..1
	Contains the source MAC address
	

	destinationMacAddress
	string
	O
	0..1
	Contains the destination MAC address
	

	ethertype
	Ether
	O
	0..1
	Indicates the data type Ethernet.
	

	vid
	string
	O
	0..2
	Contains the VID of C-TAG or S-TAG.
	

	pcpdei
	string
	O
	0..2
	Contains the PCP/DEI of C-TAG or S-TAG.
	


*** 2st Change ***

5.6
Data Model

5.6.1
General

This subclause specifies the application data model supported by the API.

The Npcf_SMPolicyControl API allows the SMF to retrieve the session management related policy from the PCF as defined in 3GPP TS 23.503 [6].
Table 5.6.1-1 specifies the data types defined for the Npcf_SMPolicyControl service based interface protocol.

Table 5.6.1-1: Npcf_SMPolicyControl specific Data Types

	Data type
	Section defined
	Description
	Applicability

	AccuUsageReport
	5.6.2.18
	
	

	ChargingData
	5.6.2.11
	Contains charging related parameters. Inherits all parameters from DecisionData.
	

	ChargingInformation
	5.6.2.17
	
	

	ConditionData
	5.6.2.9
	Contains conditions for applicability of a rule.
	

	Ether
	FFS
	
	

	FlowDirection
	5.6.3.3
	
	

	FlowInformation
	5.6.2.14
	Contains the flow information.
	

	FlowStatus
	FFS
	Indicates the flow status.
	

	MeteringMethod
	5.6.3.5
	Indicates the metering method.
	

	PccRule
	5.6.2.6
	Contains the PCC rule information.
	

	PolicyControlRequestTrigger
	5.6.3.6
	
	

	QosCharacteristics
	5.6.2.16
	Contains QoS characteristics for a non standard 5QI.
	

	QoSData
	5.6.2.8
	Contains the QoS parameters.
	

	RedirectAddressType
	FFS
	Indicates the redirect address type.
	

	RedirectInformation
	5.6.2.13
	Contains the redirect information.
	

	ReportingLevel
	5.6.3.4
	Indicates the reporting level.
	

	SessionRule
	5.6.2.7
	Contains session level policy information.
	

	SmPolicyControl
	5.6.2.2
	Contains the parameters to request the SM policies and the SM policies authorized by the PCF.
	

	SmPolicyContextData
	5.6.2.3
	Contains the parameters to create individual SM policy resource.
	

	SmPolicyDecision
	5.6.2.4
	Contains the SM policies authorized by the PCF.
	

	SmPolicyNotification
	5.6.2.5
	Contains the update of the SM policies
	

	SmPolicyDeleteData
	5.6.2.15
	Contains the parameters to be sent to the PCF when the individual SM policy is deleted.
	

	SmPolicyUpdateContextData
	5.6.2.19
	
	

	TrafficControlData
	5.6.2.10
	Contains parameters determining how flows associated with a PCCRule are treated (blocked, redirected, etc). Inherits all parameters from DecisionData.
	

	UsageMonitoringData
	5.6.2.12
	Contains usage monitoring related control information. Inherits all parameters from DecisionData.
	


*** End of Changes ***
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