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Proposed changes:
*** 1st Change ***
4.2.4.x
Indication of QoS Flow Termination Implications
When the SMF detects that a dedicated QoS flow could not be activated or has been terminated it shall remove the affected PCC rules and send an HTTP POST reqeust to the PCF with an SmPolicyUpdateContextData data structure, including the "ruleReports" attribute containing the RuleReport data structure which specifies the affected PCC rules within the "pccRuleIds" attribute(s), "INACTIVE" as the value within the "ruleStatus" attribute and the "RES_ALLO_FAIL"  as the value of the "failureCode" attribute. 
If the RAN-NAS-Cause feature is supported, the SMF shall provide the available access network information within the "userLocationInformation" attribute (if available), "userLocationInfoTime" attribute (if available) and "ueTimezone" attribute (if available). Additionally, if the SMF receives from the access network the RAN cause and/or the NAS cause due to QoS fow termination the SMF shall provide the received cause(s) in the "raNaRelCause" attribute included in RuleReport data structure.
This shall be done whenever one of these conditions applies:
-
The SMF is requested by the RAN to initiate the deactivation of a QoS flow,
-
PCC rule(s) are removed/deactivated by the SMF without PCF request (e.g. due to unsuccessful reservation of resources to satisfy the QoS flow binding).

NOTE:
The SMF will not initiate the deactivation of the QoS flow upon reception of the UE-initiated resource modification procedure indicating packet filter deletion. If all the PCC rules associated to a QoS flow have been deleted as a consequence of the PCF interaction, the SMF will initiate the QoS flow termination procedure towards the RAN.
Signalling flows for the QoS flow termination and details of the binding mechanism are presented in 3GPP TS 29.513 [7]. 
*** 3rd Change ***

5.6.2.19
Type SmPolicyUpdateContextData
Table 5.6.2.19-1: Definition of type SmPolicyUpdateContextData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	repPolicyConReqrigger
	array(PolicyControlRequestTrigger)
	
	1..N
	The policy control reqeust trigges which are met.
	

	accessType
	AccessType
	
	0..1
	The Access Type where the served UE is camping.
	

	ratType
	RatType
	
	0..1
	The RAT Type where the served UE is camping.
	

	servingNetwork
	NetworkId
	
	0..1
	The serving network where the served UE is camping.
	

	userLocationInformation
	UserLocationInformation
	
	0..1
	The location of the served UE is camping.
	

	ueTimeZone
	TimeZone
	
	0..1
	The time zone where the served UE is camping.
	

	pei
	Pei
	
	0..1
	The Permanent Equipment Identifier of the served UE.
	

	ipv4Address
	Ipv4Addr
	
	0..1
	The IPv4 Address of the served UE.
	

	ipv6AddressPrefix
	Ipv6Prefix
	
	0..1
	The Ipv6 Address Prefix of the served UE.
	

	chargingInformation
	ChargingInformation
	
	0..1
	The charging information of the PDU session.
	

	subscribedSessionAmbr
	BitRate
	
	0..1
	Subscribed Session-AMBR.
	

	subscribedDefaultQosInformation
	DefaultQosInformation
	
	0..1
	Subscribed Default QoS Information.
	

	accuUsageReport
	AccuUsageReport
	O
	0..1
	Accumulate usage report.
	

	ruleReports
	array(RuleReport)
	O
	0..N
	Used to report the status of PCC rules.
	

	userLocationInfoTime
	DateTime
	O
	0..1
	Contains the NTP time at which the UE was last known to be in the location.
	


*** 4th Change ***

5.6.2.x
Type ruleReport
Table 5.6.2.x-1: Definition of type ruleReport
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	pccRuleIds
	array(string)
	O
	0..N
	Contains the identifier of the PCC rule(s) associated to the provided Access Network Charging Identifier.
	

	ruleStatus
	RulsStatus
	O
	0..1
	Indicates the status of the PCC rule(s)
	

	failureCode
	FailureCode
	O
	0..1
	Indicates the reason tha the PCC Rule is being reported
	

	finalUnitIndication
	FinalUnitIndication(FFS)
	O
	0..1
	Contains the related filter parameters and redirect address parameters (if available), when the user's account cannot cover the service cost.
	

	raNaRelCause
	RaNaRelCause(FFS)
	O
	O..1
	indicates the RAN or NAS release cause code information
	


*** 5th Change ***

5.6.3.x
Enumeration: RuleStatus
Table 5.6.3.x-1: Enumeration RuleStatus

	Enumeration value
	Description
	Applicability

	ACTIVE
	Indicates that the PCC rule(s) are successfully installed (for those provisioned from PCF) or activated (for those pre-defined in SMF).
	

	INACTIVE
	Indicates that the PCC rule(s) are removed (for those provisioned from PCF) or inactive (for those pre-defined in SMF).
	


*** 6th Change ***

5.6.3.y
Enumeration: FailureCode
Table 5.6.3.y-1: Enumeration FailureCode
	Enumeration value
	Description
	Applicability

	UNK_RULE_IDENTIFIER
	Indicates that the pre-provisioned PCC rule could not be successfully activated because the PCC rule identifier is unknown to the SMF.
	

	RA_GR_ERR
	Indicate that the PCC rule could not be successfully installed or enforced because the Rating Group specified within the Charging Data policy decision which the PCC rule refers to is unknown or, invalid.
	

	SER_ID_ERR
	Indicate that the PCC rule could not be successfully installed or enforced because the Service Identifier specified within the Charging Data policy decision which the PCC rule refers to is invalid, unknown, or not applicable to the service being charged.
	

	NF_MAL
	Indicate that the PCC rule could not be successfully installed (for those provisioned from the PCF) or activated (for those pre-defined in SMF) or enforced (for those already successfully installed) due to SMF/UPF malfunction.
	

	RES_LIM
	Indicate that the PCC rule could not be successfully installed (for those provisioned from PCF) or activated (for those pre-defined in SMF) or enforced (for those already successfully installed) due to a limitation of resources at the SMF/UPF.
	

	MAX_NR_QoS_Flow_REACHED
	Indicate that the PCC rule could not be successfully installed (for those provisioned from PCF) or activated (for those pre-defined in SMF) or enforced (for those already successfully installed) due to the fact that the maximum number of QoS flows has been reached for the PDU session.
	

	MISS_FLOW_INFO
	Indicate that the PCC rule could not be successfully installed or enforced because the Flow Information AVP is not specified within the "pccRule" attribute by the PCF during the first install request of the PCC rule.
	

	RES_ALLO_FAIL
	Indicate that the PCC rule could not be successfully installed or maintained since the QoS flow establishment/modification failed, or the QoS flow was released.
	

	UNSUCC_QOS_VAL
	This value is used to:

-
indicate that the QoS validation has failed or,
-
Indicate when Guaranteed Bandwidth > Max-Requested-Bandwidth.
	

	INCOR_FLOW_INFO
	Indicate that the PCC rule could not be successfully installed or modified at the SMF because the provided flow information is not supported by the network (e.g. the provided IP address(es) or Ipv6 prefix(es) do not correspond to an IP version applicable for the PDU session).
	

	PS_TO_CS_HAN
	Indicate that the PCC rule could not be maintained because of PS to CS handover. 
	

	APP_ID_ERR
	Indicate that the rule could not be successfully installed or enforced because the Application Identifier is invalid, unknown, or not applicable to the application required for detection.
	

	NO_QoS_FLOW_BOUND
	Indicate that there is no QoS flow which the SMF can bind the PCC rule(s) to.
	

	FILTER_RES
	Indicate that the Flow Information cannot be handled by the SMF because any of the restrictions was not met. (FFS)
	

	MISS_REDI_SER_ADDR
	Indicate that the PCC rule could not be successfully installed or enforced at the SMF because there is no valid Redirect Server Address within the Traffic Control Data policy decision which the PCC rule refers to provided by the PCF and no preconfigured redirection address for this PCC rule at the SMF.
	

	CM_END_USER_SER_DENIED
	Indicate that the charging system denied the service request due to service restrictions (e.g. terminate rating group) or limitations related to the end-user, for example the end-user's account could not cover the requested service. 
	

	CM_CREDIT_CON_NOT_APP
	Indicate that the charging system determined that the service can be granted to the end user but no further credit control is needed for the service (e.g. service is free of charge or is treated for offline charging).
	

	CM_AUTH_REJ
	Indicate that the charging system denied the service request in order to terminate the service for which credit is requested. 
	

	CM_USER_UNK
	Indicate that the specified end user could not be found in the charging system. 
	

	CM_RAT_FAILED
	Indicate that the charging system cannot rate the service request due to insufficient rating input, incorrect AVP combination or due to an attribute or an attribute value that is not recognized or supported in the rating. 
	


*** 6th Change ***

5.8
Feature negotiation

The optional features in table 5.8-1 are defined for the Npcf_SMPolicyControl API. They shall be negotiated using the extensibility mechanism defined in subclause 6.6 of 3GPP TS 29.500 [4].

Table 5.8-1: Supported Features
	Feature number
	Feature Name
	Description

	x
	RAN-NAS-Cause
	This feature indicates the support for the detailed release cause code information from the access network.


*** End of Changes ***
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