Page 1



3GPP TSG-CT WG3 Meeting #97
C3-183481
Osaka, Japan, 21 May - 25 May 2018
	5PCR-Form-v0.3 

	PSEUDO  CR

	
	

	(

	Spec. number:
	29.512
	Current version:
	0.5.0
	(



	Title:                     
(

	Miscellaneous corrections

	
	

	Source:            
    (

	Nokia, Nokia Shanghai-Bell, Huawei

	
	

	Work item code:  
(

	5GS_Ph1-CT
	

	
	

	Reason for           (
   

change:

	URIs depicted in figures are not alligned with the text. Two different Notifications for changes and termination request have been agreed at the previous meeting and documenter in the procedural text, but the API definition was not updated accordingly.

	
	

	Summary of 

change:                (

	URIs depicted in figures are corrected to be alligned with the text. Two different Notifications for changes and termination request are introduced in the API definition 

	
	

	Consequences    (
  

if not agreed:
	Internal contradictions in the spec.

	
	

	Other specs         (

	

	affected(if any):
	

	
	 

	
	

	Other comments (

	


*** 1st Change ***

4.2.3.2
SM Policy Association Notification request
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Figure 4.2.3.2-1: SMPolicyControl UpdateNotify Update Service Operation

1.
The PCF shall send a POST request to the NF Service Consumer (SMF) (../{smPoliciesUpdateNotifyUri}/notify). The payload body of the message shall contain the representation of the updated policies.

2.
In case of a successful update of PCC rule(s) a "200 OK" shall be returned in the response.
Editor's note:
If a body is being sent in the response and the content is FFS.
*** 2nd Change ***

4.2.3.3
SM Policy Association termination request
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Figure 4.2.3.3-1: SMPolicyControl UpdateNotify Service Operation

1.
The PCF shall send a POST request to the NF Service Consumer (SMF) (../{smPoliciesUpdateNotifyUri}/delete). The PCF shall provide in the body of the HTTP POST request the identifier of the individual SM policy resource and the PDU session termination request.
2.
If the SMF accepted received POST request the SMF shall send "204 No Content" response.

Editor's note:
Additional encoding details will be added when they are agreed.
Editor's note:
Description of failure cases is FFS.
*** 3rd Change ***

4.2.4
Npcf_SMPolicyControl_Update Service Operation
The Npcf_SMPolicyControl_Update service operation provides means for the NF service consumer to inform the PCF that a policy control request trigger condition has been met and for the PCF to inform the NF service consumer of any resulting updates of the Session Management related policies.
Figure 4.2.4-1 illustrates a requesting the update of the Session Management related policies.
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Figure 4.2.4-1: Requesting the update of the Session Management related policies
1.
The NF Service Consumer shall send a POST request to the PCF to update an "Individual SM Policy" resource. The {smPolicyId} in the URI identifies the "Individual SM Policy" resource to be updated.

2.
In case of a successful update, "200 OK" response shall be returned in the response. The PCF shall include in the "200 OK" response the representation of the updated policies in the body (delta changes).

Editor's note:
This text needs to be enhanced with encoding details such as attribute names once they are defined.
*** 4th Change ***

4.2.5.2
SM_Policy Association Delete
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Figure 4.2.5.2-1: SMPolicyControl Delete

When an individual resource of the SM Policy Association shall be deleted the SMF shall invoke the Npcf_SMPolicyContext_DELETE service operation to the PCF using an HTTP POST request, as shown in figure 4.2.5.2-1, step 1.
The SMF shall set the request URI to "{apiRoot}/npcf-smpolicycontrol/v1/sm-policies/{smPolicyId}/delete". The {smPolicyId} in the URI identifies the "Individual SM Policy" to be deleted.

The SMF delete request shall (if available) contain SM Policy Association related information in the body:
-
optional volume usage information "accuUsageReport".
When the PCF receives the HTTP POST request from the SMF, the PCF shall acknowledge the request by sending an HTTP response message with the corresponding status code. The PCF acknowledged the delete request by sending a "204 No Content" response to the SMF, as shown in figure 4.2.5.2-1, step 2. Further, the PCF shall remove the individual resources linked to the delete request.

If the HTTP POST request from the SMF is rejected by the PCF, the PCF shall indicate the cause for the rejection in the response to the SMF. Further details of error handling are described in subclause 5.7.
*** 5th Change ***

5.5
Notifications

5.5.1
General

Table 5.5.1-1: Notifications

	Custom operation URI
	Mapped HTTP method
	Description

	{Notification URI}/update
	POST
	Policy Update Notification.

	{Notification URI}/terminate
	POST
	Request for termination of the policy association.



5.5.2
 Policy Update Notification 
URI: {Notification URI}/update 
The operation shall support the URI variables defined in table 5.5.2-1.

Table 5.5.2-1: URI variables 
	Name
	Definition

	NotificationUrl
	reference provided by the SMF during the initial retrieval of the SM Policies.

	
	

	
	


This method shall support the URI query parameters specified in table 5.5.2-2
Table 5.5.2-2: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 5.5.2-3 and the response data structures and response codes specified in table 5.3.4.3.1-3.

Table 5.5.2-3: Data structures supported by the POST Request Body on this resource

	Data type
	P
	Cardinality
	Description

	SmPolicyNotification
	M
	1
	Update the SM policies provided by the PCF


Table 5.5.2-4: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	n/a
	
	
	204 No Content
	The SM policies are updated successfully.

	
	
	
	FFS( error case)
	


Editor's note: the description of failure cases is FFS.
5.5.3
Request for termination of the policy association

5.5.3.1
Description

This notification is used by the PCF to request the termination of a policy association.

5.5.3.2
Operation Definition

This operation shall support the request data structures specified in table 5.5.3.2-1 and the response data structure and response codes specified in table 5.5.3.2-2.

Table 5.5.3.2-1: Data structures supported by the POST Request Body on this resource

	Data type
	P
	Cardinality
	Description

	TerminationNotification
	M
	1
	Request to terminate the policy association.


Table 5.5.3.2-2: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	n/a
	
	
	204 No Content
	The request for policy association termination was received.



*** 6th Change ***

5.6.1
General

This subclause specifies the application data model supported by the API.

The Npcf_SMPolicyControl API allows the SMF to retrieve the session management related policy from the PCF as defined in 3GPP TS 23.503 [6].
Table 5.6.1-1 specifies the data types defined for the Npcf_SMPolicyControl service based interface protocol.

Table 5.6.1-1: Npcf_SMPolicyControl specific Data Types

	Data type
	Section defined
	Description
	Applicability

	AccuUsageReport
	5.6.2.18
	
	

	ChargingData
	5.6.2.11
	Contains charging related parameters. Inherits all parameters from DecisionData.
	

	ChargingInformation
	5.6.2.17
	
	

	ConditionData
	5.6.2.9
	Contains conditions for applicability of a rule.
	

	FlowDirection
	5.6.3.3
	
	

	FlowInformation
	5.6.2.14
	Contains the flow information.
	

	FlowStatus
	FFS
	Indicates the flow status.
	

	MeteringMethod
	5.6.3.5
	Indicates the metering method.
	

	PccRule
	5.6.2.6
	Contains the PCC rule information.
	

	PolicyControlRequestTrigger
	5.6.3.6
	
	

	QosCharacteristics
	5.6.2.16
	Contains QoS characteristics for a non standard 5QI.
	

	QoSData
	5.6.2.8
	Contains the QoS parameters.
	

	RedirectAddressType
	FFS
	Indicates the redirect address type.
	

	RedirectInformation
	5.6.2.13
	Contains the redirect information.
	

	ReportingLevel
	5.6.3.4
	Indicates the reporting level.
	

	SessionRule
	5.6.2.7
	Contains session level policy information.
	

	SmPolicyControl
	5.6.2.2
	Contains the parameters to request the SM policies and the SM policies authorized by the PCF.
	

	SmPolicyContextData
	5.6.2.3
	Contains the parameters to create individual SM policy resource.
	

	SmPolicyDecision
	5.6.2.4
	Contains the SM policies authorized by the PCF.
	

	SmPolicyNotification
	5.6.2.5
	Contains the update of the SM policies
	

	SmPolicyDeleteData
	5.6.2.15
	Contains the parameters to be sent to the PCF when the individual SM policy is deleted.
	

	SmPolicyUpdateContextData
	5.6.2.19
	
	

	TerminationNotification
	5.6.2.x
	Termination Notification
	

	TrafficControlData
	5.6.2.10
	Contains parameters determining how flows associated with a PCCRule are treated (blocked, redirected, etc). Inherits all parameters from DecisionData.
	

	UsageMonitoringData
	5.6.2.12
	Contains usage monitoring related control information. Inherits all parameters from DecisionData.
	


Table 5.6.1-2 specifies data types re-used by the Npcf_SMPolicyControl service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Npcf_SMPolicyControl service based interface. 

Table 5.6.1-2: Npcf_SMPolicyControl re-used Data Types

	Data type
	Reference
	Comments
	Applicability

	5qi
	3GPP TS 29.571 [11]
	Unsigned integer representing a 5G QoS Identifier (see subclause 5.7.2.1 of 3GPP TS 23.501 [8]), within the range 0 to 255. In an OpenAPI Specification [3] schema, the format shall be designated as "5qi".
	

	5qiPriorityLevel
	3GPP TS 29.571 [11]
	Unsigned integer indicating the 5QI Priority Level (see subclauses 5.7.3.3 and 5.7.4 of 3GPP TS 23.501 [8]), within the range 1 to 127.

Values are ordered in decreasing order of priority, i.e. with 1 as the highest priority and 127 as the lowest priority.

In an OpenAPI Specification [3] schema, the format shall be designated as "5qiPriorityLevel".
	

	AccessType
	3GPP TS 29.571 [11]
	The identification of the type of access network.
	

	AfSignallingProtocol
	FFS
	
	

	AverWindow
	3GPP TS 29.571 [11]
	Averaging Window
	

	BitRate
	3GPP TS 29.571 [11]
	String representing a bit rate that shall be formatted as follows:

pattern: "^\d+(\.\d+)? (bps|Kbps|Mbps|Gbps|Tbps)$"

Examples: 

"125 Mbps", "0.125 Gbps", "125000 Kbps"

In an OpenAPI Specification [3] schema, the format shall be designated as "BitRate".
	

	ChargingInformation
	3GPP TS 29.571 [11]
	
	

	DefaultQoSInformation
	3GPP TS 29.571 [11]
	Identifies the information of the default QoS.
	

	Dnn
	3GPP TS 29.571 [11]
	The DNN the user is connected to.
	

	DurationSec
	3GPP TS 29.571 [11]
	Identifies a period of time in units of seconds.
	

	Ipv4Addr
	3GPP TS 29.571 [11] 
	The Ipv4 address allocated for the user.
	

	Ipv6Prefix
	3GPP TS 29.571 [11]
	The Ipv6 prefix allocated for the user.
	

	MaxDataBurstVol
	3GPP TS 29.571 [11]
	Maximum Data Burst Volume
	

	NetworkId
	3GPP TS 29.571 [11]
	The identification of the Network.
	

	PacketDelBudget
	3GPP TS 29.571 [11]
	Packet Delay Budget
	

	PacketErrRate
	3GPP TS 29.571 [11]
	Packet Error Rate
	

	PduSessionId
	3GPP TS 29.571 [11]
	The identification of the PDU session.
	

	Pei
	3GPP TS 29.571 [11]
	The Identification of a Permanent Equipment.
	

	RatType
	3GPP TS 29.571 [11]
	The identification of the RAT type.
	

	ResourceType
	3GPP TS 29.571 [11]
	Indicates whether the resource type is GBR, delay critical GBR, or non-GBR.
	

	Supi
	3GPP TS 29.571 [11]
	The identification of the user (i.e. IMSI, NAI).
	

	SupportedFeatures
	3GPP TS 29.571 [11]
	Used to negotiate the applicability of the optional features defined in table 5.8-1.
	

	UeTimeZone
	3GPP TS 29.571 [11]
	
	

	Uri
	3GPP TS 29.571 [11]
	
	

	UserLocationInformation
	3GPP TS 29.571 [11]
	
	


*** 7th Change ***

5.6.2.5
Type SmPolicyNotification
Table 5.6.2.5-1: Definition of type SmPolicyNotification

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	supi
	Supi
	
	1
	Subscription Permanent Identifier
	

	pduSessionId
	PduSessionId
	
	1
	PDU session id
	

	smPolicyDecision
	SmPolicyDecision
	
	1
	Session management policy (see subclause 5.6.2.4).
	

	
	
	
	
	
	


Editor's note:
The use of smPolicyDecision is FFS.
Editor's note:
The indication of the presence of the attributes is FFS.
*** 8thChange ***

5.6.2.x
Type TerminationNotification
Table 5.6.2.x-1: Definition of type TerminationNotification

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	supi
	Supi
	
	1
	Subscription Permanent Identifier
	

	pduSessionId
	PduSessionId
	
	1
	PDU session id
	


*** End of Changes ***
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